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§295.1 Purpose.

This part establishes the policy and
sets forth the procedures by which the
public may obtain information and
records from the Inspector General (1G)
under the Freedom on Information Act
(FOIlA). It implements title 5, United
States Code (U.S.C.) section 552, as
amended by the Freedom of Informa-
tion Reform Act of 1986, 32 CFR part
285 and 32 CFR part 286.

§295.2 Applicability.

The provisions of this part are appli-
cable to all components of the Office of
the Inspector General (OlIG) and govern
the procedures by which FOIA requests
for information will be processed and
records may be released under the
FOIA.

§295.3 Definition of OIG records.

(a) The products of data compilation,
such as books, papers, maps, and pho-
tographs, machine readable materials
or other documentary materials, re-
gardless of physical form or character-
istics, made or received by an agency
of the United States Government under
Federal law in connection with the
transaction of public business and in
the OIG’s possession and control at the
time the FOIA request is made.

(b) The following are not included
within the definition of the word
“record’’:

(1) Objects or articles, such as struc-
tures, furniture, vehicles and equip-

§295.3

ment, whatever their historical value,
or value as evidence.

(2) Administrative tools by which
records are created, stored, and re-
trieved, if not created or used as
sources of information about organiza-
tions, policies, functions, decisions, or
procedures of the OIG. Normally, com-
puter software, including source code,
object code, and listings of source and
object codes, regardless of medium are
not agency records. (This does not in-
clude the underlying data which is
processed and produced by such soft-
ware and which may in some instances
be stored with the software.) Excep-
tions to this position are outlined in
§295.4(c).

(3) Anything that is not a tangible or
documentary record, such as an indi-
vidual’s memory or oral communica-
tion.

(4) Personal records of an individual
not subject to agency creation or re-
tention requirements, created and
maintained primarily for the conven-
ience of an OIG employee, and not dis-
tributed to any other OIG employee for
their official use, or otherwise dissemi-
nated for official use.

(5) Information stored within a com-
puter for which there is no existing
computer program for retrieval of the
requested information.

(c¢) In some instances, computer soft-
ware may have to be treated as an
agency record and processed under the
FOIA. These situations are rare, and
shall be treated on a case-by-case basis.
Examples of when computer software
may have to be treated as an agency
record are:

(1) When the data is embedded within
the software and can not be extracted
without the software. In this situation,
both the data and the software must be
reviewed for release or denial under the
FOIA.

(2) Where the software itself reveals
information about organizations, poli-
cies, functions, decisions, or procedures
of the OIG, such as computer models
used to forecase budget outlays, cal-
culate retirement system costs, or op-
timization models on travel costs.

(3) See appendix B to this part for
further information on release deter-
minations of computer software.
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