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(D) Conduct training on the Privacy
Act program for regional and FAO per-
sonnel.

(E) Provide recommendations to the
Regional Director through the Re-
gional Resources Manager regarding
the releasability of DCAA records to
members of the public.

(6) Managers, Field Audit
(FAOs) will:

(i) Ensure that the provisions of this
part are followed in processing requests
for records.

(ii) Forward to the Regional Privacy
Act Officer, any Privacy Act requests
received directly from a member of the
public, so that the request may be ad-
ministratively controlled and proc-
essed.

(iii) Ensure the prompt review of all
Privacy Act requests, and when re-
quired, coordinating those requests
with other organizational elements.

(iv) Provide recommendations to the
Regional Privacy Act Officer regarding
the releasibility of DCAA records to
members of the public, along with the
responsive documents.

(v) Provide the appropriate docu-
ments, along with a written justifica-
tion for any denial, in whole or in part,
of a request for records to the Regional
Privacy Act Officer. Those portions to
be excised should be bracketed in red
pencil, and the specific exemption or
exemptions cited which provide the
basis for denying the requested records.

(7) DCAA Employees will:

(i) Not disclose any personal informa-
tion contained in any system of
records, except as authorized by this
part.

(if) Not maintain any official files
which are retrieved by name or other
personal identifier without first ensur-
ing that a notice for the system has
been published in the FEDERAL REG-
ISTER.

(iii) Report any disclosures of per-
sonal information from a system of
records or the maintenance of any sys-
tem of records that are not authorized
by this part to the appropriate Privacy
Act officials for their action.

Offices

§317.6 Procedures.

Procedures for processing material in
accordance with the Privacy Act of
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1974 are outlined in subparts B through
L of this part.

Subpart B—Systems of Records

§317.10 General.

(a) System of records. To be subject to
this part, a ‘‘system of records’ must:

(1) Consist of “‘records’ that are re-
trieved by the name or some other per-
sonal identifier of an individual, and

(2) Be under the control of the Agen-
cy.

(b) Retrieval practices. (1) Records in a
group of records that could be retrieved
by personal identifiers, but are not cov-
ered by this part, even if the records
contain information about individuals
and are under the control of the agen-
cy. The records must, in fact, be re-
trieved by personal identifiers in order
to become a system of records.

(2) If records previously not retrieved
by personal identifiers are rearranged
so they are retrieved by personal iden-
tifiers, a new system of records is cre-
ated and a notice of the system must
be published in the FEDERAL REGISTER
of its existence.

(3) If records in a system of records
are rearranged so retrieval no longer is
by personal identifiers, the records are
no longer subject to this part and the
records system notice shall be deleted.

(c) Recordkeeping standards. A record
maintained in a system of records must
meet the following criteria:

(1) The record must be accurate--all
information in the record must be fac-
tually correct.

(2) The record must be relevant--all
information contained in the record
must be related to the individual who
is the subject of record and also must
be related to a lawful purpose or mis-
sion of the agency.

(3) The record must be timely--all in-
formation in the record must be re-
viewed periodically to ensure that it
has not changed due to time or later
events.

(4) The record must be complete--it
must be able to stand alone in accom-
plishing the purpose for which it is
maintained.

(5) The record must be necessary--all
information in the record must be
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