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of the public, as appropriate, in car-
rying out the responsibilities and func-
tions assigned under this part.

§348.7 Administration.

(a) The Secretaries of the Military
Departments shall assign military per-
sonnel to the DMPA in accordance
with approved authorizations and es-
tablished procedures for assignment to
joint duty.

(b) Administrative support for the
DMPA shall be provided by the Direc-
tor, Washington Headquarters Serv-
ices.
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§350.1 Purpose.

Under the authority vested in the
Secretary of Defense by title 10, United
States Code, this part reissues DoD Di-
rective 5137.1' to update the respon-
sibilities, functions, relationships, and
authorities of the Assistant Secretary
of Defense for Command, Control, Com-
munications, and Intelligence
(ASD(C31)).

§350.2 Applicability.

This part applies to the Office of the
Secretary of Defense (OSD), the Mili-
tary Departments, the Chairman of the
Joint Chiefs of Staff and the Joint
Staff, the Unified and Specified Com-
batant Commands, the Inspector Gen-
eral of the Department of Defense, the
Defense Agencies, and the DoD Field

1Copies may be obtained, at cost, from the
National Technical Information Service, 5285
Port Royal Road, Springfield, VA 22161.
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Activities (hereafter referred to collec-
tively as ‘“‘the DoD Components’’).

§350.3 Responsibilities.

The Assistant Secretary of Defense
for Command, Control, Communica-
tions, and Intelligence shall have as his
principal duty the overall supervision
of C31 affairs of the Department of De-
fense. The ASD(C31) is the principal
staff assistant and advisor to the Sec-
retary and Deputy Secretary of De-
fense for C31, information management
(IM), counter-intelligence (Cl), and se-
curity countermeasures (SCM) mat-
ters, including warning, reconnais-
sance, and intelligence and intel-
ligence-related activities conducted by
the Department of Defense.

§350.4 Functions.

In the exercise of assigned respon-
sibilities, the Assistant Secretary of
Defense for Command, Control, Com-
munications, and Intelligence shall:

(a) Serve as principal staff assistant
in carrying out the responsibilities of
the Secretary of Defense as Executive
Agent for the National Communica-
tions System.

(b) Serve as the Department’s senior
IM official pursuant to section 3506(b)
of 44 U.S.C.; implement the Defense IM
program, the Defense corporate IM ini-
tiative, and the principles of corporate
IM throughout the Department of De-
fense; and ensure the proper integra-
tion of DoD computing, systems secu-
rity, telecommunications, and IM ac-
tivities.

(c) Conduct and account for any ac-
quisitions made pursuant to a delega-
tion of authority under section 111 of
the Federal Property and Administra-
tive Services Act (40 U.S.C. 759), in ac-
cordance with section 3506(c)(4) of 44
uU.s.C.

(d) Serve as the Department’s senior
information security official pursuant
to section 5.3(a) of E.O. 12356.

(e) Serve as the principal DoD official
responsible for establishing software
policy and practices, but shall not be
responsible for computer resources,
both hardware and software, that are:

(1) Physically part of, dedicated to,
or essential in real time to the mission
performance of weapon systems.
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(2) Used for weapon system special-
ized training, simulation, diagnostic
test and maintenance, or calibration.

(3) Used for research and develop-
ment of weapon systems.

(f) Establish and implement IM pol-
icy, processes, programs, and standards
to govern the development, acquisi-
tion, and operation of automated data
processing (ADP) equipment by the De-
partment of Defense, but shall not be
responsible for ADP equipment that is
an integral part of a weapon or weapon
system, test support for a weapon or
weapon system, or information tech-
nology basic research and develop-

ment.
(g) Chair the Major Automated Infor-
mation System Review  Council

(MAISRC). The ASD(C3I) shall operate
the MAISRC in a manner consistent
with the acquisition policies in DoD
Directive 5000.12 and, for automated in-
formation system programs below the
Defense Acquisition Board thresholds,
independently of the Defense Acquisi-
tion Board (DAB).

(h) Provide program management for
the General Defense Intelligence Pro-
gram, the Foreign Counterintelligence
Program, and the Security and Inves-
tigative Activities Program.

(i) Serve as the principal DoD official
responsible for preparing and defending
the Department’s C3I, Cl, SCM, and IM
programs before the Congress.

(J) Review and advise the Secretary
of Defense on C3l, CI, SCM, and IM
plans and programs; review and rec-
ommend requirements and priorities to
ensure that DoD requirements are fully
considered in the development of these
plans and programs; monitor and
evaluate the responsiveness of such
programs to DoD requirements, par-
ticularly their readiness to support
military operations.

(k) Provide guidance, and manage-
ment and technical oversight for all
C3l, Cl, SCM, and IM projects, pro-
grams, and systems being acquired by,
or for the use of, the Department of De-
fense and its Components.

(I) Oversee applicable training and
career development programs to ensure
that trained manpower is available to
support DoD C3l, Cl, SCM, and IM mis-

2See footnote 1 to §350.1.

§350.4

sion needs, including manpower re-
quirements for projected systems.

(m) Recommend, advise, and provide
assistance to other OSD staff elements
on C3l, ClI, SCM, and IM matters rel-
evant to the execution of their as-
signed responsibilities, including the
execution of DoD-wide programs to im-
prove standards of performance, econ-
omy, and efficiency.

(n) Assess the responsiveness of intel-
ligence products to DoD requirements.

(o) Promote coordination, coopera-
tion, and cross-Service management of
joint C3l, IM, CI, and SCM programs to
ensure essential interoperability is
achieved within the Department of De-
fense and between the Department of
Defense and other Federal Agencies
and the civilian community.

(p) Participate, as appropriate, in the
DoD planning, programming, and budg-
eting system for C3l, IM, Cl, and SCM
activities by reviewing proposed DoD
resource programs, formulating budget
estimates, recommending resource al-
locations and priorities, and moni-
toring the implementation of approved
programs.

(q) Establish policy and provide di-
rection to the DoD Components on all
matters concerning the assigned func-
tional areas in paragraphs (q)(1)
through (q)(26) of this section; serve as
the primary focal point for staff co-
ordination on these matters within the
Department of Defense, with other
Government Departments and Agen-
cies, and with foreign governments and
international organizations to which
the United States is party; and provide
DoD representation to foreign govern-
ments and intergovernmental and
international organizations when deal-
ing with these matters.

(1) Strategic, theater, and tactical
nuclear and conventional command
and control.

(2) Information networks.

(3) C3l-related space systems.

(4) Special technology and systems.

(5) Telecommunications.

(6) Identification, navigation, and po-
sition fixing systems.

(7) Strategic C3 countermeasures.

(8) Air traffic control and airspace
management.

(9) Surveillance, warning, and recon-
naissance architectures.
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(10) North Atlantic Treaty Organiza-
tion C3l architectures and systems.

(11) Information systems security.

(12) Intelligence programs, systems,
and equipment.

(13) National Communications Sys-
tem activities.

(14) Radio frequency policy and man-
agement.

(15) Mapping, charting, and geodsey.

(16) Integration and/or interface of
national and tactical C3l systems and
programs.

(17) c3l, IM, CI, and SCM career de-
velopment, including DoD foreign lan-
guage training.

(18) Information management activi-
ties.

(19) Counter-narcotics C3l activities.

(20) C3l, IM, CI, and SCM technology
programs and activities.

(21) Counterintelligence operations
and investigations policy and pro-
grams.

(22) Defense investigative activities,
to include personnel security inves-
tigations, unauthorized disclosures of
classified information, and polygraph
examinations.

(23) Security countermeasures activi-
ties, to include physical security, per-
sonnel security, industrial security,
and security classification and safe-
guards policy and programs.

(24) Operations security
counterimagery security.

(25) Security-related research, in-
cluding personnel security and poly-
graph activities.

(26) Data and information systems
standardization programs, including
DoD-wide data administration.

(r) Perform such other duties as the
Secretary of Defense may assign.

and

§350.5

(@) In the performance of all assigned
duties, the ASD(C3I) shall:

(1) Report directly to the Secretary
and Deputy Secretary of Defense.

(2) Exercise direction, authority, and
control over:

(i) Defense
Agency.

(ii) Defense Intelligence Agency.

(iii) Defense Mapping Agency.

(iv) Defense Investigative Service.

(v) Defense Support Project Office.

Relationships.

Information Systems
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(vi)
Group.

(vii) Defense Polygraph Institute.

(viii) DoD Security Institute.

(ix) Defense Personnel Security Re-
search Center.

(3) Exercise staff supervision over:

(i) National Security Agency/Central
Security Service.

(ii) Air Force and Navy Special Intel-
ligence Programs.

(iii) Electromagnetic Compatibility
Analysis Center.

(iv) Defense Courier Service.

(4) Coordinate and exchange informa-
tion with other OSD officials and heads
of DoD Components exercising collat-
eral or related functions.

(5) Use existing facilities and services
of the Department of Defense and other
Federal Agencies, when practicable, to
avoid duplication and to achieve max-
imum readiness, sustainability, effi-
ciency, and economy.

(6) Work closely with the Director of
Central Intelligence to ensure effective
complementarity and mutual support
between DoD intelligence programs, in-
cluding DoD programs in the National
Foreign Intelligence Program, and non-
DoD intelligence programs.

(b) ASD(C3I) acquisition-related ac-
tivities shall be subject to review by
the DAB in accordance with DoD Di-
rective 5000.1 and DoD Directive
5000.49,3 and shall be subject to the au-
thority of the USD(A) delegated by the
Secretary or Deputy Secretary of De-
fense.

(c) Other OSD officials and heads of
the DoD Components shall coordinate
with the ASD (C3l) on all matters re-
lated to the functions cited in this sec-
tion.

Intelligence Program Support

§350.6 Authorities.

(a) The ASD(C3l) is hereby delegated
authority to:

(1) Issue DoD Instructions, DoD pub-
lications, and one-time directive-type
memoranda, consistent with DoD
5025.1-M,4 that implement policies ap-
proved by the Secretary of Defense in
assigned fields of responsibility. In-
structions to the Military Departments
shall be issued through the Secretaries

3See footnote 1 to §350.1.
4See footnote 1 to §350.1.
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