Office of the Secretary of Defense

§377.4 Functions.

The DIS is a law enforcement, per-
sonnel security investigative, and in-
dustrial security agency and shall:

(a) Provide a single, centrally di-
rected personnel security investigative
service to conduct personnel security
investigations for DoD Components
within the United States and its Trust
Territories and, when authorized by
the DUSD(P), for other U.S. Govern-
ment departments and agencies. The
DIS shall request the Military Depart-
ments, or when appropriate other U.S.
Government activities, to accomplish
investigative requirements assigned to
it in other geographic areas.

(b) Operate a consolidated Personnel
Security Investigations Center in ac-
cordance with DoD Directive 5200.271.

(c) Manage the Defense Central Index
of Investigations.

(d) Administer the Defense Industrial
Security Program (DISP) under DoD
5220.22-R.

(e) Operate the DISCO as a consoli-
dated central facility to process indus-
trial personnel security clearances.

(f) Administer the Defense Industrial
Facilities Protection Program (DIFPP)
under DoD Directive 5160.542.

(g9) Provide inspection policy and pro-
cedures essential to assess DoD con-
tractor compliance with DoD physical
security requirements for the protec-
tion of sensitive conventional arms,
ammunition and explosives (AA&E)
under DoD Instruction 5220.303.

(h) As authorized by the DUSD(P)
and under 32 CFR part 213 provide sup-
port for law enforcement investiga-
tions involving DoD personnel, facili-
ties, or contractors conducted by au-
thorized investigative agencies of the
Military Departments, Inspector Gen-
eral, Department of Defense (IG, DoD),
the Federal Bureau of Investigation, or
other Federal investigative agencies.

(i) Conduct investigations of unau-
thorized disclosure of classified infor-
mation not under the jurisdiction of
the Military Departments and other in-

1Copies may be obtained, at cost, from the
National Technical Information Service, 5285
Port Royal Road, Springfield, VA 22161.

2See footnote 1 to §377.4(b).

3See footnote 1 to §377.4(b).
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vestigations as the DUSD(P) may di-
rect.

(J) Review criminal history record in-
formation at police local, State, or
Federal law enforcement agencies; and
related record repositories, as required.

(k) Conduct surveys and prepare
analyses and estimates of managed
programs.

() Provide administrative and com-
puter support to the Defense Inte-
grated Management Information Sys-
tem (DIMIS).

(m) Maintain an official seal and at-
test to the authenticity of official DIS
records under that seal.

[52 FR 41993, Nov. 2, 1987. Redesignated and
amended at 58 FR 39360, July 22, 1993]

§3877.5 Responsibilities.

(a) The Director, Defense Investigative
Service, shall:

(1) Organize, direct, and manage the
DIS and all assigned resources.

(2) Establish standards and proce-
dures for certification and accredita-
tion of DIS personnel assigned to per-
form investigative and industrial secu-
rity duties.

(3) Provide for industrial security
and personnel security investigative
training for DIS personnel and infor-
mation and industrial security training
for DoD and other U.S. Government
personnel, employees of U.S. Govern-
ment contractors, and selected foreign
governments.

(4) Program, budget, account for, and
report the activities of the DIS in ac-
cordance with the policies and proce-
dures established by the Secretary of
Defense.

(5) Refer to the appropriate civilian
and military investigative agency mat-
ters developed as a result of DIS inves-
tigations that involve alleged criminal
misconduct or have a significant intel-
ligence or counterintelligence aspect.

(6) Under normal circumstances,
refer alleged criminal activity by DIS
personnel to the Office of the Assistant
Inspector General for Investigations
(OAIG-INV), DoD who shall make re-
ferral to the Department of Justice
(DoJ). If the OAIG-INV or DoJ decline
investigative jurisdiction, the Director
shall assign DIS personnel to conduct
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