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TABLE |-2.—MAXIMUM ERP (WATTS)—

Continued

30 me- | 61 me-

Distance from the 4.8 km (3 mi) limit (tle(r)% (tze(r)%

feet) feet)
19.3 km (12 mi) 530 130
20.9 km (13 mi) .. 685 170
22.5 km (14 mi) .. 870 215
24.1 km (15 mi) .. 1000 270
25.7 km (16 mi) .. 1000 415
27.4 km (17 mi) .. 1000 505
29.0 km (18 mi) .. 1000 610
30.6 km (19 mi) .. 1000 730
32.2 km (20 mi) .. 1000 865
33.8 km (21 mi) 1000 1000

§22.1025 Permissible communications.

Offshore central stations must com-
municate only with subscriber stations
(fixed, temporary-fixed, mobile and air-
borne). Offshore subscriber stations
must normally communicate only with
and through offshore central stations.
Stations in the Offshore Radio-
telephone Service may communicate
through relay stations authorized in
this service.

§22.1031 Temporary fixed stations.

The FCC may, upon proper applica-
tion therefor, authorize the construc-
tion and operation of temporary fixed
stations in the Offshore Radio-
telephone service to be used only when
the service of permanent fixed stations
is disrupted by storms or emergencies
or is otherwise unavailable.

(a) Six month limitation. If it is nec-
essary for a temporary fixed station to
remain at the same location for more
than six months, the licensee of that
station must apply for authorization to
operate the station at the specific loca-
tion at least 30 days before the end of
the six month period.

(b) International communications.
Communications between the United
States and Mexico must not be carried
using a temporary fixed station with-
out prior authorization from the FCC.
Licensees desiring to carry such com-
munications should apply sufficiently
in advance to allow for the time nec-
essary to coordinate with Canada or
Mexico.

§22.1035 Construction period.

The construction period (see §22.142)
for offshore stations is 18 months.
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§22.1037 Application requirements for
offshore stations.

Applications for new Offshore Radio-
telephone Service stations must con-
tain an exhibit showing that:

(a) The applicant has notified all li-
censees of offshore stations located
within 321.8 kilometers (200 miles) of
the proposed offshore station, by pro-
viding the following data, at least 30
days before filing the application:

(1) The name, business address, chan-
nel coordinator, and telephone number
of the applicant;

(2) The location and geographical co-
ordinates of the proposed station;

(3) The channel and type of emission;

(4) The height and type of antenna;

(5) The bearing of the main lobe of
the antenna; and,

(6) The effective radiated power.

(b) The proposed station will not
interfere with the primary ORS chan-
nels by compliance with the following
separations:

(1) Co-channel to a distance of 241.4
kilometers (150 miles).

(2) If interstitial channels are used,
adjacent channels (x12.5 kHz) to a dis-
tance of 80.5 kilometers (50 miles).

(3) Third order intermodulation chan-
nels (+12.5 kHz) to a distance of 32.2 kil-
ometers (20 miles).

(4) If the proposed transmitting an-
tenna site is located west of longitude
W.93°40', and within 32.2 kilometers (20
miles) of the shoreline, and proposed
use of the channels listed in §22.1007(b),
no third-order intermodulation inter-
ference would be caused to any base or
mobile station using the channels be-
tween 488 and 494 MHz.

Subpart J—Required New Capa-
bilities Pursuant to the Com-
munications Assistance for
Law Enforcement Act (CALEA)

SOURCE: 64 FR 51717, Sept. 24, 1999, unless
otherwise noted.

§22.1100 Purpose.

Pursuant to the Communications As-
sistance for Law Enforcement Act
(CALEA), Public Law 103-414, 108 Stat.
4279 (1994) (codified as amended in sec-
tions of 18 U.S.C. and 47 U.S.C.), this
subpart contains rules that require a
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cellular telecommunications carrier to
implement certain capabilities to en-
sure law enforcement access to author-
ized communications or call-identi-
fying information.

§22.1101 Scope.

The definitions included in this sub-
part shall be used solely for the pur-
pose of implementing CALEA require-
ments.

§22.1102 Definitions.

Call identifying information. Call iden-
tifying information means dialing or
signaling information that identifies
the origin, direction, destination, or
termination of each communication
generated or received by a subscriber
by means of any equipment, facility, or
service of a telecommunications car-
rier. Call identifying information is
“‘reasonably available’ to a carrier if it
is present at an intercept access point
and can be made available without the
carrier being unduly burdened with
network modifications.

Collection function. The location
where lawfully authorized intercepted
communications and call-identifying
information is collected by a law en-
forcement agency (LEA).

Content of subject-initiated conference
calls. Capability that permits a LEA to
monitor the content of conversations
by all parties connected via a con-
ference call when the facilities under
surveillance maintain a circuit connec-
tion to the call.

Dialed digit extraction. Capability that
permits a LEA to receive on the call
data channel digits dialed by a subject
when a call is connected to another
carrier’s service for processing and
routing.

In-band and out-of-band signaling. Ca-
pability that permits a LEA to be in-
formed when a network message that
provides call identifying information
(e.g., ringing, busy, call waiting signal,
message light) is generated or sent by
the IAP switch to a subject using the
facilities under surveillance. Excludes
signals generated by customer prem-
ises equipment when no network signal
is generated.

Intercept Access Point (IAP). Intercept
access point is a point within a car-
rier’s system where some of the com-

§22.1103

munications or call-identifying infor-
mation of an intercept subject’s equip-
ment, facilities, and services are
accessed.

J-STD-025. The interim standard de-
veloped by the Telecommunications In-
dustry Association and the Alliance for
Telecommunications Industry Solu-
tions for wireline, cellular, and
broadband PCS carriers. This standard
defines services and features to support
lawfully authorized electronic surveil-
lance, and specifies interfaces nec-
essary to deliver intercepted commu-
nications and call-identifying informa-
tion to a LEA.

LEA. Law enforcement agency; e.g.,
the Federal Bureau of Investigation or
a local police department.

Party hold, join, drop on conference
calls. Capability that permits a LEA to
identify the parties to a conference call
conversation at all times.

Subject-initiated dialing and signaling
information. Capability that permits a
LEA to be informed when a subject
using the facilities under surveillance
uses services that provide call identi-
fying information, such as call for-
warding, call waiting, call hold, and
three-way calling. Excludes signals
generated by customer premises equip-
ment when no network signal is gen-
erated.

Timing information. Capability that
permits a LEA to associate call-identi-
fying information with the content of a
call. A call-identifying message must
be sent from the carrier’s IAP to the
LEA’s Collection Function within
eight seconds of receipt of that mes-
sage by the IAP at least 95% of the
time, and with the call event time-
stamped to an accuracy of at least 200
milliseconds.

§22.1103 Capabilities that must be
provided by a cellular telecommuni-
cations carrier.

(a) Except as provided under para-
graph (b) of this section, as of June 30,
2000, a cellular telecommunications
carrier shall provide to a LEA the as-
sistance capability requirements of
CALEA, see 47 U.S.C. 1002. A carrier
may satisfy these requirements by
complying with publicly available
technical requirements or standards
adopted by an industry association or
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