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THE NTIA REAUTHORIZATION ACT OF 1999

TUESDAY, MAY 11, 1999

HOUSE OF REPRESENTATIVES,
COMMITTEE ON COMMERCE,
SUBCOMMITTEE ON TELECOMMUNICATIONS,
TRADE, AND CONSUMER PROTECTION,
Washington, DC.

The subcommittee met, pursuant to notice, at 2 p.m., in room
2123, Rayburn House Office Building, Hon. W.J. “Billy” Tauzin
(chairman) presiding.

Members present: Representatives Tauzin, Deal, Shimkus, Pick-
ering, Markey, Luther, and Dingell (ex officio).

Also present: Representative Upton.

Staff present: Mike O’Rielly, professional staff member; Cliff
Riccio, legislative clerk; and Andy Levin, minority counsel.

Mr. TavuzIN. The Subcommittee on Telecommunications, Trade
and Consumer Protection will please come to order. I would like to
thank you all for being here for the hearing on the NTIA Reauthor-
ization Act of 1999.

This hearing is an opportunity to take a look at a discussion
draft of legislation that tries to help reform NTIA to be more effi-
cient and better equipped to handle the better changing world of
communications.

NTIA is a small Agency within the Department of Commerce.
Some of the NTIA’s core functions include serving as the Presi-
dent’s principal advisor on telecommunications matters—I thought
the Vice President did that—signing and managing spectrum for
Federal users, representing the United States on telecommuni-
cations trade matters, and NTIA also administers two active Fed-
eral grant programs.

Congress last authorized the agency 7 years ago, and this com-
mittee held a hearing on the agency’s reform 2 years ago. Let me
say at the outset that I believe this discussion draft, which all of
you have received and focused your testimony on, is just that, a
discussion draft upon which we hope to base some dialog. And I
want to thank the members who worked very hard to make this
possible—Mr. Upton, Mr. Deal and Mr. Shimkus in particular—
and offer to them again the assistance of the Chair in coming to
some agreements on the bill.

The NTIA Reauthorization Act of 1999 will be introduced in the
House soon, and changes between now and then could reflect the
exchange that we have today. If there are problems that you have
with the discussion draft, now is the chance to make them known
and to suggest changes as may be the case.
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The draft does several things. First, it authorizes appropriations
for NTIA operations. It was therefore imperative to have its head
of operations, my good friend, Larry Irving, here to discuss the en-
tire draft as well as the overall reform effort.

Second, it deals with the spectrum management function of
NTIA. We have an opportunity to hear from a representative of the
Department of Defense to talk about something other than Kosovo,
to talk about the spectrum management of NTIA and how his
agency as well as representatives from UPS will discuss with us
how spectrum management by NTIA actually aids the main com-
petition to their business and serves the agencies for whom it is de-
signed to serve.

What the draft does is to statutorily require NTIA to receive full
reimbursement from the other Federal agencies for the spectrum
management duties that NTIA performs. A very important issue of
spectrum management reimbursement or lack thereof has been an
ongoing problem, and even though NTIA has improved on this,
right now the other agencies will only pay about 80 percent of what
they owe. I wonder how the IRS would react if you or I decided to
pay 20 percent less in taxes this year and claimed there is just no
way that I can give you the rest, so do without it.

The discussion draft sets up a mechanism to find the value of the
lab in Boulder, Colorado and see if there is an interest in the lab’s
purchase.

Fourth, the draft establishes a road map for the future of NTIA.
The draft requires GAO and the Inspector General, who is rep-
resented here today, to conduct studies into the long-term efficiency
of the agency and, in turn, for NTIA to report to Congress its final
plan for reform. It is important to note that the discussion draft
does not mention the grant programs that operate under NTIA, its
largest expenditure in the area of largest controversy.

It is my hope that this hearing should examine whether these
programs are already allocated on similar programs in other Fed-
eral agencies. If my memory serves me correctly, it was Chairman
Bliley who mentioned in our last hearing on this issue that there
is evidence of grants given to entities who compete against private
firms. This issue is one certainly we ought to review today. At the
very least, there is room for improvement in this area.

At the end of the day, the American public and this sub-
committee will be more educated on the question of whether tar-
geted reform of NTIA is necessary, justified, and beneficial to
American taxpayers. I want to thank the witnesses here before us
in advance and look forward to their testimony.

The Chair is now pleased to recognize the ranking member of the
full Commerce Committee, the gentleman from Michigan, Mr. Din-
gell, for an opening statement.

Mr. DINGELL. Thank you, Mr. Chairman. I commend you for
holding this hearing and appreciate the fact that we are going into
the question of the reauthorization of NTIA which has not for some
time been reauthorized. The agency has been acting without ex-
press authorization since 1994, and I commend you for your efforts
to remedy that unfortunate situation.

Mr. Chairman, I believe you join me in supporting the important
functions that NTIA reforms. It is a well-run agency, thanks in
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good part to the fine leadership of Larry Irving who was associated
intimately with this committee over the years. When writing legis-
lation, the committee often calls upon NTIA to conduct studies and
make telecommunications policy recommendations. We rely on that
agency because it has a well-deserved reputation for conducting
balanced and thorough reviews.

In fact, NTIA was recently tapped by this committee to perform
an important study on the impediments to cable TV competition in
rural markets. You, Mr. Chairman, were quite forthright in ex-
plaining to the reporters why the committee made that selection.
You said, “There is confidence in this committee with the NTIA
that does not extend to the FCC.” I wonder why it is this com-
mittee does not hold such high enthusiasm for the FCC, but cer-
tainly I understand why it is that we approve of the activities of
NTIA. And I certainly can’t agree with you more.

For that reason, Mr. Chairman, I am somewhat troubled by the
so-called discussion draft now being circulated. I hope this draft is
merely a first cut made by the staff, because it contains some ap-
parent serious defects. First, it contains no funding for the Tele-
communications and Information Infrastructure Assistance Pro-
gram, or the TITAP. TIIAP is arguably the most effective informa-
tion technology grant program available today. The program pro-
vides seed money for nonprofit groups for the best and most cre-
ative projects that might otherwise never get off the ground. It is
a tremendous success story that has touched community-based or-
ganizations all over the country, many no doubt in districts served
by members of this committee. Congress has consistently appro-
priated funds to this program for each of the past 5 years, and cer-
tainly there is no evidence to suggest that such funding should be
curtailed.

My hope, Mr. Chairman, is that the elusive TIIAP program was
a simple oversight in the drafting process, and that matter will be
corrected.

Second, the draft contemplates sales of NTIA’s research lab in
Boulder, Colorado to a private entity. Privatization on many occa-
sions makes great sense. For example, it may be done to gain oper-
ating efficiencies. It may be done to recoup value for the taxpayers.
It may be done because the investment is no longer useful for its
intended purpose. I am not sure that any of these reasons apply
in this case. In fact, the sale of this facility may actually reduce
efficiency and lose value to the taxpayer.

I look forward to hearing from the witnesses today on these and
other topics relative to NTIA’s reauthorization. It is a critically im-
portant responsibility of this committee, and I look forward to
working with you and Chairman Bliley to fashion a bill we can all
support. Thank you again for holding this hearing and for initi-
ating a very important process. I yield back the balance of my time.

Mr. TAuzIN. I thank the gentleman.

The Chair now yields to Mr. Upton.

Mr. UprON. Thank you, Mr. Chairman. We all appreciate this
hearing on NTIA. One of the important duties of our committee is
to conduct oversight hearings on departments and agencies under
our jurisdiction.
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It has been a number of years since the NTIA was last reauthor-
ized, so I believe today’s hearing will provide the subcommittee
with important information regarding the workings of the agency
and how it is addressing telecommunications issues that truly face
our Nation.

I am also looking forward to a discussion of the grant program
under the agency’s direction and the process by which Federal
funding has been allocated to recipients around the country. Al-
though the formal NTIA bill is close to being introduced, the dis-
cussion draft that has been circulated should in fact serve as a
good starting point as this committee seeks to develop a bill that
is fiscally responsible, bipartisan, and in the best interests of the
American people. I yield back the balance of my time.

Mr. TAUZIN. I thank the gentleman.

Mr. Shimkus is recognized for an opening statement.

Mr. SHIMKUS. Thank you, Mr. Chairman.

I appreciate you calling this hearing today, and I would like to
also thank Chairman Bliley and yourself for allowing me to be part
of the working group on reauthorization. I am proud of the work
we have done, especially the issue that we have sorted through, our
discussion draft that we have before us today. While it does not ad-
dress all of NTIA’s programs or the concerns voiced by members of
the working group, I believe it is a very good start in the reauthor-
ization of the agency.

Mr. Chairman, I am specifically interested in the grant programs
and how we can make them work efficiently, especially TIIAP. Ad-
ditionally, there is an ever-present issue of the duplicative nature
of the grant program that I think we need and should address.
These grants allow many organizations to gain access to new tech-
nologies, and most of the time these grantees work hard to fulfill
their obligations under the grant contract.

Additionally, I believe that the good that comes from the grant
program should continue. However, there are programs with TIIAP
that we need to take a close look at before any authorization lan-
guage is added to the bill. I realize that the IG has reviewed some
of the grants that have had problems, and also NTIA’s grant proc-
ess. I will be following that up with questions in the question pe-
riod. While NTIA has recognized some of these problems and tried
to correct them, more can still be done to make these grant pro-
grams even more beneficial.

Thank you for holding this hearing, Mr. Chairman, and I look
forward to today’s testimony.

Mr. TauzIN. I thank the gentleman.

[Additional statement submitted for the record follows:]

PREPARED STATEMENT OF HON. NATHAN DEAL, A REPRESENTATIVE IN CONGRESS
FROM THE STATE OF GEORGIA

Thank you, Mr. Chairman, for holding this hearing today regarding reauthoriza-
tion of the National Telecommunications and Information Administration (NTIA).
As a member of Chairman Bliley’s task force to reauthorize NTIA under the Depart-
ment of Commerce, I appreciate your attention to this important matter.

I believe the draft bill before our discussion today is a good baseline from which
to examine NTIA. While we held a hearing on the agency in 1997, and studies have
been conducted to look at individual components of NTIA programs and grants, we
must gain perspective for the agency as a whole. Thus, as we advance further into
the age of telecommunications, I agree it is pertinent to examine the agency overall.
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Perhaps one of the most significant tasks of the NTIA is managing radio spectrum
for the federal government. We must ensure that national departments and agencies
have access to the spectrum necessary for public safety measures, education, and
consumer protection, while avoiding interference over the radio waves. For example,
our military and air traffic controllers greatly depend on adequate and reliable spec-
trum to succeed in their government functions. I look forward to hearing from Col.
Skinner of the Department of Defense on this issue today.

Spectrum management must be efficient. I am pleased that the discussion draft
of legislation would require NTIA to receive reimbursement for all spectrum man-
agement functions conducted for other federal agencies. As you know, previous ap-
propriations bills in Congress have asked that NTIA recoup only 80 percent of reim-
bursement costs. The provisions of the draft bill would provide NTIA with a statu-
tory requirement that it not conduct such work without reimbursement at 100 per-
cent. Such a provision would also allow agencies the time to comply with such addi-
tional costs, as NTIA would not collect associated fees until October 1, 2001. We can
improve in this area—we must ensure that NTIA is reimbursed by other federal
agencies at a rate of 100 percent for spectrum allocated. It is not fair for NTIA to
subsidize other government entities at rates of up to 20 percent.

We should also encourage the use of spectrum provided by the private sector or
commercially available service providers by government entities if appropriate and
less costly. At the same time, we must also promote fair and competitive opportuni-
ties for businesses competing with government for spectrum services. I hope to learn
more on this issue from Mr. Jim Rogers of UPS here today.

With improvements made in these areas, increased funds will allow NTIA to bet-
ter able perform its overall responsibilities of spectrum management, informative
telecommunications policy, development of a national telecommunications and infor-
mation infrastructure, and performance of research in telecommunications sciences.

Once again, thank you, Mr. Chairman, for drawing your attention to this issue.
I look forward to the testimony from our witnesses as well as to working with the
committee on reauthorizing a forward-looking and efficient NTIA for the 21st cen-
tury.

Mr. TAUZIN. And the Chair is now pleased to introduce the panel.
As is usually the case, we try to have a large panel, for two rea-
sons: One, nobody sits around here for the second panel, and so we
try to get it in on the first panel and the Chair ends up by himself
with the second panel. So I decided to punish all my members by
making them sit through the first panel, but they didn’t show up
to be punished.

The second thing is that it gives us an opportunity to have an
exchange among you, and I want to encourage you in that regard.
As I introduce you, let me ask you, please, to remember that your
written statements are part of the record so you don’t need to read
us a statement. I wish you would engage us in a conversation, per-
haps engage each other in a conversation, and challenge each other
to comment as we go through so we can get a full educational expe-
rience today.

Larry, you are an old friend of mine and this committee, I echo
the comments of Mr. Dingell. I have always had great confidence
in you personally and the way you have conducted your agency.
There is no hostility here. Please know that. The bill is a draft bill,
and the idea of leaving out the grant programs was designed for
you to come in and prove to us that they ought to be added and
how they might be reformed to make them better. So it is with that
approach that we welcome you to the committee.

Again, let me introduce The Honorable Larry Irving, Assistant
Secretary for Communications Information; Mr. George Ross, As-
sistant Inspector General for Auditing, representing the Depart-
ment of Commerce; Colonel Richard Skinner, the Assistant Deputy
Secretary of Defense for Space and ISR Programs; Mr. Harris Mil-
ler, President, Information Technology Association of America; Mr.
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Jim Rogers, Retired Representative of the United Parcel Service;
and Mr. Kenneth Crawford, Director, Oklahoma Climatological
Survey, University of Oklahoma.

I suspect that we will learn a lot, and I invite you to present your
testimony. We recognize first Mr. Irving.

STATEMENTS OF HON. LARRY IRVING, ASSISTANT SECRETARY
FOR COMMUNICATIONS AND INFORMATION; GEORGE E.
ROSS, ASSISTANT INSPECTOR GENERAL FOR AUDITING, DE-
PARTMENT OF COMMERCE; COLONEL RICHARD W. SKINNER,
ASSISTANT DEPUTY SECRETARY OF DEFENSE, SPACE AND
ISR PROGRAMS, DEPARTMENT OF DEFENSE; HARRIS MIL-
LER, PRESIDENT, INFORMATION TECHNOLOGY ASSOCIA-
TION OF AMERICA; JAMES A. ROGERS, RETIRED REP-
RESENTATIVE, UNITED PARCEL SERVICE; AND KENNETH C.
CRAWFORD, DIRECTOR, OKLAHOMA CLIMATOLOGICAL SUR-
VEY, UNIVERSITY OF OKLAHOMA

Mr. IRVING. Thank you, Mr. Chairman. Let me thank you and
members of the subcommittee for holding this important hearing.
Having served as Assistant Secretary for NTIA for the last 6 years,
I have seen our role continue to evolve. As telecommunications be-
comes more and more important, information technology becomes
more and more important.

Just last week, Alan Greenspan stated that technological innova-
tion is responsible for the Nation’s phenomenal economic perform-
ance—and that is his word. Mr. Greenspan noted that the newest
innovations which we label information technologies are beginning
to alter the manner in which we do business and create value,
often in ways not readily foreseeable even 5 years ago. And having
served in this job for 6 years, I can tell you almost nothing I am
doing today did I think I would be doing 5 years ago.

The reality is information technologies and telecommunications
represent $1 trillion of the $7 trillion economy. One-seventh of our
national economy is telecommunications information technology.
Our expertise in information and telecommunications sectors are
helping resolve critical questions of our global economy. We are try-
ing every day to do more with less.

In addition to the daily functions that NTIA has, we have taken
a new function over the past year. We are working actively across
the administration on electronic commerce issues, issues such as
domain names, on-line privacy content, how to get more broadband
access built out. We cosponsored international telecommunications
summits, including the Latin American Telecom Summit and the
China-U.S. Telecom Summit where U.S. industry had a chance to
meet with Chinese and Latin American officials to talk about open-
ing up those markets.

We served a lead role at the International Telecommunications
Conference and at the Plenipotentiary Conference in Minneapolis.
And thank you for your support of the ITU Plenipotentiary.

We are taking the lead, pursuant to the President’s directive, on
the Critical Infrastructure Protection Initiative. Just as Y2K
threatens problems for our Nation’s economy, so do attacks on our
Nation’s telecommunications information infrastructure. We are
very dependent upon them.
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And that is just the beginning of all of the things that we have
to do. We are pleased that this committee and other congressional
committees have asked NTIA to conduct five or more studies, and
also to staff the congressionally appointed Children’s On-line Pro-
tection Commission within the next year. Pending legislation would
give us responsibility for three more studies.

And at the same time as our responsibilities are mounting, our
staffing levels have been decreasing. Since 1994, we have gone
from 361 full-time employees to 267, more than a one-fourth de-
crease. And in our fiscal year 2000 budget, we sought an increase
in our staffing levels in a budget of $17.2 million, primarily be-
cause of Critical Infrastructure Initiatives and to help public broad-
casters as they move over to digital television.

Let me turn to our concerns with the discussion draft. First, the
funding level of $7.9 million is well below the $17.2 million re-
quested and would not provide, we believe, the funds for new ini-
tiatives or programs such as the staffing for the CIP program or
the Children On-Line Protection Act Commission.

My second concern is the privatization of the lab. We believe that
would eliminate a critical Federal resource. There is unparalleled
expertise in these laboratories supporting NTIA’s spectrum man-
agement and telecommunications functions. It provides our office
spectrum management and those we serve in that office with crit-
ical research expertise and it conducts research for many other
Federal agencies. My concern is if you get rid of NTIA’s labs, the
people we support will go out and create their own duplicative labs,
and in many instances, because security clearance is needed and
specific subject matter expertise, there are not private labs to do
this job.

The laboratory recently helped this committee with regard to the
Satellite Home Viewers Act. There was no independent lab that
wasn’t doing similar work for someone who had a vested, commer-
cial interest in how the SHVA turned out.

We have also assisted the FCC as they were doing digital tele-
vision. Again, because of the impartial interest of those labs, we
were able to give an objective view, and those labs are cost effi-
cient. We follow the Economy Act, and we only charge for costs in-
curred. If the lab were privatized, Federal agency users would ei-
ther increase their research budgets or pay higher rates to private
businesses. No savings to the taxpayer; and, moreover, there are
very few assets to be sold. Most of the assets are the tremendous
human resources in those labs. We have very few physical re-
sources that can be sold to a private sector entity.

For those reasons, external and internal reviews have concluded
that NTIA’s labs satisfy a compelling need for a centralized, cost-
effective, unbiased Federal facility.

Mr. Chairman, I have three studies dating back to Dave Markey
and Al Sikes that I would like to present the committee with re-
gard to privatization initiatives that preceded me.

[The information follows:]
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MEMORANDUM FOR The Deputy Secretary
FROM: L Alfred C. Sikes
SUBJECT: Institute for Telecommunication Sciences

Attached is the copy you regquested of our study cf the
Institute for Talecommunication Sclences (ITS). The report is
based on extensive discussions with ITS wmanagement and staff,
other members of NTIA and the Department of Commerce, and Federal
agencies for whom ITS performs work . On the basis of our review,
it is our conclusion that ITs is an organization that performs
valuable work and is an important part of NTIA. ITS is recognized
in the telecommunications community as a significant source of
national telecommunications expertise that carries out its
functions in an unbiased fashion. Additionally, it provides
critical support to NTIA's communications policy and spectrum
management roles. In -short, ITS is a small but capable
laboratory, performing an important, limited role in the naticnal
interest. The raport does contain some specific suggestions on
how ITS might be strengthened and its role bettar understood.

.  Our review revealed a strong nsed for the
existence of s Federal laboratory devoted to telecommunicaticns
research. The Federal Government is an extensive user of the
radio frequency spectrum and ITS performs important roles within
the Federal Goverrment, both in supporting NTIA in its spectrum
management function and assisting other Fsderal agencies in
solving their specialized telecommunications problens.
Additicnally, as the importance ¢f tslscommunications has grown,
we have increasingly recognized the need for a laboratory to
provide the basic technical underpinnings for communicaticns
policy recommendations. Policy cannot be made in a vacuum and it
is essential that these resources be availlable ¢to the
Administrationts communications policymakers. Finally, there is a
need for a center for telecommunications research, in keeping with
the Federal responsibility to promote scientific breakthroughs.
ITS performs these roles well and is an integral contributor to
the synergies that arise from the interaction of spectrum
management, communications policy and telecommunications research.
In short, to quote a 1971 study, the ITS laboratory's role is such
that "if it aiad not exist, it would have to be invented.®
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e. our review also found that ITS performss

Berformance
its important functions very well. We identified five principal
areas vhere ITS has significant responsibility.

-]

Spectrum Management. ITS performs support work for
NTIA's Office of Spectrum Management (0SM), in its
role =managing Federal use of the spectrum. ITs
annually performs spectrum resource assessments
{SRAs) critical to planning for long-term spectrum
use. Additjionally, ITS manages and deploys a highly
sophisticated spectrum measurement wvan for use in
evaluating spectrum usage and interference questions
throughout the United States. The van was developed
by ITS and is the best resource available to the
Federal Government in this area.

Communications Policy. ITS has provided scientific
support for numerous NTIA policy initiatives.
Particularly noteworthy has been their suppert for
NTIA's international conference work. 178’
contributions to the recent high frequency
conference were decisive in achievement of United
States objectives. ITS has alsc provided critical
support for other NTIA projects such as analyses of
the future of AM stereo, common carrier regulation,
and the Minority Telecommunications Develcopment
Prograz.

ther ¢y _Work. ITS performs telecommunications
studies for other Faderal agencies on a contract
basis. This accounted for approximately 60 percent
of ITS' worklead in the fiscal year just ended. In
1983, Network Strategles, Inc. (NSI) conducted a
reviaw of ITS and its other agency work. The NSI
study found that over 90 percent of ITS' other
agency work was appropriate and supportive of NTIA's
overall mission. Additionally, NSI found that ITS
undertook and performed this work in a manner that
did not compete improperly with alternative private
sector sources. Overall, <the NSI study wvas
supportive of IT5 and how it performs its work. The
suggestions made for improvement were relatively
minor and were implemented. Additionally, our own
review involved interviewing several of ITS' client
agencies, ITS work received uniform high praise for
its gquality, timeliness and unbliased nature. We
concur with this wview and agree that ITS' other
agency-supported work is supportive of the NTIA
mission. -
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£
Standards Work. ITS is active in the area of
international and domestic telecommunications
standards development and is a recognized source of
American telecommunications standards expertise. It
is not the only player in the development of these
standards, but it does provide expert contributions
and support to others designated primarily
responsible for various telecommunications
standards. ITS' role in the domestic standards area
has been funded by the National Communications
System (NCS) for work on Federal standards and by
the defense agencies for development of military
telecommunications standards. ITS also is an active
participant in the development of international
telecommunications standards (cCCITT). Bven though
this work is funded largely through other agency
gources, some level of involvement is required from
NTIA's policy perspective as well. This is
particularly true in the post AT&T divestiture era
where both domestic and international standards have
become increasingly critical in the
telecommunications and trade policy areas.

Research. ITS performs independent research in the
telecommunications sciences in critical areas not
being fully explored by the private sector. It has
concentrated its resources in the development of
millimeter wave technology and in satellite
communications technology. Millimeter waves
represent a relatively unused portion of the radio
spectrum which is becoming more valuable as demand
for existing spectrum increases. While work
performed by ITS is recognized as of high quality,
such research is the area which has been
substantially «cut Dback in the Gramm-Rudman
environment. ITS «could undertake additional
research or continue at: its current level. It would
not be advisable for research performed at ITS to be
reduced further, however, as it is now at a minimum
level. This concern has been recognized by NTIA
over the 1last several years as the agency has
consistently sought additional funds for an ITS core
research capability. These proposals have been
turned down at the OMB or Department level, however.
The tangible benefits provided by basic research are
hard to anticipate, measure and plan for. It is
noteworthy, however; that as the ITS funded research
has decreased, sc have the numbers of significant
breakthroughs coming out of the ITS lab.
Additionally, - there has been concern expressed that
work in such areas as millimeter waves might be
duplicated by other Federal laboratories, We found
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that this was not the case and that other labs
working in millimeter waves are evaluating
distinctly different applications of this technology
and are not duplicative.

Overall, we found a record of capable and valuable performance by
ITS.

Oxganizational Issues. The Department asked us for our
assessment of whether ITS fits within NTIA or whether it might fit
more appropriately within other groups within the Department. our
conclusion is that ITS is appropriately located within NTIA, but
more so, that depriving NTIA of an independent scientific research
capacity would have serious adverse conseguences.

As stated above, the ITS fit within NTIA is a natural

one. The combination of spectrum management, communications
policy, and telecommunications research is logical and, as the
report documents, produces important synergies. But the

combination represents not conly the potential for synergy, but
what amounts to a strategic necessity for the successful
performance of each of <these functions. Both the spectrum
management and policy functions require regular and immediate
access to scientific resources. Additionally, the communications
area has long been recognized as important to the national
interest and requiring an independent organizational voice within
Government. This importance is growing, not lessening, with the
passage of time. Developments in science as well as regulatory
developments such as the AT&T breakup, have made the existence of
a high level, broadly capable Executive branch organization
charged with focusing national teleacommunications policy
essential.

As to whether ITS might be more appropriately located in
other areas of the Departmant, such as NOAA or NBS, the ITS
mission is significantly broader than and distinct from issues
relating to ocsancgraphic and atmospheric research or standards
work. This is particularly true regarding NBS, where ITS
originated. NBS has a tradition of creating new areas of
knowledge which are later spun off as the area develops and
becomes important unto itself. 1In this regard, it is relevant to
note that NOAA also began as part of NBS. Additionally, we found
no other Federal department or agency which might wmore
appropriately house ITS. only the Federal Communjcations
Commission functions in the same direct area, and it is in part
the PCC's status as an independent regulatory agency that gave
rise to the need for NTIA in the Executive Branch.

Recommendations. Qur review of ITS has produced three
principal recommendations on how ITS' performance might be
strengthened.
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Research. our review has reaffirmed the
desirability of increasing ITS' funding gor
research. Again, while budgetary restrictions might
make this impractical, we feel additional funding
would produce valuable scientific benefits and
positive spillover to the spectrum management and
communications policy areas. Additionally, we think
it is very important that funding of ITs'
telecommunications research not decrease below itg
current level. We recognize that research does not
produce easily predictable or measurable results,
_but our experience suggests that additional
resources would pay off with significant additional
benefits. We believe this is particularly likely
given ITS' ©reputation for quality work. We
Tecommended that the ITS' core research budget be
increased by $500,000.

Advisory Commjttee. We further recommend that NTIA
establish a laboratory advisory committee consisting
of recognized experts working outside the lab to
develop new research projects benefiting the
national interest. )

Oorganjizational. ITS is appropriately located as
part of NTIA and should remain within ¢that
organization. Telecommunications is an important,
independent area requiring its own organizational
voice within the Executive branch and an internal
laboratory is an essential element of such an
organization.
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Date:  June 15, 1933

From: David J. Markey 47 o .
- Assistant Secretary-designate

Subject: Review of the Institute for Telecommunication Sciences

Intreduction

Curtailing unnecessary Government competition with the private sector
nas been an important aspect of NTIA's efforts for several years.

We orposed the ongoing div. -sificetion of the U.S. Postal Sarvice into
the "electronic mail® and cowgarable expansion of the Faferal Reserve
Beard's "electronic banXing" ssrvices, for example. In 1982 Mr. wunder
testified before a House Government Operations subcommittee and
indicated a review was underway of existinc and planned Government
"information services” {(e.g., computer libraridS)} competitive with
private sector offerings. Given these efforts, in 1982 NTIA com-
nissioned a review of the "other agency” activities ©f its own Institut
for Telecommunication Scisnces (ITS) to determine whether it was
performing tasks under contract with other Federal agencies that shoulé
nore appropriately be undertaken by the private sectar. 2As you know
from your leadership of the recent review of the Department's telecom-
munications and computer-data processing programs, ITS performs both
critical support tasks essential to our radio frecuency management and
international conference work and tasks ostensibly comparable to thase
of private engineering companies for other Federal agencies, chieily
Defense agencies.

ITS and Related Program Reviews

Support of our review of ITS activities was secured through contract
with Network Strategies, Inc. (NSI). NSI was assigned the task of
Teviewing all ITS projects (some 300 in number) over the 19§0-82 time
frame and making a preliminary assessment whether "all services
provided to other agencies by ITS are unique to Federal Government
Control No.

engpiaco 67 t.teaEn s crE4050 av cLEdngn 8y c.£1es0 8y cLEamET B3

[SuUBNAME AND
escantzaTian X, . CONNOLs

I Tyaeds NTIA
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responsibilities or whether some of these services should be
provided by the private sector. The details of the NSI contract
are set forth in an attachment to this memorandum.

The contractor's principal conclusions were, first, that those
ITS activities related to radioc spectrum management and utilization
are fully justified as a means of sustaining an R & D "core
capability" in support of NTIA's statutory role to manage
Government's spectrum use. Providing expert assistance to
agencies in designing their radio communications systenms, for
example, as ITS does, directly suppcrts NTIA's statutory function.
Second, beZfore using ITS' expert capabilities, other azgencies éo
determine whether reliance on the Government is appropriate for
rational defense, cost, or other sound reascns. Some projects
were identified where reliance on the private secter might have
been feasible. Of some 300 projects reviewed, 23 were foungd to
invclve providing technical suppeort for routine prccurement and
installation, ITS, however, commendably has undertaken sharply

to reduce such efforts unilaterally. FHence at present only three
agency contract efforts are still underway that arguably involve
etition with the private sector.

Conclusicn

tilc spectrum management
Any diZficulties that arcse in the past concerni:

ITS' "other agency" activities appear to have been

Attachment
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Rttechment A

OVERVIEW OF NSI STUDY

NTIA has undertaken a recent review of the Institute for
Telecommunication Sciences (ITS) to determine whether "all
services provided to other agencies by ITS are unique to
Federal Government responsibilities or whether some of these
services should be provided by the private sector. This topic
is one of NTIA's Strategic Planning Objectives being tracked at
the Department level. The review was performed under contract
by Network Strategies, Inc. (NSI).

The study was structured via a task-oriented approach and
included the following items:

o A review of applicable Executive Branch
policies, :

s} for ITS charces,

o the percpectives of ITS

© ITS eactivities for a 2-3

o Det€¥mination of the sponsor's perspectives cn
why &nd how ITS is selected, and

o .nalysis of courses of action KTIA could

A -
a t
or dealing with ITS activities that may &ppea
© compete unfairly with the private sector.

ot rhore

The principa conclusions ©of the report, drawn directly frcm
the KSI Executive Summary were:

) Some ITS activities, particularly those related
to the management and utilization of the radio
freguency spectrum, zre justified as an R&D core
capability supporting a Government function.

c - To use ITS capabilities, other agencies should
first ascertain that there is no satisfactory
commercial source available, that the use of ITS
is justified by one of the national defense
exceptions, Qr that ITS costs are lower based on
comparison with competitive proposals from
commercial sources.
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The following specific insights are provided:

[ Apbropriateness of 1TS Functions as a Federeal
R&D Core Laboratory in Telecommunications.

The overall view of the NSI report was a
generally favorable one for ITS, recognizing the
validity and essentiality of ITS major program
efforts in radio frequency spectrum-related

work. ITS currently maintains a small core
applied research and engineering capability in
- EM propagation measurement and modeling,
spectrum engineering, and related efforts to
enhance NTIA'S spectrum management
responsibilities. NSI also concluded that ITS

should maintain a measvre of in-house technicel
capability in systems development and evaluation
efforts to contribute to maintazining the guality
of that resource, (which could be Jjustified
regardless of the existence of private sectcr

cepabilities. ITS presently applies 1limited
resources toward technicel lecdership anc
participation in international conference
preparations (e.g., 1TU, ISD) to support
international standard setting. These efiorts

ultimately facilitate U.S. trade opportunities
in the international marketplace.
P
o} Use of ITS Capabilities by Other TFederzl
rgencies--Fairness with the Private Sector.

NSI states that other &acencies contract through
ITS for a variety of reasons. The reasons range
from expediency, perceptions of lower cost and
expert reputation, satisfaction with ITS' prior
performance, and up-to-date knowledce of the

agency's program plans. Their overriding view,
however, is that some of ITs! indirectly
supported activities can be done by the private
sector. In particular, they cite activities

related to the planning and design of networks,
systems planning, cesign, and development, and
procurement and installation related support as
being areas where private sector capability
exists today to accomplish these tasks.

It shoulé be noted here that the work ITS does for other
Federal agencies derives its lecal authorities from
15 U.S.C. 272(3) &advisory Services to Gocvernment Agencies on
Scientific and Technical Probl o and 15 U.S.C. 272(f)
"Inverntion and Development of Devices to Serve Special Needés of
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Government." As a matter of Federal policy, ITS does not
eccept work, more appropriately done by other non-Government or
Government organmizations. It is also a matter of policy that
all sponsored work reinforce NTIA's overall program and that it
be clear that other agencies, industries, or universities cculd
not serve equally well or better. As such, ITS provides a
cost-effective resource in its areas of competence which does
not require duplication throughout many federal agencies.

Given the scope of the ITS program in support of NTIA and other
Federal agencies, these sorts of capabilities that directly
support and are critical to NTIA policy development,
mazintenance and enhancement of ITS technical competence , ang
that are in direct, cost-effective, support of mission
agencies, are zppropriate for ITS to pursue.

does, ané will continue to, review project proposals to
tre that there is ro potential for unfair competition with
private sector. The types of technical areas that are most
ne to opportunities for unfair competition, e.g., support

+t O M

r precu nt eand imstzllation, already have Leen reduced
om twenty-three projects during the time period of the study,
three todav. Also procedures are in place to ensure that
Director, ITS continues to adhere to the strict criterisz
Yy estebilished by the 1Institute which precludes any
cnities for unfair competition.

tortER PN o

A o I B SR NS T B

RS

o Mm

) Opticns for Changing the Focus of ITS
Activities.

KSI preferred several options for restricting
ITS involvement in those &reas where possible
competition with the private sector might exist.
Ircluded in this discussion, NSI sugcested:

[} Various possible levels of program restriction
based upon the technical content and purpose of
the work being accomplished by 1ITS. These
alternatives were based upon a matrix analysis
performed by NSI which broke out spectrum vs.
systems projects against the research vis-z-vis
applied engineering efforts of the Institute.
NSI's principal concern was with the
aforementioned ITS work in systems related
activities - where further structures micht be
imposed.

o] Decreasing user agencies' ease of access to ITS
as a source of technical competence in deference
to private sector opportunities. This would
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include formal competitive offerings (direct
competition with the private sector), more
rigorous cost comparisons for services to -be
rendered, and certification by the procuring
agency that no competitor expressed an interest
in bidding against ITS for the work, or that it
selected ITS as the winning bidder in a
competition.

Based upon relevant OMB policy guidance on Federal procurement
practices and applicable regulations, the current ITS procedure
is adequate. Further, a number of program changes at ITS have
already been affected internally that are in direct agreement
with ©NSI proposals. These include increased emphasis in
international technical standards activities supporting
Commerce's more recent initiatives in international trade. The
effect of the changes already made, along with a recent
streamlining of ITS organizational structure, will tend to
strengthen ITS' role within existing Departmental Orders.
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MEMORANDUM FOR Charles Schott
Dennis Comors
FROM: Sarah Malmeydcua, ”ZW _
Budget Officer A
SUBJECT: ITS Planning and Financial Management Analysis

During the past two years, ITS has been the subject of two major reviews.
The first was a Departmental study which focused on ITS' role within the
Department of Cammerce and the second is an NTIA review of the planning
and financial management systems in place at the laboratory. The
Departmental study was conducted in the summer of 1987 and concluded that
the ITS programs were necessary, non—duplicative of other Departmental
programs, and served a great National need.

Once this report was campleted, NTIA decided that it would be appropriate
to review the planning and financial management aspects of ITS. I
o A :

became available to NTTA Senior Management that would assist in making
strategic management decisions. Decisions —- as to which yesearch
projects should be pursued and when, how much should be allocated to the
laboratory, and what the appropriate mix of other agency funding should
be — could be enhanced by better management information provided to
Senior levels.

The first realization that I came to was that the laboratory had an
extensive management information system but that it was very much
internally directed and focused. Designed for internal management
review ard use at the laboratory, the current system facilitates day-to—
day decisions by providing very detailed information for the line offices
whodepe:rionknowingwhe.retheystanionapayperiodbypayperiod
basis.

The planning and financial information requested fram ITS by NITA
Washington is usually in response to our need for allocation information,
for Cammerce plamning documents and for MBO requirements. oOur strategic
analysis outside of these requirements is usually limited to a specific
area such as ITS involvement in High.Definition Television or millimeter
wave technology. Seldom has there been a consideration of the overall
strategic needs of ITS.

75 Years Stimulating America's Progress * 1913-1988
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As the need for strategic informaticn became more apparent, we began to

more detailed informatien. The last two years have seen an
increasingly closer relationship with ITS. OPM now regularly receives
data fram ITS on:

a) detailed project plans for both direct and all other agency
funded efforts

b) monthly summary data on other agency efforts (identifying New
Projects Initiated, Significant Project Develomments,
Projects Completed)

c) monthly financial forecasts identifying the other agency efforts
B ITS is planning on receiving during the fiscal year

d) detailed financial transaction information by pay period

In addition, Departwental as well as NITA's management attention is
focused on the value of ITS' other agency efforts through the
Departmental Management-by-Objectives process which now includes the
cther agency efforts.

The attached report presents the information reviewed during my analysis
of ITS' planning and financial management systems.

Conclusions

ITS' planning and financial management system fulfills the needs of the
laboratory personnel. Extensive financial and project information is
available at the laboratory and ITS has worked with OPCM to develop
reports which meet agency requirements.

The laboratory accepts other agency efforts when those efforts will
cantribute to the telecommmications research goals of NITA without
involving competition with the private sector. Although ITS! management
hasldentlfledammberofnsean:hazeaswheremmllreqmrebasm
capabilities for the future, within the limited direct furds and
personnel resources available they have not specifically targeted any
areas where cther agency support should be pursued.

This activity — planm.ng and targeting specific research areas for the
future — requires the leadership of NTIA's Senior Management.

Recommendations

The interest in ITS' activities has led to higher visibility of both the
direct and reimbursable activities at ITS and a greater urderstarding in
Washington of the current activities at the laboratory and how these
activities fit with the policy and spectrum management programs. . Two
recammendations can help to further these benefits:
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1) Ensure ITS contimues to provide detalled information to OPCM and
for use by budget, policy, amd management staffs

This information —- consisting of detailed project plans,
wonthly activity reports on both direct and other agency
efforts, monthly financial forecasts, and detailed financial
transactions -- has proven valuable to OPCM and should be
readily available to OPCM staff members.

2) Establish a process to provide leadership in the planning and
targeting of future research activities

Attachment

As the final step in the review of ITS, NITA's senior
maragement should take a leadership role in the plamning and

of future research areas. Rather than a one-time
effort, this role should be visible through an on-going
process within the agency. It will involve a determination
of the telecammmications research expertise necessary for
the future, including an assessment of:

— the research enviroment, both public and private
sector

— NIIA's telecammmication policy rspcnslbultles and
activities which seem likely for the future

— NITA's Federal spectrum management responsibilities;
i.e., as demands for spectrum increase, what
capabilities can be utilized by both the Goverrment and
the private sector to increase efficiency and
effectiveness

I recommend that NTIA's Chief Scientist and the Director of
the Office of Policy, Coordination and Management — act;ng
mthﬁ)eDegxtyAss_LstantSecretaxysguldanoe—
asslgmdtoprepareanammlevaluatlmofthe
telecommmication research activities for the future. They
should be free to call upon the expertise of Dr. Utlaut and
all Associate Administrators, as necessary. The evaluation
should include an assessment of other agencies either
involved in or likely to support research in these areas.
This matching of areas where future capabilities need to be
developed with the possible needs of other agencies will be
a priority.

Once the future cbjectives are determined and approved by

the Assistant Secretary, ITS should be directed to pursue
other agency efforts in these areas.
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Mr. IRVING. A third concern that I would like to raise is that it
doesn’t authorize TIIAP. That is a merit-based, competitive match-
ing grant program that disadvantaged communities across this Na-
tion are taking advantage of. We are doing things in health care,
public safety and delivering of better public services, and I don’t
make decisions in Washington except as to what should be funded.

What particular grants come to us, those are locally driven.
There is tremendous national interest in this program. We have 14
applicants for every one that we fund, and today you will hear from
Oklahoma about how this grant saved lives just last week in Okla-
homa across that State.

I have worked with Congressman Upton on projects in Kala-
mazoo and I remember speaking over a teleconference when that
grant was awarded. We have worked closely with you, Mr. Chair-
man, with regard to Nicholls State. We talk about connecting
schools and libraries; what about those men and women who work
on oil rigs who need further education? TIIAP has provided edu-
cational facilities, and is doing things with health care in the State
of Louisiana.

Today, Mr. Chairman, there is a front page USA Today article
on one of our grant programs. It is talking about parents adopting
on-line. Four years ago, 5 years, NTIA gave a grant, and there is
a fuller story in the inside section, about adoptions on-line.

[The article follows:]

[USA TODAY]
ONLINE ADOPTION SITES FORGE UNLIKELY LINKS
By Marilyn Elias

They were hardly members of the Most Likely to Be Adopted club. In fact, if it
hadn’t been for the Internet, they might never have found homes.

Six-year-old Abel had been kicked out of Head Start for aggression. His foster par-
ents said he shredded curtains in fits of fury, and he still was not toilet-trained.

Joshua had attempted suicide by age 7. Social workers described him as aggres-
sive, probably retarded.

Breauna, 14, survived severe abuse from parents said to be in a satanic cult. Her
social worker doubted any family would adopt her. She’d soon start on an “inde-
pendent living” track, preparing to live on her own at 18 with Social Security pay-
ments for those with disabilities.

But all three youngsters were adopted by American families in the past few years.
ﬁnd after some bumps along the way, all three appear to be thriving in their new

omes.

Abel, Josh and Breauna joined families in other states who saw their photos and
personal profiles on the Internet.

Net listings first appeared in 1995 with a few dozen hard-to-place kids shown on
a Web site established by the National Adoption Center and Children Awaiting Par-
ents, two national agencies that find adoptive homes. Now there are 1,600 young-
sters at the site, largest in the USA.

Thirty-seven states have created sites since 1995, typically listing children they’ve
been unable to place locally. Last month, the federal government announced plans
to create a Web site by 2001 for all U.S. kids awaiting homes through public agen-
cies.

“The Net is the best tool we have,” says Carolyn Johnson, executive director of
the National Adoption Center. Many youngsters adopted from FACES, the center’s
site, “weren’t likely to have ever found homes,” she says.

The Net’s capacity to dissolve state lines instantly, linking children to prospective
parents everywhere in the USA, could make it a key asset for meeting the chal-
lenges ahead, says Carol Williams of the Children’s Bureau at the U.S. Department
of Health and Human Services.

About 8,000 U.S. youngsters now need adoptive homes. But that number could
double or triple in the next two years, Williams says. A 1997 federal law shortened
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the time kids can remain in foster care without plans for a permanent home. As
youngsters become available more rapidly, the need for families is expected to grow,
and so must the pool of prospective parents.

The new government site will not deliver adoption nirvana for parents seeking a
pink-faced infant, Williams cautions. The vast majority of youngsters shown online
will be over 3 years old. Many will have disabilities—physical, intellectual or emo-
tional. Some will be part of package-deal sibling groups. A significant number will
be racial minorities, Williams says. But the site will improve the chances that these
difficult-to-place children will find parents who want them.

Instant access to children’s photos and profiles through computers doesn’t mean
instant adoption, experts emphasize. It’s not like ordering books from Amazon.com.

Just as in traditional placements, parents must have a home study done by an
agency in their state to ensure they can provide a safe, healthy environment. The
child’s social worker then considers whether the family would meet his needs.

Texas, the largest state site, with 532 kids shown, started offering short video
downloads in March. An adorable 3-year-old shows she can sing her ABCs. Other
kids tell about their interests. “It humanizes children, especially those with disabil-
ities,” says Ella Zamora of the Texas Adoption Resource Exchange.

“When you see that child’s face and hear her voice, you may decide you don’t want
to adopt a kid like that. But sometimes people have stereotypes—a child with cere-
bral palsy is a certain way—and when you see the child, you realize your percep-
tions were not true.”

Texas adoptions increased in fiscal 1997-98 by 76% from the average for the three
previous years. It was among the largest rises of any state, “and the Internet was
an important factor in that,” Zamora says. Inquiries soared from 1,100 in 1996 to
9,555 1n 1998, “and the big jump came from families looking on the Net.”

For Illinois children, Net outreach has helped place brother/sister groups, includ-
ing three black siblings recently adopted by a Virginia family, says Marilyn Panichi
at the Adoption Information Center of Illinois.

Families adopting through the Net typically visit a child several times, including
overnight and longer visits, and the child might visit in the family’s home before
the decision to adopt is made.

Social workers sometimes prefer that their adoptable kids stay in-state.

This resistance to letting go of children is among the areas that need work at the
state level before the federal Web site goes up, says Williams of the federal Chil-
dren’s Bureau. More social workers will be needed, too, as family inquiries increase,
and costs will be shared by the federal and state governments, she says.

Some critics see the most serious drawback of using the Internet to expand spe-
cial-needs adoptions not in the Net itself, but in human failure to inform adoptive
parents about what they’ll face when they adopt older children or those with disabil-
ities.

Candor about the extent of kids’ problems has increased the past 20 years. But,
concedes Williams, “full disclosure is something we continue to work toward. Most
state agencies expect their staffs to provide full disclosure, but it continues to be
a concern.”

Sometimes children don’t even tell all that’s happened to them until they’ve been
in a safe adoptive home for years.

In other cases, the travails and placements are so labyrinthine that the child is
already adopted by the time a state’s bureaucratic machinery untangles and pre-
sents the long story of the child’s life.

That’s what happened to Jim and Heide Thatcher of Pleasant Grove, Utah. They
adopted 14-year-old Breauna, severely abused by parents said to be in a satanic
cult. Records of her last four years were readily available. But Breauna had been
in the Thatchers’ home for more than three months before they received her full file.

“They had tried to describe the extent of her abuse. But you go in so optimistic,
thinking you can handle anything,” Heide Thatcher says. Breauna even had a court-
appointed advocate who kept asking the Thatchers if they were sure they could han-
dle the teen.

As it turns out, they almost couldn’t. Breauna wrestled with bipolar disorder, took
up with a bad crowd and even attempted suicide. But with the Thatchers’ help, she
has turned a corner. Now she’s a college-bound 10th-grader with better than a B
average who says her friends are “preppies.”

Sometimes adoptive parents feel they were fully informed but still faced crucial
challenges. Laurie and Jon LeBar of Hot Springs, S.D., found 6-year-old Abel from
Texas and 7-year-old Joshua from Illinois on the FACES site. They had to persist
in teaching both boys to talk out their anger rather than harm themselves or others.

But both were receptive, and two years after adoption they’re happy, amazingly
well-adjusted kids, Laurie says. The LeBars have adopted several other youngsters
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of varied races through their initial Net contact. “I don’t regret it a bit; they’re a
joy,” Laurie says. “We are really living our dream. We've got a big house out in the
country, and we’ve got this great multicultural family. It’s awesome.”

To increase these Net-initiated adoptions will cost the government more upfront.
The federal Web site alone is expected to cost $1.5 million to set up, then $1.25 mil-
lion a year to run, though HHS hopes for private contributions.

“You're either going to pay now or pay later,” says Ann Sullivan, adoption pro-
gram director at the Child Welfare League of America.

Youngsters in serial foster care fare poorly as adults in terms of mental health,
education and employment. About 20,000 U.S. youngsters a year turn 18 without
having been adopted. “We don’t talk about (adoption) costs. We talk about invest-
ment.”

And there’s something besides dollar signs to consider in launching Internet re-
cruitment sites.

“Ethically and morally, the state is the parent of these children,” Sullivan says.
“I don’t see how we can do less than everything possible to find good homes for
them.”

Mr. TauzIN. How did you manage that?

Mr. IRVING. We have good public affairs people. Ken Johnson has
been helping me out.

But the amazing thing is that over 5 years we have been able
to do things. We talk about the critical need to make sure that par-
ents know about adoption opportunities and adopting children are
known across this country; we do that on-line with a small, less
than $200,000 grant. You will hear about other important grant
proposals.

And just today, I picked up an e-mail, noting while we are get-
ting lots of awards nationally, we are getting international acclaim.
The Bangemann Awards has a TIIAP grantee, the Erickson
Awards has a TIIAP grantee as nominees. I know that I have got
to finish up.

We are working closely with the Department’s Office of Inspector
General to make these grant programs better, more efficient and
run better.

I also want to talk about the spectrum management. The 80/20
split in our estimation is the correct split, and the reason is that
it does not make me a wholly owned subsidiary of my clients. By
having the 20 percent that the taxpayer pays—many times I am
fighting the Department of Defense, fighting Transportation or In-
terior over a decision that I have to make. When somebody pays
your bills, they believe they have a lot more influence over your de-
cisionmaking process, and we never want to get to a fully 100 per-
cent our clients are paying our bill.

But the second important issue is by the time the appropriations
process starts in October and Defense gets their money and gives
it to us, there is a timing problem. That 20 percent ensures that
we can continue doing the things that we need to do in our agency
while we are waiting for the checks to be cut at Defense, Coast
Guard, and Interior and other places across the administration.

Those are my primary concerns, Mr. Chairman, but we look for-
ward to talking to you. I appreciate again your holding this hearing
this afternoon.

[The prepared statement of Hon. Larry Irving follows:]
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PREPARED STATEMENT OF HON. LARRY IRVING, ASSISTANT SECRETARY FOR COMMU-
NICATIONS AND INFORMATION, NATIONAL TELECOMMUNICATIONS AND INFORMATION
ADMINISTRATION

Mr. Chairman and Members of the Committee: Thank you for this opportunity to
testify today on the reauthorization of the Department of Commerce’s National Tele-
communications and Information Administration (NTIA).

Today, I would like to describe NTIA’s unique role in developing and advocating
policy in the telecommunications and information technology sectors; summarize our
FY 2000 Budget Request; and highlight our key programs and initiatives. I have
also attached to my testimony two appendices. The first is NTIA’s Comments on the
Discussion Draft “NTIA Reauthorization Act of 1999.” The second is a list of Recent
Congressional Studies for NTIA and Potential Studies Proposed by Congress.

INTRODUCTION

NTIA’s Unique Role

NTIA is the principal adviser on telecommunications and information policy
issues in the Executive Branch. In this role, NTIA helps develop and present the
Administration’s position on these issues before the Federal Communications Com-
mission (FCC) and other domestic and international fora. NTIA’s goal is to assist
the Administration and Secretary of Commerce William M. Daley in promoting the
role of the nation’s telecommunications and information industries by creating more
job opportunities, enhancing U.S. competitiveness in the global economy, and ensur-
ing that all Americans benefit from the digital age.

NTIA is unique among Federal government agencies. The agency’s expertise en-
compasses every aspect of telecommunications and information technology. In addi-
tion to advocating the Administration’s positions on domestic and international
issues, we also manage the Federal use of the spectrum; resolve complex technical
issues through cutting-edge research in our laboratories; administer infrastructure
grants to promote the development of a widely accessible information infrastructure;
and manage grants to help public broadcasting maintain their infrastructure and
transition to the digital age.

NTIA’s role in these areas is more important than ever, given the ever-increasing
significance of the telecommunications and information technology (IT) sectors to
our nation. Today, these technologies are driving this country’s economic growth.
The White House Council of Economic Advisors recently determined that revenues
of communications services and equipment companies rose over 60 percent in the
last five years. Over a third of real domestic product growth in the past three years
has come from IT industries. More than 7 million people are now employed by IT
industries and earn wages that are almost two-thirds higher than the average for
all private sector jobs. And, investments in new technologies—including computers,
satellites, wireless devices, and information processing systems—account for over 45
percent of total real business equipment investment.

New technologies will shape our economy even more significantly in the 21st cen-
tury, particularly with the growth of the Internet and electronic commerce. Today,
some 160 million worldwide are going online to shop, invest, trade, and e-mail, ac-
cording to Nua Internet Surveys. That figure is expected to increase to 320 million
by the end of next year. As more people and businesses connect online, the “virtual
marketplace” will become commonplace. Electronic commerce among businesses is
expected to grow more than fifteen-fold in the next few years, from $64 billion in
1999 to $980 billion in 2003, according to International Data Corporation analysts.

The heightened importance of the telecommunications and information sectors has
engendered new and pressing policy development and advocacy needs. NTIA is
using its expertise, leadership, and vision to address these urgent new questions.

In order to sustain the rapid development of our information infrastructure, NTIA
is considering ways to promote the deployment of high-speed broadband networks,
and to insure that information and telecommunications services are available and
affordable for all Americans. We are facilitating the development of electronic com-
merce (“e-commerce”) by addressing new questions of consumer privacy, security,
and domain name management. We are also working with other nations to promote
a market-driven, flexible and decentralized, and technology-neutral approach to e-
commerce policy. And, we are coordinating efforts under the federal Critical Infra-
structure Protection (CIP) plan to ensure that our telecommunications and informa-
tion infrastructures are secured against physical and cyber attacks.

NTIA’s management of the federal use of radio spectrum is also promoting public
safety and competition. As the managers of federal spectrum, we are trying to im-
prove efficiency, increase private access to spectrum resources, and plan for future
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spectrum needs, including those relating to public safety. These goals will become
ever-more important as global uses of satellite and wireless devices increase.

We are also working to open up wireless and wirelined markets to competition,
both domestically and internationally. NTIA helped secure the success of the World
Trade Organization (WTO) Agreement on basic telecommunications services in
March 1997. Nearly 70 countries, representing approximately 95% of the world’s
telecommunications revenues, agreed to liberalize their telecommunications markets
under that Agreement. NTIA is now working to ensure, among other things, that
the signatories comply with their countries’ regulatory principles in implementing
the WTO Agreement.

NTIA’s expertise in these areas will help resolve some of the critical questions in
our global economy. The demands on our expertise and personnel are growing rap-
idly, however, as the telecommunications and information sectors take on increasing
importance. Virtually every day, we address new technologies and new issues. The
importance of these issues is reflected in the increasing number of requests we have
also received from the White House, the Department of Commerce, other Federal
agencies, and Congress. At the same time, our staffing levels have declined in recent
years. In 1994, NTIA had 361 employees; today, we have 267. NTIA’s budget re-
quest for FY 2000 should provide necessary resources to help us respond to the in-
creasing number of demands and challenges as we enter the new digital economy
of the 21st century.

Overview of FY2000 Budget Estimates

Let me start by giving an overview of NTIA’s proposed FY 2000 budget. NTIA’s
budget request for FY 2000 is $72,369,000, with a staffing level of 336 FTEs. This
represents an increase of $23,604,000 over NTIA’s FY 1999 funding level and an in-
crease of 48 FTEs. NTIA is seeking $17,212,000 for Salaries & Expenses (S&E).
This includes increases for enhancing Federal radio spectrum management; upgrad-
ing our telecommunications research facility; implementing World Trade Organiza-
tion requirements; and implementing the Presidential Critical Infrastructure Protec-
tion (CIP) program. NTIA is also requesting $20,102,000 to fund the Telecommuni-
cations and Information Infrastructure Assistance Program (TIIAP), and
$35,055,000 to fund the Public Telecommunications Facilities Program (PTFP). The
PTFP request is part of an Administration initiative with the Corporation of Public
Broadcasting to assist broadcasting stations during the transition to digital broad-
casting.

This funding will help NTIA maintain and augment its existing programs, which
support the development of the nation’s information and telecommunications sec-
tors. I would now like to describe highlights of these, and other of NTIA’s programs,
which are critical to the continued development of our telecommunications and in-
formation technology sectors.

HIGHLIGHTS OF NTIA’S PROGRAM OPERATIONS

Domestic Policy

NTIA’s domestic policy activities support NTIA’s responsibilities as principal ad-
viser to the President on telecommunications and information policies. The goal of
these activities is to enhance the public interest by generating, articulating, and ad-
vocating creative and influential policies and programs in the telecommunications
and information sectors.

While NTIA believes that open markets, competition, and industry development
serve the public interest, NTIA also works to ensure the public interest in other
ways. Foremost among these issues are those related to access to basic and ad-
vanced telecommunications services, the ability for people to control indecent or vio-
lent information coming into their homes, the transition to digital television, and
encouraging minority participation in telecommunications. NTIA has also played a
significant role in promoting electronic commerce and developing Internet policy,
discussed in a separate section below. Throughout its existence, NTIA has developed
and advocated policies to support the public interest in many areas such as these,
and will continue to do so.

NTIA frequently files comments with the Federal Communications Commission
(FCC) to represent the Administration’s position on a broad range of matters. This
year, for example, our filings included comments on the broadcast ownership rules;
“truth-in-billing” on local telephone bills; the definition of “over the air signals” for
purposes of the Satellite Home Viewers Act; guidelines to promote the deployment
of broadband services; and tariffs relating to digital subscriber loops (DSL).

As mentioned above, NTIA is also increasingly called upon for its telecommuni-
cations expertise. We assist the White House and other Federal agencies in imple-
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menting the pro-competitive goals of the Telecommunications Act of 1996, address-
ing issues relating to new technologies, and promoting affordable access to the na-
tion’s growing information infrastructure. NTIA also will be an integral part of a
congressionally mandated commission on Internet content as a result of the Chil-
dren’s Online Protection Act.

Promoting Competition—NTIA continues to work towards eliminating barriers to
competition in the telecommunications industry while protecting consumers.
Throughout NTIA’s twenty-year history, this agency has been at the forefront of
pro-competitive telecommunications issues. Among other things, we contributed our
expertise to debates concerning first passage, then implementation, of the Tele-
communications Act of 1996. This Act required the FCC to adopt regulations regard-
ing such things as access charges, universal service to rural and other areas, inter-
connection, and broadband services. NTIA filed comments in each of these areas.

Going forward, NTIA will continue to articulate policies on a host of issues sur-
rounding new, better and lower priced communications products and services. We
are continuing to advocate policies that spur innovation, encourage competition, and
create jobs. NTIA will suggest, for example, ways to encourage the availability of
new services to rural and underserved communities and will identify impediments
to the growth and vitality of industry sectors.

Addressing New Technologies—New technologies and new competitive providers
are also spawning new questions in domestic policy. Foremost among these issues
are those related to the growth of the Internet, the transition to digital television,
and the widespread availability of wireless communications devices. NTIA has met
these challenges in various ways. We often focus our limited resources on identi-
fying and analyzing “over-the-horizon” issues well before they become widely known
even among telecommunications professionals. One such issue is that of “Internet
telephony,” the use of the Internet or Internet Protocol, in place of traditional long
distance telephony. NTIA sponsored a forum in 1997 to bring together technical and
industry experts with policymakers. In comments to the FCC that same year, NTIA
took the view that this technology should be allowed to grow and therefore should
not come under full common carrier regulation.

The intersection of industry sectors is also raising additional sets of issues regard-
ing technological convergence. The telephone network, for example, is increasingly
used to transmit data, and the television provides viewers access to the World Wide
Web. As a result, we are seeing varied and unique combinations of previously dis-
crete technologies. Such convergence presents major challenges to the existing regu-
latory infrastructure, and NTIA is examining new regulatory issues and challenges.

Competition, Diversity, and the Public Interest in Mass Media—NTIA has been ac-
tive in mass media issues as well. Several years ago, we promoted inclusion of provi-
sions in the 1996 Telecommunications Act calling for a voluntary television ratings
system and the requirement that all new television sets be equipped with a “V-
Chip.” NTIA believes that the V-chip, in particular, will help parents choose which
television programming is suitable for their children. As the first television sets con-
taining the V-Chip become available this year, we will lead efforts to monitor imple-
mentation of the V-Chip requirement.

NTIA has also worked to advance policies to protect and extend the public interest
in many other contexts as well. We believe that, as with other telecommunications
services, robust competition in the video services markets will serve the public inter-
est by providing consumers with greater choices, lower prices, and better services.
Thus, for example, we wrote to the FCC last year regarding the matter of delivery
via satellite of television network signals to households unable to receive local
broadcast signals. We urged the FCC to adopt a definition and measurement of
“over the air grade B signal intensity” to promote consumer choice and competition.
More recently, NTIA helped develop the Administration position on pending legisla-
tive proposals to modify the Satellite Home Viewer Act.

In developing mass media policies, competition often supports the additional goal
of providing a diversity of voices to be heard by the American people. NTIA has been
monitoring trends towards concentration in the ownership of radio and television
stations. The Telecommunications Act of 1996 relaxed broadcast ownership rules
and directed the FCC to review the public interest merit of remaining rules every
two years. In February of this year, NTIA wrote to FCC Chairman Kennard sup-
porting relaxation of some broadcast ownership rules while maintaining others.

NTIA’s involvement with the mass media also extends to new broadcast services,
such as the upcoming transition to advanced television. Most notably, NTIA served
as Secretariat for the President’s Advisory Committee on the Obligations of Digital
Television Broadcasters, which presented its report in December 1998. In the role
of secretariat, NTIA did not direct or influence the recommendation of the com-
mittee. NTIA was pleased to be a part of this consensus-building process, which
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brought together experts from the broadcasting industry, the public interest commu-
nity, and academia to look at the future of television. Now that the work of this
committee is complete, NTIA plans to continue policy development in this field.

Minority Ownership—Another of NTIA’s goals is to enhance minority participation
in telecommunications. NTIA’s Minority Telecommunications Development Program
(MTDP) is undertaking specific efforts in this regard, including: (1) directing
ComTrain, a training program to assist new minority commercial broadcast owners;
(2) disseminating information and conducting seminars on ownership opportunities
in telecommunications (3) developing and commenting on legislative and regulatory
proposals that promote minority ownership in telecommunications; (4) working with
industry, and other government agencies on initiatives to increase public/private
sector assistance to minorities interested in ownership of telecommunications busi-
nesses and services; (5) promoting TELECAP, a study of capital development strate-
gies for minority investment in telecommunications; and (6) tracking minority own-
ership in broadcasting. NTIA will also continue to analyze policies that affect minor-
ity participation in telecommunications.

Universal Access—Ensuring universal access to communications and information
networks also remains a high priority for NTIA. We have been leading efforts to re-
define universal service to telecommunications services to ensure that rural Ameri-
cans have access to the same new services being offered in urban and suburban
America. Over the past 40 years, rural Americans have gone from about 60 percent
having basic phone service to 94 percent today. This is due in large part to our com-
mitment as a nation to universal service policies.

NTIA has undertaken numerous activities to promote universal service. In the
1995 and 1998 Falling Through the Net reports, NTIA documented the relatively
low penetration of telephone connections and computer and modem ownership in
rural and inner city communities. In a 1996 filing with the FCC, we recommended
that the Commission set a national subscribership goal for the year 2000 to ensure
that the telephone penetration level for all segments of society will be at least equal
to the national average existing as of November 1996. As the Telecommunications
Act of 1996 continues to be implemented, NTIA will continue to be a strong advo-
cate for rural and underserved Americans, undertaking research, filing comments
with the FCC, and participating in a variety of fora to ensure that these commu-
nities have access to these services, and the opportunities they provide, at reason-
able rates.

NTIA has vigorously argued for the connection of schools, libraries, and other
“community access centers” to the National Information Infrastructure. This step is
integral to making access to advanced telecommunications and information services
more readily available. Technology will be central to the mission of our nation’s
schools in our country. Numerous studies demonstrate the advantages afforded to
students who have access to this technology. As the President has clearly stated,
in order to succeed in the 21st century, our children must attain technological
knowledge and tools. NTIA continues working to ensure that these tools are broadly
available to the public.

Electronic Commerce

In addition to the domestic policy issues listed above, NTIA is playing a pivotal
role in the Administration’s cross-cutting efforts to develop electronic commerce and
Internet policy. NTIA has been at the forefront of these issues, both domestically
and internationally. We were a key participant in the development of the Adminis-
tration’s electronic commerce policy, reflected in A Framework For Global Electronic
Commerce, issued in July 1997. Since then, NTIA has been a key participant in the
White House’s Electronic Commerce Working Group on such issues of broadband de-
ployment, online content, domain name management, and consumer protection. Fi-
nally, NTIA has also played a leading role internationally by representing the
United States government at bilateral discussions and at international fora. We
have advocated the tremendous benefit of the Internet and electronic commerce to
other nations’ economies, as well as the merits of a non-regulatory, market-driven
approach to the development of electronic commerce.

Domain Name Management—Since July 1997, NTIA has also been the lead agen-
cy responsible for implementing the President’s directive to privatize the manage-
ment of Internet domain name system (DNS) functions and increase competition in
the registration of Internet domain names. The Statement of Policy on the Manage-
ment of Internet Names and Addresses, which resulted from extensive public con-
sultations, invited the private sector to create a new, not-for-profit corporation to
undertake management of DNS functions and was universally well received. The
private sector responded by creating the Internet Corporation for Assigned Names
and Numbers (ICANN) to assume this management responsibility.
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Currently, NTIA is working with ICANN under a Memorandum of Understanding
to develop the procedures and steps necessary to complete a smooth and stable tran-
sition from the government to the private sector by September 2000. NTIA is also
working with ICANN and Network Solutions to introduce competition in domain
name registration services. On April 21, 1999, ICANN announced the names of 34
companies that have been accredited to begin registering names in the .com, .net
and .org domains within the next 60 days. We believe that this competition will re-
sult in lower prices, greater choice, and better registration services for all users of
the World Wide Web and we look forward to our continued work on these issues.

We have had numerous discussions with the staff of House Commerce Committee
Chairman Bliley on the progress being made on this issue, and will continue to keep
them informed of developments in this area.

Privacy—NTIA has also been at the forefront in addressing privacy on the Inter-
net. We played a leading role in encouraging private industry and privacy advocacy
groups to develop and adopt effective codes of conduct and technological tools to pro-
tect privacy on the Internet. Following extensive consultation with the private sector
in January 1998, NTIA and the Department of Commerce issued The Elements of
Effective Self Regulation for Protection of Privacy, which expresses our view that ef-
fective self regulation involves substantive rules, the means to ensure that con-
sumers know the rules, that companies comply with them, and that consumers have
appropriate recourse when injuries result from noncompliance.

In June 1998, the Department of Commerce held a public meeting on privacy, co-
ordinated by NTIA. Although industry was somewhat slow to take up the self-regu-
lation challenge, there are signs that business leaders are beginning to understand
the need to take decisive action on privacy. For example, the Online Privacy Alli-
ance (OPA), a consortium of information technology companies and industry associa-
tions, representing over 80 global corporations and associations, requires its mem-
bers to adopt and post privacy policies consistent with OPA guidelines and partici-
pate in a self-regulatory enforcement mechanism provided through third parties
such as BBBOnLine and TRUSTe. We will continue to closely monitor their
progress.

NTIA has been involved in examining other issues of domestic privacy. For exam-
ple, NTIA has met with leaders in the area of online profiling by Internet adver-
tisers and is planning a meeting in July 1999, in collaboration with the Federal
Trade Commission (FTC), to examine the issue in a public forum.

Controlling Indecent and Violent Content—NTIA will continue to examine policies
that empower parents and other individuals to control the nature of information
that comes into their homes, particularly that which is indecent or violent. NTIA
supports the free flow of information over the Internet or through television and
radio. It therefore has directed its policy positions towards developing tools to allow
individuals to determine the types of material they receive.

NTIA has helped promote online content initiatives, such as “green spaces” to
help parents and others find Web sites suitable for their children. We were des-
ignated as the Secretariat for the Congressionally-appointed Child Online Protection
Act (COPA) Commission. We look forward to working with the Commission in pro-
ducing a report on child online safety issues.

All of these efforts take on new importance, following the senseless killings at Col-
umbine High School in Littleton, Colorado. NTIA will continue to work on national
policies to help citizens control the type of information their children receive, while
not impinging on fundamental free speech rights.

Consumer Protection—Another critical issue is online consumer protection. We
know that consumers will be reluctant to shop on the Internet unless they feel con-
fident that they will get what they pay for online and that redress will be available
if they do not. Therefore, NTIA has facilitated private sector outreach in developing
US policy in this area.

NTIA is working both domestically and within a number of international fora to
foster the development of effective consumer protections for consumers participating
in electronic commerce. In cooperation with the FTC and other government agen-
cies, we have also helped to shape the policy debate in the Organization for Eco-
nomic Cooperation and Development (OECD) regarding the development of guide-
lines for online consumer protection. The issue of online consumer protection inter-
sects with many other e-commerce issues in which NTIA is active, such as jurisdic-
tion, privacy, security, and authentication. NTIA provides an important broad per-
spective on these issues when formulating policy approaches for electronic commerce
consumer protection.

International Advocacy—Finally, as the representative of the United States gov-
ernment, NTIA has been working to build international consensus for a non-regu-
latory, market driven approach to the development of electronic commerce. We know
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that the Internet allows its users to exchange ideas and to experience the freedom
of public speech of political expression, unlike any other medium before it. In many
parts of the world, including Asia and Eastern Europe, the Internet is used by citi-
zens to promote and spread the values of democratic government. Our efforts to pro-
mote greater use of the Internet and other new technologies should also facilitate
the promotion of democratic values.

NTIA is actively engaged in discussions, both bilaterally and in international fora,
to ensure that the “rules of the road” for the Information Superhighway are pro-
competitive, empower end users, and avoid establishing artificial impediments to
the conduct of global electronic commerce over the Internet. NTIA led the U.S. nego-
tiations on Internet and electronic commerce issues at the International Tele-
communication Union’s (ITU) Plenipotentiary Conference in November 1998. NTIA
has also been a leader formulating best practices for Internet infrastructure deploy-
ment in developing countries.

International Policy

In addition to Internet and e-commerce issues, NTIA plays a key role on a range
of other important international matters. As the representative of the U.S. govern-
ment, we are working to attain an international consensus on open, competitive
telecommunications policy; develop international satellite communications policy;
and open foreign markets to U.S. industries. NTIA’s efforts in these areas are spur-
ring the development of the telecommunications and information sectors on both a
national and global level.

International Telecommunications Policy—NTIA continues to play a lead role in
promoting and building international consensus for open, competitive telecommuni-
cations networks, which creates opportunities for U.S. businesses abroad and offers
market-based solutions to close the digital global divide.

We are a strong advocate for liberalization and privatization both in developed
and developing country fora. For example, NTIA promotes implementation of the
World Trade Organization’s (WTO) Basic Agreement on Telecommunications, which
calls for the liberalization of signing nations’ telecommunications markets. We have
also helped develop and implement training workshops for foreign telecommuni-
cations regulatory authorities, which focused on implementing the WTO Basic Tele-
communications Agreement and covered a range of issues, including interconnec-
tion, spectrum management and universal service. NTIA has also served as a U.S.
Vice-Chair at both the ITU World Telecommunications Development Conference in
Malta and at the Plenipotentiary Conference held in Minneapolis last November. In
our view, the ITU conference would not have been such a success without the Fed-
eral support provided by the Congress.

Additionally, we have sponsored several international telecommunications sum-
mits in cooperation with the Telecommunications Industry Association (TIA) and the
International Trade Administration (ITA). These summits bring together govern-
ment officials and telecommunications industry representatives to discuss major pol-
icy matters affecting specific regions. They provide a unique opportunity for foreign
government officials and business representatives to meet privately with senior U.S.
telecommunications industry representatives.

Currently, NTIA is planning the fifth Latin American Telecommunications Sum-
mit (LATS). Industry participants report that previous LATS have facilitated mil-
lions of dollars in sales and invaluable contacts with Latin American government
and industry representatives. In March 1999, NTIA, TIA and ITA also collaborated
on the second China-U.S. Telecommunications Summit (CATS) in Guangzhou,
China, where 32 U.S. companies met with Chinese telecommunications officials, and
Chinese telecommunications and IT companies. One company reported that the
summit provided “immediate opportunities that may not have developed without the
summit” and that they “were approached with proposals for joint ventures and set
plans for further high level negotiations for deals that could run into hundreds of
millions of dollars.”

In addition to our activities in international fora, we have also pursued other
steps to open markets to U.S. companies. Recently, NTIA helped assess the anti-
competitive impact of Deutsche Telekom’s interconnection policy. Working with U.S.
companies seeking to enter the newly-liberalized German telecommunications mar-
ket and with other agencies, NTIA found that certain changes made market entry
by new service providers more difficult. NTIA has supported efforts to bring about
appropriate corrective action.

NTIA is also supporting the U.S. wireless industry in proposing multiple stand-
ards for third generation (3G) wireless systems. NTIA is advocating the industry’s
position through the ITU and is further advocating that other governments simi-
larly support the outcome of the ITU deliberations. NTIA and other agencies have
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successfully obtained assurances from the European Union Commission that the Eu-
ropean Union member states will respect the recommendations developed by the
ITU for 3G systems and offer licenses on a technology-neutral and non-discrimina-
tory basis.

Finally, NTIA has been an active and longstanding advocate for reform of inter-
national accounting rates (i.e., those charges paid by U.S. carriers, such as AT&T,
Sprint and MCI WorldCom to foreign carriers to terminate traffic at the foreign des-
tination). NTIA seeks to lower accounting rates by bringing them in line with cost.
We have helped shape U.S. advocacy and outreach efforts at the ITU, where mem-
ber countries are seeking to reach an agreement on accounting rate reform. In 1999,
NTIA has been concentrating its efforts on transitional arrangements for lesser and
the least developed countries, which may need more time to adjust their rates to
international competitive market pressures.

International Satellite Policy—NTIA also continues to play a pivotal role in the
development and implementation of the U.S. policy objective of increasing competi-
tion in the international satellite communications sector.

On April 15, 1999 Inmarsat was privatized, completing a process begun over 5
years ago. We expect that INTELSAT itself will be fully privatized in the next sev-
eral years. Throughout, NTIA has advocated policy changes to increase global com-
petition in the international satellite communications sector. Iridium recently stated
that it is able to offer service in 150 countries and expects this number to increase
to 230 by year end. Moreover, ICO Global has, as NTIA consistently insisted, issued
an initial public (stock) offering diluting control by former Inmarsat signatories and
two U.S. firms (TRW and Hughes) have become strategic investors in ICO. The
United States government, with NTIA’s leadership, has pursued a procompetitive
outcome in the face of opposition from other nations, and we are confident of achiev-
ing a similar result with INTELSAT’s privatization.

As a result of the International Anti-Bribery and Fair Competition Act of 1998,
NTIA will be conducting a study of any advantages accruing to the intergovern-
mental satellite organizations (INTELSAT and Inmarsat; the ISOs) as a result of
their unique status. NTIA’s report will examine any advantages affecting market ac-
cess which result from government ownership, government contracts to the signato-
ries, favorable tax or regulatory treatment for the signatories or from use of the
ISOs’ privileges and immunities. The study will be included in the Secretary’s report
to Congress.

Spectrum Management

Another of NTIA’s chief roles is to manage the radio frequency spectrum that is
used by Federal agencies in satisfying their legislatively assigned missions. In this
role, NTIA processes the Federal agencies’ requests for frequency assignments; pro-
vides Executive Branch leadership in coordinating both current and future spectrum
requirements among the Federal agencies and with the FCC; develops and promotes
positions at Treaty Conferences and other technical and management fora of the
International Telecommunication Union regarding United States spectrum manage-
ment interests; and supports specialized administration initiatives that are designed
to achieve specific improvements in areas such as air traffic safety, federal spectrum
management procedures, protection of critical infrastructures, and public safety.

The fundamental goal of spectrum management at NTIA, as it is worldwide, is
to avert potential interference between users and to ensure that spectrum is avail-
able for future needs. NTIA’s spectrum coordination is therefore critical to the suc-
cess of air traffic control, national defense, national resource management, and
other vital government functions.

Nevertheless, further coordination efforts are essential, particularly for public
safety purposes. The horrific incident in Littleton, Colorado last month dem-
onstrates the need for further coordination among communications systems. We un-
derstand that a number of the local, state, and federal agencies lacked interoperable
communications systems, making the coordination of a response more difficult.
NTIA will be looking more closely in the coming year at new ways to manage spec-
trum to help coordinate public safety efforts.

Satisfying Spectrum Needs—NTIA continues to coordinate the spectrum needs of
the Federal Government by processing frequency assignment requests by some 53
Federal agencies. NTIA processes 300 to 400 such requests daily through an auto-
mated screening process to correct errors in the data and ensure conformity of rules
and regulations and through a coordination process with Federal spectrum-using
agencies via the Interdepartment Radio Advisory Committee (IRAC) to ensure inter-
ference free operation. In addition, NTIA also certifies spectrum availability of ap-
proximately 60 to 70 new major radiocommunications annually.
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NTIA also provides leadership for and manages the activities of the IRAC, a body
of representatives from twenty major Federal agencies. The IRAC has provided val-
uable advice to the Executive Branch on numerous spectrum policies and issues for
the past 75 years. NTIA has maintained a constant relationship with the FCC both
through the IRAC and directly to ensure compatible operations. This is especially
important today since the vast majority of the spectrum is no longer divided into
exclusive private-sector and Federal-sector bands, but is shared by all users in the
United States.

Spectrum Efficiency—The Federal Government constantly seeks to modernize its
radiocommunications, increase the amount of information transmitted per unit
bandwidth, and expand the use of more efficient digital technology and the use of
private sector radiocommunications. In order to improve Federal spectrum use,
NTIA uses the following management tools. First, NTIA requires that every Federal
Government user requesting a frequency assignment determine whether its need
can be met by a private or commercially available service provider. This policy has
helped encourage consideration of commercial services by many Federal Govern-
ment agencies, including the Department of Defense.

Second, we promote the use of new spectrum efficient technologies. The Federal
Government is a leader in developing new spectrum-efficient techniques such as
narrowbanding, digital modulation, and spectrum sharing as well as in the use of
the highest quality spectrum-efficient equipment. These techniques will lead to
nearly double the number of frequencies available for land mobile communications.
NTIA has required that all Federal users move to more efficient 12.5 KHz equip-
ment for mobile communications by 2005 or 2008, depending on the frequency bands
in which they operate.

Third, NTIA collects fees from Federal agencies for its spectrum management
services, pursuant to Congressional mandate. Congress initially directed NTIA to
begin a process to collect fees from federal agencies in the FY 1996 Appropriations
bill for NTIA. At the same time, Congress reduced the amount of direct appropria-
tions to NTIA by the amount of the fees. Because of serious difficulties in collecting
fees in FY 1996, Congress subsequently passed a law directing Federal agencies to
cease using the spectrum if such fees were not paid. Based on this legislation, NTTA
and the Federal agencies entered into agreements in which the agencies agreed to
pay their prorated share. These fees cover 80% of the Spectrum Management’s fund-
ing requirement. Although we continue to experience some delay in payments be-
cause of the different methods of payment within the Federal agencies, NTIA has
received the requested funds from the agencies. We are pleased with the progress
that has been made with this program.

Increasing Private Sector Access to Spectrum—NTIA continues to work with the
FCC, the private sector, and Federal agencies to promote sharing of spectrum,
where feasible, with private sector users. Since 1978, NTIA has coordinated the re-
allocation of more than 5,000 MHz of spectrum to exclusive private use or greater
shared use with private sector entities. This is a significant amount of spectrum—
today’s entire wireless telephone system, including cellular and personal commu-
nications systems, is allocated only 170 MHz.

Spectrum reallocation and reimbursement—Over the past several years,
NTIA has begun to reallocate 235 MHz of spectrum from Federal Government use
to the private sector. The process for identifying spectrum for reallocation was based
on a two year study which took into account two major factors: (1) the impact on
the Federal agencies, in terms of mission, costs, and potential reduction of services
to the public, and (2) the benefits expected to be realized by the public. Based on
the extensive planning and coordination with the FCC, government agencies, and
the public to produce this report, NTIA identified an additional 35 MHz of Federal
spectrum to transfer to private use. NTIA has already reallocated 195 MHz of the
previously identified spectrum. The remaining spectrum is scheduled for auction by
the FCC by 2002, in accordance with the Balanced Budget Act of 1997.

NTIA has also recently transferred spectrum to the private sector to support sat-
ellite systems. During the International Telecommunication Union World
Radiocommunication Conference (ITU/WRC) in October 1995, NTIA coordinated the
release of 3 MHz of Federal Government spectrum for exclusive use in mobile sat-
ellite systems (low earth orbiting satellites, or LEOs). NTIA has also arranged for
shared use of 360 MHz of Federal Government spectrum for mobile satellite links
for big LEOs.

Most recently, NTIA identified 20 MHz of spectrum for reallocation by the FCC
to private sector uses and assignment by competitive bidding in accordance with the
Balanced Budget Act of 1997. Proceeds of these auctions were originally to be con-
tributed towards balancing the Federal budget by fiscal year 2002. Federal agencies’
relocation costs associated with this reallocation are in excess of $ 1 billion. Under
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the recently enacted defense authorization statute, these affected Federal agencies
will be reimbursed for their relocation costs by the winners of the spectrum auctions
of the 20 MHz and the previously identified 1710-1755 MHz band. NTIA will work
closely with the Office of Management and Budget, the FCC, and affected Federal
agencies to see that this process is successful. We appreciate the Commerce Com-
mittee’s support in securing this legislative authority.

Planning for Future Spectrum Needs—Reinventing the spectrum authoriza-
tion process—NTIA began a program in 1993 to develop an automated Federal
spectrum management system to provide a standardized, automated method for
Federal agencies to submit applications for spectrum support, select spectrum that
is interference free, and validate that the spectrum requested is within the rules
and regulations governing spectrum authorization. This system will allow NTIA to
make the spectrum management process more efficient and responsive, more acces-
sible, and less bureaucratic. NTIA introduced the Joint Spectrum Management Sys-
tem for windows (JSMSw) in March 1997. Based on feedback the Federal agency
users, JSMSw has been revised to make it efficient and effective. Improvements will
continue on JSMSw to make it even more effective and to make actual use of spec-
trum more efficient. JSMSw provides spectrum management tools to spectrum man-
agers in the field so that they can manage their own use of the spectrum, use the
spectrum more efficiently, and more rapidly obtain spectrum to meet their needs.
Seventeen seminars have been conducted by NTIA for Federal agency spectrum
managers in the use and application of JSMS.

Public Safety Needs—One of the most pressing Federal spectrum needs is that
of public safety. Under Congressional leadership, NTIA and the FCC established the
Public Safety Wireless Advisory Committee (PSWAC) in 1995. The Committee was
composed of appointees from Federal, State, and local governments and private sec-
tor public safety organizations. The goals were to evaluate the wireless communica-
tions needs of public safety agencies through the year 2010 and recommend possible
solutions to the lack of available spectrum and interoperability problems. In Sep-
tember 1996, PSWAC submitted a report outlining the public safety community’s
need for additional spectrum, improved interoperability, more flexible licensing poli-
cies, and increased sharing of spectrum resources. Many of the PSWAC rec-
ommendations have now been adopted.

The FCC is currently conducting a rulemaking to provide the state and local pub-
lic safety community with 24 MHz of spectrum that will be made available when
broadcast TV migrates to other portions of spectrum as part of the deployment of
digital television. NTIA is working with the FCC to develop procedures for licensing
of this spectrum and to provide a means to establish interoperability between state,
local and the Federal government. To this end, NTIA will be participating in the
FCC’s recently established Public Safety National Coordination Committee. The ad-
visory committee will develop an operational plan to achieve national interoper-
ability, as well as technical standards to achieve full interoperability and network
integration. The work of the committee is to be completed by September 2000.

As provided for in the FY 1999 budget, NTIA is increasing its public safety staff
to identify the long-range spectrum requirements for the next 10 years and develop
a strategy to provide sufficient spectrum for growth of current services, advanced
technologies, and interoperability requirements. Through these efforts, we will con-
tinue to ensure that spectrum is available for Federal Government and the public
safety community to meet the needs of law enforcement, national security, safe air-
ways, disaster and environmental control, and the promotion of safe living condi-
tions.

Global Positioning System (GPS) Expansion.—NTIA is also addressing issues
that will protect the radio spectrum currently used by the global positioning system
(GPS) and facilitate the expansion of GPS services. GPS is a worldwide utility that
provides precise position, velocity, and time information anywhere in the world.
GPS information is used by the public and private sectors in such areas as aviation,
maritime and waterways, public transportation, railroads, telecommunications, sur-
veying, defense, weather, environmental protection, and law enforcement.

In order for GPS to be used reliably and confidently as a worldwide utility, the
radio spectrum within which it operates must be protected. NTIA is responsible for
leading the efforts in preparation for the World Radio Conference 2000 to protect
the radio spectrum used by GPS.

NTIA is also dedicated to making spectrum available for the expansion of GPS.
The President’s FY 2000 budget would provide for two new signals for civilian uses
of GPS. One of the signals will be available for general applications. The other sig-
nal will be located in a portion of the spectrum allocated to aeronautical radio-
navigation services for aeronautical safety applications.
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NTIA will be addressing the associated international spectrum issues at forth-
coming technical fora and the World Radiocommunications Conference 2000. NTIA
will also continue its efforts to work with the Department of Transportation, the De-
partment of Defense, the Department of State, the FCC, and the private sector to
ensure that spectrum is available in the future for this purpose.

Infrastructure Protection—Finally, NTIA has taken a leading role in protecting
the national information infrastructure. As information and telecommunications sys-
tems become increasingly critical to our daily communications and our national
economy, protection of this infrastructure is also becoming a priority for the nation.
In May 1998, the President issued a Decision Directive (PDD-63) to create a public/
private partnership to address the nation’s need to protect our critical infrastruc-
tures from purposeful attacks. PDD-63 designated the Department of Commerce as
the lead agency to conduct a vulnerability assessment to protect the nation’s infor-
mation and communication infrastructure. The Secretary of Commerce assigned
NTIA the responsibility to carry out this program.

NTIA is planning to undertake numerous activities as lead agency. Among other
things, we will be working with industry to raise awareness of the threat to, and
vulnerabilities of, their infrastructure. NTIA will also work with industry to develop
plans to mitigate the risks, deal with attacks, and reconstruct damaged infrastruc-
ture. Additionally, we will encourage the adoption of security standards and best
practices, not only within the United States, but also among our major industri-
alized partners. Our goal is to harmonize our efforts with other countries and take
best advantage of their developments in technology and policy because this infra-
structure is inherently global.

Throughout this process, we will be working closely with industry, as most of the
information and communications infrastructure is owned and operated by the pri-
vate sector. We are working with three key trade associations—the Information
Technology Association of America (ITAA); the United States Telephone Association
(USTA) and the Telecommunications Industries Association (TIA). In addition,
NTIA has established close working relations with other government agencies,
which will contribute to the effort. These include the National Communications Sys-
tem (NCS), the President’s National Security Telecommunications Advisory Com-
mittee (NSTAC), the Federal Communications Commission’s Network Reliability
and Interoperability Council (NRIC) and the FBI’s National Infrastructure Protec-
tion Center (NIPC). These close working relationships should ensure the cooperation
of industry and government in our efforts to protect the nation’s infrastructure.

Telecommunications Research

NTIA is greatly assisted on spectrum management and other telecommunications
issues by its laboratory in Boulder, Colorado. The laboratory, operated by NTIA’s
Institute for Telecommunication Sciences (ITS), performs state-of-the-art tele-
communications research to support NTIA and Department of Commerce goals. It
also conducts specific research under reimbursable agreements with other Federal
agencies and under cooperative research agreements with private sector partners.

ITS is an active contributor to many agency endeavors, including those dealing
with spectrum efficiency and sharing issues, digital television, broadband wireless
technology and convergence issues, advanced video and voice performance testing
and standards development, Internet technology issues, and critical information and
communication infrastructure research and development. Most recently, ITS pro-
vided essential information with respect to signal contours for purposes of the Sat-
ellite Home Viewers Act and related proceedings.

The Value of Federal Research—ITS’s research laboratory plays a critical role in
telecommunications research because it is is unbiased and cuts across government
and industry needs. In many instances, ITS’s input is essential to resolving pressing
technical questions that can’t be resolved by industry. For example, ITS’s research
laboratory recently assisted the FCC in the development of the national digital tele-
vision channel assignment plan to facilitate the introduction of Digital Television
(DTV) across the United States. Without this work, digital television channel as-
signments could not have been made in a timely and effective way, potentially cost-
ing television broadcasters millions of dollars due to increased interference. Private
sector experts probably could not have done this work in an unbiased fashion, since
their livelihood depends on the continued affiliation with their broadcast customers.

In another recent example, ITS participated in international frequency band allo-
cation proceedings for direct satellite audio broadcasts. ITS was tasked to determine
the viability of the proposed bands in the United States. ITS’s measurements, which
showed that the satellite signals could not be received, prevented the investment of
billions of dollars in potentially unusable satellites. The private sector probably
could not have provided such measurements, because they would be considered bi-
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ased and would not have had the same influence as Government measurements. Ad-
ditionally, industry did not have the means to make these measurements in a short
time frame.

Over the years, there have been numerous external and internal reviews of
NTIA’s laboratory. All these reviews concluded that there is a compelling need for
a centralized Federal telecommunications laboratory that serves the public interest
by undertaking uniquely governmental research functions in a cost-effective fashion.
The ITS laboratory is essential because it is guided by the public interest, not profit
motives. A centralized laboratory is also crucial to preventing the duplication of tele-
communications research efforts among Federal agencies.

Review of Telecommunications and Information Technology (IT) Systems—ITS also
provides expert advice to government agencies with regard to telecommunication
and IT planning and implementation. The laboratory helps these agencies provide
cost-effective and interoperable systems to accomplish their missions. For example,
ITS provided the U.S. Forest Service a national strategic plan for upgrading tele-
communications and IT systems across all National Forests; assisted the Depart-
ment of Transportation in developing a national Intelligent Transportation System
to aid traffic control and general public transportation safety; analyzed Federal Rail-
way Administration telecommunication requirements for rail safety and positive
train control systems; evaluated and designed Federal Aviation Administration aug-
mentations to Global Positioning System capabilities for air traffic control and ship
navigation; and conducted engineering studies and developed standards for the Na-
tional Communications System to assure interoperability and continuity of oper-
ations during national emergencies.

ITS is also playing a central role in the Department of Justice’s Interoperability
Standards Task Force (a consolidated effort of several Justice information integra-
tion programs), which is aimed at establishing telecommunications interoperability
and effective information sharing among agencies in the local, State, and Federal
criminal justice and public safety communities. ITS has the responsibility for identi-
fying and analyzing the user needs at all levels and for proposing a comprehensive
set of interoperability standards that will allow a nationwide criminal justice and
public safety enterprise network.

Spectrum Use—Finally, NTIA’s laboratory provides significant information on
spectrum use. ITS maintains the Nation’s database of radio propagation characteris-
tics for the entire radio spectrum to help improve radio communications in the U.S.
and internationally. The database provides the foundation for models used by NTIA
to prepare domestic and international radio standards and spectrum sharing agree-
ments, by NTIA and the FCC in national spectrum management, and by the broad
community of private sector and government users for planning, designing, and im-
plementing radio telecommunication systems. This information also facilitates work
on advances in telecommunications technology—such as personal communications
services and high definition television--to benefit all citizens.

ITS also provides comprehensive measurements of spectrum use and occupancy.
These measurements provide critical information for spectrum policy and regulation
which otherwise would be based solely on information contained in licensing docu-
ments and other records. This measurement capability is also used to solve difficult
radio interference problems. Suspected radio interference between Government
agencies, or the Government and private sector, can become contentious. ITS, be-
cause of its neutrality and expertise, is able to establish the trust of the parties and
develop the evidence regarding any suspected interference. ITS has been able to
quickly resolve many interference problems that other Government agencies and
private sector organizations were not able to resolve.

ITS is proposing in FY 2000 a Broadband Initiative to develop the fourth genera-
tion of its Radio Spectrum Measurement System. This work is required to keep pace
with the changes in spectrum use brought about by the deployment of new tech-
nologies such as spread spectrum wireless communications. Without the initiative,
ITS will not be able to maintain its capability to make comprehensive spectrum use
and occupancy measurements and to quickly resolve suspected interference by Gov-
ernment systems to private sector operations.An FY 2000 initiative has been pro-
posed for ITS to lead efforts in Critical Infrastructure Protection (CIP) research re-
lated to telecommunications and information technology. With its tremendous exper-
tise and experience, ITS is a natural candidate to lead these efforts. ITS will develop
a process for characterizing the assets of existing infrastructures, work with other
Federal agencies and industry to identify threats and vulnerabilities to specific
parts of the infrastructure, and define and evaluate mitigation strategies based on
existing and emerging products and technologies.
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Grant Programs

Another significant area of NTIA’s activities is its two grant programs, which help
expand access to new technologies. Having documented the “digital divide,” NTIA
is also seeking to bridge the divide between those with access to new technologies,
and those without. The Telecommunications and Information Infrastructure Assist-
ance Program (TIIAP) provides matching grants to non-profits and public entities
that are using new technologies in innovative ways to reach those in rural, low-in-
come, and traditionally underserved areas. NTIA’s Public Telecommunications Fa-
cilities Program (PTFP) supports the maintenance and improvement of public broad-
casting facilities throughout the United States and its territories. Both programs are
ensuring that Americans have greater access to the benefits provided in our digital
age.

Telecommunications and Information Infrastructure Assistance Program—Since
1994, TIIAP has helped underserved communities use information infrastructure to
improve the quality of, and the public’s access to, lifelong learning, health care, pub-
lic safety, and other community based services. TIIAP provides critical seed money,
without which many innovative and vital applications would not take root and grow
in these communities. We have awarded 378 grants to schools, libraries, hospitals,
State and local governments and other non-profit entities in all 50 states, the Dis-
trict of Columbia and the U.S. Virgin Islands.

This competitive program has been able to award only one out of every 14 applica-
tions. Over the first five years of the program, NTIA received almost 5400 applica-
tions. Approximately $118 million in federal grants have been matched by more
than $180 million in non-federal funds. In 1998 alone, TIIAP leveraged $18.5 mil-
lion in federal funds matched by $24 million in private, State and local funding and
awarded 46 grants from over 750 applicants to projects in 35 states and the District
of Columbia. For 1999, TIIAP has received 702 applications seeking over $278 mil-
lion in grant funds. These applications represent more than sixteen times what
NTIA can fund, making TIIAP one of the most competitive federal grant programs.

TIIAP has an excellent track record of supporting highly successful information
infrastructure projects in underserved communities. The program leverages a mod-
est federal investment into significant community investments and provides na-
tional models for public and nonprofit organizations to follow.

For example, through a TIIAP grant to the City of Winston-Salem, fire depart-
ment vehicles responding to emergencies in Winston-Salem and surrounding com-
munities have access to graphic information about the emergency sites as they re-
spond. Detailed images of all city buildings have been created and made accessible
in the fire department vehicles by using technologies such as document imaging, ge-
ographic information systems (GIS), mobile computers, and global positioning tech-
nology. By giving fire fighters better decision-making options during emergency re-
sponses, the system enables them to fight and contain fires more effectively, to save
lives and property, and, in some cases, prevent fires from spreading to other loca-
tions. This project has received international acclaim—it was recently selected as a
finalist in the prestigious Global Bangemann Challenge, which honors “the best in-
formation technology projects that cities can show.”

A TIIAP grant has also provided Internet connectivity for chronically-ill children
at the University of Mississippi Medical Center. This connectivity enables these pa-
tients to continue their education and maintain contact with peers, teachers, and
parents. Through the TIIAP grant, both hospitalized and homebound patients can
use laptop computers and desktop video conferencing to gain access to their teach-
ers, their classroom assignments, and their friends and families. Its impact on their
elgiotional well-being, as well as their continued classroom involvement, is invalu-
able.

The benefits of the TIIAP grant program were confirmed recently by an inde-
pendent evaluation by Westat of projects funded in the program’s first two years.
Among other things, the evaluation found that 90 percent of the projects are still
in operation, and that the majority of projects reported meeting or exceeding nearly
all of their objectives. Most important, the projects are sustaining themselves be-
yond the federal grant period and are generating new funds. Each grant dollar has
generated another four non-federal dollars to support information infrastructure. In
addition to matching funds, the grants led to investments that expanded their serv-
ices beyond the original scope and further investments to support spin-off activities.

The projects’ role as national models further leverages the TIIAP investment. Ex-
tensive outreach by the projects in response to the tremendous interest is spreading
the benefits of the TIIAP grants to other communities. The 206 organizations sur-
veyed in the independent study reported responding to 79,000 unsolicited requests
for information and hosted visitors representing over 5,000 organizations.
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The evaluation also found that TIIAP projects help communities in need and serve
a diverse public. Sixty-five percent of the projects involved rural areas, while 48 per-
cent served the inner cities. Fifty-nine percent reached those living in extreme pov-
erty and 42 percent involved users with disabilities.

TIIAP grants provide the catalyst for the vast majority of these programs. Sev-
enty-five percent of grant recipients reported to Westat that their projects never
would have happened without the TIIAP funds. Of the remaining 25 percent, 90
percent indicated that, without TIIAP support, the projects would have either
reached significantly fewer people, or have been substantially delayed, or dramati-
cally reduced their range of services.

For a modest federal investment, TIIAP is providing a tremendous body of knowl-
edge on which policy makers, community leaders, and technologists in the private,
public, and nonprofit sectors can rely as they work to ensure that advanced tele-
communications and information technologies reach the farthest corners of our na-
tion. The excellence of the TIIAP-funded projects is reflected in the nationwide and
international acclaim they receive. For example, four TIIAP grant recipients were
recently named on a short list of finalists in the Global Bangemann Challenge,
which honors the best information technology projects that cities can show. TIIAP
projects have also received awards from the NII/GII awards competition, the Na-
tional Rural Health Association, the National Association of Development Organiza-
tions, the Medical Library Association, and the National Association of Counties,
among many others.

Most importantly, TIIAP is strengthening our communities by revolutionizing how
we learn, how we take care of our sick, how we control crime, and how we create
opportunities for people most in need.

Public Telecommunications Facilities Program (PTFP)—NTIA’s PTFP has helped
public broadcasters maintain and expand their equipment and facilities for the last
35 years. The grants achieve three Congressionally mandated objectives: (1) extend
delivery of public telecommunications services to as many American as possible by
the most effective and efficient means; (2) increase public telecommunications serv-
ices and facilities available to, operated by and owned by minorities and women;
and (3) strengthen the capability of existing public broadcasting stations.

Facilities funded by PTFP have given millions of Americans access to the edu-
cational and cultural programming of public broadcasting. With the program’s as-
sistance, a public television signal now reaches about 95% of our nation’s population
and public radio reaches approximately 90% of the population. NTIA and its prede-
cessor agencies have assisted noncommercial entities to acquire the necessary hard-
ware to produce and broadcast public television and radio programs, radio reading
services, and descriptive video services for the disabled. NTIA also supports the de-
livery of instructional and educational services by a broad array of community insti-
tutions.

Since PTFP’s inception, over $500 million in federal funds has been invested in
the public broadcasting infrastructure. Local communities have provided upward of
another $500 million dollars to match the federal grants. In 1998, NTIA awarded
$19.9 million for 115 projects in 41 states to facilitate the expansion of public broad-
casting services to communities across the country and ensure the continuation of
service. After receiving clearance from the FCC, NTIA recently awarded three addi-
tion projects from 1998. A number of the awards will expand access to public radio
to 450,000 persons who presently do not receive any signal. Communities such as
Santa Rosa, CA; Wilmington, DE; Kilauea Town, on the island of Kauai, HI;
Leonardtown, MD; Manteo, Buxton, and Waves, NC; Manahawkin, NJ; Lund and
Ely, NV; the Duck Valley Reservation of the Shoshone-Paiute Tribes in Owyhee,
NV; Defiance, OH; and Vernal/Uintah, UT, will receive either their first public radio
service or greatly expanded service.

The President’s FY 2000 budget requests $450 million over 5 years to go towards
the conversion of digital television. In April 1997, the FCC issued regulations re-
quiring broadcasters to transition from analog to digital broadcasting. Public broad-
casters must convert to digital broadcasting by May 1, 2003. This deadline allows
the analog spectrum to be turned over to commercial users by the 2006 date estab-
lished by Congress and mandated in the Federal Balanced Budget Act of 1997. The
President’s budget requests advance appropriations for a multi-year effort to allow
advance planning and certainty in the public broadcasting system’s transition to
digital broadcasting. In FY 2000, the Administration is seeking $35 million from
Congress to the PTFP. The $35 million request is part of the $450 million initiative,
now in its second year. The initiative seeks funds in both the Corporation for Public
Broadcasting and PTFP. Funding through PTFP will be targeted for digital trans-
mission equipment, while funding for Corporation for Public Broadcasting will sup-
port necessary expenses related to digital program production and development.
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Public broadcasting stations are undertaking an enormous new financial burden
as they transition to the digital format. Over $700 million is needed for the nation’s
public television stations to meet the FCC’s minimum digital broadcast pass
through requirements. The conversion will place an enormous strain on the already
precarious budgets of many of the public broadcasting stations. Federal assistance
is critical during this transition period. For almost half the public television licens-
ees, the cost of conversion to digital is projected to exceed their annual revenues.
If stations are forced to convert without assistance, many stations will be forced to
go off the air or reduce hours of operation, adversely affecting programming quality
and diversity.

PTFP will take special measures to assure that the full potential of the new dig-
ital technology is used to provide the most economical means possible of providing
public broadcasting services. Special consideration will be given to stations broad-
casting in under served markets, especially those in rural, remote, or disadvantaged
communities. In addition to digital conversion assistance, PTFP will continue its
traditional support to expand the availability of public broadcasting services to
those areas without such service. PTFP also will assist public radio and television
stations to continue providing their existing analog service during the federally
mandated transition period.

Since September, NTIA has awarded fifty-two awards to assist public television
stations with the purchase of digital-ready or digital-compatible equipment. Three
of these projects—KCTS-TV, Ch. 9, Seattle; KQED-TV, Ch. 9, San Francisco; and
KCET-TV, Ch. 28, Los Angeles—will allow stations to complete their full digital con-
version. Another grant will permit KERA-TV, Ch. 13, Dallas, TX, to share the cost
of a digital TV antenna, thus allowing the station to remain on its current tower
and greatly assist in its digital conversion.

As a result of an emergency grant to the Mississippi Authority for Education Tele-
vision, the state network restored analog public television service to the Jackson
area and allowed the Jackson station to broadcast experimental digital program-
ming. NTIA funded a new tower and transmission equipment in response to the col-
lapse of the commercial tower on which the public television station’s antenna had
been located.

These examples demonstrate NTIA’s efforts to preserve public broadcasting, bring
service to remote and rural communities, and encourage efficient technologies. NTIA
will follow the same objectives as we assist public television with digital conversion
and ensure that all public television transmitters are converted by 2003.

Agency Operations

NTIA is also committed to improving agency operations and management. Begin-
ning in 1990, Congress passed several major pieces of legislation governing the way
Federal departments and agencies operate, specifically:

—the Chief Financial Officers Act of 1990, as amended by the Government Manage-
ment Reform Act of 1994;

—the Government Performance and Results Act of 1993; and

—the Clinger-Cohen Act of 1996.

NTIA has made significant progress in implementing these laws. The Chief Fi-
nancial Officers Act requires Federal departments and agencies to prepare annual
financial statements and have those statements audited in accordance with gen-
erally accepted auditing standards. The Department of Commerce is committed to
improving financial information and financial management capabilities. NTIA was
one of the first Commerce agencies to receive an unqualified opinion on its financial
statements for 1993, and has continued to receive unqualified opinions on all subse-
quent statements. Since 1995, the audits conducted have been formal full scope au-
dits. The unqualified opinions confirm that NTIA’s financial statements fairly
present the financial position of the agency.

Under the guidance provided by the Government Performance and Results Act
(GPRA), NTIA has established a strategic planning process and developed an agency
strategic plan. During the past year, NTIA’s senior managers have focused on rede-
fining NTIA’s goals and objectives and succeeded in reducing the agency goals from
seven to four. A continuing emphasis has been placed on measuring performance,
both internally and at the Department level. NTIA’s internal planning process is de-
signed to complement and reinforce the Department of Commerce planning efforts.
NTIA managers have embraced the planning process as a way to improve our man-
agement and maximize the return to the public from the agency resources available.

NTIA is also supporting the Department’s efforts to properly implement the phi-
losophy of the Clinger-Cohen Act. Clinger-Cohen (also called the Information Tech-
nology Management Reform Act) is designed to improve our management of the in-
formation technology investments necessary to enable us to fulfil our missions. The
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information technology investments NTIA makes are directly linked to our business
needs. The strategic and operational information technology plans directly support
for the agency’s goals and objectives. NTIA has processes in place designed to en-
sure that all major information technology investments are evaluated in terms of
the overall business value to the organization. In addition, NTIA’s laboratory (ITS)
is performing a Telecommunications Assessment across all bureaus and agencies of
the Department to provide the current status of telecommunications and informa-
tion technology assets for Commerce management, and to allow informed decision-
making on future evolutions in the infrastructure.

NTIA has declared two information technology systems to be mission critical for
year 2000 efforts: the Spectrum Frequency Management Systems and the Grants
Processing System. Both these systems are year 2000 compliant. NTIA is in the
process of developing year 2000 contingency plans for its own essential operations
and working with the Department of Commerce to ensure telecommunications and
other services are available for essential personnel.

CONCLUSION

NTIA serves a critical role in developing and promoting policy in all areas relating
to the telecommunications and information sectors. We have taken the lead, both
on the domestic and international front, in setting forth positions in spectrum man-
agement, universal service, broadband networks, global competition, and electronic
commerce—to name a few key areas. Given the increasing importance of these
issues to our domestic and global economy, NTIA is playing an increasingly signifi-
cant role in its position as representative of the U.S. government and Executive
Branch advisor.

As NTIA Assistant Secretary for six years, I continue to be proud of the role we
play and the accomplishments we have achieved. We hope to continue to address
the myriad new issues in telecommunications and information technology with the
same level of expertise and thoroughness that we have always displayed. This objec-
tive has become increasingly difficult, however, as the issues and demands on NTIA
have increased, and the staff levels have decreased. I fear that NTIA’s leadership
in the dynamic and expanding telecommunications and information arena could be
compromised without adequate resources. We therefore appreciate the support of
this Committee as it considers our FY2000 Budget Estimates so that NTIA can con-
tinue to play a leadership role.

APPENDIX A

NTIA COMMENTS ON MAY 5, 1999 DISCUSSION DRAFT “NTIA REAUTHORIZATION ACT OF
1999”

The Administration offers the following comments on the Discussion Draft “NTIA
Reauthorization Act of 1999” (dated May 5, 1999):

The funding level contained in the Discussion Draft falls short of the President’s
request for fiscal year 2000 and does not reflect the fiscal year 2000 budget prior-
ities for NTIA. The President’s fiscal year 2000 budget provides a funding level of
an estimated $17.2 million for salaries and expenses. The President’s budget request
acknowledges the increasing demands on NTIA’s resources and personnel as a re-
sult of the rapid growth of the telecommunications and information technology sec-
tors of the economy. The President’s request also includes additional funding to im-
plement World Trade Organization requirements; enhance Federal radio spectrum
management and efficiency; undertake a new broadband initiative for the tele-
communications research facility at Boulder, Colorado; and implement Presidential
Decision Directive-63 on Critical Infrastructure Protection. The Administration
notes that Congress has directed NTIA to conduct 5 or more studies and staff a new
Commission within the next year. Moreover, pending legislation would direct NTTIA
to conduct 3 or more additional studies.

The Discussion Draft does not include funds for the Telecommunications and In-
formation Infrastructure Assistance Program (TIIAP). TIIAP provides matching
grants on a competitive basis to community-based, non-profit and other public orga-
nizations, to demonstrate and promote the practical applications of new tele-
communications and information technologies that improve the quality of, and the
public’s access to education, health care, public safety and other community-based
services. In the five years of the program, NTIA has awarded 378 grants totaling
$118 million, matched by an additional $180 million from the grantees and their
private sector and State and local government partners. NTIA grant recipients have
been recognized for their excellence on a national and international level by the
Global Bangemann Challenge, the National Rural Health Association, the National
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Association of Development Organizations, the Medical Library Association, the Na-
tional Association of Counties, and the NII/GII Awards. The President’s fiscal year
2000 budget requests $20 million for this program.

Although the Public Telecommunications Facilities Program (PTFP) has not tradi-
tionally been authorized through NTIA’s authorization legislation, please note that
the President’s fiscal year 2000 budget also requests $35 million for this program.
PTFP provides matching grants on a competitive basis to community based public
telecommunications entities to plan and construct facilities that provide educational
and cultural service to the public. Additional funding has been requested for fiscal
year 2000 to assist public broadcasters with an orderly transition to digital broad-
casting within the Congressionally mandated deadline for the transition.

The Discussion Draft would also require Federal agencies to reimburse NTIA for
all of the costs associated with the agency’s spectrum management function. Since
fiscal year 1997, the Federal agencies have been reimbursing NTIA for a portion of
the costs associated with these functions. The current reimbursement rate for fiscal
year 1999 and the proposed rate in the President’s fiscal year 2000 budget request
1s 80 percent. The Administration believes the 80 percent reimbursement/20 percent
appropriated funds strikes the correct balance for the funding of its spectrum man-
agement functions for the following reasons. As the President’s principal adviser on
telecommunications, NTIA performs certain spectrum management functions on be-
half of the well-being of the nation rather than directly related to spectrum manage-
ment performed on behalf of the Federal agencies. Moreover, the 20 percent appro-
priated funds allows NTIA to retain its independence, objectivity and flexibility to
perform spectrum management functions that might not be within the narrow inter-
ests of the Federal agencies, but are necessary in the national interest, e.g., spec-
trum efficiency. These appropriated funds also provide bridge funding for spectrum
managi)iment activities during the first quarter of the year as agency payments are
received.

The Discussion Draft would also privatize NTIA’s telecommunications research fa-
cility in Boulder, Colorado. Prior reviews of NTIA’s Institute for Telecommunication
Science (ITS) to determine its value to the nation have all reached the conclusion
that there is a compelling need for a centralized, cost-effective, unbiased Federal
telecommunications presence that serves the public interest and performs unique
governmental engineering research. Further, the Administration believes that pri-
vatization of ITS would be detrimental to the national interest for the following rea-
sons.

First, privatization of ITS through the sale of the laboratory would not result in
any substantial revenues. The underlying laboratory assets, e.g., telecommuni-
cations measurement and testing equipment, are very specialized prototype equip-
ment with little or no market value. The true value of the laboratory resides in the
knowledge and expertise of its highly trained and specialized senior engineering and
scientific staff, many of whom could be expected to leave the laboratory for other
Federal employment locally (e.g., the Boulder laboratories of the National Institute
of Standards and Technology or National Oceanic and Atmospheric Administration)
or elsewhere to complete their Federal careers, rather than remain automatically
with a privatized entity.

Second, privatizing the laboratory would eliminate an invaluable national tele-
communications resource. ITS provides the Federal Government’s only impartial
telecommunications research and engineering capability to support the nation’s tele-
communications policy development efforts and Federal spectrum management man-
date. For example, ITS has provided essential technical support in the following
telecommunications policy areas: National Digital Television Channel Assignment
Planning; spectrum occupancy and interference analyses to support national and
international (e.g., World Radio Conference) spectrum planning requirements; Sat-
ellite Home Viewers Act network coverage analysis; quick response measurement
support to resolve potential safety-of-life interference; and audio and video tele-
communication quality of service standards development.

Third, if ITS were no longer available to conduct this research, NTIA would need
additional Federal funding to accomplish its essential technical research work. For
a direct appropriated investment in ITS of approximately $3 million, the Federal
government and the private sector receive approximately $10 million in research re-
sults through reimbursable telecommunications research work for other Federal
agencies (e.g., Departments of Defense, Justice, Transportation) and through cooper-
ative research activities with the private sector (e.g., US West, BellAtlantic, PacTel,
BellSouth, GTE, Hewlett-Packard, Netrix, Integrator Corporation, Audio Logic,
American Automobile Manufacturing Association).

Finally, the Administration believes that a legislative mandate to review the long-
term efficiency of NTIA is unnecessary. It is our understanding that the Depart-
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ment’s Inspector General and the Comptroller General already have such authority.
Moreover, during the past six years, NTIA has worked cooperatively with the De-
partment’s Inspector General on a number of studies examining the agency’s man-
agement practices and efficiencies. For example, in 1997, the Office of the Inspector
General conducted an audit of NTIA’s Office of Spectrum Management (OSM) and
reviewed in detail OSM’s funding, fee collection and staffing practices. The Office
of Inspector General determined that “no significant conditions” exist meriting the
issuance of an audit report, but did note that OSM needed additional personnel and
resources to meet its current and future needs and more timely reimbursement pay-
ments from Federal agencies. Since that report, OSM has worked to address these
issues. Most recently, the Office of the Inspector General completed audits of NTIA’s
grant programs and found that both programs promote merit-based decisions. NTIA
has already implemented the Office of the Inspector General’s recommended im-
provements to the grant award processes. NTIA has also worked cooperatively with
the General Accounting Office in its examination of federal funding for universal
service, technology programs for schools and libraries, and law enforcement assist-
ance, and on spectrum management issues involving the Department of Defense.

APPENDIX B

RECENT CONGRESSIONAL STUDIES FOR THE NATIONAL TELECOMMUNICATIONS AND
INFORMATION ADMINISTRATION

Congress in recent years has authorized the National Telecommunications and In-
formation Administration (NTIA) and Department of Commerce certain mandates.

¢ As a result of the Child Online Protection Act (COPA), NTIA will serve on a 19-
member commission to study methods to reduce access by minors to material
deemed harmful on the Internet. Further, NTIA, is required to staff the Con-
gressionally-appointed Commission. The Commission has one year to submit a
report to Congress.

e As a result of the Digital Millenium Copyright Act, NTIA is required to consult
with the Register of Copyrights regarding infringing uses of copyright material;
NTIA is required to consult with the Register of Copyrights and report to Con-
gress on the Act’s effect on encryption, technological measures and protection
of copyright owners; and consult with the Register of Copyrights and report to
Congress on the development of electronic commerce and associated technology.

e As a result of the Next Generation Internet Research Act of 1998, the Secretary
of Commerce is directed to sponsor a National Academy of Sciences study that
will look at the effects on trademark rights of adding new top-level domain
names and make recommendations on how best to protect trademarks in the
growing cyberspace economy. Congress authorized $800,000 for this study; how-
ever, no funds were appropriated. NTIA is the lead government agency carrying
out the Presidential directive on Electronic Commerce supporting efforts to
make the governance of the domain name system private and competitive.
NTIA is working towards creating a contractually based self-regulatory regime
that deals with potential conflicts between domain name usage and trademark
laws on a global basis.

e As a result of the International Anti-Bribery and Fair Competition Act of 1998,
the Secretary of Commerce is required to report to Congress on July 1, 1999,
and each year for 5 years thereafter, with respect to implementation of the
OECD Anti-Bribery Convention. Among other things, the Secretary is required
to report on advantages, in terms of immunities, market access, or otherwise,
in the countries or regions served by Intelsat and Inmarsat, the reason for such
advantages, and an assessment of progress towards a procompetitive privatiza-
tion of these organizations. NTIA has been tasked as the lead for the Depart-
ment on the Secretary’s report to Congress.

POTENTIAL STUDIES PROPOSED BY CONGRESS

* H.R. 1554, the Satellite Copyright, Competition, and Consumer Protection Act,
passed by the House on April 27, 1999, directs NTIA and the Register of Copy-
rights to submit to Congress a joint study on technical and economic impacts
of the must-carry obligations on delivery of local signals. The study would be
due to Congress on July 1, 2000.

* H.R. 1714, the Electronic Signatures in Global and National Commerce Act, intro-
duced by House Commerce Committee Chairman Bliley on May 6, would,
among other things, require NTIA to report to Congress, within 180 days, and
annually thereafter, identifying foreign barriers to commerce in electronic signa-
tures. Second, the bill would direct NTIA to promote the acceptance and use
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internationally of electronic signatures, and take such actions as necessary to
eliminate or reduce impediments to commerce in electronic signatures. Third,
the bill would direct NTIA within three years after enactment, to conduct an
inquiry regarding State statutes, regulations, or other rules of law enacted or
adopted after enactment and the extent to which statutes, comply with statute.

* Senate Commerce Committee Chairman McCain has indicated he will introduce
soon legislation that will require NTIA, in collaboration with the FCC, to ana-
lyze the facts and the issues involved in the ongoing deployment of advanced
broadband data networks, especially in rural and low-income areas, and report
findings to Congress.

Mr. TAuzZIN. I wonder how that logic, that analogy, would work
with the IRS. If I don’t pay the IRS 20 percent, do they really have
to work for me?

Mr. IRVING. I am not going to try and find out.

Mr. TAUZIN. Let me now introduce our second witness, Mr.
George Ross.

STATEMENT OF GEORGE E. ROSS

Mr. Ross. Thank you, Mr. Chairman, members of the committee,
I am pleased to appear before you. Our most recent work in NTTIA
concentrated on audits of its fiscal year 1998 financial statements
and its fiscal year 1997 grant funding decisions. We have also con-
ducted audits of NTIA grantees and reviewed several of NTIA’s op-
erations. Based on that work, we have found NTIA to be a well-
managed agency whose leadership has responded positively to our
recommendations for management improvements.

Since fiscal year 1994, NTIA has received an unqualified opinion
on its financial statements, which means that those statements
present fairly on all material aspects of NTIA’s financial position
and results of operations. That was a particularly noteworthy ac-
complishment for fiscal year 1998, considering that four new finan-
cial statements were mandated by OMB.

NTIA is also making steady progress to comply with the Govern-
ment Performance and Results Act requirement that agencies re-
port performance information. In March of this year we completed
audits of NTIA’s two discretionary financial assistance programs,
the Public Telecommunications Facilities Program and TIIAP.

In fiscal year 1997, PTFP competitively awarded 97 grants total-
ing more than $14 million. TIIAP competitively awarded 55 grants
totaling almost $21 million. We found that NTIA’s criteria, proce-
dures and practices for soliciting, reviewing, and selecting those
awards generally complied with statutory Department of Com-
merce and NTIA requirements and appeared designed to result in
merit-based awards.

However, PTFP program staff adjusted independent review
scores for almost 90 percent of the applications without consulting
the reviewers. Additionally, the Assistant Secretary, as the selec-
tion official, added and deleted applications from the recommended
list without sufficiently documenting all of those decisions.

We recommended that NTIA implement its state of commitment
not to adjust independent review scores and maintain written docu-
mentation of the reasons for making awards that deviate from the
program director’s recommendation. NTIA concurred. We also per-
formed audits to ensure that NTTIA grantees adequately account for
the use of funds. Since October 1995, we have issued 10 OIG audit
reports related to TIIAP recipients. These audits did not identify
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any major systemic problems with the recipients of NTIA financial
assistance.

A 1996 performance audit of TIIAP did disclose problems. NTIA
officials agreed with our findings. Spending and staffing restric-
tions were lifted in the summer of 1996 and NTIA officials took a
number of actions to implement our recommendations to properly
monitor grants.

Our recent OIG inspection found relatively little cooperation be-
tween NTIA and the Department’s International Trade Administra-
tion. In fact, ITA’s Office of Telecommunications has its own staff
working on many of the same issues as NTIA staff. Not only is
there an overlap of duties, but roles and responsibilities for tele-
communications policy initiatives and the promotion of interests
abroad have not been clearly defined. We recommended that the
Assistant Secretary for Communications and Information and the
Under Secretary for International Trade firmly agree on their
agencies”s respective roles and responsibilities and immediately ex-
pand cooperation between their offices and staffs. The Assistant
Secretary generally concurred with our findings, but also noted
that NTIA enjoys a close working relationship with certain compo-
nents of ITA.

Our January 1994 Report on NTIA Interagency Agreements fo-
cused on the Institute for Telecommunications Sciences. We found
that the growth in reimbursable work had shifted much of ITS’s
emphasis to projects only remotely related to Department of Com-
merce priorities. We recommended that NTIS focus ITS’s work on
the priorities of the Department and NTIA.

In October 1997 we completed a review of the Office of Spectrum
Management’s funding, fee collection, and staffing practices. Our
work revealed no significant conditions meriting issuance of an
audit report, but we did suggest NTIA co-inspect management fees
in a timely fashion.

In November 1997 we completed an audit of the role of OSM and
the FCC’s decisions to relocate DEMS licenses and to award a li-
cense to a specific company. We conducted a detailed review to de-
termine whether NTIA met its statutory responsibilities for Fed-
eral spectrum management. Our work revealed no significant con-
ditions meriting the issuance of a report.

With respect to the bill we offer two comments. Section 3, requir-
ing Federal agencies to reimburse NTIA for its spectrum manage-
ment activities, is consistent with our review of OSM. These should
be paid by Federal agencies throughout the fiscal year, since OSM
conducts its spectrum management activities on a continuous basis.

Section 5 includes a requirement for the OIG to conduct an audit
or evaluations of the performance of the NTIA in conducting each
of its programs, functions, and operations, and to report the results
and recommendations to Congress and NTIA. It may be helpful to
point out that under the basic IG legislation, we already have the
authority to audit the topics itemized in the proposed bill. Con-
sequently, we view section 5 as an unnecessary provision. Of
course, we will be pleased to discuss our audit and evaluation with
members of the subcommittee and its staff.

[The prepared statement of George E. Ross follows:]
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PREPARED STATEMENT OF GEORGE E. ROSS, ASSISTANT INSPECTOR GENERAL FOR
AUDITING, U.S. DEPARTMENT OF COMMERCE

Mr. Chairman and Members of the Committee, I am pleased to appear before you
today to discuss the Office of Inspector General’s work related to the Department
of Commerce’s National Telecommunications and Information Administration
(NTTIA) and aspects of the Subcommittee’s draft reauthorization bill for NTIA. I
have attached a list of the OIG reports that will be covered in my testimony.

Our most recent work in NTIA concentrated on audits of the agency’s fiscal year
1998 financial statements and its fiscal year 1997 funding decisions with respect to
discretionary financial assistance. We have also conducted 10 financial audits of
NTIA grantees; an audit of NTIA’s Telecommunications and Information Infrastruc-
ture Assistance Program (TIIAP); an assessment of the coordination between NTIA’s
international activities on behalf of the telecommunications industry and the Inter-
national Trade Administration (ITA), as part of a broad review of the Department’s
trade promotion program; and an evaluation of the performance of NTIA’s Office of
Spectrum Management (OSM).

Financial Statements Audits

An audit of NTIA’s financial statements was first performed for fiscal year 1993.
The audit, performed by an independent CPA firm under a contract with our office,
resulted in an unqualified opinion on NTIA’s Statement of Financial Condition, a
significant achievement that resulted from the concerted efforts of the bureau’s
management to implement sound internal controls. An unqualified opinion means
that the financial statements present fairly, in all material aspects, the entity’s fi-
nancial position and results of operations.

That achievement continued into subsequent year audits. The audits of NTIA’s
fiscal year 1994 and 1995 financial statements resulted in unqualified opinions on
all financial statements. For fiscal year 1993, the auditors had identified four re-
portable conditions, but no material weaknesses in internal controls. Reportable con-
ditions are significant deficiencies in the design or operation of an agency’s internal
control system that could adversely affect its ability to record, process, summarize,
and report financial data consistent with the assertions made by management in the
financial statements. Material weaknesses represent serious reportable conditions
where the design or operation of an internal control component does not minimize
the risk that errors, fraud, or noncompliance in material amounts may occur and
not be readily detected.

Only one of the four reported conditions was cited again for fiscal year 1994.
While the fiscal year 1995 audit found the same reportable condition, the fiscal year
1996 and fiscal year 1997 audits resulted in no reportable conditions.

The latest audit of NTIA’s fiscal year 1998 financial statements also resulted in
an unqualified opinion on all statements. This is a noteworthy accomplishment, con-
sidering that four new financial statements were mandated by OMB Bulletin 97-
01, Form and Content of Agency Financial Statements. The independent audit firm
did not identify any material weaknesses. In fact, the audits have never reported
a material weakness for NTIA. However, the firm did cite one reportable condition
in the bureau’s internal controls over financial reporting of grants. Although the
issue affected NTIA, corrective action is not within the purview of NTIA manage-
ment because NTIA receives its grant accounting services from another Commerce
Department bureau.

Government Performance and Results Act of 1993

NTIA, along with other operating units of the Commerce Department and other
agencies throughout the federal government, faces many inherent challenges in de-
termining how to best plan and measure its performance in accordance with the
Government Performance and Results Act of 1993 (GPRA). Our office has reviewed
NTIA’s overviews to its financial statements. The overviews provide the linkage be-
tween the financial statements and the GPRA requirement that government entities
collect and report information on their performance in meeting goals and objectives.

Our review of the draft fiscal year 1997 overview found that (1) it should be more
clear and concise, (2) the linkage to the Department’s Strategic Plan could be im-
proved, (3) improved financial and program performance data were needed, and (4)
the overview needed to discuss positive and negative results. We presented our find-
ings to NTTA management. NTIA was responsive to our comments, making changes
and indicating that they would make additional improvements in future years. In
our transmittal memorandum to the final audit report, we stated that NTIA should
strengthen reported performance measurement data and improve the presentation
of information to facilitate trend analysis and assessment of whether target levels
of performance have been achieved.
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Our review of the fiscal year 1998 overview found that the bureau had incor-
porated many of our suggestions to strengthen the overview. We informally provided
NTIA our observations on the draft fiscal year 1998 overview, including suggestions
to (1) discuss the status of Y2K-compliance efforts, (2) strengthen the linkage be-
tween the financial statements and the overview, and (3) include more forecasts of
potential problem areas. Once again, management was responsive to our sugges-
tions. In our transmittal memorandum to the final audit report, we encouraged the
bureau to strengthen next year’s discussion of actual results and to continue efforts
to improve performance measurement and reporting.

Year 2000 (Y2K) Compliance

NTIA has reported significant progress in ensuring that its computer systems and
proprietary software will be operational after the turn of the century. NTIA has two
mission-critical systems. The first is used by the Office of Spectrum Management
in managing the government spectrum, and the second is used by the Office of Tele-
communications and Information Applications (OTIA) in managing its grants proc-
ess.

OSM has tested for and corrected the Y2K problems in its systems, and is already
processing data with dates into the next century. A contractor has re-written OTIA’s
grants management software. According to NTIA, both systems have been subse-
quently tested and certified as Y2K-compliant.

Discretionary Financial Assistance Program Performance Audits and Grantee Audits

In March of this year, we completed audits of NTIA’s two discretionary financial
assistance programs: (1) the Public Telecommunications Facilities Program (PTFP),
and (2) the Telecommunications and Information Infrastructure Assistance Program
(TIIAP). Discretionary financial assistance programs are those programs for which
federal agencies have the authority to independently determine the recipients and
funding levels of awards. These programs involve a significant portion of NTIA’s
budget and operations, about $35 million in fiscal year 1997 awards and $38 million
in fiscal year 1998 grants. These audits were conducted as part of a Department-
wide review of Commerce’s discretionary financial assistance programs initiated at
the request of the Chairman of the Senate Commerce, Science, and Transportation
Committee.

Through PTFP, NTIA provides financial assistance for planning, acquiring, in-
stalling, and modernizing public telecommunications facilities. In fiscal year 1997,
the program received 221 applications for more than $50.5 million. Of these, 215
were accepted for review, and 97 grants totaling more than $14.1 million were
awarded. All 97 awards were made competitively in response to a formal solicitation
notice published in the Federal Register, posted on NTIA’s Internet web site, and
mailed to over 3,000 potential applicants on NTIA’s mailing list.

Through TIIAP, NTIA provides financial assistance to nonprofit organizations, col-
leges and universities, and state, local and Indian tribal governments, to promote
the widespread use of telecommunications and information technologies in the pub-
lic and nonprofit sectors. In fiscal year 1997, the program received more than 920
applications for over $350 million; 876 were accepted for review; and 55 grants total-
ing almost $20.9 million were awarded. All 55 awards were made competitively in
response to a formal solicitation notice published in the Federal Register, posted on
NTIA’s Internet web site, and mailed to over 18,000 potential applicants.

We examined NTIA’s criteria, procedures, and practices for soliciting, reviewing,
and selecting awards under both programs and found that they generally complied
with statutory, Departmental, and agency requirements and appeared designed to
promote merit-based funding decisions. We found that NTIA (1) developed and pub-
lished merit-based technical and public policy criteria that were consistent with the
programs’ objectives and (2) complied with the Departmental and agency require-
ment to place a notice in the Federal Register, at least annually, announcing the
availability of funds, soliciting award applications, and specifying the criteria and
process to be used in reviewing and selecting applications.

We also found that NTIA followed established requirements for the competitive
review of applications for TIIAP, but not totally for PTFP. Specifically, NTIA pro-
gram staff participated in review panels for PTFP awards and routinely adjusted
the independent reviewers’ scores or composite evaluation scores without consulting
with the reviewers. The staff adjusted either the score given by the independent re-
viewer(s) or the review panel’s composite score, without consulting with the panel,
for 191 of the 215 applications, or almost 90 percent of the applications reviewed
by the panels. The program staff adjusted 153 applications to a higher score and
38 applications to a lower score. The program staff stated that the adjustments were
made to correct applications misjudged or unfairly scored by the external reviewers.
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Unilateral adjustment of evaluation scores has the potential to undermine the inde-
pendence and objectivity of the review process. NTIA officials determined, prior to
the audit, that they would not repeat the practice in fiscal year 1998.

Moreover, although Departmental and NTIA requirements for selecting applica-
tions were followed for both programs, documentation was lacking to fully explain
the reasons for deviations from the program directors’ lists of applications rec-
ommended for funding. For the year reviewed, we found that the Assistant Sec-
retary for Communications and Information, as the selecting official, added three
applications to the PTFP list, and added nine applications to and deleted seven ap-
plications from the TIIAP recommended funding list. A memorandum concerning
the additional PTFP applications noted that the selecting official’s decision was
made to achieve greater geographical distribution, but did not provide specific rea-
sons why certain applicants were selected over others. The Assistant Secretary pro-
vided justifications for the nine added TIIAP applications, but there were no written
justifications for any of the seven deleted applications.

We recommended that NTIA ensure that the bases for making awards that devi-
ate from a program director’s recommendations are adequately documented. Addi-
tionally, we recommended that PTFP staff ensure that independent reviewers’
scores are not adjusted by program staff during the review process. NTIA agreed
with our findings and recommendations and is modifying its financial assistance
award process to implement our recommendations.

We have also performed financial audits of grants awarded under these financial
assistance programs to ensure that grantees adequately account for the use of
award funds. Since October 1995, we have issued 10 OIG audit reports related to
recipients of NTIA financial assistance. In that period, we also processed 236 Single
Audit Act reports that covered $56.7 million of NTIA funding. These audits did not
identify any major or systemic problems with recipients of NTIA financial assist-
ance.

Performance Audit: “Information Superhighway” Program

NTIA’s Office of Telecommunications and Information Applications (OTIA) is re-
sponsible for managing the TIIAP program, also known as the “Information Super-
highway” program. We reviewed several program grants in 1996. Our reviews of
those grants disclosed programmatic and financial problems, which were attrib-
utable in large part to inadequate program management staffing. For example,
OTIA program officers did not normally visit grantees and only rarely contacted
them by telephone, conducted only perfunctory reviews of grantee status reports and
took no action when significant problems were indicated, and did not ensure that
grantees were aware of federal grant requirements, particularly those pertaining to
matching funds. Moreover, OTIA did not require independent evaluations of grant
results, did not have a mechanism for grantees to exchange useful information with
each other, and required program officers to perform routine administrative work
to the detriment of their monitoring responsibilities.

OTIA officials agreed with our findings, but said that because of spending and
staffing restrictions, they lacked the resources to properly monitor grants. These re-
strictions were lifted in the summer of 1996, and NTIA officials took a number of
significant actions to implement our recommendations. For example, OTIA estab-
lished an on-site monitoring program and conducted visits of 25 grantees from Au-
gust through October of 1996; and instructed its program officers to make detailed
analyses of grantee status reports, contact grantees if the reports indicate any prob-
lem areas or concerns, and forward the analyses to the Department for appropriate
action.

Inspection Report: Coordination on International Telecommunications Issues

In a recent inspection report, we found that despite NTIA’s participation in inter-
national telecommunications policy forums, there is relatively little cooperation be-
tween NTIA and the International Trade Administration. In fact, ITA’s Office of
Telecommunications within the Office of Trade Development has its own staff work-
ing on many of the same issues as NTIA’s staff. Not only is there an overlap of du-
ties, but the roles and responsibilities of each agency for telecommunications policy
initiatives and the advancement and promotion of U.S. telecommunication interests
abroad have not been clearly defined.

We recommended that the Assistant Secretary for Communications and Informa-
tion and the Under Secretary for International Trade (1) formally agree on their
agencies’ respective roles and responsibilities in telecommunications export pro-
motion and trade policy development, and (2) seek to immediately expand coopera-
tion between NTIA and ITA offices and staffs. In response to our draft report, the
Assistant Secretary of NTIA generally concurred with our findings on its relation-
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ship with ITA, but noted a positive working relationship with certain components
of the ITA.

Inspection Report: Interagency Agreements With Institute for Telecommunication
Sciences

In January 1994, we issued a final report on our review of NTIA’s interagency
agreements that were performed for, and reimbursed by, other agencies, focusing on
those agreements conducted by the Institute for Telecommunication Sciences (ITS).
We examined the relationship between the work ITS performs through such agree-
ments and NTIA’s core mission, the benefits NTIA receives from those agreements,
the amount of resources involved, and the adequacy of oversight by NTIA senior
management. We found the following:

1. The growth in the volume of reimbursable projects had shifted much of the focus
of the lab’s work to projects that were remotely, if at all, related to Commerce
Department priorities. Because of the volume of the reimbursable work, the size
and staffing of the lab was larger than needed to accomplish the primary mis-
sion of NTIA and the Department.

2. The increase in lab operating costs, due almost exclusively to the growth of reim-
bursable projects, resulted in an unending cycle of employment growth and in-
creased funding requirements. Senior managers were dissatisfied with the
amount of time spent soliciting new projects.

3. ITS routinely entered into reimbursable agreements with the Defense Depart-
ment in the last few days of the fiscal year, resulting in carryovers of funds to
the next fiscal year. This practice raised serious questions about the propriety
anld legality of NTIA’s obligating and expending “one-year” funds in the next fis-
cal year.

We recommended that NTIA (1) focus ITS’s work on the priorities of the Depart-
ment and NTIA; (2) seek alternative procedures for improving the lab’s efficiency
at handling reimbursable projects; (3) ensure that reimbursable “one-year” funds are
properly obligated in the year received; and (4) return all reimbursable funds that
were not obligated by the end of the prior fiscal year to the sponsoring agency. NTIA
agreed to ensure that future reimbursable funding would be obligated in the same
fiscal year, but otherwise disagreed with most of our specific observations and rec-
ommendations.

Other Correspondence: Performance Reviews of Office of Spectrum Management

In October 1997, we completed a review of the performance of NTIA’s Office of
Spectrum Management. The review included a detailed examination of OSM’s fund-
ing, fee collection, and staffing practices. Although our field work revealed no sig-
nificant conditions meriting the issuance of an audit report, we found several issues
warranting management’s attention, which we discussed in a memorandum to the
Assistant Secretary for Communications and Information.

Specifically, resource assessments essential for effective long-range federal spec-
trum planning had not been performed; hardware and software had not been main-
tained to meet current and future needs; and inadequate support had been provided
for national and international policy development and execution. OSM also lacked
the personnel to fulfill its responsibility of ensuring that other federal agencies were
complying with the conditions of their spectrum authorizations and using the lim-
ited spectrum efficiently, or that radio interference problems were quickly detected
and corrected. We noted that these deficiencies might be exacerbated because a
large percentage of the OSM work force would become eligible for retirement within
three years. Furthermore, Interdepartment Radio Advisory Committee member
agencitzs had not promptly paid their fiscal year 1997 spectrum management fees
to NTIA.

We suggested that NTIA (1) evaluate the work that OSM had been unable to per-
form, determine priorities within the context of the agency’s strategic plan, and
begin planning to replace OSM staff who might retire within the next three years;
and (2) take appropriate action to collect fiscal year 1998 spectrum management
fees in a timely fashion.

Also, in November 1997, we completed an audit of the role of OSM in the Federal
Communications Commission’s (FCC) decisions to relocate Digital Electronic Mes-
saging Service (DEMS) licenses and award a license to a specific company. We con-
ducted a detailed review of OSM’s actions to determine whether NTIA met its statu-
tory responsibilities for federal spectrum management with respect to these deci-
sions. Again, our audit work revealed no significant conditions meriting the issuance
of an audit report. We found that OSM officials acted properly and protected govern-
ment interests by offering spectrum for the FCC to use in the relocation of spectrum
allocated for DEMS licensees. OSM officials also followed established procedures for
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consulting with the Interdepartment Radio Advisory Committee on the use of fed-
eral spectrum.

We noted, however, that an FCC licensing bureau had issued DEMS licenses
without the knowledge of FCC headquarters or OSM officials, even though the tech-
nology interfered with existing licenses for federal government satellite operations
and with the planned use by private-sector satellite communications systems for
which the U.S. government had negotiated an international agreement. In a memo-
randum to the Assistant Secretary for Communications and Information, we sug-
gested that NTIA work with the FCC to establish a real-time licensing information
system between FCC licensing bureaus and OSM that would reduce the likelihood
of issuing licenses that interfere with federal spectrum use.

OIG Comments on Discussion Draft of Reauthorization Bill

We have reviewed the discussion draft of the proposed reauthorization bill and
have these comments:

1. Section 3 of the draft, “Payment for Spectrum Management Functions,” requiring
federal agencies to reimburse NTIA for its federal spectrum management activi-
ties, is consistent with our findings during the aforementioned review of OSM.
During the year under review, fiscal year 1997, NTIA and OSM experienced se-
vere difficulties in collecting fees required under the appropriations act for that
year. During fiscal year 1998, these fees were paid in a more timely manner
by the other federal agencies. These fees should be paid by federal agencies
throughout the fiscal year, and not just near the end, since OSM conducts its
spectrum management activities on a continuous basis.

2. Section 5 of the draft, “Long-Term Efficiency,” includes a requirement for the OIG
to “conduct an audit or evaluations of the performance of the NTIA in con-
ducting each of its functions, programs, and operations” and report the results
and recommendations to the Congress and NTIA. It may be helpful to point out
that under the basic Inspector General legislation, we already have the author-
ity to audit and review the topics itemized in the proposed bill. Consequently,
we view section 5 as an unnecessary provision. For example, we are currently
considering performance audits of the PTFP and TIIAP programs to evaluate
both program management and program performance. Of course, we would be
pleased to discuss audit and evaluation areas with Members of the Committee
and staff to ensure that our efforts address key areas of interest.

That concludes my testimony. I would be pleased to answer any questions that
the Members of the Committee would have.

Mr. TAuzIN. Thank you.
Colonel Skinner.

STATEMENT OF RICHARD W. SKINNER

Mr. SKINNER. Thank you, Mr. Chairman. I am pleased to have
the opportunity to discuss with you a matter that is of critical im-
portance to the Department of Defense: spectrum management and
the important relationship we have with the NTIA. I am delighted
to share the witness table with Secretary Irving, who is a good
friend of the Department of Defense and understands the many
challenges that stewardship of America’s radio spectrum has pre-
sented to us in the past and will no doubt present in the future.

I submitted a statement for the record, but if you will indulge
me, I would like to share the Department of Defense’s views on the
importance of spectrum and the significant responsibilities domes-
tic and international management place on NTIA.

There is increasing pressure for the government to reduce its
spectrum usage and make this resource available for private sector
development. We have been directed to reallocate spectrum from
the government service to the private sector. We believe it is im-
portant to consider the impact to national security in these delib-
erations and understand the full costs in terms of security and dol-
lars spectrum reallocation incurs. We believe the NTIA has an im-
portant role in coordinating and exposing these issues as spectrum
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reallocation decisions are made. The Department of Defense is com-
mitted to using the spectrum allocated to it more efficiently.

On the other hand, military requirements such as development
of information technology systems that are less vulnerable to
enemy jamming and interference, exploitation of video-based recon-
naissance systems and detecting stealthy threats exacerbates an al-
ready difficult problem of requiring significant spectrum for these
unique national security applications. We hope that the moderniza-
tion plan required by the draft legislation will be expanded to take
a close look at spectrum allocations across the broadest policy areas
of national endeavors, and we hope that we will have a process to
balance the equities of all of the stakeholders in the process. You
may want to consider carefully whether 12 months is an adequate
period of time over which to make these deliberations.

Information technology affects almost every aspect of the Depart-
ment of Defense, from tactical units to the supply lines that sup-
port them. Information superiority is at the heart of the Depart-
ment’s vision of future war fighting, a concept of the future we call
Joint Vision 2010. Within Joint Vision 2010 we define information
superiority as the capability to collect, process, and disseminate an
interrupted flow of information while exploiting and/or denying an
adversary’s ability to do the same.

Radio spectrum is absolutely essential to pursuing and achieving
our future vision. Much of our information superiority depends on
access to the radio spectrum. The priority our military planners
place on mobility, range and speed dictates that a large portion of
our information technology be wireless. Consequently, we value ac-
cess to the radio spectrum because it provides us the essential
media for communicating information, unhampered by mechanical
connections or weather and other natural phenomena.

While communications is a dominant role, we exploit the radio
spectrum for much, much more. Our radars identify potential en-
emies, using the spectrum to range and track objects in space, on
the ground, on the water and in the area. We use the same tech-
nology to manage our air operations and provide necessary air traf-
fic control services. Systems like the DOD’s Global Positioning Sys-
tem, a constellation of satellites that provides very accurate naviga-
tion and timing from space, would not be possible without access
to the radio spectrum and the ability to coordinate its use on a na-
tional and international basis so that the important signals from
these satellites can be received without interference by thousands
of military and private sector users, both domestically and inter-
nationally.

Secretary Irving’s statement addresses the challenges of the
modernization of the GPS system, and we are very pleased with his
indulgence in that area. The importance of spectrum to the United
States military is not lost on our adversaries. We fully expect our
enemies to attempt to deny our access to the spectrum in times of
war. Moreover, they will monitor and observe our use of the spec-
trum during peace and the transition from peace to war so they
can exploit our vulnerabilities to their own advantage. To this ex-
tent, we must have the ability to train in an environment where
military spectrum is intentionally jammed and develop those sys-
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tems and operational tactics and techniques so we can maintain
continuity of operations during attacks on a radio spectrum.

Furthermore, we must be able to deny the use of spectrum by
our adversaries to create confusion in the command and control
structure and deny them the sensors they are dependent upon.

We are frankly not surprised to find that many of the attributes
the Department of Defense values in sensing and communicating
using the radio spectrum have private sector and commercial value
as well. In fact, many of these commercial systems are in use by
our Armed Forces. DOD has a close working relationship and has
received extensive support from the NTIA Office of Spectrum Man-
agement. This office is essential to achieving the goal of meeting
the spectrum needs of both government and industry. We thank
NTIA for this and look forward to our continuing relationship.

DOD would also like to thank this committee for its language on
reimbursement of spectrum reallocations. We will keep the com-
mittee informed on how well it is working. Finally, the Department
is ready to work with Congress and NTIA to ensure efficient and
effective use of the spectrum into the next millennium. That con-
cludes my statement. I look forward to your questions.

[The prepared statement of Richard W. Skinner follows:]

PREPARED STATEMENT OF COLONEL RICHARD SKINNER, PRINCIPAL DIRECTOR, DEP-
UTY ASSISTANT SECRETARY OF DEFENSE, (COMMAND, CONTROL, COMMUNICATIONS,
INTELLIGENCE AND SURVEILLANCE, RECONNAISSANCE & SPACE), OFFICE OF THE AsS-
SISTANT SECRETARY OF DEFENSE FOR COMMAND, CONTROL, COMMUNICATIONS AND
INTELLIGENCE

Thank you Mr. Chairman and members of the Subcommittee. I am pleased to
have the opportunity to discuss with you a matter that is of critical importance to
the Department of Defense—spectrum management and our relationship with the
National Telecommunications and Information Administration (NTIA). Spectrum is
a very important resource to the Department of Defense and, as evidenced by this
hearing, the Congress as well. I am also delighted that I can share the witness table
with Secretary Larry Irving who is a good friend of the Department of Defense and
understands the many challenges that stewardship of the America’s spectrum has
presented us in the past and will no doubt present us in the future. In recognizing
the supplier and customer relationship between the NTIA and the Department of
Defense, I would be remiss if I didn’t highlight as well that the Department of De-
fense is only one of Secretary Irvings many customers. Perhaps we are the largest
or the most demanding but we are only one of more than 50 federal agency cus-
tomers. So please do not interpret my remarks as representing the entire customer
base, there are many more federal spectrum users, each with their own unique per-
spective on this business.

Why is Spectrum Management Important to Us?

Information and information technology (IT) affect almost every aspect of the De-
partment of Defense, from tactical units to the supply lines that support them. At
the heart of the Department’s Joint Vision 2010 is Information Superiority: the ca-
pability to collect, process, and disseminate an uninterrupted flow of information
while exploiting and/or denying an adversary’s ability to do the same. As a result,
Information Superiority is the key enabler for an entire range of operational con-
cepts, from Dominant Maneuver to Precision Engagement to Focused Logistics to
Full-Dimensional Protection. Information profoundly influences the entire range of
military endeavors including humanitarian assistance, peacekeeping and coalition
operations.

Spectrum is not only necessary, but absolutely essential to achieving JV2010. For
example, without assured access to necessary frequencies, we could not have suc-
cessfully rescued our downed pilots during recent military operations. These rescues
required assured spectrum access for all aspects of our search and rescue operation.

Much of our information superiority depends on access to the electromagnetic
spectrum. The priority we place on mobility, range, and speed dictates that much
of our information technology be wireless and consequently we value access to the
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radio frequency spectrum which provides us the essential media for communicating
information, unhampered by mechanical connections or weather and other natural
phenomena. The U.S. military has an incredible investment in systems that exploit
the spectrum. They provide us our interaction between echelons of command and
within our units of course, but we exploit the spectrum for much, much more. Our
radars identify potential enemies using the spectrum to range and track objects in
space, on the ground, on the water, and in the air. We use the same technology to
manage our air operations and provide necessary air traffic control services. Sys-
tems like the Department of Defense’s Global Positioning System—a system of sat-
ellites that provides very accurate navigation and timing signals from space—would
not be possible without access to spectrum and the ability to coordinate its use on
a national and international basis. Of course, the importance of spectrum to the
United States Military is not lost on our adversaries. We fully expect our enemies
to attempt to deny our access to the spectrum in times of war. Moreover, they will
doubtlessly observe our use of the spectrum during peace and the transition from
peace to war so they can exploit any vulnerabilities to their own advantage. To this
extent, we must have the ability to train and develop those systems and operating
tactics and techniques so that we can maintain continuity of operations during at-
tacks on our electromagenetic spectrum. Furthermore, we must be able to deny the
use of spectrum by our adversaries to create confusion in the command and control
structure and to deny them the sensors they are dependent upon.

We are frankly not surprised to find that the many attributes we value in sensing
and communicating using the radio spectrum have private and commercial value as
well. In fact, many of these commercial systems are in use by your armed forces.

There is increasing pressure for the government to reduce its spectrum usage and
to make this resource available for private sector development. We understand the
resolution of who should use and how the spectrum is used is an important one.
It is equally important we consider the impact to national security in these delibera-
tions and understand the full costs in terms of security and dollars spectrum re-
allocation incurs. The DoD is committed to using the spectrum allocated to it more
efficiently, but new military requirements for passing video and detecting low ob-
servable threats exacerbates an already difficult problem.

National security is made up of several pillars. It is essential to balance our eco-
nomic security needs with the security your armed forces provides. To do so may
require changes in spectrum policy that include:

* Improved processes and procedures for balancing the national security needs of
the nation with commercial interests

* Implementing spectrum reallocations using the NTIA spectrum management
structure. Legislating reallocation has had a serious impact. Using the normal
process provides an opportunity to develop sharing arrangements where pos-
sible. We believe that the NTIA process has been extremely responsive to com-
mercial needs while addressing the Department of Defense equities in the proc-
ess

* Recognizing that unique military spectrum requirements demand exclusive pri-
ority access to portions of the RF spectrum while acknowledging that spectrum
sharing among competing customers is a desirable national goal

» Establishing and complying with equipment design standards to permit sharing
for all users

* Requiring a technical analysis of spectrum use, commercial and federal, when con-
sidering resolution of new requirements

» Considering national security and commercial significance in technical analyses of
spectrum users’ requirements

* Providing all funding to develop, test, train personnel, and deploy replacement
systems for incumbent systems during the reallocation process

* Including costs to reengineer displaced systems in the calculation of potential net
income from spectrum auctions

* Recognizing that national security priorities may outweigh economic interests in
specific cases

Specific Issues

I understand there are several specific issues you would like me to discuss regard-
ing the fee-for-service of NTIA, the privatization and outsourcing of NTIA labora-
tories, and the examination of the NTIA by the Government Accounting Office. Let
me address each of the issues as I understand them, briefly.

The proposal to raise the fees paid by DoD and other federal agencies to NTIA
for its spectrum management services misses the mark in our opinion. In this era
of ever more complicated calls for spectrum allocation, DoD is not the only entity
that benefits from NTIA’s work on DoD matters. Moreover, as my prior discussion
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makes clear, the Office of Spectrum Management performs many functions that are
not solely for the benefit of a particular user. Both the civilian and military, govern-
ment and private worlds benefit from a robust and well managed NTIA. Finally, the
“business school” logic of fee for service is to restrain the excessive use of the good
or to give users a way to evaluate the cost of the service against ready alternatives.
In this case, DoD must use NTIA for spectrum management, there are no alter-
native service providers, and neither of those rationales is applicable. The current
arrangement works, and I would leave it as it is.

With regard to privatization of the NTIA laboratories, we believe this is a decision
that NTIA must make on its own, after consultation with its laboratory customers.
In the Department of Defense’s outsourcing initiatives, we have worried that we
could erode the pool of government expertise required to address detailed and com-
plex government matters. We would hope that NTIA will consider that issue care-
fully. DoD uses the laboratories on a cost reimbursable basis. The NTIA laboratory
capabilities are world class, and we hope that any future change would improve
their status. A transition of laboratory operations must address customer concerns
for national security and the needs to protect the trade secrets and intellectual prop-
erty of the government and its private sector partners. So, our organizational con-
flict of interest concerns and the continued ability to provide laboratory support in
matters where secrecy is as important as technical excellence must be addressed in
the future laboratory arrangement. Of course, any change in the laboratory arrange-
ment should result in maintaining or improving the quality and responsiveness that
the government labs provide.

With regard to the GAO report and modernization plan required in the draft bill,
we are enthusiastic proponents of modernization and process improvement through
business process reengineering. However, we have equities that must be protected
to successfully accomplish our mission. We hope that in the GAO process we will
have an opportunity to comment on the report, either directly with GAO or via
NTIA. We also hope to have an opportunity to comment on, or perhaps even partici-
pate in the development of, the modernization plan. Although I said I would not at-
tempt to represent NTIA’s many other customers, I would expect that at least some
of these agencies would want to engage as well.

Conclusion

DoD has a close working relationship and has received extensive support from the
NTIA Office of Spectrum Management. This Office is essential to achieving the goal
of meeting the spectrum needs of both government and industry. We thank them
for this and look forward to our continuing relationship.

DoD also would like to thank this Committee for the language on reimbursement
for 1sgl)ectrum reallocations. We will keep the Committee informed on how well it is
working.

The Department is ready to work with Congress and NTIA to assure efficient and
effective us of the spectrum into the next millenium.

Mr. TAuzIN. Thank you very much, Colonel.
Our next witness is Mr. Harris Miller.

STATEMENT OF HARRIS MILLER

Mr. MILLER. Thank you. Thank you, Mr. Chairman and members
of the subcommittee. I am here representing the 11,000 companies
that are members of the information technology economy. It is an
honor to appear before your subcommittee to discuss what I believe
to be the next Y2K issue for our country and our global information
and technology community; namely, critical information infrastruc-
ture protection.

Information technology now represents over 6 percent of global
GDP, the spending volume of more than $1.8 trillion, according to
Digital Planet, a report recently released by the World Information
Technology and Services Alliance. From China to Mexico, from Ar-
gentina to Germany, countries have come to recognize that IT is
the engine of national development, accelerating the expansion of
business and investment while acting as a buffer against economic
downturns.
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However, the Y2K software glitch and other well-publicized epi-
sodes of natural or man-made disasters have also triggered an
awareness of the importance of and vulnerabilities posed by inter-
ruptions to information technology. These threats come in numer-
ous guises: mischief-minded hackers, disgruntled employees, cor-
porate spies, cyber criminals, cyber terrorists and unfriendly na-
tions.

A recent Computer Security Institute survey reports that 62 per-
cent of companies have experienced computer breaches. Fifty-one
percent of respondents reported financial losses due to computer se-
curity problems. Criminal hacking losses of the 163 responding or-
ganizations was placed at $123 million in 1998 and is climbing at
an extraordinary pace. The Institute found that system penetration
by outsiders has risen in each of the past 3 years, as has unauthor-
ized access by insiders. Twenty-six percent of the CSI respondents
reported theft of proprietary information, and 27 percent reported
financial fraud. Twenty percent reported unauthorized use or mis-
use of Websites.

Virus episodes such as the recent Melissa and Chernobyl are be-
coming much too frequent. The Antivirus Research Institute esti-
mates that new viruses are being launched at the rate of 10 to 15
per day, and that over 2,400 currently exist. Thirty-five percent are
considered to be intentionally disruptive.

And, of course, not all threats are man-made. As has been dem-
onstrated by the Red River flooding, the Kobe earthquake, the
North Ridge earthquake in California, and Hurricane Andrew in
1992, natural disasters also lead information technology disasters
in disruptions. The Kobe earthquake caused over 5,000 deaths,
damaged or destroyed over 180,000 buildings, and left 300,000 peo-
ple homeless. But it is also important to remember that the tele-
communications and computer infrastructures in that area were
out for weeks and even months.

And then, of course, there is the Y2K issue itself. The sum and
substance of this, Mr. Chairman, is that our country, our economy,
and the global economy have difficult challenges ahead. In the
cyber realm, as we know, ambiguity reigns supreme. What makes
our new environment so different? Some of the factors include the
following: increasing technological and environmental complexity;
the boundless nature of the Internet; ambiguous laws; the anonym-
ity of adversaries; conflicting responsibilities and jurisdiction; lim-
ited consequence management preparedness; low levels of aware-
ness, particularly by those in senior management in the private
sector and government; and limited human resources to deal with
this challenge.

Understanding the challenge, I do believe that NTIA enjoys the
opportunity to play a very important role in helping the Nation
achieve critical information infrastructure protection. Assessing the
CIIP role for NTIA and other government agencies, it comes down
to a simple issue. Our new information-based economy must be
protected and preserved. Participants and users must understand
that along with the obvious benefits of living in this IT age are cor-
responding commitments to protect the information technology sys-
tem. The societal stakes involved in critical information infrastruc-
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ture protection compel both government and private industry to
seek common ground on the issue.

The road to this common ground, Mr. Chairman, will not be easy
to reach. While the ultimate ends are shared between government
and the private sector, the policies that each will develop in order
to provide the protection could be quite different. For instance, gov-
ernment policy may seek to establish very stringent internal- and
external-directed rules to protect cyber infrastructure. The private
sector, however, is going to look for threats to be responded to in
terms of appropriate business responses.

To deal with these different directions, there must be increased
communications, and that is very important. In my written state-
ment I have included a series of first principles necessary to
achieve the proper balance between the government and industry
desires. Part of this is working together with the government.

Our Association, for example, announced a major effort in part-
nership with the Justice Department and Attorney General Reno
focusing on cyber citizen partnership to educate both government
and the private sector regarding the importance of cyber protection.
While the IT is frequently uncomfortable in working with govern-
ment agencies on policy issues, the agency we are usually most
comfortable with is DOC. It is for this reason that ITAA and the
information technology industry supports the selection and contin-
ued mission of NTIA within DOC as the lead agency for and pri-
mary liaison to our industry.

The private commercial sector owns, operates and manages over
90 percent of the information and communications infrastructure.
As such, it is appropriate that a civilian agency such as NTIA focus
on the advancement of U.S. industry, and the U.S. economy be as-
signed the lead for working and collaborating with the innovative
companies that have responsibility for and manage these important
elements of our economy.

We look forward to cooperating with all agencies throughout the
government involved in the CIA challenge, yet we feel strongly that
NTIA is the proper representative to work with our industry to
build the necessary levels of cooperation to help develop the na-
tional infrastructure protection plan. It has the knowledge, experi-
ence and relationships necessary.

We very much encourage this committee to include funding in
the NTIA reauthorization so that they can carry out their mission
in the CIIP area, and we look forward to working with you and
other members of the subcommittee in this area, Mr. Chairman.

[The prepared statement of Harris Miller follows:]

PREPARED STATEMENT OF HARRIS N. MILLER, PRESIDENT, INFORMATION
TECHNOLOGY ASSOCIATION OF AMERICA

Introduction

I am Harris Miller, President of the Information Technology Association of Amer-
ica (ITAA), representing over 11,000 direct and affiliate member companies in the
information technology (IT) industry—the enablers of the information economy. Our
members are located in every state in the United States, and range from the small-
est IT start-ups to industry leaders in the custom software, services, systems inte-
gration, telecommunications, Internet, and computer consulting fields. These firms
are listed on the ITAA website at www.itaa.org.
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It is an honor to appear before your Subcommittee again, Chairman Tauzin. I
want to commend you and your colleagues for inviting me to discuss what I describe
as the next Y2K—Critical Information Infrastructure Protection.

Information technology represents over 6 percent of global gross domestic product
(GDP), a spending volume of more than $1.8 trillion, and over 8% of US GDP, ac-
cording to Digital Planet, a report recently released by the World Information Tech-
nology and Services Alliance (WITSA), a group of 38 IT trade associations around
the world (I am proud to serve as president of the WITSA organization). Enormous
in its own right, these Digital Planet figures mask the contribution made by this
technology to the growth, competitiveness and vitality of other industries. From
China to Mexico, from Argentina to Germany, countries have come to recognize that
information technology is the engine of national development, accelerating the ex-
pansion of business opportunity and investment while acting as a buffer against eco-
nomic downturns.

The Year 2000 software glitch and other well-publicized episodes of natural or
man-made disasters have also triggered an awareness of the importance of and
vulnerabilities posed by disruptions to information technology. The threat comes in
numerous guises. Mischief minded hackers. Disgruntled employees. Corporate spies.
Cyber criminals. Terrorists. Unfriendly nations.

Aggressors attack at the point of maximum leverage. For modern society, this
means critical infrastructure—transportation, telecommunications, oil and gas dis-
tribution, emergency services, water, electric power, finance and government oper-
ations. A critical information infrastructure supports all of these vital delivery sys-
tems and becomes itself a target of opportunity for terrorists, adversary nations,
criminal organizations, and non-state actors. Disrupting the underlying information
infrastructure of a transportation or finance system often can be as effective or even
more effective than disrupting the physical infrastructure. Why blow up a power
grid, when destroying the computers which control the power grid will have the
same impact?

As recently as last week, the International Institute for Strategic Studies (IISS)
published a study on this topic citing one expert claiming he could bring down the
U.S. information infrastructure with 10 computer specialists and in 90 days time.
This potential vulnerability—even if overstated—raises numerous difficult questions
for industry and government about how to best provide critical information infra-
structure protection.

A recent Computer Security Institute (CSI) survey reports 62 percent of compa-
nies have experienced computer breaches; 51 percent of respondents reported finan-
cial losses due to computer security problems; criminal hacking losses of the 163 re-
sponding organizations was placed at $123 million in 1998 and is climbing at an
extraordinary pace. The Institute found that system penetration by outsiders has
risen in each of the past three years as has unauthorized access by insiders. Twen-
ty-six percent of respondents in the CSI study reported theft of proprietary informa-
tion and 27 percent reported financial fraud. Twenty percent reported unauthorized
use or misuse of websites.

Virus episodes like Melissa and Chernobyl are becoming much too frequent. The
Symantec Anti-Virus Research Center estimates that new viruses are being
launched at a rate of 10 to 15 per day and that over 2400 currently exist. Thirty-
five percent are considered to be intentionally destructive.

Not all threats are man-made. As has been demonstrated by the 1997 Red River
flooding of Grand Forks, North Dakota; the 1995 Kobe earthquake in Japan; and
the 1994 Northridge earthquake in California; and South Florida’s Hurricane An-
drew in 1992, natural disasters pose substantial threats to both major systems
themselves and the critical information infrastructure undergirding. This is indic-
ative of the fact that the physical element of the information infrastructure requires
a similar level of attention and concern. The Kobe earthquake, for instance, caused
over 5,000 deaths, damaged or destroyed 180,000 buildings and left 300,000 people
homeless. Total damages reached $147 billion. Telecommunications and computer
infrastructures were out of commission for weeks and months.

And then there is that set of “unintended consequences” associated with a new
and dynamic period in the evolution of technology. I refer to the Year 2000 computer
bug as exhibit number one. As a global information economy, we stand at the very
edge of the Year 2000 divide. Just eight months remain for companies all over the
world to complete their Y2K repairs. How successfully countries will make this tran-
sition is the subject of much speculation. The only sure bet for Y2K prognosticators
is that no one knows for sure how this situation will play out. Year 2000 under-
scores the interconnectedness of society and its computers and the dependence of
one on the other. Where we do not have all the technology bases covered, we have
social, economic, and political vulnerability instead.
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We have difficult challenges ahead. In the cyber realm, ambiguity reigns supreme.
What makes our new environment so different? Some of the factors include:

* Increasing technological and environmental complexity—new technologies are re-
placing “old” ones at a breathtaking pace as hundreds of thousands of new play-
ers enter cyberspace on an almost daily basis;

* Boundless environment—geographic boundaries are irrelevant in cyberspace rais-
ing jurisdictional conflicts;

¢ Ambiguous laws;

¢ Anonymous adversaries—The anonymous nature of the Internet combined with a
lack of geographic boundaries makes it extremely difficult to distinguish be-
tween nuisance hackers, vandals, criminals, terrorists and nation-states. This
results in indistinguishable motives or intentions;

* Conflicting responsibilities and jurisdictions—while cyberspace is boundless, turf
battles abound,;

* Limited consequence management preparedness—if progress for preparations for
Y2K and the recent Melissa and Chernobyl viruses are any indication, world-
wide, individuals and enterprises are unprepared to manage contingencies and
consequences of such incidents;

* Low levels of awareness—it was, and is still, difficult to get leaders to focus on
Y2K as a major issue. We must now take pains to point out that Y2K is solely
one “incident” on the continuum of potential vulnerabilities to our critical sys-
tems: the proverbial tip of the iceberg. A significant hurdle to meeting the most
basic challenges, however, is low levels of awareness and understanding. These
issues must be raised to the executive level,

e Limited human resources—The public and private sectors continue to struggle to
find the skilled workers to manage the resources they currently have. Assuring
our information infrastructures calls for more highly specialized individuals who
are in extremely limited supply.

Today you have asked me to talk about the reauthorization of the National Tele-
communications and Information Administration (NTIA) of the U.S. Department of
Commerce (DOC) and role that we think this agency can play in helping the nation
achieve its critical information infrastructure protection goals. I believe that NTIA
enjoys the opportunity to play a critical role in helping the nation achieve Critical
Information Infrastructure Protection. Before I speak specifically about NTIA, I will
offer a broader conceptual framework on how we see government and industry
working together on this issue. I will provide you details on the specifics of ITAA’s
CIIP program. I will then turn my attention to NTIA.

Government and Industry: Seeking Common Ground

Assessing the ultimate CIIP roles for NTIA, other government agencies and the
private sector is really very simple: our new information-based assets must be pro-
tected and preserved. The proliferation of low cost computers and networks have
spread information technology to every quarter of society. As technologies have ad-
vanced and been implemented, we have seen enormous payoffs in the form of in-
creased efficiency, increased productivity and newfound prosperity. Chairman
Greenspan recently credited large investments being made in computers and other
high-tech products for the dramatic boost in the nation’s productivity. Even pre-
viously skeptical economists now concede that IT driven productivity increases have
enabled our country to have what they said we could not have: high growth, low
unemployment, low inflation, growth in real wages.

Rights come with responsibilities. Participants and users must understand that
along with the obvious benefits of information technology are corresponding commit-
ments to protect IT. The societal stakes involved in critical information protection
compel government and industry to seek common ground on the issue.

The road to this common ground will never be, of course, a straight line. On the
contrary, while the ends may be commonly shared, the policies that government and
ifndustry will develop in order to provide this protection are likely to be quite dif-
erent.

For instance, government policy may seek to establish both internal and exter-
nally directed standards to protect infrastructure elements from physical or cyber
attack, to require systems to detect when attacks are imminent or underway, to de-
velop processes to react to the attack, and to reestablish the critical service. By defi-
nition, if the service has been deemed critical to the nation, then the federal, state
and local governments will have increased interest in the operation, management
and protection of the private businesses and services which comprise the infrastruc-
ture elements. The manner in which this government concern is manifested can
have a significant effect on private sector interests.
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Similarly, industry can be expected to react to infrastructure threats in appro-
priate ways, guided by sound business considerations. Individual companies will
make infrastructure protection investments commensurate with the risk manage-
ment principles in their industries. Government policies that impose protection
standards more stringent than those inherent in the private sector risk mitigation
process may not be acceptable. Additionally, requirements for reporting incidents to
government operations centers and responding to government directed reconstitu-
tion plans may impose burdens that need to be developed in consultation with the
private sector.

Private sector firms face other real world pressures in formulating a CIIP re-
sponse. First, companies run the significant risk of negative publicity and exposure.
Companies are concerned that revealing and admitting past mistakes, shortcomings,
negative experiences or incidents can open them up for criticism from the press,
their competitors and their shareholders. Along the same lines, and for good reason,
companies are loath to share proprietary or privileged corporate information. Addi-
tionally, firms run the risk of harming consumer, customer, partner and investor
confidence. The private sector is also unprepared to share information and/or experi-
ences out of fear that such information will be misused, abused or released to the
public by the government or competitors. Lastly, with the focus in today’s corporate
world on the immediate bottom line, most firms see no clear short-term return on
their information sharing investment.

To minimize the likelihood of, minimize the possible impact from, or prepare a
response to a coordinated, comprehensive attack on critical US infrastructure will
require coordinated, comprehensive teamwork by government and industry. No mat-
ter what the business or political pressures, we all have a stake in protecting our
information infrastructure. The nature of that teamwork is being decided through
national debate, substantive analysis and constructive dialogue. As we look ahead,
our nation is in need of new modes of cooperation, collaboration and experience
sharing among the private sector and between the public and private sectors. A well
prepared and informed private sector can work with government to find the proper
balance which optimizes the government’s need to protect the critical infrastructure
with business’ need to manage risks appropriately.

Significant reservations on the part of both private industry and government to
fully collaborate on these important issues exist, however, which ITAA is attempting
to address from both a theoretical and practical viewpoint.

CIIP: Establishing First Principles

In developing industry positions on national CIP issues, ITAA has established an
initial list of general principles that will guide the development of future policy.

* The protection of the national information infrastructure must be based on the
n}li)rllimum amount of government (federal, state, and local) regulation as is fea-
sible.

* The cost of protecting the national information infrastructure must be kept to the
lowest level possible commensurate with the threat and the consequences of at-
tack. Parties must be able to differentiate between potential vulnerabilities and
specific threats.

e Industry owns and operates the Global Information Infrastructure and, as such,
has primary responsibility for CIIP requirements, design and implementation.

* Industry and government share an interest in the proliferation of a free and open
Internet, electronic commerce, other value added networks, and an efficient, ef-
fective information infrastructure generally.

e In protecting these resources, the specific and immediate priorities of government
and industry are apt to diverge.

* Industry will be guided by business considerations to protect itself against phys-
ical and cyber-attack as the threat to the information infrastructure evolves.

* Where corrective CIIP action is required to protect the public good, government
must identify such instances and create appropriate funding mechanisms.

The Internet and electronic commerce are inherently global in nature; therefore,
critical information protection will require collaboration among international bodies.
* Critical information protection measures much be commensurate with the threat

involved; risks must be appropriately identified and managed but not magnified
or embellished.

» Positive interaction between government and industry is essential. Among issues
which will require on-going communication and assessment is the need to bal-
ance the Constitutional right to privacy with national security concerns.

e Industry must monitor the private sector portion of the national information in-
frastructure and cooperate both internally and with government in reporting
and exchanging information concerning threats, attacks, and protective meas-
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ures. Coordination among principals must facilitate creation of early warning
systems.

In creating the information infrastructure, as well as attendant tools and tech-
nologies, industry must be provided safe harbor protections and its works
viewed as incidental to losses caused by criminal or malicious misbehavior or
natural disasters.

Distinctions must be made among cyber-mischief, cyber-crime and cyber-war to
clarify jurisdictional issues and determine appropriate responses. The adequacy
of current laws to prevent these threats must be reviewed.

Existing laws must be adapted as necessary to allow appropriate levels of infor-
mation sharing among companies, and between the private sector and govern-
ment.

Current policy in areas such as the R&E tax credit, software encryption, work-
force training, and longterm government research and development funding
must be reviewed in light of common CIIP goals and objectives.

Law enforcement agencies must gain sufficient cyber-crime expertise to combat
specific threats and to investigate specific criminal acts.

Emergency response organizations must gain sufficient disaster recovery expertise
to minimize the effect of catastrophic events on the information infrastructure.

Implementing this diverse set of principles will require substantial work.

Difficult Issues Remain

At this nascent stage, many questions remain unanswered:

What are the criteria for determining the individual elements of the critical infor-
mation infrastructure, and who is involved in the determination?

What should be the process/mechanism by which the government will provide
threat, indications and warning information to critical information infrastruc-
ture companies?

What legislative remedies are necessary to overcome the current legal barriers to
information sharing?

Will shared information be protected from FOIA requests?

What threshold should be established for reporting anomalous activity? What type
of reporting will be required, given that industry will be motivated to monitor
and protect itself against cyber-attack for business reasons, and how will re-
ported information be protected?

What government restrictions/legislation must be modified or lifted so that private
sector companies may implement active cyber-defense and/or counter-measures
(i.e., anti-trust provisions leading to NSTAC-like organizations)?

What type of organization(s) should plan and execute the strategy for critical in-
formation infrastructure defense?

What policy determinations are required to distinguish between law enforcement
and national security (warfare) jurisdictions as a result of attacks on critical in-
formation infrastructure elements?

How should industry organize itself to represent private sector views, to exchange
relevant “lessons learned,” and to participate in policy development? Given that
IT is both a vertical industry sector itself, but also undergirds all the other
Ve}t;tica?l sectors, what should be the relationship between the IT sector and the
others?

What considerations must be allowed for those elements of the critical infrastruc-
ture which are foreign controlled or are part of multi-national businesses, con-
sidering that most infrastructures are international in nature?

How should the information technology private sector assess the implications of
liability and insurance for critical services?

Is there a sufficient research and development effort underway to improve the
ability of the private sector to monitor and protect its designated critical ele-
mer(lltr:)s? Who should fund this effort? How should R&D information be distrib-
uted?

If information system security becomes a competitive market differentiator, how
will the private sector accommodate the needs of the government for infrastruc-
ture protection while maintaining market competitiveness?

How does our country develop a corps of IT workers with particular skills to focus
on security and infrastructure protection, particularly in light of the overall IT
workforce shortage?

In addition to substantive legal and policy issues, less tangible concerns must also

be addressed, particularly the development of trust—within the private sector and
between the private sector and government. ITAA and its member companies are
working with government to help build the necessary bridges. I would like to de-
scribe briefly a few of these initiatives now.
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ITAA and CIIP

ITAA is taking a number of actions, has initiated programs, and motivated its
membership to address the CIIP challenges that the nation and our industry face.
ITAA realized the importance of this issue and took it on over two years ago with
the establishment of a dedicated Critical Information Protection Task Group to ex-
amine and analyze policy developments in this area and to offer input into the pol-
icy process. In the past year ITAA’s Critical Information Protection Task Group has
continued its mission of providing ITAA outreach and education to Administration
officials, federal civilian, military, national security, and law enforcement agencies,
Congress, the media, international organizations, and the public on the issues of
critical information protection and assurance. The CIP Task Group has been very
active particularly in the wake of Presidential Decision Directive 63 (PDD63), which
was issued last spring. The activity of our industry Task Group is increasing as fed-
eral agencies and industry grapple with the implementation of PDD63 which has
provided the initial outline and direction for the development of a more comprehen-
sive national infrastructure protection strategy and plan.

In the past 12 months, much has happened. Through the Task Group, our mem-
bers have been active in what has been the rapid development of information infra-
structure security issues and policy. Our organization has produced one of the first
concerted industry efforts to address CIP issues. We have issued white papers fo-
cused on critical information infrastructure protection. We prepared an industry re-
sponse to President’s Commission on Critical Infrastructure Protection (PCCIP) re-
port and recommendations when they were released in the fall of 1997.

Since then, we have held frequent meetings with representatives across the gov-
ernment to educate, discuss and provide input into the evolving national policy de-
velopments.

In February of this year, ITAA was selected as a Sector Coordinator by the De-
partment of Commerce for the Information and Communications infrastructure sec-
tor, in conjunction with two other associations focused primarily on the tele-
communications industry—the US Telephone Association and the Telecommuni-
cations Industry Association. As a Sector Coordinator, we are continuing to work
with the federal government and, in particular, with NTIA on the implementation
of PDD 63.

Education and outreach will be critical to the success of our efforts. This March,
ITAA created the framework for a new Cybercitizen Partnership in conjunction with
Attorney General Janet Reno. The Partnership will focus on promoting individual
responsibility in cyberspace and creating a public-private sector forum for exchange
and cooperation. Through the Partnership, private sector representatives hope to
work with federal partners, including the Attorney General, the Department of Jus-
tice and National Security Agency representatives, on development of a critical in-
frastructure protection education and awareness campaign and other initiatives. In
addition to an awareness campaign we will be coordinating with the FBI’s National
Infrastructure Protection Center to identify and coordinate industry representation
and participation in Center activities to build the communication and trust that will
be so essential in moving forward.

Also of note: In October, 1998, I was appointed by the World Information Tech-
nology and Services Alliance (WITSA) to chair a new task force on critical informa-
tion infrastructure. WITSA has been quick to recognize the need for industry to take
a proactive role in protecting information infrastructures. At a meeting in Taipei
earlier this spring, WITSA members approved a policy statement which encourages
government-industry dialogue at the local, national and international levels.

While both private industry and governments at all levels agree that there is a
growing need to address the challenges of CIP, there is little agreement on what
measures, if any, should be taken to protect those infrastructures. At the heart of
the Statement is the message that industry has a vested interest in anticipating and
confronting infrastructure threats in appropriate ways, guided by business consider-
ations. While countries have very different ways of approaching CIP, WITSA be-
lieves that it is of critical importance that governments and international organiza-
tions always cooperate fully with industry in shaping CIP policy.

In all honesty, we at ITAA face a daunting job of convincing the IT industry to
work with these agencies on these initiatives. It is a challenge we must step up to
if we are to achieve any degree of success in opening lines of communication. Our
industry continues to have reservations about working too closely with the federal
law enforcement and national security community, particularly with the scars of the
encryption conflict still fresh.
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ITAA Endorses Role of NTIA

While the IT industry is frequently uncomfortable in working with government
agencies on policy issues, the agency we are usually most comfortable with is DOC.
It is for this reason that ITAA and the information technology industry support the
selection and continued mission of NTIA, within DOC, as the lead agency for and
primary liaison to our industry for CIIP. While the national security implications
of information infrastructure security and assurance are clear, it must be remem-
bered that it is the private commercial sector that owns, operates and manages over
90% of the nation’s information and communications infrastructure. As such it is ap-
propriate that a civilian agency, focused on the advancement of US industry and
the US economy, be assigned the lead for working and collaborating with the inno-
vative companies that have responsibility for and manage these important elements
of our economy.

ITAA and our members will continue to look forward to cooperating with all agen-
cies and elements of government to meet the CIIP challenges. Yet we feel that NTIA
is the proper representative to work with our industry to begin to build the nec-
essary levels of cooperation to help develop the National Infrastructure Protection
Plan. Within DOC, NTIA has the knowledge of and experience and relationships
with the IT and Communications industries that are necessary.

Over the past two years, ITAA, its members and the IT industry have begun to
develop collegial and constructive relationships with the leadership and staff of the
Commerce Department, NTIA and the Critical Information Infrastructure Assur-
ance Program Office at NTIA in their capacity as the lead agency for our industry.
While significant, positive levels of trust, cooperation and communication have been
developing, the important work that must be done has barely started. This is not
because of any lack of desire or ability on behalf of NTIA or the CIIAP Office, but
because they have been asked to do their job without the necessary resources. They
lack even the minimum funding and support that is necessary for them to carry out
their mission. It is essential that the necessary programmatic funding and resources
be appropriated to the NTIA to carry out its mission. $3.5 million is a small price
to pay for getting these important programs moving down the track.

Conclusion

The U.S. and much of the world are building their economic house on an informa-
tion technology foundation. This is extremely positive approach to take, delivering
tangible benefits to a fast growing percentage of the world’s population. As we build
this house which reaches to a better, more prosperous and democratic future, we
must be ever vigilant of cracks in this structure. If Year 2000 is the first challenge
to place our economic house at risk, failure to adopt a rigorous approach to CIIP
will be the second. I have offered a conceptual framework on which government and
industry can work towards common ground. A framework which recognizes inherent
differences and builds on mutual strengths. A framework in which ITAA continues
to play a leadership role. A framework in which NTIA must now be allowed to step
to the forefront. As you consider the NTIA Reauthorization Act of 1999 and the fu-
ture role for the agency, I encourage you to make this possible.

Mr. TAUZIN. Thank you, Mr. Miller.
Next is Mr. Rogers.

STATEMENT OF JAMES A. ROGERS

Mr. ROGERS. Thank you, Mr. Chairman. My name is Jim Rogers
and I am retired manager of UPS. I have been asked by UPS to
describe to you the spectrum management dilemma that UPS expe-
rienced as customers for package delivery started calling for ad-
vanced information and telecommunications services such as track-
ing, tracing, and electronic signatures.

The company also has submitted a letter and has asked that it
be made part of the this subcommittee’s record.

[The letter referred to follows:]
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UNITED PARCEL SERVICE
May 10, 1999

The Honorable BiLLY TAUZIN

Chairman

Subcommittee on Telecommunications, Trade and Consumer Protection
Commerce Committee

2125 Rayburn House Office Building

U.S. House of Representatives

Washington D.C. 20515

DEAR MR. CHAIRMAN: On behalf of United Parcel Service, I want to extend my
appreciation to you and the subcommittee for holding the hearing on Tuesday, May
11, 1999, on NTIA and its spectrum activities, particularly those involving govern-
ment use of spectrum to compete with the private sector. UPS also appreciates the
invitation to provide a witness. Jim Rogers, who will be speaking for UPS at that
hearing, is best suited to explain our history on this matter in that he was the per-
son responsible for handling the agency and legislative issues associated with the
development of 220 MHz spectrum.

UPS believes that the current situation needs to be corrected. The case that will
be laid out by Jim Rogers at the hearing clearly provides convincing evidence that
our nation’s spectrum policy has evolved into an unacceptable situation as it per-
tains to the United States Postal Service (USPS) and its efforts to enter into private
commercial markets. UPS, as a commercial enterprise, must fulfill its spectrum
needs by applying for licenses issued by the Federal Communications Commission.
The Postal Service—UPS’s primary competitor in the marketplace—is given govern-
ment agency status, and is able to obtain from NTIA the frequencies it needs to
compete in the marketplace against the private sector.

The disparity in treatment creates an enormous competitive advantage. UPS has
had to live with the delays there are inherent in FCC proceedings. The Postal Serv-
ice does not. UPS has to pay for licenses by bidding for them at auction. The Postal
Service gets its licenses for free.

The competitive advantage enjoyed by the Postal Service is not merely theoretical.
As I have illustrated, UPS paid a significant price, in both dollars and opportunity
costs, to develop the system and obtain the frequencies needed to compete against
the Postal Service. In contrast, the Postal Service has avoided paying the costs that
UPS has borne, and has instead been able to acquire its frequencies without charge.

The solution is both fair and simple.

First, and at a minimum, when the Postal Service needs radio licenses in support
of its competitive activities, it should not be treated as a Government agency by
NTIA. It should be forced to go to the FCC and compete against everyone else for
scarce frequencies. It is one thing to give the Government users of the spectrum the
access that they need to serve the public interest. It is another thing altogether to
grant the Postal Service preferential rights of access, under preferential terms and
conditions, when it’s competing against private business.

Second, a determination as to whether a Postal Service application is for radio
frequencies to support competitive ventures should be made in a public proceeding,
and should be subject to challenge in the courts. It is not appropriate that this de-
termination be made by the IRAC—on which the Postal Service sits. Nor is it appro-
priate that it be made without public scrutiny, or without accountability. The Postal
Service should be subject to the same rules as the rest of us when it is acquiring
frequencies in support of its competitive ventures.

Finally, in my view, the Postal Service should be removed from the IRAC alto-
gether. To the extent that it is permitted to remain a member, it will be in a posi-
tion to influence and use leverage over the other members of IRAC in order to ben-
efit its own competitive objectives.

Sincerely,
KEN CHURCHILL,
Vice President, Corporate Public Affairs

Mr. ROGERS. As most of you know, UPS is the largest package
delivery service in the United States. We have grown from a local
service that delivers packages for local merchants to their cus-
tomers to a worldwide enterprise that delivers more than 12 mil-
lion packages per day around the globe. UPS customers are de-
manding ever more information about their shipments. To meet
that need, UPS has transformed itself from a large package deliv-
ery service to a technology-intensive global communications com-
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pany that makes extensive use of radio spectrum to transmit pack-
age information data.

In this effort, we discovered a company in Oregon that was en-
gaged in the business of building LORAN equipment for aircraft
and was doing some exciting work with amplitude compandered
single sideband. It is ACSB. This company, IIMorrow, was inter-
ested in expanding its market beyond aircraft instrumentation, and
we realized that we would both benefit from accelerating
IIMorrow’s development of ACSB.

In order to maximize that benefit, UPS eventually acquired
IIMorrow. Developing the equipment was one thing; having fre-
quencies on which to operate was another. So we began discussions
with the FCC to determine whether there were frequencies avail-
able to support the applications we were interested in using.

On a separate track, the FCC began the proceedings to reallocate
the 220-222 megahertz band. Many of you remember that pro-
ceeding. The band had been utilized on a secondary basis by ama-
teurs, and the reallocation proceeding got bogged down as the ama-
teurs resisted these efforts. The Commission’s notice of proposed
rulemaking was released in December 1998, but a final report and
order was not issued until mid-1991.

While this was proceeding, UPS successfully conducted a test in
the Chicago area using frequencies in the 220-222 megahertz band
that were licensed for our use on an experimental basis.

In 1992, the FCC adopted its pioneer preference rules. While we
did receive tentative designation as a pioneer, the Commission ulti-
mately declined to give us the award. We were getting close to the
time when we needed a track-and-trace system, but a couple of
things occurred. First, the FCC commenced to hold a series of lot-
teries to issue licenses in the 220-222 band. The geographic area
covered by these licenses was local. We spent more than $50,000
to participate in these lotteries, and while we did win some, we had
nowhere near the nationwide coverage we needed.

In 1993 Congress enacted amendments to the Communications
Act of 1934, giving the authority to auction licenses based on the
values that are placed on these frequencies. We do not quarrel with
the determination that auctioning licenses has many advantages
over lotteries or comparative hearings. One of the side effects of en-
acting the auction statute was a long delay in the Commission’s
proceeding with respect to issuing nationwide licenses in the 220-
222 megahertz band.

All of the activity that I have described took place between 1988
and 1994. The upshot is that UPS eventually invested over $40
million in its efforts to develop a data network using the 220-222
megahertz band, and it didn’t work.

We couldn’t wait. We had to get into the market. So we entered
into agreements with cellular licenses around the country to utilize
cellular frequencies for the track-and-trace services our customers
were demanding.

Today UPS is the No. 1 user of cellular services in the U.S.
UPS’s primary competitor, the U.S. Postal Service, did not sit idly
by. In 1996 the Postal Service applied for and obtained licenses to
utilize frequencies in the 220-222 band. This is the same band we
spent more than $40 million unsuccessfully to obtain permission to
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use. To get its licenses, the Postal Service didn’t participate in an
auction. It filed an application with the Interagency Radio Advisory
Committee, the IRAC. IRAC advised NTIA with respect to the need
for government users to obtain frequency.

Who sits on IRAC? Among its members is the Postal Service. The
IRAC is composed of government users who work together to en-
sure the spectrum needs of all government users are met. The
Postal Service sits as a member of IRAC and participates in the
process of advising NTIA on whether or not its licenses should be
granted. It is an applicant, advocate, and a juror.

I suppose that would be fine if it weren’t for the fact that ap-
proximately $12 billion per year of the Postal Service revenues
come from providing services in competition with the private sec-
tor, including UPS. But when the Postal Service is engaged in com-
petitive activities, its membership on the IRAC gives it a huge com-
petitive advantage. The disparity between UPS and Postal Service
creates an enormous competitive advantage. UPS had to live with
the delays inherent in the FCC proceedings. The Postal Service did
not. UPS had to pay for licenses by bidding for them at an auction
or paying cellular fees now. The Postal Service gets its licenses for
free.

The competitive advantage enjoyed by the Postal Service is not
merely theoretical. UPS paid a significant price in both dollars and
opportunity costs developing the system and hoping to obtain the
frequencies needed to compete. In contrast, the Postal Service has
avoided paying the cost UPS has borne, and has instead been able
to acquire its frequencies without charge.

The solution is fair and simple. First and at a minimum, when
the Postal Service needs radio licenses in support of its competitive
activities, it should not be treated as a government agency by
NTIA. It should be forced to go to the FCC and compete against
everyone else for scarce frequencies. It is one thing to give the gov-
ernment users of the spectrum the access they need to serve the
public interest. It is another thing to grant the Postal Service pref-
erential rights of access under preferential terms and conditions
when it is competing against private businesses.

Second, determination as to whether a Postal Service application
is for radio frequencies to support competitive ventures should be
made in a public proceeding and should be subject to challenge in
the courts. It is not appropriate that this determination be made
by the IRAC on which the Postal Service sits. The Postal Service
should be subject to the same rules as the rest of us when it is re-
quiring frequencies in supports of its competitive ventures.

The Postal Service should be removed from the IRAC altogether.
To the extent that it is permitted to remain a member, it will be
in a position to influence and use leverage over the other members
of IRAC in order to benefit its own competitive services.

This ends my prepared remarks. I will be happy to answer any
questions that you have.

[The prepared statement of James A. Rogers follows:]
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PREPARED STATEMENT OF JAMES A. ROGERS, RETIRED REPRESENTATIVE, UNITED
PARCEL SERVICE

Introduction

Good afternoon, Mr. Chairman and Members of the Subcommittee. I am pleased
to have the opportunity to appear before you today. My name is Jim Rogers, and
I am a retired employee of United Parcel Service. I have been asked by UPS to de-
scribe for you the spectrum dilemma that UPS experienced as customers for pack-
age delivery started calling for advanced information and telecommunications
serviices, such as tracking and tracing, and electronic signatures. Over the last dec-
ade, it had been my responsibility to coordinate UPS’s spectrum activities before the
FCC, and later, the NTIA. UPS has asked me to give you a brief narration of what
happened. The Company has also submitted a letter and has asked that it be made
part of the Subcommittee’s record.

Background

As most of you know, UPS is the largest package delivery service in the United
States. We have grown from a local service that delivered packages for local mer-
chants to their customers, to a worldwide enterprise that delivers more than 12 mil-
lion packages per day around the globe. Today we have a fleet of more than 500
aircraft, 157,000 ground vehicles, and more than 325,000 employees to meet the
needs of our customers.

Those needs have gotten far more sophisticated—particularly in the last 15 years.
Today’s shippers want to know whether their shipments have arrived, and if not,
where they are, and when they’ll get there. They need information about their ship-
ments.

That’s what UPS’s customers are demanding. To meet that need, UPS has trans-
formed itself from a large package delivery service to a technology-intensive global
communications company that makes extensive use of the radio spectrum.

UPS Experience

By the mid 1980’s, our customers were telling us that we needed to be able to
give them up-to-the minute information regarding the status of their shipments. In
response, we began the preliminary efforts to identify radio-based technologies that
could fill this need, and give us the ability to track our vehicles.

We discovered a company in Oregon that was engaged in the business of building
LORAN equipment for aircraft and terrestrial uses, and was doing some exciting
work with a new technology called ACSB—amplitude compandered single sideband.
This company—IIMorrow—was interested in expanding its market beyond aircraft
instrumentation, and we quickly realized that we would both benefit from accel-
erating IIMorrow’s development of ACSB. In order to maximize that benefit, UPS
acquired IIMorrow

But having the equipment was one thing, and having frequencies on which to op-
erate was another. So we began discussions with the FCC to determine whether
there were frequencies available that could support the applications we were inter-
ested in using. The FCC was familiar with IIMorrow’s work on ACSB technology,
and in 1988 encouraged us to look at the 220-222 MHz band as a possible “home”
for a new tracking and tracing service. As our customers continued to push us for
increased information about their shipments, we continued to push forward with the
development of ACSB technology to operate in the 220-222 MHz band. UPS success-
fully conducted a test in the Chicago area using frequencies that were licensed for
our use on an experimental basis.

On a separate track, the FCC began the proceeding to reallocate the 220-222 MHz
band. Many of you may remember that proceeding. This band had been utilized (on
a secondary basis) by amateurs, and the reallocation proceeding got bogged down
as the amateurs resisted the FCC’s efforts. The Commission’s Notice of Proposed
Rulemaking was released in December, 1989, but a final Report and Order was not
issued until mid-1991.

In 1992, the FCC adopted its “Pioneer Preference” rules. At this point, given the
sizable investment that UPS had made to develop the new technology to operate in
the 220-222 MHz band, we determined that we would apply for a pioneers pref-
erence award. Our hope was to receive a “Pioneer” designation that would enable
us to receive a license for this new technology without bidding for it at auction.
While we did receive “tentative” designation as a pioneer, the Commission ulti-
mately declined to issue us the award that we sought. But as we were getting to
the point where we were ready to develop an operating “track and trace” system,
two things occurred.
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First, the FCC commenced to hold a series of lotteries to issue licenses in the 220-
222 MHz band; however the geographic area covered by these licenses was very lim-
ited. UPS spent more than §S0,000 to participate in these lotteries, and while we
did win a few, we had nowhere near the nationwide coverage that we sought.

Second, in 1993, Congress enacted the amendments to section 309() of the Com-
munications Act giving the FCC the authority to auction licenses based on the value
that bidders placed on these frequencies. We do not quarrel with the determination
that auctioning licenses has many advantages over lotteries or comparative hear-
ings. But one of the side effects of enacting the auction statute was a long delay
in the Commission’s proceedings with respect to issuing nationwide licenses in the
220-222 MHz band.

All of the activity I've described to you took place between 1988 and 1994. The
upshot is that UPS had invested over $40 million in its effort to develop a national
digital data network using the 220-222 MHz band, which didn’t come to fruition.
We couldn’t wait. Faced with unacceptable delay, UPS entered into agreements with
many cellular licensees around the country to utilize cellular frequencies for the
“track and trace” services that our customers were demanding. Today, UPS is the
number one user of cellular services, with a nationwide network pieced together
from cellular licensees that permits us to offer our customers the “track and trace”
capability that they demand.

U.S. Postal Service Actions

UPS’s primary competitor, the U.S. Postal Service, was not sitting idly on the
sidelines. In 1996, the U.S.P.S applied for, and obtained, licenses to utilize fre-
quencies in the 220-222 MHz band. This is the same band that we had spent more
than $40 million—unsuccessfully—to obtain permission to use.

To get its licenses, the Postal Service didn’t have to participate in an auction. It
filed its applications with the Interagency Radio Advisory Committee—the “IRAC.”
The IRAC advises NTIA with respect to the need for Government users to obtain
frequencies.

And who sits on IRAC? Well, among its members is none other than the U.S.
Postal Service. The IRAC is comprised of Government users, who work together to
ensure that the spectrum needs of all Government users are met. The Postal Service
sits as a member of the IRAC, and participates in the process of advising NTIA on
whether or not its licenses should be granted. It is at once an applicant, an advocate
and a juror.

I suppose that would be fine if it weren’t for the fact that approximately $12 bil-
lion dollars per year of the Postal Service’s revenues comes from providing services
in competition with the private sector, including UPS. But when the Postal Service
is engaged in competitive activities, its membership on the IRAC gives it a huge
competitive advantage.

Recommendations

The letter that Ken Churchill has submitted for the record states both the prob-
lem, and the solution, correctly. UPS, as a commercial enterprise, must fulfill its
spectrum needs by applying for licenses issued by the Federal Communications
Commission. UPS’s primary competitor in the marketplace—the U.S. Postal Serv-
ice—is treated as a government agency, and is able to obtain from NTIA the fre-
quencies it needs to compete in the marketplace against the private sector.

The disparity between UPS and the Postal Service creates an enormous competi-
tive advantage. UPS has had to live with the delays there are inherent in FCC pro-
ceedings. The Postal Service does not. UPS has to pay for licenses by bidding for
them at auction. The Postal Service gets its licenses for free.

The competitive advantage enjoyed by the Postal Service is not merely theoretical.
As I have illustrated, UPS paid a significant price, in both dollars and opportunitiy
costs, to develop the system and obtain the frequencies needed to compete against
the Postal Service. In contrast, the Postal Service has avoided paying the costs that
UPS has borne, and has instead been able to acquire its frequencies without charge.

The solution is both fair and simple.

First, and at a minimum, when the Postal Service needs radio licenses in support
of its competitive activities, it should not be treated as a Government agency by
NTIA. It should be forced to go to the FCC and compete against everyone else for
scarce frequencies. It is one thing to give the Government users of the spectrum the
access that they need to serve the public interest. It is another thing altogether to
grant the Postal Service preferential rights of access, under preferential terms and
conditions, when it’s competing against private business.

Second, a determination as to whether a Postal Service application is for radio
frequencies to support competitive ventures should be made in a public proceeding,
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and should be subject to challenge in the courts. It is not appropriate that this de-
termination be made by the IRAC—on which the Postal Service sits. Nor is it appro-
priate that it be made without public scrutiny, or without accountability. The Postal
Service should be subject to the same rules as the rest of us when it is acquiring
frequencies in support of its competitive ventures.

Finally, in my view, the Postal Service should be removed from the IRAC alto-
gether. To the extent that it is permitted to remain a member, it will be in a posi-
tion to influence and use leverage over the other members of IRAC in order to ben-
efit its own competitive services.

Mr. Chairman, this ends my prepared remarks. I will be happy to respond to any
questions you may have.

Mr. TAUZIN. Thank you, Mr. Rogers.
We will now hear from Mr. Kenneth Crawford.

STATEMENT OF KENNETH C. CRAWFORD

Mr. CRAWFORD. Mr. Chairman, I am pleased to say that as a re-
sult of a TIIAP grant that we received 2 years ago, there are people
alive in Oklahoma today that might have died Monday, May 3, so
I am pleased to be here to testify on behalf of the reauthorization
legislation.

My testimony will be based upon a program that we know is OK-
FIRST. It was established in 1996 through a 2-year TIIAP grant.
It was developed by my office at the University of Oklahoma. Our
goal was to provide public safety officials in our State, that is po-
lice, fire and civil emergency management, with the data from the
modernized National Weather Service, in particular their modern
Doppler weather radar network, sometimes called NEXRAD, some-
times called the WSR-88D.

We also provided extensive precursor training, extensive follow-
up after the fact, and we designed our system to be multipurpose,
not just weather-related. My background in this comes from a 35-
year professional career that had me in the National Weather Serv-
ice in States like Louisiana and Texas and Oklahoma. And for the
last decade I have been at the University of Oklahoma where I
have had a little bit more freedom to be creative in these areas.

The weakness that I saw in the weather warning system of our
Nation, be it Louisiana, Texas or Oklahoma, was simply the ability
to—or inability to disseminate time-critical information to a popu-
lation at risk. Often that meant a rural area. Historically, as the
National Research Council has documented on a number of occa-
sions, access to information from the National Weather Service has
been cumbersome, expensive, non-intuitive, and lacked critical de-
tails. And while the modernization of the National Weather Service
through the 1990’s has helped considerably with the quality of that
data, there still remains no real viable delivery mechanism to get
time-critical information to public safety officials in rural areas. In
particular, the public safety sector of our society have not really
reaped the benefits associated with the modernization of the
weather service.

It is my opinion that the rural population of our Nation is likely
in an information drought when it comes to natural disasters. And
as best I understand things from talking to friends across the Na-
tion, the use of NEXRAD data in a host of public safety offices re-
mains practically nonexistent, even though the NEXRAD radar
network has been in existence for almost 5 years now.
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In Oklahoma, as a result of TIIAP, we have 85 trained agencies.
Of those agencies, 49 percent are from communities where the pop-
ulation is 5,000 or smaller. As you well know, we had major tor-
nado damage in central Oklahoma 8 days ago. It killed 41 people.
It wounded and injured 742. There were nearly 7,000 structures
that were destroyed, mostly in central Oklahoma. And while the
weather service and the broadcast media provided an excellent
service, the rural areas were also being hammered at the same
time that the media in Oklahoma City was saturated. All of the
media attention went to Oklahoma City.

I would like to read just one of many comments that I can give
you. This comes from the civil defense director in Guthrie, Okla-
homa, to the north of Oklahoma City. He said when police and res-
cue crews arrived at the first Logan County damage site near the
city of Crescent, one of the first tasks was to open the highway suf-
ficiently to get an ambulance through from Crescent to the hospital
in Guthrie. All efforts were to get that ambulance moving with a
critically injured tornado victim.

About the time they succeeded, a second tornado approached in
the dark and wrapped in rain. The ambulance and the tornado
were moving on intersecting paths. Emergency management, aware
of both events, was able to stop the ambulance until the tornado
had passed in front of it, and he closed that episode by saying,
“And we received no tornado information from any source other
than OK-FIRST.” And the reason he didn’t was the media in Okla-
homa City was saturated with what was going on.

I could give you a hundred success stories like that. I would close
with three or four points. One, they would never had occurred had
it not been for the availability of TIIAP funds to permit a pilot
project that we know as OK-FIRST to be developed.

Second, in my opinion it speeded the development of this kind of
information dissemination to the rural areas by at least 5 years,
possibly even more. As a result of our successes in Oklahoma, the
National Weather Service has now teamed with us to marry our ef-
forts of OK-FIRST with their efforts, AWIPS, to try to take our
work into a national forum.

Finally, I would close by saying had not the TIIAP grant oppor-
tunity been known to us, we likely would have never had thought
about proposing such an effort as OK-FIRST.

My final comment would be taken from the Daily Oklahoma this
morning. I picked it up on my way here. If Larry has PR people,
it is just a coincidence, but there is a front page story, “Warning
System Called a Life Safer,” and it mentions TIIAP and the U.S.
Department of Commerce on the front page of a very conservative
newspaper. When journalists can say——

Mr. TAUZIN. Larry has his hands everywhere.

Mr. CRAWFORD. When journalists can say that they see the value
in these systems, I believe we as meteorologists have gained a new
level of credibility in our Nation, and I thank you for the time.

[The prepared statement of Kenneth C. Crawford follows:]
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PREPARED STATEMENT OF KENNETH C. CRAWFORD, REGENTS’ PROFESSOR OF METE-
OROLOGY, DIRECTOR, OKLAHOMA CLIMATOLOGICAL SURVEY, THE UNIVERSITY OF
OKLAHOMA

Mr. Chairman and Members of the Subcommittee on Telecommunications, Trade
and Consumer Protection of the House Committee on Commerce, I am Kenneth C.
Crawford, currently a Regents’ Professor Of Meteorology and Director of the Okla-
homa Climatological Survey (OCS) at the University of Oklahoma. I am honored to
appear before you today to testify on behalf of reauthorization legislation for the Na-
tional Telecommunications and Information Administration (NTIA). Specifically, I
bring testimony in support of the Telecommunications Information Infrastructure
Assistant Program (TIIAP), a unit within the NTIA. My testimony also is based
upon a program we know in Oklahoma as OK-FIRST—Oklahoma’s First-response
Information Resource System using Telecommunications—which was initially fund-
ed by TIIAP.

OK-FIRST was established in 1996 through a two-year TIIAP grant. Continued
funding was provided by the State of Oklahoma during FY99. For FY00, funding
is still subject to Legislative and Gubernatorial approval during the current Legisla-
tive session.

OK-FIRST, developed by the Oklahoma Climatological Survey, provides public
safety officials in rural and urban areas with data from a network of modern Dopp-
ler weather radars (known as the WSR-88D or NEXRAD) along with other informa-
tion from the modernized National Weather Service (NWS). In addition, OK-FIRST
provides extensive precursor training on how to use and how NOT to use the data.
From the beginning, the OK-FIRST system was designed to be multipurpose (e.g.,
it is routinely used during episodes of severe weather, flooding, wildfires, and haz-
ardous material incidents).

I would begin by telling you that I have been on the faculty at the University of
Oklahoma since 1989. During the intervening 10-years, my office has developed
three major public-service programs—all lying within the scope of enabling legisla-
tion from the Oklahoma Legislature in 1978. The first service program is the Okla-
homa Mesonetwork (known as the Mesonet), an automated network of 115 remote
observing stations deployed across Oklahoma which provide environmental data at
5 minute intervals on an around-the-clock basis. Building upon this early 1990s ef-
fort which was funded by the State of Oklahoma, the OCS developed a K-12 edu-
cational outreach program designed to put real-time Mesonet data into the K-12
classrooms of Oklahoma and to bring the information age to tomorrow’s leaders.
This latter program, called EARTHSTORM, was supported for three years (1992-
1995) by a competitively-earned grant from the National Science Foundation. Today,
the Mesonet and EARTHSTORM continue to provide services to the citizens of
Oklahoma using funds appropriated by our State Legislature and via funds derived
from various other partnerships.

Our third outreach effort—known as OK-FIRST and made possible by TIIAP—
was built upon the credibility brought to us by these past experiences along with
a number of other relevant experiences and technological advances. This important
experience base includes:

* My own experiences as an NWS employee of 30 years that encompassed duty as
an operational forecaster, as a research meteorologist at the National Severe
Storms Laboratory during the early development days of the NEXRAD program
(Doppler weather radar that became known as the WSR-88D), and as a senior
NWS field manager for nearly 10 years. The last 8 years of my NWS career
were spent in central Oklahoma where the NWS was focusing much of its mod-
ernization effort at the time. From these experiences, I learned first-hand that
a major weakness in the nation’s weather warning system was the difficult
issue of the dissemination of time-critical information to the populated area
with the greatest risk.

Historically, access to NWS information by local officials nationwide had, for
years, been cumbersome, expensive, non-intuitive, and lacked critical details.
The $4.5 billion NWS modernization of the 1990s made this problem much
worse by producing vast amounts of high-quality, county-scale information with
no viable delivery mechanism to those ultimately responsible for making life-
and-death decisions. In addition, rural areas—traditionally under served by
telecommunications and technology and often ignored by programs in both the
public and private sector—were especially at high risk when severe weather,
wildfires, and hazardous material incidents occurred. Consequently, local offi-
cials made weather-impacted decisions without adequate information (e.g.,
storm spotters were deployed precariously because coordinators lacked informa-
tion about storm location, movement, and intensity). Despite the NWS mod-
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ernization which dramatically improved their forecasting and warning capabili-
ties, public safety officials still have not reaped many of the associated benefits.
Thus, it is my opinion, based upon front-line experiences in Oklahoma during
the 1980s, that the rural population of our nation is likely in an information
drought when natural disasters strike. Disaster survey after disaster survey
continue to point out that the population-at-risk did not understand the real
risks they faced.

¢ The modernization of the National Weather Service included deployment of the
WSR-88D radar network that consisted of 154 Doppler weather radars. Because
of NEXRAD’s thoughtful design, all data were digital, updated frequently, and
sharable. Yet, access to and use of NEXRAD data in public safety offices re-
mains pratically non-existent in rural areas due to a host of small issues (e.g.,
available funds, affordable fees, knowledge of what is available, training, etc.).

* The maturation of the Internet, and in Oklahoma, its statewide equivalent known
as OneNet (funded by the State of Oklahoma for $14 million in 1992), rep-
resented a cost-effective capability to move data into the most rural of areas
across Oklahoma. In addition, the maturation of PC technology represented the
affordable tools to display important digital information.

All that was lacking to improve the delivery of critical weather information into
rural areas was (1) an affordable access to NEXRAD data and an authority to redis-
tribute this unique data to state and locally-supported agencies within Oklahoma,
and (2) funds to develop a pilot project designed to deliver the best possible informa-
tion from the modernized NWS to rural Oklahoma, including the provision of train-
ing and on-going support.

These two obstacles were overcome by a unique partnership, formed in 1996 be-
tween the Unisys Corporation of Kennett Square, PA and the University of Okla-
homa. This partnership permitted the State of Oklahoma to acquire digital radar
data from 15 nearby systems in the WSR-88D network (Figure I—appended at end
of narrative). As a result, access to the NEXRAD pipeline has become very afford-
able (compared to acquiring NEXRAD data agency-by-agency on the open market).
The partnership between Unisys and the University of Oklahoma remains unique
(as far as I know) among the four agencies authorized to distribute NEXRAD data
beyond the Federal Government. With this partnership in hand, the State of Okla-
homa was given the authority to redistribute WSR-88D data to public safety agencies
across Oklahoma—to include civil emergency management, law enforcement, and
fire protection agencies. As a result, Unisys now receives data fees from a market
not previously tapped, because market forces had made the data prohibitively ex-
pensive for rural agencies that routinely operate on shoestring budgets.

In addition, funds were provided by a competitively-earned grant from TIIAP—
$549,910 for 2.5 years beginning in October of 1996. As a result of the momentum
generated by the TIIAP grant, eighty-five OK-FIRST agencies (Figure 2—appended
at end of narrative) have been well trained (we believe) to access and use highly
technical data produced every 6 minutes by each radar in the WSR-88D network
(e.g., estimated hail size, the probability of severe-sized hail, the presence of
mesocyclones, radar estimated rainfall, etc.) and to resolve potential conflicting in-
formation produced by two adjacent WSR-88Ds. Of these 85 user agencies, 49% rep-
resent communities where the population is 5,000 or less.

On May 3, 1999, the National Weather Service and the radio and television media
contributed greatly to the quality and efficient delivery of warnings for a dev-
astating series of killer storms. Clearly, the severe weather outbreak of May 3rd ex-
fracted a horrific toll, yet produced evidence that modern-day technology does save
ives:

* 75 tornadoes moved across Oklahoma during a 10 hour period killing 41 and in-
juring an additional 742 Oklahomans. In their path, these tornadoes destroyed
4,156 structures (a grand total of 7,000 structures severely affected), and left
an economic price tag that will exceed one billion dollars!

« WSR-88Ds used on May 3rd pinpointed the location of most, if not all killer
storms with incredible accuracy and clarity.

« NWS meteorologists at the Storm Prediction Center in Norman, and at the NWS
Forecast Offices in Norman and in Tulsa produced a series of outstanding fore-
casts and warnings that represent major dividends from the NWS moderniza-
tion.

* The electronic broadcast media in Oklahoma City performed superbly—in fact, in
my 35+ years as a professional meteorologist, I have never seen the broadcast
media perform their warning dissemination tasks in so admirable a manner.

» Public safety agencies across Oklahoma also were trained and ready for this on-
slaught, due partially to the existence of OK-FIRST. They performed their local
emergency response tasks in no less admirable a fashion—for the real miracle
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of May 3, 1999 was a death toll that stood at 41 and did not exceed 1,000! The
effects of the tornadoes which struck Oklahoma on that day could have been
worse. Much worse.

However, the best story of May 3rd may not necessarily be those which made the
national and international headlines. Instead, it might be how OK-FIRST worked
as an information-delivery system to save lives on this most stressful of nights:

The OK-FIRST dissemination system shared 36,278 NEXRAD files of information
with OK-FIRST agencies on May 3rd. A typical NEXRAD image used by an OK-
FIRST agency on this day is shown in Figure 3—appended at end of narrative.

Steve Chapman, Emergency Management Director for the town of Chickasha
(southwest of OKC), saw the tornadoes developing on his OK-FIRST displays. Using
pinpoint information from OK-FIRST (hence, the NWS and NEXRAD), Mr. Chap-
man ordered the evacuation of the Chickasha Airport—fifteen minutes before one
of the first tornadoes of the day struck. No fatalities or injuries resulted.

Later that evening, when another tornado demolished the Tanger Outlet Mall in
Stroud (between OKC and Tulsa), all stores had been vacated. Ben Springfield, Lin-
coln County Emergency Management Director, used OK-FIRST and notified Stroud
30 minutes in advance.

People in their homes in rural areas also were more secure thanks to the actions
of emergency managers that day. After the storms had spun their path of destruc-
tion across the Oklahoma City metropolitan area, they continued northeast. Resi-
dents in rural areas had minimal attention from the media, as local news media
focused much of their coverage upon the devastation and recovery operations in and
near Oklahoma City. One of Ben Springfield’s assistants, who was monitoring the
OK-FIRST radar display, relayed updates every five minutes on their scanner. Peo-
ple in the path of the tornado received the information and took shelter. Mr. Spring-
field said that many of these people would otherwise not have taken shelter had
it not been for the trustworthy information coming across their scanner.

In Kingfisher County (northwest of OKC), the town of Dover was hit hard, with
one-third of the homes destroyed and another one third damaged. Despite the extent
of the devastation, only one fatality occurred. The town’s warning system was
sounded 10 to 20 minutes in advance of the storm, according to Danny Mastalka,
Director of Kingfisher County Emergency Management. The lone fatality was an in-
dividual who received the warning but chose not to take action.

Rescue workers themselves were targets of the storms. A tornado completely dev-
astated the small community of Mulhall in Logan County (north of OKC). Rescue
workers set up a command center to manage the recovery operations. John Lewis,
Logan County Emergency Management Director, saw another tornado approaching
on his OK-FIRST system; it was following a nearly identical path to the first tor-
nado. He alerted the command center to move their operations twice. As a result,
the rescue workers did not themselves become victims of the storms.

Mr. Lewis, in his letter of May 10, 1999 (appended at the end of narrative) stated:

“When police and rescue crews arrived at the first Logan County damage site
near the City of Crescent, one of the first tasks was to open the highway suffi-
ciently to get an ambulance through from Crescent to the hospital in Guthrie.
All efforts were to get that ambulance moving with a critically injured tornado
victim. About the time they succeeded, a second tornado approached in the dark
and wrapped in rain. The ambulance and the tornado moved on intersecting
paths. Emergency management, aware of both events, was able to stop the am-
bulance until the tornado had passed just in front of it. We received NO tornado
information from any source other than OK-FIRST for this tornado.”
“The town of Mulhall, devastated by the initial tornado after it passed Crescent,
was warned primarily by two law enforcement units sounding their vehicle si-
rens in the town. The units had been dispatched there by the Sheriff's Office
based upon OK-FIRST data. Both units continued warning residents until they
were each hit by debris: one by power lines down across his car, the second by
a large tree on top of his unit. Both officers were uninjured—and so were all
but one Mulhall town resident!” [Note: practically every structure in Mulhall,
a community of 945 citizens, was destroyed, including the town’s only water
tower which had stood since the 1920s.]

In Seminole County (east of OKC), Emergency Management Director Herb Gunter
radioed a warning to a convoy of emergency vehicles responding to a mutual aid call
from the Oklahoma City area. Mr. Gunter noticed that another tornado was devel-
oping and would cross I-40 ahead of them. The law enforcement convoy closed I-
40 so that neither they nor other vehicles would drive into the path of the storm.
Unfortunately, two vehicles (and two fatalities) were later found swept from the
road in the exact spot where Mr. Gunter identified the storm.
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Meanwhile, in far northeast Oklahoma, as attention remained focused on killer
tornadoes, heavy thunderstorms with flood producing rains brought 5-6 inches to
Ottawa and surrounding counties on the night of May 3rd. Terry Durborow, Emer-
gency Management Director for the City of Miami, used OK-FIRST to “help protect
the public in a timely manner.”

Incidentally, OK-FIRST has been named a semifinalist in Harvard University’s
“Innovations in American Government” awards program for 1999, ranking in the top
6% of the 1609 applications submitted. Selection of finalists in this prestigious
awards program will occur at the end of May 1999.

These success stories (and others too numerous to document) would have never
occurred had it not been for the availability of TIIAP funds. Three points illustrate
the impact of TITAP upon the development of OK-FIRST.

First, in my opinion, the development of an information-delivery system like OK-
FIRST—one that would meet the needs of public safety officials because agency
users are trained to use a modern information-delivery system—would not have
happened prior to 2005 had TIIAP funds not been awarded to jump-start a project
that now has national applications.

Second, the National Weather Service awarded substantial funds in FY99 to link
OK-FIRST and the University of Oklahoma with the evolution of its LDAD System
(Local Data Acquisition and Dissemination)—the external data-sharing arm of
AWIPS (Advanced Weather Interactive Processing System). With NWS support, two
agencies concerned with public service and public safety are working in partnership
to bring university ideas and concepts into the Federal Government. The joint pro-
gram is known as ONALERT—Observations Necessary for Aiding Local Emergency
Response via Telecommunications. TIIAP funds made a cooperative project possible
because the University of Oklahoma now is a leader in weather-information dis-
semination to rural areas and has much to offer the NWS in solving the difficult
problem of getting modernized data into the rural communities of our nation.

Finally, and most importantly, without the TIIAP grant opportunity being avail-
able, the creative staff at the Oklahoma Climatological Survey likely would never
have proposed a project like OK-FIRST. Moreover, other funds to develop a program
like OK-FIRST would have been unavailable because federal leaders in Washington
are not always sensitive to needs and constraints in rural areas and always seem
to target national programs to populated areas. Furthermore, large corporations in-
volved in weather dissemination are not always sensitive to rural areas (e.g., mar-
ket forces have made WSR-88D data prohibitively expensive for small communities).
In addition, smaller companies involved with weather information have provided
neither adequate tools designed for public-safety use nor the training that is critical
for the proper interpretation and application of the data. Thus, TIIAP funds bridged
a long-standing chasm that exists in the complex chain of “technology transfer”.

With these final three points, I am available to answer any questions you may
have. However, I would call to the Committee’s attention three figures appended to
this narrative along with a letter from John Lewis, Emergency Management Direc-
tor for Logan County (north of OKC). His letter provides a perspective of life on the
firing-line that few people appreciate and understand.
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Figure 1. NEXRAD Units Available via the OK-FIRST System
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Figure 2. Locations of OK-FIRST Purticipating Agencies
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LoGAN COUNTY CIVIL DEFENSE
GUTHRIE, OKLAHOMA 73044
May 10, 1999

Director

Oklahoma Climatological Survey
Boyd St

Norman OK

Dr. Crawford: I want to pass on to you how critical a role the OK-FIRST program
played in response to the tornado disaster which occurred on May 3, 1999 in Logan
County Oklahoma. Having current weather radar data, available “on demand” to
emergency services, probably saved dozens of lives. Some examples follow:

Following the devastating storms in Oklahoma City, Moore, and Del City, numer-
ous Logan County police and fire crews were eager to go there to assist. Only by
real-time OK-FIRST data were we able to persuade department chiefs that our own
threat was not over; that crews and equipment should be retained in our area until
several additional supercells capable of producing tornados passed. Thus, emergency
fesponse was still strong in Logan County when we were struck about 90 minutes
ater.

When police and rescue crews arrived at the first Logan County damage site near
the City of Crescent, one of the first tasks was to open the highway sufficiently to
get an ambulance through from Crescent to the hospital in Guthrie. All efforts were
to get that ambulance moving with a critically injured tornado victim. About the
time they succeeded, a second tornado approached in the dark and wrapped in rain.
The ambulance and the tornado moved on intersecting paths. Emergency manage-
ment, aware of both events, was able to stop the ambulance until the tornado had
passed just in front of it. We received NO tornado information from any source other
than OK-FIRST for this save.

The town of Mulhall, devastated by the initial tornado after it passed Crescent,
was warned primarily by two law enforcement units sounding their vehiclesirens in
the town. The units had been dispatched there by the Sheriff’s office based upon
OK-FIRST data. Both units continued warning residents until they were each hit
by debris: one by power lines down across his car, the second by a large tree on
top ((i)f hi's unit. Both officers were uninjured—and so were all but one Mulhall town
resident!

Police, sheriff, and rescue crews responding to Mulhall began arriving as two ad-
ditional tornados approached. Requests for timely detailed storm information were
very urgent. Emergency management provided continuous, accurate locations on two
tornados at each 6 minute radar update. Locations of intense circulation were evi-
dent on the storm relative velocity product of the OK FIRST radar. Officers on-scene
visually confirmed the presence of these follow-on tornados and accuracy of the
emergency management’s warnings, and scrambled out of the tornado’s path. Dur-
ing these events, TV media was focused on other areas, then being hit by larger
storms, so again there was no tornado information source except OK-FIRST.

During recovery operations on May 9, severe thunderstorms again threatened
Mulhall where electricity was still limited, and widespread public viewing of news
media warnings was impossible. Emergency management set up OK-FIRST displays
in the command post. Emergency management used the radar and mesonet to
evaluate the weather threat and provide a four hour warning. This was important
for work crews in order to protect the exposed supplies and donations (clothing, toi-
let paper, bedding, etc) and adjust work schedules and locations. More importantly
perhaps, town officials used bullhorns to notify the workers and residents, relieving
fears and dispelling rumors of more tornados.

I hope these examples help to portray the crucial role played by OK-FIRST in
warning, emergency response and disaster recovery. I am totally convinced that
without the weather displays made available to us through OK-FIRST, and the
training you provided to interpret those displays, there would have been a very dif-
ferent story to tell.

Please pass along our gratitude to your staff as well as the miriad of people re-
sponsible for making the OK-FIRST project a reality. We absolutely have to keep
your project alive and growing.

JOHN W LEWIS
Director

Mr. TAUZIN. The Chair recognizes himself for a round of ques-
tions, and the Chair will be generous with time.

First of all, Mr. Irving, the gentleman from UPS, Mr. Rogers, in
his letter to our office makes a fairly compelling case that he suf-
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fers some real disadvantage with the U.S. Postal Service when it
comes to the allocation of spectrum and the way the Postal Service
sits on the very board that makes the decisions. How do you an-
swer that?

Mr. IRVING. I don’t believe I have a lot of discretion. The U.S.
Postal Service is a creature of statute. They are a quasi-Federal
agency. They have the rights of all other quasi-Federal agencies. I
think the Congress, including the Government Operations Com-
mittee, would look askance if an Assistant Secretary said this is a
Federal agency.

Mr. TAUZIN. You don’t have a choice under current law.

Mr. IRVING. I don’t. I have to do what the law requires me to do.
Right now they are a Federal agency and they have the same
rights and privileges of every other Federal agency.

Mr. TAUZIN. You also heard Mr. Ross make the recommendation
of a much closer, cooperative agreement between your office and
the ITA in terms of international trade issues. Has your office fol-
lowed through on that recommendation? Does that require legisla-
tion? What is the news there?

Mr. IRVING. It does require us to work closer, but I think that
the Department of Commerce and Congress needs to look at
redundancies. I think there are some questions as to who has what
role in what circumstances.

Mr. TAUZIN. Do you have some recommendations for us in that
regard?

Mr. IRVING. Personally, I believe that there are some
redundancies. I believe NTIA is fully capable of doing what needs
to be done in national telecommunications. I wonder if we were
starting from a baseline, if we would create two offices in the De-
partment of Commerce that had international telecommunications
responsibilities.

Having said that, having traveled across this country with U.S.
industry, without ITA’s support, particularly in-country support,
the Foreign Commercial Service, I could not do my job. They know
those markets and know those people. But having one office that
has 16 or 17 people doing international telecommunications and
another office that has 300 or 260 people, there are some overlaps
and some questions.

Mr. TAUZIN. We need to visit more on that.

Colonel Skinner, you and Mr. Miller focused a little bit on the
critical nature of security of telecommunications information, obvi-
ously for military purposes. Mr. Miller pointed out how NTIA as-
sists in the bridging of that work so that private sector critical in-
formation is also subject to the same kind of attacks and security
issues.

You probably cannot answer this, but it occurred to me we build
stealth technology but that stealth technology is communicating as
it flies, as it operates. Obviously emissions, points of emission of
communications are points of—if I were looking for something, that
is the place I would look. That is where we target radar on the
ground when it is turned on.

How much of NTIA’s work in allocating spectrum, working with
you, assists the Department of Defense in protecting our vital as-
sets when it comes to those kinds of threats? I assume that they
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are threats. Identifying the source of a communication or some
form of information technology obviously allows our military to
identify the location of a potential enemy asset as it makes our own
assets vulnerable to some degree. Would you comment?

Mr. SKINNER. I would prefer not to comment in detail in an open
hearing. I think that you have hit an important aspect of our rela-
tionship with NTIA and the future of that relationship as well.
Clearly as our technologically advanced adversaries become more
able to counter our current ability to sense them, we need to take
actions to improve that capability. And one of the challenges that
it is creating for Secretary Irving and DOD is that many of the
technologies that we need to imply against future threats require
more and more bandwidth. While it is in our best interests to man-
age that bandwidth that is allocated to us as efficiently as possible,
the demands for more bandwidth are growing. And all of those
issues that Mr. Miller brought up strike close to home in the na-
tional security environment, and we have to use some of our band-
width to provide the security our systems demand.

Mr. TAUZIN. Do you call upon Mr. Irving’s lab? He was men-
tioning that if his lab were privatized, you would have to build
your own. Do you use his lab?

Mr. SKINNER. Absolutely. Secretary Irving runs a real center of
excellence. We have used those labs for national security projects,
and we are concerned that outsourcing may change our relation-
ship on a couple of fronts, as you will see noted in my written testi-
mony.

At issue is both security and proprietary information that many
of our weapons systems produce.

Mr. TAUZIN. You use private labs, but your point is for security
purposes

Mr. SKINNER. It must meet our security requirements and have
the organizational conflict of interest, which is the way we can pro-
tect the intellectual property of our contractors who we want to
have i:lonﬁdence in the DOD, which will protect their trade secrets
as well.

Mr. TAUZIN. The Chair recognizes the ranking member for a
round of questions.

Mr. MARKEY. Thank you, Mr. Chairman.

Mr. Crawford, your OK-FIRST program provides public safety of-
ficials in rural and urban areas with data from a network of Dopp-
ler weather radar, along with information from the National
Weather Service. This is an innovative program, and I congratulate
you for that because it helps to warn people of severe weather,
flooding, tornadoes and hazardous materials accidents.

You already made reference to this, but in Oklahoma you helped
save lives, and we very much appreciate that. How did you pin-
point those threats? What was the key? And if the program was
not in existence, that is, if there was no grant program from NTIA,
would lives have been lost?

Mr. CRAWFORD. In my opinion, yes. The reason for that is the
public safety officials, be it fire, police, or civil defense, would have
been operating from an information void, either due to lack of TV
coverage, due to lack of quantitative details by teletype circuits,
whatever means, it would be dated information and, in particular,
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nonspecific. Now they have the same radar images that the Na-
tional Weather Service meteorologists use. Once that NWS em-
ployee has made a decision this storm is tornadic, then the local
official is empowered to follow it through its lifetime and take ap-
propriate action.

Mr. MARKEY. Thank you.

Mr. Irving, as you know, I believe you are the Chamique
Holdsclaw of telecommunications policy.

Mr. IRVING. My game is not that good.

Mr. MARKEY. In your testimony and opening statement, you
noted that prior reviews of NTIA’s research facility in Boulder, Col-
orado have resulted in a determination that there is a real need
for a centralized cost-effective Federal telecommunications entity
that serves the public interest and performs unique government en-
gineering research.

When were these prior reviews conducted? What has been your
experience with the NTIA labs in Boulder?

Mr. IRVING. The studies—we have had at least 4 studies. In 1983
under then-Assistant Secretary Sikes; in 1988, under David Mar-
key, not Ed Markey; 1988, under Mr. Sikes; 1988, under our then
budget officer, Sarah Maloney who now runs our management pro-
gram at NTIA.

We just recently, working with the Department to look to see
whether the labs should be folded into NIST labs, did another sur-
vey in 1997. I have asked for those to be included in the record.

[The information referred to is retained in subcommittee files.]

Mr. IRVING. But our experience has been basically that these labs
do serve an important function. If we didn’t have these labs, we
would have to reinvent them and that is the concern.

A few weeks ago I was talking to Chairman Kennard, and I
know this committee has had some conversations with Mr.
Kennard. There are some important engineering analyses that they
need done. They have requested, I think, either here or in the Sen-
ate to be able to bring on some engineering personnel. I believe the
solution is to have them contract with my labs, and I have dis-
cussed that with Mr. Kennard. To the extent that you have engi-
neering needs, I have got engineers, I have a facility, you can con-
tract with them. It works in terms of the reauthorization that you
are talking about with the commission, and with regards to pre-
serving a important Federal resource.

But I don’t know how the work we do with the DOD, which has
to be both security and proprietary, my guys don’t have a dog in
most of these proprietary fights, and they have clearances that
they need. So what we are able to do—and we also don’t add a
markup. It is cost-based. The Economy Act requires it to be cost-
based.

So if the Colonel needs some information and he goes to the pri-
vate sector, one, he has to find those labs that are not conflicted
and those with the requisite clearances. And that may put him in
a position of having to pay a monopoly price. I can’t charge monop-
oly rent because the IG would come down on me if we mark up
above what we are allowed to charge them.

Mr. MARKEY. Could you help to clarify for us notions of
privatizing the Boulder labs related to cooperative research and de-
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velopment agreements, agreements struck with the private sector?
It is my understanding that these agreements reflect a very small
portion of the overall operations of the Boulder labs. Can you tell
us how they work?

Mr. IRVING. They are an extremely small portion. We have put
$41 million in NTIA’s lab total. I have a chart that I would like
to enter into the record that demonstrates only about 1 percent of
our labs—well, approximately 1 percent funding comes from work
for other than Federal agencies. About 40 percent of the money is
direct appropriations, and 60 percent of the money is work we do
for other agencies. And depending on the year, it is 50 or 60, some-
times it comes up to 70 or 80 percent with the DOD.

The reality is we do what the Defense Department needs when
they need it, but we are increasingly, I believe, trying to move to
independence of the vagaries of the system. We have gone from
$5.3 million in direct funding of the labs to $3.7 million now. That
makes us more dependent upon Federal agencies. We like working
with our brothers and sisters in the Federal Government, but we
believe that we could be doing more if we had more direct funding.
I don’t know if these budget days we are going to get it, but it is—
I think it is a misapprehension on many people’s part that the
work is being done for the private sector on a contract basis. Nine-
ty-nine percent is done for the Federal taxpayer or for Federal
agencies.

Mr. MARKEY. I ask unanimous consent that the report referred
to in this answer be made a part of the record.

[The information referred to follows:]

NATIONAL TELECOMMUNICATIONS AND INFORMATION ADMINISTRATION
Institute for Telecommunication Sciences

Sources of Funding-July 1999
($ in Millions)

FY1994 FY1995 FY1996 FY1997 FY1998 FY1999
$ % $ % $ % $ % $ % $ %

Direct Appropriations: $5.3 398 957 456 $43 384 $43 391  $44 458 $38 388
Other Agency: $76 570 $63 504 $6.7 598 $65 591  $5.1 53.1  $5.7 582
Other ... $38 285 $32 256 $40 357 §36 327 $32 333 $27 276
Defense $3.8 285 $31 248 $27 241 $29 264 $19 198 $3.0 306
CRADA . $4 32 $5 40 $2 18 $2 18 $1 11 $3 30
TOTAL ..o $133 ... $125 ... $11.2 .. $1.0 ... $96 ... $9.8

Mr. TAUZIN. Without objection, the reports will be made a part
of the record as well as the letter, Mr. Rogers, that you requested
be made a part of the record.

The gentleman, Mr. Shimkus, is recognized for a round of ques-
tions.

Mr. SHiMKUS. Thank you, Mr. Chairman.

Mr. Irving, I have a couple of questions on the grant programs.
That is primarily my focus of today. I want to talk about the PTFP
grants first.

In St. Louis we have a wonderful public television station, chan-
nel 9, KETC. They have been very entrepreneurial in their aspects
and are moving in the direction that I think Congress is expecting
TV to move on. In fact, they just moved into a $13 million facility
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of which only $500,000 was from the Federal Government. They
were able to raise $12 million from the local community in St.
Louis.

Now in your testimony you mentioned four stations that will be
receiving grants: Seattle, San Francisco, Los Angeles, and Dallas.
All these cities are larger than St. Louis.

I would like to know how much these stations have raised from
the local community to assist in digital transition, and you may not
be able to give me that information so if you can give me that in
writing.

[The information referred to follows:]

If the PTFP grant award process takes into consideration whether a sta-
tion has raised community funds to ease digital conversion costs. If so, are
the stations penalized for making an effort to raise money.

By law, the PTFP is a matching program which can fund no more than 75% of
the costs to construct public telecommunications facilities.! This restriction applies
to all public broadcasting equipment replacement projects, including those to con-
vert public television stations to digital technologies. Public television stations
therefore are required to raise local funds in order to receive support from PTFP.
Many stations use the opportunity afforded by having the Federal government
match locally raised funds as a key component in their fund raising strategies.

In recent years, PTFP has usually awarded funding for equipment replacement,
which includes digital conversion projects, at a rate of 50% Federal funding. Sta-
tions are permitted to request up to the legal limit of 75% Federal by providing jus-
tification of their need for this additional level of support. We believe that the PTFP
therefore encourages stations to raise funds from their local community, while pro-
viding those stations unable to raise 50% of project costs with the opportunity to
receive Federal support up to 75% of the project costs.

Mr. SHIMKUS. And does a PTFP grant application take into ac-
count what stations have done on their own to raise funds?

The issue is who are we rewarding? Are we rewarding those who
are working and developing their base to move into this new age
by the people that respect the service they provide, or are we re-
warding those who are not moving as fast as we would like? That
would be the first thing that I open up for comments.

Mr. IRVING. I don’t have the specific statistics, but we will work
with the Association of Public Television Stations to give that.

With regard to how we try to give grants, my preference is to try
to give grants where the need is clearest. With regard to digital
transition, I think all stations are going to have some problem
making the commitment, the financial commitment needed to get
a digital age. But there are some communities where they are
going to have a hard time getting 10 or 20 percent. There are rural
communities that are—to want to have digital television, smaller
communities are going to have difficulty. The WGBHs, the WETAs,
the WNETs will have some difficulty, but clearly they will have
less difficulty than a station in the bottom 75, bottom 80 market.

Mr. SHIMKUS. I put this into baseball analogy. Look at these
markets that you have in your testimony, Seattle, San Francisco,
Los Angeles and Dallas, as compared to St. Louis. St. Louis fields
a competitive baseball team because the consumers in St. Louis ap-
preciate the St. Louis Cardinals and are willing to support it, al-
though we are a small market.

147 U.S.C. 392(b) “with respect to any project for the construction of public telecommuni-
cations facilities, the Secretary (of Commerce) shall make a grant...except that such amount
shall not exceed 75 percent of the...reasonable and necessary cost of such project.”
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Many of these markets—Los Angeles is probably 4 times larger
than the St. Louis community. They should be able to go, based
upon their community, and draw much better. So the question is
how—I can understand the small markets, but you are not address-
ing the small markets in your testimony.

Mr. IRVING. Even in larger markets, it is a matching grant. We
don’t give anybody 100 percent of anything. We change the match
for the smaller markets. On things like some new and novel ap-
proaches that all public television can derive benefits from, we will
generally go to those who have the money up front and have the
ability to drive out the technology.

Digital television is going to happen in the top 10 markets, for
two reasons: One, those stations have the resources to do it faster.
Two, the competitive realities, not that they should be in competi-
tion for commercial purposes, but in making sure that viewers who
are moving to digital television, as they are moving to it in com-
mercial worlds, we want to make sure that public broadcasters in
those communities are also able to provide those kinds of services.

Digital VTRs, video tape recorders and other things in the stu-
dios were studios used first in the larger markets because they
have some resources to offset. Many of the small stations are just
trying to stay together. It is rubber bands and spit that keep those
towers up and keep those VIRs running.

I can’t tell you the specifics as to why those four were ahead of
St. Louis, but if they were doing things that were novel, going to
extend their services and provide a needed service in public broad-
casting, that is probably why we funded them. I think all of us
want to see the public continue to support public broadcasting, but
I think we also know from the numbers that the public has never
in any community supported public broadcasting with 100 percent
of the funding that they needed.

Mr. SHIMKUS. The St. Louis statistics that I provided you shows
a strong commitment. The point is that I want to reward those who
are doing the job and not rewarding those who have the need but
are not doing the job in their own markets.

Mr. IRVING. This is a rhetorical question, but what comes to
me—if I have a station like a St. Louis that is raising a lot of
money to do the right thing, and they come to me for a grant, I
don’t want to punish them for having raised a lot of money.

On the other hand, if I have a station that has raised a lot of
money and doesn’t come to me for a grant, that is unlikely. Almost
none of the stations in the public broadcasting are not going to
come to me for some assistance. I don’t know how I measure if
there is a recession in one community or they don’t have a good PR
person or fund-raising capabilities; do I make the decision based on
that?

I will be happy to work with any member of the committee on
that. I don’t know what I do if there is a need in the community
and they have the match. Do I not give them the grant because
somebody else was able to raise the money on their own?

Mr. SHIMKUS. I just don’t want you to penalize effort and com-
mitment by the local community.

Mr. IRVING. I would love to be able to give better awards to those
who are working with their local community. They should be local
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and community-based decisions, not federally or Washington-based
decisions.

Mr. SHIMKUS. Thank you.

Mr. TAuzIN. We will do a second round if anyone desires one. Mr.
Deal, the gentleman from Georgia.

Mr. DEAL. Thank you, Mr. Chairman.

Mr. Irving, it is my understanding that NTIA subsidizes the
other Federal agency spectrum management by about 20 percent.
Would you describe the reimbursement mechanisms and how you
determine the fee that is assigned to these agencies, and is it pos-
sible those fees could be increased without doing substantial dam-
age to the management system?

Mr. IRVING. Let me answer the first question first. The fees could
be increased without substantially damaging our management sys-
tem, but we believe it would be a policy mistake to move it up to
100 percent. I can submit the glide path that we have been on for
4 or 5 years now.

Congress asked us to move from—for almost the entirety of
NTIA’s existence except for the last 5 years, we got appropriated
every dollar that we used to manage spectrum for the Federal
agencies. Over the last 4-5 years, we have been on a gradual glide
path where it is now 80/20. A decision was made in consultation
with the appropriations committees that that 20 percent was the
appropriate number, because my spectrum management team
works on behalf of the U.S. taxpayer as well as on behalf of the
Federal agencies.

When those teams go off to Geneva, the ITU and other places,
they are negotiating for all of America, not just any individual seg-
ment. The way that we charge our individual clients, members of
IRAC, members of Federal agencies, is based on how many assign-
ments and allocations they have from the Federal Government.
The Department of Defense pays a significant portion. U.S. Infor-
mation Agency or Department of Education may pay a relatively de
minimis fee. And we are trying to get processes that we get paid
in the front end of the year instead of the back end, but a lot of
the budget officers in the services and in other Federal agencies
have not yet figured out the easiest way to do it. We are doing bet-
ter every year, but we are still waiting for some people to cut us
a check.

I would love to continue to have some degree of autonomy. I don’t
want to become a captive of just my clients.

Spectrum, when Spectrum Management goes over to a war con-
ference or goes to a standards conference—we have been working
on GPS. We have a multibillion dollar commercial industry that is
benefiting from GPS. GPS was a defense technology. We worked
with the DOT and Department of Defense to develop the Global Po-
sitioning Satellite System. Now you can’t go to a fishing store or
a Wal-Mart and not find a $99 thing that any camper or boater can
use. We have created a billion dollar industry based upon the work
that we did with the Department of Defense.

There are other issues like that. Technologies are going to benefit
every American as we get better, smarter uses of technology. It is
not unfair to have one-fifth of that budget come from the general
taxpayer as opposed to directly from our client base.
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Mr. DEAL. Colonel Skinner, could you tell me how much DOD re-
imbursed NTIA for spectrum management last year and how that
figure was calculated?

Mr. SKINNER. Sir, I would have to take that for the record. I
don’t have those details with me.

Mr. DEAL. Could you get that and also the payment time sched-
ule as to when that payment was made?

Mr. SKINNER. Yes, sir, we will take that for the record. We be-
lieve it is approximately $5 million divided among the service com-
ponents and agencies of the Department of Defense.

Mr. DEAL. Thank you, Mr. Chairman.

Mr. TauzIN. Thank you, Mr. Deal. The Chair now recognizes Mr.
Pickering for a round of questions.

Mr. PICKERING. Thank you, Mr. Chairman.

Mr. Irving, it is good to be on the Commerce Committee, and in
the past, we worked together on the Science Committee on the do-
main name system and the transfer from NSF to NTIA. I have a
few questions related to that.

The cooperative agreement has now been transferred, as I under-
stand it, from the National Science Foundation to you at the NTIA.
In your view, do you need congressional authorization or legislative
authorization for that transfer of authority and administrative re-
sponsibility?

Mr. IRVING. I believe it is actually to the Department, and the
Department has designated us. Our belief is what we are doing is
consistent with the law.

Mr. PICKERING. Is there any funding as a result of that transfer
that comes through NTIA to administer the domain names?

Mr. IRVING. To my understanding, the work we are doing on do-
main names is being funded directly out of our existing appro-
priated level. We have received no additional funding, nor have we
requested additional funding for our increased responsibilities in
working with the domain name system.

Mr. PICKERING. As you recall from the hearings we had in the
Science Committee in the last Congress, as we transfer, go from
government control to private sector control, one remaining ques-
tion is to a certain degree accountability. To that objective, do you
have any plans to issue a report concerning NTIA, the transfer of
domain names, and what is being done so that Congress and the
public will be familiar with what has happened, what is occurring,
what is the governing board, those types of issues any time in the
near future?

Mr. IRVING. I believe there is a final report that we will have to
issue, but while we are working on this managed transition—and
we want to get out of this business as rapidly as possible and have
the private sector do it all, and we are getting to the point where
the private sector can do it all. Everything that we do during the
transition is public. I read an e-mail this morning that we are
going to have an on-line discussion about what has happened with
domain name systems. Every meeting that we are involved in, we
try to make as public as possible. But we will have a final report
explaining what is happening.

When we moved to the 34 new registrars, we immediately sent
out information. And if any member of the committee feels that
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they are not getting information, we will send folks up here to brief
y01}11. éNe want to get the information out. We do not have anything
to hide.

This is the most interesting process that I have ever been in.
People who care about domain names care about it as passionately
as Trekkies care about Star Trek. I have never seen as much traffic
cross my desk from people who are anguished about an issue that
ii so arcane, and so we know the importance not to try to hide any-
thing.

Mr. PICKERING. Most people say this is just the transference of
the domain names or the www.com and the registries. But fun-
damentally what is the crux of the issue is the governing body. We
are setting up, in essence, the constitutional structure for how
Internet operations will be conducted, disputes resolved, intellec-
tual property determined. So it is much more important and much
more comprehensive than just the transfer of domain name sys-
tems.

So, because of that, I want to encourage you to continue being
as open as possible. If you are planning to do an annual report of
what has happened, what is happening and what is projected to
happen, I would encourage the NTIA to make that type of annual
report to Congress so that we can inform the public of what we are
doing; that it is not viewed as a closed process or an exclusive proc-
ess or that any type of conspiracy could be projected onto the oper-
ation of what we are trying to do, which is a very important transi-
tion and very fundamental to the success of the Internet and the
governing of the Internet in the outyears. Thank you, Mr. Irving.

Mr. IRVING. Thank you, Mr. Congressman.

Mr. TAavuzIN. Thank you, Mr. Pickering. The Chair will do a sec-
ond round.

Mr. Crawford, let me first thank you and the work that you have
done in Oklahoma on behalf of all of us who are aghast at the
awful loss of life and tragedy out there. I am facing a similar situa-
tion in Louisiana along the coast of my State. We have had some
pretty good hurricane years, and very little hurricane activity in
the last several years. They are predicting an 80 percent chance of
a very mean season.

I also visited the FEMA offices where they tell me that New Or-
leans is going to be 27 feet under water with a category 4 storm
coming in from Lake Borgne or Barataria Bay, which are the two
big water areas on the other side of the city. Those kinds of storms
will breach the levies, and New Orleans sits below sea level. Twen-
ty-seven feet of water. You are not going to get a population of 1.5
million out of town. With the kind of warnings that we get, you will
get some evacuation.

The ability to notify people in the face of that kind of a threat
and to assist in moving them, perhaps vertically up into taller
buildings or whatever it is going to take, is heavy on my con-
science. I have been urging FEMA. We just passed some legislation
to get FEMA involved in a vertical evacuation study.

But cities along the coastline that are going to experience poten-
tially a disaster like that have no idea how to handle it. And I
would be very interested in knowing whether what you put to-
gether in Oklahoma has meaning to solving problems like that.
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You mentioned your own experience in Louisiana with their weath-
er conditions. If you can briefly comment, sir.

Mr. CRAWFORD. I am quite familiar with your problems in south-
east Louisiana, having worked at the New Orleans and Slidell of-
fices for the Weather Service for 10 or so years. I worked with their
SLOSH model to deal with surges from hurricanes in Lake Pont-
chartrain, so I know what you are talking about. And I think what
hurts an emergency manager to know what to do is how bad is it
going to be and where is it going to be the worst. And while we
can give generic advice, today’s modern society demands far more
of us, because there are more of us and they demand more.

With the ability of the Information Highways that we have in ex-
istence in the Nation, it is very easy to send graphics of images
that either are radars or projected radar images or forecast

Mr. TAUZIN. It is not going to be the forecasting. We get pretty
good forecasts right now. The problem is these storms make radical
changes in their direction. And a forecaster may say, Our best in-
formation is going west, and all of a sudden it turns. We ducked
the bullet with George, like we ducked our Y2 triple K problem in
Louisiana when Duke didn’t make the run-off.

But the problem we have with hurricanes is that they make that
quick turn. We couldn’t evacuate the city. What I am asking is
whether or not there are models and whether or not we can learn
from the Oklahoma experience as to what kind of systems ought
to be in place to aid everybody who is going to be desperate to get
people out of harm’s way when this bowl of a city suddenly fills
with 27, 28 feet of water. I just call that to your attention. I would
love to know what you have learned in terms of how your system
works and whether it has any relevance to us.

Mr. IRVING. When we give grants, one of the key criteria is
whether or not they are replicable, whether or not what we learned
in Oklahoma has any value in Louisiana, in Texas.

My understanding is that what they have done has become a na-
tional model and they are working with the National Weather
Service to try to figure out how to do it and replicate it. What you
basically have are the advanced weather service statistics and
graphics laid over a map that gives you a sense of where things
are likely to happen. While it would not maybe solve every problem
Louisiana is going to have, if you have a tornado spun off from a
hurricane, that will give you notice that you wouldn’t otherwise
have.

I have been down to Louisiana visiting Mr. Morial a few times,
and you will not get everybody out when there is a problem. This
will let the folks know where a hurricane or tornado is and where
the storm surges are, where the heavy rains are likely to be, based
on what I know.

And what we try to do is give folks like the counties in Louisiana
the e-mail addresses, the telephone numbers, and other ways of
getting in touch with the folks in Oklahoma so they can begin to
marry their respective skills and knowledge and do a better job of
transferring information.

Mr. TAuzIN. I would appreciate, at least if you could share with
us how you think—knowing the weather experience you had in
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Louisiana, how you think some of those systems might have a rel-
evance for us?

Let me conclude. I am going to give everybody a chance. Mr. Rog-
ers, I just want to ask you quickly. We can’t change the law of this
committee on the postal service obviously. We don’t have jurisdic-
tion. We do have jurisdiction over the IRAC.

IRAC sounds like a country. In terms of that, we could very eas-
ily require that IRAC hearings, when it comes to issuance of spec-
trum, will be public hearings. We could require that, perhaps take
into consideration the anti-competitive nature of a grant of spec-
trum, or we could do some minimum things like that.

Mr. ROGERS. It would make a difference.

Mr. TAUZIN. I would encourage you to perhaps think about, with-
in the jurisdiction of this committee, what it is we might do; and
Larry, obviously we wouldn’t necessarily change your authority. We
would simply be talking about making sure that where there are
any competitive issues at stake, that would be one of the consider-
ations in the allocation of spectrum.

I suppose that might help, at least call attention, perhaps, in a
public setting, to the——

Mr. ROGERS. I am sure the various bipartisan advisors I have
could think up something very helpful.

Mr. TAuzIN. We would be very interested in hearing from you.

Mr. IRVING. There is one problem. The IRAC hearings are gen-
erally classified hearings and they are closed——

Mr. TAauzIN. That is what I thought. They have a lot to do with
whether the military gets spectrum to——

Mr. IRVING. And it’s going to be very hard to have a hearing that
95 percent of the hearing:

Mr. TAUZIN. Well, maybe you can have one when it deals only
with the postal service. I am not sure our national security is
threatened over a question of whether or not the postal service gets
some spectrum to compete with UPS.

Mr. ROGERS. One of the things we proposed is that we have some
sort of a hearing when the postal service seeks authority to deter-
mine whether or not it is in a competitive area and that that deci-
sion would be appealable in a court.

Mr. TAUZIN. We can look at that. Obviously, we have an interest,
you know, in the postal service, and we want it to be strong
and——

Mr. ROGERS. I am sure that we could come up with something
to improve the situation.

Mr. TAUZIN. And I invite your comments on it. The Chair recog-
nizes Mr. Markey for a second round.

Mr. MARKEY. Thank you, Mr. Chairman, very much.

Mr. Irving, you know, on this committee we have to deal with
OMB and CBO, and they are constantly trying to put their fingers
into the spectrum piggybank and grabbing more spectrum to go sell
off for whatever purpose to meet whatever the short-term needs
are, and the budget committee, all of them, there is a deep seated
pathology as, you know, that exists when these budgeteers get to-
gether.

Now, we have Colonel Skinner over here, and he is somebody
who has often had his territory raided in order to find more fre-
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quency. Are you under any pressure right now to be talking to Mr.
Skinner to get him to cough up some more spectrum so that OMB
and CBO can put it in to be auctioned off?

Mr. IRVING. I would not want to have that conversation with Mr.
Skinner or his colleagues again. We have had some very conten-
tious discussions during my tenure, and I don’t—but generally they
have tried to work with us as much as they can. They have been
cut deeper than anybody else in terms of what they have given up.
We have given up 255 megahertz spectrum since I have been here
which is an enormous amount of spectrum.

What is troubling about that is 95 megahertz of that spectrum
is in the hands of the FCC right now, and only $14 million, only
$14 million has been realized by the Federal treasury from all of
the spectrum we have given over to the FCC.

It has cost the military $1 billion to relocate. They have given up
between now and 2002, 255 megahertz of spectrum across all of
their program platforms. They need more spectrum as they get
smarter bombs and trying to keep our men and women out of
harm’s ways. One of those cruise missiles goes into a building any-
where in the world, that is using spectrum to direct it and to make
sure it gets to where it is going and to identify the location.

I have got a very difficult time going to these guys and saying
we are going to put boys and girls, men and women, into harm’s
way because you have got to give up some spectrum, and then we

et $14 million into the Federal treasury and it cost the military
%1 billion of appropriated moneys to have that happen.

I don’t know what happened to this spectrum. It goes into some
kind of a black hole, but it is not going out and being sold. And
we are constantly being asked to give up more. I am not sure that
the FCC—what they are doing with the stuff we have already
given them or plan to give them.

Mr. MARKEY. That is very helpful to us now and, I am sure, to
Mr. Skinner. You have helped his argument out a lot on whatever
new issues might be heading in his direction.

Let me ask you at NTIA how you are handling the workload that
we put on you—the WIPO legislation, the Satellite Home Viewer
Act, the Child Online Protection Act, the International Bribery Bill,
perform research and other studies for Congress coming from var-
ious directions. Do you have enough staff to get all this done for
us?

Mr. TAUZIN. A good answer would be: “no problem.”

Mr. IrRVING. Because of the excellence of the staff with whom I
work there is no problem. However, we

Mr. MARKEY. Your staff, by the way, was nodding their head, no
problem.

Mr. IRVING. They don’t sleep, they never see their wives and hus-
bands and children, but they do the work. They do an excellent job.
Candidly, we are stretched. We are stretched beyond—Congress-
man Pickering asked us about an annual report. My problem is, my
folks who work on the main names, the two people who work al-
most 80 hours a day on the main names, they are so busy treading
water to keep all of the work we have to do on a daily basis, it is
very difficult for them to do any prospective work or to do a report
just on the bodies to throw into that fray when we are trying to
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manage a transition. We are skeleton staff. You lose 25 percent of
your staff over 4 years when you have about a 70, 80 percent in-
crease in the area of responsibility you have.

And we will do with what this Congress asks us to do or the Sec-
retary and the President and Vice-president ask us to do because
that is who we report to, but we are really, really down to muscle
and sinew. We don’t have a whole lot of fat on our bones right now.

Mr. TAuZIN. Thank you very much.

Mr. Shimkus.

Mr. SHiMKUS. Thank you, Mr. Chairman.

Mr. Crawford, has the University of Oklahoma ever violated a
contract that is part of the NTIA grant?

Mr. CRAWFORD. If they have, I don’t know it. My guess is the one
we have is the first.

Mr. SHIMKUS. Okay.

Should there be provisions to prevent the violation of contracts?

Mr. CRAWFORD. What do you mean “violation of contract”?

Mr. SHIMKUS. Well, you get a grant, you sign an agreement, and
if someone doesn’t uphold their end of the agreement, should there
be provisions to prevent that?

Mr. CRAWFORD. By and large, the university puts its name be-
hind anything that it agrees to do and holds either the dean, the
president, or faculty members like me accountable.

Mr. SHIMKUS. Should the NTIA have the ability to recover mon-
eys spent on grantees that stop providing the service or don’t follow
up with the initial agreement?

Mr. CRAWFORD. I don’t feel that I am really qualified to answer
that.

Mr. SHIMKUS. Let me ask you this.

If you were awarded a grant and you promised to do X, Y and
Z, and you only did X and the Federal Government gave you money
to do Y and Z, do you think the Federal Government would be
within its rights to recover the money for Y and Z?

Mr. CRAWFORD. Yes, sir, I do. I would say, though, that the like-
lihood of that happening the way this grant was monitored, the re-
porting back to TIIAP is so tremendous that it is very carefully
watched.

Mr. SHIMKUS. Well, be careful because I have examples from the
Inspector General, not in yours, but on grants that call into ques-
tion how much we scrutinize grant applications, and I would like
to direct my next question to Mr. Ross.

The report that I have in front of me is the Inspector General’s
report on LatinoNet, and I am sure that is a name that is infamous
in the NTIA. If not, it should be. You report that you asked that
the NTIA recover $94,336 in excess—to recover that in excess grant
disbursements.

What happens after that? Have you—in a follow-up review, do
you evaluate their ability to recover these moneys in previous re-
ports?

Mr. Ross. The normal process is when we issue a report ques-
tioning costs related to a grant, such as LatinoNet, first of all, the
auditee, LatinoNet, the operator, is afforded 30 days to provide ad-
ditional information to support its costs or any other issue raised
by the audit report.
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Within that first 30 days, it provides information. Then there is
another 30-day interval during which the grants officer, who is
within the Department of Commerce, also solicits the advice of
NTIA because the Department’s Office of Executive Assistance
Management serves as the grants office for NTIA, reviews any in-
formation that the auditee might submit, for example, to document
additional costs or, perhaps, additional work that was performed,
reviews that documentation, and prepares an audit resolution pro-
posal, which is then submitted to the OIG for a review.

So in any one of these grants that we have looked at, if we ques-
tion costs, then the grants officer comes back to us with an audit
resolution proposal that says we have reviewed the additional docu-
mentation that has been submitted, and any other supporting ma-
terial, and based on that, we propose to make the following deci-
sion. We then would look at that information and come to a concur-
rence with the grants office of whether it is an appropriate basis
to change our questioned costs.

So it is a concurrence.

Mr. SHIMKUS. Okay. And so this report was in August 1997, and
your recommendation was an attempt to recover $94,336 in excess
grant disbursements. Has there been a follow-up to determine
whether that money has been recovered?

Mr. Ross. What I can tell you is, as a result of the resolution,
the federal portion of the questioned costs was reduced from
$118,991 in the report to $31,014 in disallowed costs, which would
have converted into a recovery amount that I don’t have in front
of me. That then gets communicated to the operator. The audit de-
termination letter says that the Department of Commerce has es-
tablished a debt in X number of dollars.

The Department makes demand immediately, but the organiza-
tion could try to enter into a repayment agreement, if it cannot pay
up immediately, under the standard debt collection provisions of
the Department.

The Department does have a mechanism whereby every 6
months the Secretary of Commerce has to produce a report that fol-
lows up on what has actually happened with those disallowed costs
and the amount to be recovered. I can’t tell you as I sit here today
what the current status is. I will be glad to submit that.

Mr. SHIMKUS. If you would, please.

[The information referred to follows:]

The audit resolution was transmitted to LatinoNet by letter dated December 9,
1997. LatinoNet was advised that $77,496 of the questioned costs of $297,329 was
disallowed. (The federal portions of those amounts were $31,014 and $118,991,
respecttively.)

The period of performance for the award was October 15, 1994 through October
31, 1996. The audit covered the period up to March 31, 1996. Because seven months
remained on the award, the recipient was not billed for the excess funds disbursed
as of March 31, 1996 ($6,359). LatinoNet was required to delete the $77,496 in dis-
allowed costs from its claimed costs and to submit to the Office of Executive Assist-
ance Management a revised SF-269, Financial Status Report, to reflect the revised

costs as of March 31, 1996. In addition, LatinoNet was asked to provide a final SF-
269.

Mr. SHIMKUS. And following up, if I may, Mr. Chairman.
On Mr. Irving, it is my understanding that on these grant appli-

cants, they are quarterly reports, and it is also my understanding
that the problem with LatinoNet really surfaced a year after, al-
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though they—in fact, in their response, they say, well, we have
been submitting quarterly reports, you-all haven’t questioned them,
so they must have been okay, so we don’t need to pay this debt be-
cause you have approved them.

How do you respond to an accusation like that, and what good
are the quarterly reports if you can’t put an early halt to abuse of
Federal funds?

Mr. IRVING. The quarterly reports are useful. There are some
things that are obvious right from the quarterly reports, and we
can go right to them. There are other times, if you have 400, rough-
ly, grants out there, there are going to be some problems.

I don’t know if they are bad actors or just problem children, but
some percentage you are going to have a problem. In some in-
stances we have gone to the IG and said we are hearing there is
a problem, will you investigate for us because I don’t have the staff
to go out and do the kind of investigation that they can do in terms
of a field audit.

We often, on a blind basis, send people out to do field monitoring.
What we try to do is what any organization that is responsible for
handling public goods should do. With the resources we have, we
try to get the reports in and look at them for facial problems, and
then we try to go the extra step and send folks out. But we can’t
send and shouldn’t send, I don’t believe, field monitoring to every
office we give a grant to. But we do try to give a fairly representa-
tive view and have folks out there looking at the problems. And if
we know either from our view, what we are hearing from across
the trenches, somebody lets us know anonymously, or when we go
out and do a field audit, we will call the IG and say, please check
this out for us, you have got the resources to let us know. And I
think there have been occasions where we have had some problems
within PTFP and in TR.

Can we do a better job? If we had more resources, maybe, but
given the resources I have, we have done a pretty good job, I think,
of making sure that we are not wasting Federal resources.

Mr. SHIMKUS. Thank you, Mr. Irving. I do have a follow-up, but
I will do it in the next round, if I may, Mr. Chairman.

Mr. TAUZIN. The gentleman from Georgia, Mr. Deal.

Mr. DEAL. Mr. Rogers, we have heard reference to the fact that
spectrums are not raising the funds that were anticipated. As I un-
derstand, UPS spent over $40,000.

Mr. ROGERS. $40 million.

Mr. DEAL. $40 million to develop an alternative system to the
one that the postal service received from the granting of their spec-
trum for free. Would that $40 million have been a good investment
had you been able to purchase the spectrum in a timely fashion?

Mr. ROGERS. Yes.

Mr. DEAL. And would you have preferred to have had that alter-
native approach?

Mr. ROGERS. Yes, but spectrum is an asset that, as technology
improves, you can do more and more with it. The position we are
in now is we are a purchaser of message units from vendors of mes-
sage units, and it is more difficult to advance the technology when
you are buying it on a per unit basis.
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Mr. DEAL. And as I understand, part of the reason was the fact
of the delay in the auctioning process; is that correct?

Mr. ROGERS. Yes. It really slowed us down, and we were to a
point where the competition who had gotten ahead of us in the
spectrum race was putting out services and we weren’t, and we just
had to do something. The cellular system had developed to the
point that it was providing us with a real alternative to use digital
data on a cellular network nationwide, and we jumped into it.

Mr. DEAL. Had that spectrum that postal service received been
auctioned, do you have an opinion as to what the fair value of it
would have been?

Mr. ROGERS. I really couldn’t judge. I don’t know even if any of
the nationwide 220 spectrum was ever auctioned.

Mr. DEAL. Okay.

Mr. ROGERS. We just—after we went cellular we didn’t put the
effort into this to follow it up until we saw a notice in the news-
letter that the postal service was going and getting the same spec-
trum that we couldn’t get.

Mr. DEAL. Thank you.

Colonel Skinner, could you give us some specifics as to what
changes that you might be looking for in the current spectrum pol-
icy?

Mr. SKINNER. I think that, number 1, you have to ask yourself
today if you have a spectrum policy. You know, a lot of things have
changed since the radioactive 1934. We have talked a lot today
about technology.

Mr. DEAL. Well, if we don’t have one, what would you suggest we
do?

Mr. SKINNER. Well, I think we have to consider all the equities
that make up the American interests in this resource.

We have to understand it is not a renewable resource. If we give
it to a specific user to use as he or she would use it, it will not
be available to others unless we can harness our technical prowess
on sharing the spectrum that is available, and we have many,
many demands, many different demands.

There are many different elements of national power, whether it
be the Defense Department’s or our economic power on inter-
national community. And we also have to consider ourselves that
we are part of a larger international community, and in the case
of military interests in this area, what we do in the United States,
we need to be able to export as we take our military interests over-
seas. And so we have to consider that larger international aspect.

We have to consider, frankly, the fact that other developing coun-
tries have interests in spectrum which we are currently using. It
is a very, very complicated issue, but it is certainly one of national
importance.

So I know I have described what the problem is, and I cannot
offer you solutions today. But it is going to take some of the best
minds in the world, some represented today in your hearing, that
need to lay down the groundwork for a new National policy on how
we use and allocate spectrum.

Mr. DEAL. Thank you, Mr. Chairman.

Mr. TAuzIN. Thank you, Mr. Deal. The gentleman from Mis-
sissippi, Mr. Pickering.
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Mr. PicKERING. Thank you, Mr. Chairman.

Mr. Irving, part of our congressional responsibility is oversight
and to hold whether it is NTIA or any administration’s feet to the
fire.

But I think it is also our responsibility to say good job and to
make a commendation when something right and good happens.
And I want to recognize two things you did for the State of Mis-
sissippi: One, the grant for the University of Mississippi Medical
Center which takes chronically ill children and it connects them
back to their classroom, to their teacher and to their families and
is a great model of what can be done with technology to improve
the quality of life.

And the second thing I want to commend is the emergency grant
to the Mississippi Educational TV. When the tower collapsed and
lost that service, you quickly stepped in. And we were able to get
that service back up and running.

So I want to begin this round by first saying, thank you, and ac-
knowledging and giving you a sense of appreciation from the people
of Mississippi of what you have done.

The second thing is a question on research, and the third if I
have the time, goes to culture. On research, one of the things that
we worked on in the 1996 Telcom Act was to make sure that elec-
tric utilities could provide telecommunication services. The barriers
to their entry were removed, and that was something I was person-
ally very involved and interested in because a State like Mis-
sissippi the rural electric utilities could provide the infrastructure,
the advance network and all the capabilities and applications that
come with that.

I was recently briefed on a technology, and I wanted to ask, one,
if you're aware of it, and two, are there any plans to provide any
research in these applications. Something called Media Fusion
which takes the electromagnetic field that is generated around the
electric wire during the transmission of power, that creates the
field by which telecommunications, data, voice, video, could be
transmitted. Are you familiar with this concept within this re-
search both in our country and in Europe, and do you have any
plans to perform any research in that area?

Mr. IRVING. I am not familiar with it, but next time I see you
I will be familiar with it, and I will check with my labs. I don’t be-
lieve we are doing anything on it right now, but I am certain that
somebody there is familiar with it, and we can find out if there’s
a way we can—I agree with you completely.

As we watch more and more consolidation in the industry, if we
can get more and more players like the utilities and others pro-
viding broadband and they are into the homes, that would be a
great thing for the American people, and if we can find a way to
get that in there, that’s good.

Mr. TAUZIN. Just, actually at Stennis Space Center in Mis-
sissippi, a company called Media Fusion out of Texas is working
with NASA on this technology, but there are others, there are oth-
ers as well that are working on different aspects of it.

Nortel, I understand, has an aspect where they are working in-
side the wire itself, and they ran into some electric transmitter
problems, but they have overcome those now. Some pretty exciting
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work. It might be very good, Larry, to—frankly, I would love some
advice from you as to whether or not any of this stuff is real be-
cause the gentleman, he will know more about it than all of us be-
cause I think the gridwork is going to go on in his—is Stennis in
your district?

Mr. PICKERING. It is not in my district but it connects—Stennis
really works in all of our districts as well as the rest of the country.

Mr. TAauziN. They are going to have the grid in Mississippi, so
he’ll probably be the first to know about whether they are having
success and what is going on with it, but I would be very interested
in knowing from you, as you check into it, how much of this is real,
because that kind of technology could dramatically affect the kind
of policy we make on broadband and how we deal with critical in-
formation in the future.

I thank the gentleman for yielding.

Mr. PICKERING. Thank you, Mr. Chairman, and Mr. Irving. I will
try to work with you and your office to get you further information,
and again, as Mr. Tauzin said, it would be good for us to have some
of your technical advice and your judgment as to the viability, the
potential, and whether it warrants a research investment, whether
it is by NTIA or NASA or other entities, where we can bring the
potential of a technology that could be a very important component
of reaching out in rural areas and all over the country.

Mr. Chairman, if I could ask for an extension of just one more
question?

Mr. TAUZIN. Without objection, it will be awarded.

Mr. PICKERING. My last question, and this goes back to a parallel
policy that we did in the 1996 Act as well and where the adminis-
tration advocated and supported the V-chip, and in your testimony
you talk about what we need to do to look at indecent and violent
material on the Internet and how we can try to find ways to protect
our children.

Congressman Franks and I have introduced a bill that would re-
quire all schools and libraries that receive the erates to—we don’t
mandate a filter, per se, or we don’t tell them exactly what filter
they should use, but that they must have some type of filtering de-
vice if they receive an erate. Would the administration support that
legislation and that approach?

Mr. IRVING. We are close, but it is not an exact fit. We have sent
a letter to the FCC on behalf of the administration requiring that
every school district or library that receives Federal funding, the
erate, to have an acceptable use policy, that the local community
make a decision as to how they are going to protect——

Mr. PICKERING. Mr. Irving, if you require every TV set to have
a V-chip mandate, why can we not say that every school and li-
brary, especially after Littleton, have a filter?

Mr. IrvING. Filtering technology, we are trying not to mandate
a technology for something as dynamic as the Internet, and again,
the V-chip can be turned on or off. A parent can have a V-chip and
disable it.

You put a filtering device inside of a computer, you are telling
the library you have got to use it unless you are saying, put a filter
in there and then you have a choice. I have a choice as a parent.
If I was a parent or my niece and nephew come and visit me, I can
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disable the V-chip, I wouldn’t, but I could. I don’t know if it is from
Washington we should mandate how Texas or New York City or
Tulsa or Jackson should check their children and that is—we agree
a 100 percent——

Mr. PICKERING. You mandate for each TV set that is manufac-
tured that they have a V-chip. There is a little disconnect from a
principle point of view as to why you can mandate a V-chip in a
TV, but let us say, a sixth grader receiving an erate, you wouldn’t
say that he should be protected from pornography or violence like
we saw the groups in Littleton. And surely, we have the capability
to find a flexible technology that appropriate subject matter can be
available to school-age children while we can block offensive, inde-
cent, and violent material. And surely, the administration would
put a high priority in research into the technology of the type of
filter that would protect our children.

Mr. IRVING. We agree 100 percent that we need the technology.
We agree 100 percent that we need to find a way to make sure that
the people who want to use the technology can have the technology.
The only place where the minor difference is whether or not Wash-
ington should mandate it or whether we should leave it up to
the——

Mr. PICKERING. Didn’t the administration support a mandated V-
chip in a TV?

Mr. IrRVING. We support a mandated technology in the TV, but
not a mandated use of that chip in the television. There is the dif-
ference.

Mr. PICKERING. But surely we can find a way that you can turn
off a filter and turn it on.

Mr. IRVING. If you are going to do that, then you are pretty close
to the acceptable-use policy that we have because a community still
has the ability, if it wants to go out and get a computer with a chip
in it if they want to do that. But we are not mandating that they
do use blocking technologies, and I have looked at all of them,
CyberSurf, Target Patrol, Net Nanny. I have gone through a lot of
them to see what works. They all have some glitches. They all have
a problem that doesn’t make them perfect. So you

Mr. PICKERING. Could you provide research into the glitches so
we have a

Mr. IRVING. I can’t, but we can certainly work with you to de-
velop it. This is anecdotal, personal experience, but I will certainly
work with my staff to get back to you on some of the problems,
what has happened, and I think we can put some surveys together
and work with you on that.

Congressman, I want to assure you, I want to do the same thing
you do. I want to protect America’s children from filth, from vio-
lence, from pornography. I don’t, however, feel that on behalf of
this administration we can mandate a particular technology. And
we also—and I kind of feel like I am on the wrong side of this argu-
ment. I am kind of going to State and local rights, not a position
I have been

Mr. PICKERING. Let me get this straight. The administration’s
policy is that we should have mandatory gun control requirements,
but we should not have mandatory filters to protect them from por-
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noglg)aphy and violent material; is that the administration’s posi-
tion?

Mr. IRVING. I would say that you are correct that there are man-
datory gun control policies this administration has supported, and
you are correct in saying that with regard to whether or not every
school and library that gets an erate should have a filter, we would
say at this point, leave it to communities to figure out what is best
for the people in the community.

Mr. PICKERING. Thank you. For the consistency in position, phi-
losophy, and principal.

Mr. IRVING. I am trying.

Mr. TAUZIN. Consistency being the hobgoblin of little minds any-
how.

Actually, Larry, I am not at all quarrelling with your position.
I think we have to be careful what we mandate in terms of tech-
nology. My friend, Mr. Markey, and I disagree on that to some de-
gree. So this debate is going to go on some time. Although, I think
we share the common purpose of advancing technology so that par-
ents and schools and everybody else can have more control over
what comes in under these systems. Obviously what a parent
chooses to do or not to do in terms of how they raise their own chil-
dren is one thing, but when the children are in the custody of the
government, as they are in the school, public school, perhaps there
is a different standard.

We need to talk about that. Maybe there is.

Mr. MARKEY. Will the gentleman yield?

Mr. TAuzIN. I will be happy to yield, my friend.

Mr. MARKEY. And we might be talking—we are trying to accom-
plish the same goal. So it is theoretically possible for a school to
subscribe to an online service that does not need a filter because
the only thing that kids have access to is good stuff. So mandating
that they have a filter built into a service that already has been
certified as kid-safe would create a dilemma for the school system.

So I think that we all agree that kids should be protected in
school from stuff that they shouldn’t be exposed to, but there may
be a way in which there is just a generic program which is used
that substitutes for a filter and the same goal is accomplished.

Mr. TAUZIN. And these are the old arguments, but I made them
before, while the parents are watching the TV with the V-chip in
it downstairs, the kids are going to be upstairs watching the old
TV, unfiltered.

So there is all kinds of problems with how you manage these
technologies in a home and in a public setting. But I think we can
start with the proposition we all want to advance the ball in this
area so that there is at least some opportunities to protect children,
particularly when it is a government’s responsibility because they
are in a public setting, they are in a public school or hospital or
what have you which is receiving government funds.

Mr. IRVING. And we also want to encourage industry and private
sector and schools to create green space on the Net. We want to
find positive places. I enjoy the Net. I love the Net, and I can find
wholesome things to do 24 hours on the Net. There is a lot of bad
stuff, and I think if we created opportunity and incentives to create
green spaces where if you are in that space, you have pretty much
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c}elrtiﬁed that your child is going to be safe. That is the important
thing.

When I was growing up, my momma wouldn’t let me play with
certain boys or go to certain playgrounds because she didn’t like
the element there. She would say you can play in the park down
the street but don’t go to the park across town because I don’t like
those kids over there.

Mr. TauzIN. I know parents who wouldn’t let their sons and
daughters play with you.

Mr. IRVING. Oh me, far too many of them. It hurt my dating, but
if we can find more positive places on the Net for our children, as
well as finding ways, and I want to continue to work with you,
Congressman, on this minor difference we have on finding ways to
bridge it. This is important for our children. It is too much good
stuff for us to say the Net’s an evil place.

Mr. PICKERING. And Mr. Chairman, let me just follow up. I be-
lieve Mr. Markey may have hit on something that, you know,
maybe there are other ways in a filter that we can protect, a safe
place for our children, and I am willing to work with you and with
Mr. Markey and Mr. Tauzin to see whether it is a multitude of
tools that we can bring to bear, but we should find a way, and we
should do something in this area. We ought to look at it just like
we do toxic pollution because, for our children, it is deadly and it
is dangerous.

Mr. IRVING. I think everybody that I work for, including me, will
give you whatever resources you need to help accomplish that goal.
We want to do what you want to do.

Mr. TAUZIN. In fact, it might be very interesting, Larry. You
might be interested in helping us with this. I have talked about
doing this for quite a number of months, and we never really put
it together, but it may be useful for us to have a hearing where
we actually look at the state of technology, and we hear from peo-
ple who are innovating and developing new technology like this,
new security systems.

I know Mr. Miller could probably contribute a great deal with
your member organizations.

Mr. MILLER. I would second what Mr. Markey was suggesting.
We share Mr. Pickering’s goal but what is happening is this is be-
coming a competitor’s issue and different products, particularly
when they are trying to get into the schools and get into the librar-
ies, are going to come out and offer the fact that they either have
tool capabilities to offer the kind of acceptable-use policy that Mr.
Irving was talking about and that you are trying to achieve, Mr.
Pickering, or they are not. And if they are not, they are going to
find themselves at a distinct disadvantage in the marketplace.

So there are very strong incentives right now in this industry
and there are some products that Mr. Markey was suggesting
which are already very prideful of their ability to filter out, and
that is one of their strong selling points when it comes to

Mr. TAUZIN. It might be good at some point—we will discuss it
with you—to actually have a hearing at some point where we ex-
amine the state of all that technology because obviously if we are
going to enact some policy in the area it ought to be as expansive
as possible to take into account all those possibilities. So, again,
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this is maybe the beginning of a very good and useful discussion,
and we will continue at another date.

Any further questions by any member of the committee? Let me
thank you all—I am sorry, Mr. Shimkus.

Mr. SHIMKUS. I would like to ask to keep the record open for
suggestion——

Mr. TAUzZIN. Without objection the record will be open for 30
days, 30 days.

Mr. SHIMKUS. I have got a lot of questions. Mr. Chairman, can
I ask

Mr. TAUzIN. The gentleman is recognized.

Mr. SHIMKUS. [continuing] three short questions. One, going back
to Mr. Crawford. Going back to one of the IG reports in 1997, if
you were listed as an—your application was listed as outstanding,
and then the assistant secretary took seven of the outstanding re-
quests and for reasons only dispersion of grants throughout the
country and you knew that you were one of—there were 38, now
there are 31 grants going to outstanding candidates, you were one
of the candidates that was pulled off, do you feel that the univer-
sity would at least deserve some justification for that?

Mr. CRAWFORD. I think university faculty are used to being told
no a fair amount, and so we would have just taken it in stride and
not thought twice about it, but would have vowed to come back the
second time and do better.

Mr. SHIMKUS. So you don’t have any problem with the Federal
G(})lver")nment not justifying why one grant went versus against an-
other?

Mr. CRAWFORD. No.

Mr. SHIMKUS. Especially when one grant may have been listed
as fair versus as outstanding?

Mr. CRAWFORD. Those are details that normally an individual
like me would never, ever know.

Mr. SHIMKUS. That is why we have a Federal Government that
has an Office of Inspector General, so everybody has access to these
public documents, and people could find out that information
should they want to know the internal proceedings of a Federal
agency.

Mr. CRAWFORD. No. I think most of my colleagues would not
question it. They might be disappointed; but they would not ques-
tion it, saying that is the way it is, and we will just do better next
time.

Mr. SHIMKUS. But you already got an outstanding. You were list-
ed as an outstanding applicant. How much better can you get in
the next try?

Mr. CRAWFORD. Well, sometimes there are emphases that an ad-
ministration or a Congress would bring to bear as a hot button
issue.

Mr. SHIMKUS. And, Mr. Irving, can you address some of those?

Mr. IRVING. I would love to. Let me tell you what can happen.
I had, say, 38 outstandings. I might have had 100, 150 out-
standings, but I might not have had an outstanding from, since I
am from New York, New York State, and I want geographic
dispersity or diversity. So what I will do is I may not—in the State
of Illinois I may have eight outstandings. In the New York the best
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I have is a fair. I want to give every State—maybe all I can do is
two in Illinois so I want to give all to Illinois, so I give one to

Mr. SHIMKUS. I don’t know, Illinois, if they are all outstanding.

Mr. IRVING. Maybe it is one fair in Illinois and eight outstanding
in New York and I want geographic diversity. Maybe I have got
five that are using satellite technology and one fair but the board
says with a little bit of tweaking this can be a great grant, but the
way they wrote it it is only a fair grant.

I did college admissions, and a lot of times we wanted to get a
kid who was a drum major into the university. He may not have
a 3.9, he may not have a 1600, but he is the best drum major in
the country or he is the best tuba leader or he is a great entre-
preneur and made a billion dollars with some innovation.

That is what we do with these grants. We try to look below the
surface. If I could fund every outstanding grant I would, but I
can’t.

Mr. SHIMKUS. Let me follow up, and I understand and I appre-
ciate you all do great work, but the IG has testified you haven’t
provided justification for these——

Mr. IRVING. What he said was we didn’t provide justification for
the ones we dropped off. We did provide justification for the ones
we added on, and the reason we didn’t provide justification, I didn’t
know you wanted it. We will in the future. There will never be a
grant that is dropped off-

Mr. SHIMKUS. I think it is only fair if they provide an out-
standing application and they make it to the final-cut list and then
they get dropped off for

Mr. IRVING. Congressman, can I make one point?

Mr. SHIMKUS. Sure.

Mr. IRVING. That final-cut list is the list that is presented to me
by my staff, and they have a great deal of knowledge, but they
don’t have necessarily all the political knowledge I have of what
the Congress wants me to emphasize, rural, underserved, this year
we want to make sure we do more satellite and so

Mr. SHIMKUS. I understand.

I hear you, and let me follow up with this question. Can you pro-
vide for me, for the record, the grants that have not met the re-
quirements, which of those fell into the scoring breakdown for ap-
plications? My question is, if we are making political consider-
ations, and then we are providing grants to fair and good appli-
cants based upon political applications, then we have a problem
like LatinoNet that cannot meet their requirements and actually
end up owing the Federal Government.

Then that is something that we ought to look at, and I think we
are justified in asking those questions.

Mr. IrVING. When I say political, I want to be very clear. I mean,
things like this Congress has said to me, we want rural, we want
you to focus on underserved, not on—this is not

Mr. SHIMKUS. No, no, politics—good politics is good government,
but what I am saying is, we have an Inspector General’s report on
LatinoNet that show that they didn’t meet their requirements and
owe the Federal Government a lot of money.

I want to know if they were a poor rating, and if they were a
poor rating, if they were bumped up because of good political con-
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siderations, dispersal, big cities, inner cities, minority populations,
whatever, I think that ought to be put into consideration.

Mr. IRVING. I will be happy to find out what their rationale
was—what the rating was for LatinoNet.

[The information referred to follows:]

LATINONET

In 1994, LatinoNet of San Jose, California, received a TIIAP grant in the amount
of $450,000. The grant was made for a demonstration project to show how minority
communities can participate in the nation’s advanced information infrastructure.

LatinoNet’s application was highly rated by the peer review panel, receiving a
“Good to Outstanding,” “Good Plus to Outstanding,” and “Good” ratings respectively
from the three panelists. [Note: Outstanding indicates “Recommended for Priority
Funding,” Good indicates “Recommended for Funding if Funds Available.”]

The application was rated in the top 20% of applications reviewed by the review
panel. Based on its high ratings, the TIIAP Director recommended the application
for award.

The OIG audit of LatinoNet occurred while the grant was still active. At the time
of the audit, LatinoNet had received an excess disbursement of federal funds. How-
ever, LatinoNet spent local matching funds after the audit and, based on their final
financial report, the Department’s grants office has determined that LatinoNet does
not owe the federal government any funds.

Mr. SHIMKUS. And we will probably follow up with other reports.

Mr. IRVING. Thank you, Congressman.

Mr. SHIMKUS. I yield back.

Mr. TAuzIN. I thank you—my mike is not on. You were men-
tioning grants in a lot of districts of members of the committees.
You didn’t mention Mr. Markey.

Mr. IRVING. To my chagrin and his dismay, we have never fund-
ed a grant in his district.

Mr. TAUZIN. You and I are pretty close. I will be happy to inter-
cede for Mr. Markey.

Mr. MARKEY. I am living proof there is such a thing as good gov-
ernment. You would think statistically with 400 projects that he
has given out——

Mr. TAUZIN. There is also another good Russell Long story I just
really want to share with you because it is so good.

His staffer once—one of his staffers once came to him when he
was having a particular important moment with one of the presi-
dents of the United States who needed him very badly on a point.
And his staffer said, well, sir, what you need to do is write out a
good list of things you need from the president. When you see him
this afternoon, just hand him that list. Isn’t that a good idea?

And Russell said, absolutely not. And the kid said, well, why not?
I think it would be a good idea. Just hand that list to the presi-
dent. You know, he needs you bad right now. Just be good, put it
in his hand personally, you know. And Russell said, no, terrible
idea. He says, well, why not? He said, well, son, every list has an
end.

Thank you very much. We are going to move, as I said, legisla-
tion this year on NTIA. We’re going to do our best to get it done.
So if you have some thoughts on how the grant program can be im-
proved and want to add those sections of the bill, please submit
them for the record, Mr. Ross or any of you.

If you have some—we mentioned some talk about how we might
insure that IRAC perhaps a little fairer. We need to know how that
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might work, Larry, in the context of national security. Comment
back to us. The record is open for 30 days.
Gentlemen, thank you very much for the contributions you made.
[Whereupon, at 4:25 p.m., the subcommittee was adjourned.]



