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ROUTINE USES OF RECORDS MAINTAINED IN THE

SYSTEM, INCLUDING CATEGORIES OF USERS AND

THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103. Records
other than return and return information
may be used to: (1) Disclose information
to the Department of Justice for the
purpose of litigating an action or
seeking legal advice; (2) disclose
pertinent information to appropriate
Federal, State, local, or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (3) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (4) disclose relevant, non-
privileged information to a court,
magistrate, or administrative tribunal,
including the presentation of evidence,
disclosures to opposing counsel or
witnesses in the course of civil
discovery, litigation, or settlement
negotiations, in response to a subpoena,
or in connection with criminal law
proceedings; (5) disclose information to
foreign governments in accordance with
formal or informal international
agreements; (6) provide information to a
congressional office in response to an
inquiry made at the request of the
individual to whom the record pertains;
(7) provide information to the news
media in accordance with guidelines
contained in 28 CFR 50.2 which relate
to an agency’s functions relating to civil
and criminal proceedings; (8) provide
information to officials of labor
organizations recognized under 5 U.S.C.
Chapter 71 when relevant and necessary
to their duties of exclusive
representation; (9) provide information
to third parties during the course of an
investigation to the extent necessary to
obtain information pertinent to the
investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND

DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper records and magnetic media.

RETRIEVABILITY:
Records are retrievable by the name of

the person to whom they apply.

SAFEGUARDS:
Records are locked up during

nonworking hours and during periods
when the work area is vacant. Access is
strictly controlled and limited to
employees who have a need for such
records in the course of their work.
Background checks are made on
employees. All facilities where records
are stored have access limited to
authorized personnel or individuals in
the company of authorized personnel.
Access controls will not be less than
those provided by the Automated
Information System Security Handbook,
IRM 2(10)00.

RETENTION AND DISPOSAL:
Legal files are generally retired to the

Federal Records Center (FRC) one year
after they are closed. The FRC will
retain ‘‘significant case’’ files an
additional 19 years and dispose of them
20 years after they are closed. Other
legal files are retained in the FRC 4
years after they are transferred to the
FRC and disposed of 5 years after they
are closed. Duplicate National Office
monitoring files are destroyed
immediately upon notification that the
field has closed its file. National Office
unjacketed case files (e.g., appeals for
which no monitoring files exist: FOIA
requests, search warrants, formal
technical advice and miscellaneous
legal opinions) are retained for ten years
after closing. National Office original
centralized grand jury files and
administrative case files are maintained
indefinitely. Files transferred from other
functions are returned to the source
when no longer needed.

SYSTEM MANAGER(S) AND ADDRESS:
Each Regional Counsel is the system

manager of the systems in his or her
Region. The Assistant Chief Counsel
(Criminal Tax) is the system manager of
the National Office system. The
addresses are in the appendix. (See IRS
appendix A.)

NOTIFICATION PROCEDURE:
This system of records may not be

accessed for purposes of determining if
the records pertain to a particular
individual as the records are exempt
under 5 U.S.C. 552a(d)(5) and/or
552a(j)(2).

RECORD ACCESS PROCEDURES:
This system of records may not be

accessed for the purposes of inspection
or for contest of content of records as
the records are exempt under 5 U.S.C.
552a(d)(5) and/or 552a(j)(2).

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
Taxpayers and their representatives;

Department of Treasury personnel; other
Federal agencies; State, local, and
foreign governments; witnesses;
informants; parties to disputed matters
of fact or law; other persons who
communicate with the Internal Revenue
Service.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system has been designated as

exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 90.002

SYSTEM NAME:
Chief Counsel Disclosure Litigation

Case Files—Treasury/IRS.

SYSTEM LOCATION:
Office of the Assistant Chief Counsel

(Disclosure Litigation), Internal Revenue
Service, Office of Chief Counsel, 1111
Constitution Avenue, NW., Washington,
DC 20224.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Persons who communicate with the
Service regarding disclosure matters or
who are involved with a disclosure
issue involving the Service, or who are
the subjects of investigations made by
the Internal Security Division if their
cases are referred to Disclosure
Litigation for criminal violations of
disclosure laws.

CATEGORIES OF RECORDS IN THE SYSTEM:
(1) Legal Case and Administrative

Case Files; (2) Internal Control Records.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7801.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103. Records
other than returns and return
information may be used to: (1) Disclose
information to the Department of Justice
for the purpose of litigating an action or
seeking legal advice; (2) disclose
pertinent information to appropriate
Federal, State, local, or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
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regulation; (3) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (4) disclose relevant, non-
privileged information to a court,
magistrate, or administrative tribunal,
including the presentation of evidence,
disclosures to opposing counsel or
witnesses in the course of civil
discovery, litigation, or settlement
negotiations, in response to a subpoena,
or in connection with criminal law
proceedings; (5) disclose information to
foreign governments in accordance with
formal or informal international
agreements; (6) provide information to a
congressional office in response to an
inquiry made at the request of the
individual to whom the record pertains;
(7) provide information to the news
media in accordance with guidelines
contained in 28 CFR 50.2 which relate
to an agency’s functions relating to civil
and criminal proceedings; (8) provide
information to officials of labor
organizations recognized under 5 U.S.C.
Chapter 71 when relevant and necessary
to their duties of exclusive
representation; (9) provide information
to third parties during the course of an
investigation to the extent necessary to
obtain information pertinent to the
investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Legal case and administrative case
files: Paper records. Internal control
records: Paper records and magnetic
media.

RETRIEVABILITY:

Records are retrievable by the name of
the person to whom they apply, cross-
referenced third parties, issues,
attorneys assigned, and by case number.

SAFEGUARDS:

A background investigation is made
on personnel. Offices are located in a
security area. Access to keys to these
offices is restricted. All facilities where
records are stored have access limited to
authorized personnel or individuals in
the company of authorized personnel.
Access controls will not be less than
those provided by the Automated
Information System Security Handbook,
IRM 2(10)00.

RETENTION AND DISPOSAL:

Legal files are generally retired to the
Federal Records Center (FRC) 1 year
after they are closed. ‘‘Significant case’’
files are retained an additional 29 years
and disposed of 30 years after they are
closed. Other legal files are retained in
the FRC 5 years after they are
transferred to the FRC and disposed of
6 years after they are closed. Other
records are retained in the Division for
the same time periods as described
above.

SYSTEM MANAGER(S) AND ADDRESS:

Assistant Chief Counsel (Disclosure
Litigation), Internal Revenue Service,
Office of Chief Counsel, 1111
Constitution Avenue, NW., Washington,
DC 20224.

NOTIFICATION PROCEDURE:
This system may not be accessed for

purposes of determining if the records
pertain to a particular individual as the
records are exempt under 5 U.S.C. 552a
(d)(5) and/or (k)(2).

RECORD ACCESS PROCEDURES:
This system may not be accessed for

purpose of inspection or for contest of
content of records as the records are
exempt under 5 U.S.C. 552a (d)(5) and/
or (k)(2).

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:

Persons who communicate with the
agency regarding disclosure matters;
Department of Treasury employees;
State, local, and foreign governments;
other Federal agencies; witnesses;
informants; parties to disputed matters
of fact or law.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

This system has been designated as
exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 90.003

SYSTEM NAME:

Chief Counsel General Administrative
Systems. Each of the 7 Regional Counsel
Offices and 54 District Counsel Offices,
each of the 10 functions in the National
Office, the Office of the Chief Counsel,
and the Office of the Deputy Chief
Counsel, the Offices of the Associate
Chief Counsels (Enforcement Litigation),
(International), (Domestic), (Finance and
Management), and (Employee Benefits
and Exempt Organizations) maintain a
General Administrative System. This
notice applies to all 78 of these
offices.—Treasury/IRS.

SYSTEM LOCATION:
The location of these systems are

listed in the appendix. (See IRS
appendix A.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

(1) Past, present and prospective
employees of the Office of Chief
Counsel. (2) Tax Court Witnesses.

CATEGORIES OF RECORDS IN THE SYSTEM:
(1) Employee Performance Folders

and employee records other than
Official Personnel Files of the Office of
Personnel Management and the Merit
Systems Protection Board. (2) Time
cards and attendance rosters. (3)
Financial records such as travel
expenses, Notary Public expenses,
moving expenses, expenses of Tax Court
witnesses and miscellaneous expenses.
(4) Employee recruiting records.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7801.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103. Records
other than returns and return
information may be used to: (1) Disclose
information to the Department of Justice
for the purpose of litigating an action or
seeking legal advice; (2) disclose
information to the Office of Personnel
Management and the Merit Systems
Protection Board for appropriate
Personnel actions; (3) disclose pertinent
information to appropriate Federal,
State, local, or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulations; (4) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (5) disclose relevant, non-
privileged information to a court,
magistrate, or administrative tribunal,
including the presentation of evidence,
disclosures to opposing counsel or
witnesses in the course of civil
discovery, litigation, or settlement
negotiations, in response to a subpoena,
or in connection with criminal law
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proceedings; (6) disclose information to
foreign governments in accordance with
formal or informal international
agreements; (7) provide information to a
congressional office in response to an
inquiry made at the request of the
individual to whom the record pertains;
(8) provide information to the news
media in accordance with guidelines
contained in 28 CFR 50.2 which relate
to an agency’s functions relating to civil
and criminal proceedings; (9) provide
information to officials of labor
organizations recognized under 5 U.S.C.
Chapter 71 when relevant and necessary
to their duties of exclusive
representation; (10) provide information
to third parties during the course of an
investigation to the extent necessary to
obtain information pertinent to the
investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper records and magnetic media.

RETRIEVABILITY:

Records are generally retrievable by
the name of the person to whom they
apply.

SAFEGUARDS:

Access is limited to employees who
have a need for such records in the
course of their work. Background checks
are made on employees. All facilities
where records are stored have access
limited to authorized personnel or
individuals in the company of
authorized personnel. Access controls
will not be less than those provided by
the Automated Information System
Security Handbook, IRM 2(10)00.

RETENTION AND DISPOSAL:

Records are maintained in accordance
with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.
Records are updated periodically to
reflect changes and maintained as long
as needed.

SYSTEM MANAGER(S) AND ADDRESS:

Each Regional Counsel is the system
manager of the systems in his or her
Region. Each Assistant Chief Counsel is
the system manager of the system in his
or her function. The Chief Counsel, the
Deputy Chief Counsel and the Associate
Chief Counsels (Enforcement Litigation),
(Domestic), (International), (Finance and
Management), and (Employee Benefits
and Exempt Organizations) are the
system managers of the system in each
of their Offices. (See IRS appendix A for
addresses.)

NOTIFICATION PROCEDURE:

Individuals seeking to determine if
this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:

Individuals seeking access to any
record contained in this system of
records, or seeking to contest its
content, may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Regional Counsel of
the Region in which the records are
located or the Assistant Chief Counsel
(Disclosure Litigation) in the case of
records in the National Office. The
addresses are listed in the appendix.
Information leading to the identity of a
confidential source is exempt pursuant
to 5 U.S.C. 552a(k)(5).

CONTESTING RECORD PROCEDURES:

See ‘‘RECORD ACCESS
PROCEDURES’’ above.

RECORD SOURCE CATEGORIES:

Employees, Department of Treasury
personnel; Tax Court witnesses; Office
of Personnel Management and Merit
Systems Protection Board; other Federal
agencies; State, local, and foreign
governments; references; former
employers.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

This system has been designated as
exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 90.004

SYSTEM NAME:

Chief Counsel General Legal Services
Case Files. Each of the seven Regional
Counsel Offices and the National Office
maintain a General Legal Services Case
File System. The information in this
notice applies to all eight of the
offices—Treasury/IRS.

SYSTEM LOCATION:

The addresses of the National Office
and each Regional Counsel Office are
listed in the appendix. (See IRS
appendix A.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Persons involved in litigation, actions,
investigations or cases falling within the
jurisdiction of the General Legal
Services function including persons (1)
who are parties in personnel matters, as
well as discrimination and labor
management relations matters, of the

Internal Revenue Service, Chief
Counsel’s Office or, in some instances,
other agencies in the Treasury
Department; (2) who are parties in
practitioner actions under the
jurisdiction of the Director of Practice or
the Joint Board of Actuaries; (3) who are
parties in procurement matters and
under the Federal Claims Collection Act
(as amended by the Debt Collection
Act); (4) who are parties in litigation or
administrative claims involving alleged
violations of the United States
Constitution, the Federal Tort Claims
Act, the Military Personnel and Civilian
Employee Compensation Act, relief of
accountable officers for loss of
Government funds, claims or suits for
rewards, acts of officers or employees
acting within the scope of their
employment, or official acts of officers
or employees not directly relating to
Federal tax issues but relating to the
Internal Revenue Service; (5) who are
parties in miscellaneous matters
referred to the General Legal Service; (6)
who are the subjects of investigations
made by the Internal Security Division
if the case is referred to General Legal
Services (7) who are officials of the
Internal Revenue Service and Chief
Counsel’s Office required to file a
Financial Disclosure Statement under
the Ethics in Government Act of 1978;
(8) who have corresponded regarding a
matter under consideration within
General Legal Services.

CATEGORIES OF RECORDS IN THE SYSTEM:

(1) Legal case and administrative case
files. (2) Internal control cards. (3)
Correspondence files.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301; 26 U.S.C. 7801.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103. Records
other than returns and return
information may be used to: (1) Disclose
information to the Department of Justice
for the purposes of litigating an action
or seeking legal advice; (2) disclose
pertinent information to appropriate
Federal, State, local, or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing, or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulations; (3) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
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relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (4) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (5) disclose
information to foreign governments in
accordance with formal or informal
international agreements; (6) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (7) provide information
to the news media in accordance with
guidelines contained in 28 CFR 50.2
which relate to an agency’s functions
relating to civil and criminal
proceedings; (8) provide information to
officials of labor organizations
recognized under 5 U.S.C. Chapter 71
when relevant and necessary to their
duties of exclusive representation; (9)
provide information to third parties
during the course of an investigation to
the extent necessary to obtain
information pertinent to the
investigation; (10) provide information
to the Director of Practice and Joint
Board of Actuaries in practitioner
disciplinary matters; (11) provide
information to the Office of Personnel
Management in personnel,
discrimination and labor management
matters; (12) provide information to
arbitrators, the Federal Labor Relations
Authority, including the Office of the
General Counsel of that authority, the
Federal Service Impasses Board and the
Federal Mediation and Conciliation
Service in labor management matters;
(13) provide information to the Merit
Systems Protection Board, including its
Special Counsel, in Personnel,
Discrimination, and Labor Management
matters; (14) provide information to the
Equal Employment Opportunity
Commission in Personnel,
Discrimination, and Labor Management
matters; (15) provide information to the
General Services Administration in
property management matters; (16)
provide information to the
Administrative Assistant of the
Executive Resources Board as to
Financial Disclosure Statements, who
makes the statements available to the
public as required by law; (17) provide
information to other federal agencies for

the purpose of effectuating inter-agency
salary offset or inter-agency
administrative offset; (18) provide
information to the Office of Government
Ethics in conflict of interest, conduct,
financial statement reporting, and other
ethical matters.

DISCLOSURE TO CONSUMER REPORTING
AGENCIES:

Disclosures pursuant to 5 U.S.C.
552a(b)(12). Disclosures of debt
information concerning a claim against
an individual may be made from this
system to consumer reporting agencies
as defined in the Fair Credit Reporting
Act, 15 U.S.C. 1681a(f) or the Federal
Claims Collection Act of 1966, 31 U.S.C.
3701(a)(3).

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper records and magnetic media.

RETRIEVABILITY:

Records are retrievable by the name of
the person to whom they apply. If more
than one person is involved in a given
case then it is generally retrievable only
by the first named person.

SAFEGUARDS:

Access is limited to employees who
have a need for such records in the
course of their work. Background checks
are made on employees. All facilities
where records are stored have access
limited to authorized personnel or
individuals in the company of
authorized personnel. Access controls
will not be less than those provided by
the Automated Information System
Security Handbook, IRM 2(10)00.

RETENTION AND DISPOSAL:

Legal files are generally retired to the
Federal Records Center (FRC) 1 year
after the cases are closed. The FRC will
retain ‘‘significant case’’ files an
additional 19 years and dispose of them
20 years after they are closed. Other
legal files are retained in the FRC 4
years after they are transferred to the
center and disposed of 5 years after they
are closed. Other records are retained
for the same time periods described
above.

SYSTEM MANAGER(S) AND ADDRESS:

Each Regional Counsel is the system
manager of the system in his or her
Region. The Assistant Chief Counsel
(General Legal Services) is the system
manager of the National Office system.
The addresses are in the appendix. (See
IRS appendix A.)

NOTIFICATION PROCEDURE:

This system of records may not be
accessed for purposes of determining if
the system contains a record pertaining
to a particular individual as the records
are exempt under 5 U.S.C. 552a(d)(5)
and/or (k)(2).

RECORD ACCESS PROCEDURES:

This system of records may not be
accessed for purposes of inspection or
for contest of content of records as the
records are exempt under 5 U.S.C.
552a(d)(5) and/or (k)(2).

CONTESTING RECORD PROCEDURES:

26 U.S.C. 7852(e) prohibits Privacy
Act amendment of tax records.

RECORD SOURCE CATEGORIES:

Taxpayers and their representatives;
Department of Treasury personnel; other
Federal agencies; State, local, and
foreign governments; witnesses;
informants; parties to disputed matters
of fact or law; other persons who
communicate with the Internal Revenue
Service.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

This system has been designated as
exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 90.005

SYSTEM NAME:

Chief Counsel General Litigation Case
Files. Each Regional Counsel Office and
each District Counsel Office maintains
one of these systems. The National
Office maintains one of these systems.
The information in this notice applies to
all 62 offices—Treasury/IRS.

SYSTEM LOCATION:

The addresses of the National Office,
each Regional Counsel Office and each
District Counsel Office are listed in the
appendix. (See IRS appendix A.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

(1) Taxpayers or other individuals
involved in matters referred to the
General Litigation function including:
(a) Taxpayers with outstanding tax
liabilities or with potential outstanding
tax liabilities; (b) persons from whom
information is being sought (summons);
(c) persons requesting information
(disclosure); (d) present or former
Internal Revenue Service employees
who are being or may be sued in
connection with their duties or who
have been called upon to testify in
private litigation; (e) persons who are or
may be liable to the United States on
non-tax claims; (f) persons who have
submitted offers in compromise of
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federal taxes. (2) Persons who have
corresponded regarding a matter under
consideration within the General
Litigation function.

CATEGORIES OF RECORDS IN THE SYSTEM:

(1) Legal and Administrative Files. (2)
Internal Control Records. (3) Offer in
Compromise Files. (4) Correspondence
Files.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301; 26 U.S.C. 7801.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103. Records
other than returns and return
information may be used to: (1) Provide
information to other Federal agencies
holding funds of taxpayer for the
purpose of collecting a liability owed by
the taxpayer; (2) disclose information to
the Department of Justice for the
purpose of litigating an action or
seeking legal advice; (3) provide
information to State and local taxing
authorities for the purpose of enforcing
Federal tax laws; (4) provide
information to Federal, state and local
regulatory authorities for purposes of
collection of Federal taxes; (5) disclose
pertinent information to appropriate
Federal, State, local, or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing, or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (6) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (7) disclose relevant, non-
privileged information to a court,
magistrate, or administrative tribunal
including the presentation of evidence,
disclosures to opposing counsel or
witnesses in the course of civil
discovery, litigation, or settlement
negotiations, in response to a subpoena,
or in connection with criminal law
proceedings; (8) disclose information to
foreign governments in accordance with
formal or informal international
agreements; (9) provide information to a
congressional office in response to an
inquiry made at the request of the

individual to whom the record pertains;
(10) provide information to the news
media in accordance with guidelines
contained in 28 CFR 50.2 which relate
to an agency’s functions relating to civil
and criminal proceedings; (11) provide
information to officials of labor
organizations recognized under 5 U.S.C.
Chapter 71 when relevant and necessary
to their duties of exclusive
representation; (12) provide information
to third parties during the course of an
investigation to the extent necessary to
obtain information pertinent to the
investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records and magnetic media.

RETRIEVABILITY:
All records are retrievable by the

name of the persons to whom they
apply. Some internal control records are
retrievable by names of taxpayers and
related taxpayers, attorneys assigned,
subject matter, and certain key
administrative dates.

SAFEGUARDS:
Access is limited to employees who

have a need for such records in the
course of their work. Background checks
are made on employees. All facilities
where records are stored have access
limited to authorized personnel or
individuals in the company of
authorized personnel. Access controls
will not be less than those provided by
the Automated Information System
Security Handbook, IRM 2(10)00.

RETENTION AND DISPOSAL:
National Office, Regional, and District

counsel legal files are generally retired
to the Federal Records Center (FRC) one
year after they are closed. The FRC will
retain ‘‘significant case’’ files an
additional 24 years and dispose of them
25 years after the cases are closed. Other
legal files are retained in the FRC 9
years after they are transferred to the
Center and disposed of 10 years after
they are closed. Other records are
retained in the Division for the same
time periods described above. Files
transferred from other functions are
returned to the source when no longer
needed.

SYSTEM MANAGER(S) AND ADDRESS:
Each Regional Counsel is the system

manager of the systems in his or her
Region. The Assistant Chief Counsel
(General Litigation) is the system
manager of the National Office system.
The addresses are in the appendix. (See
IRS appendix A.)

NOTIFICATION PROCEDURE:
Most of the records in this system

may not be accessed for purposes of
determining if the records pertain to a
particular individual as the records are
exempt under 5 U.S.C. 552a(d)(5) and/
or (k)(2).

RECORD ACCESS PROCEDURES:
This system may not be accessed for

purposes of inspection or for contest of
content of records as the records are
exempt under 5 U.S.C. 552a (d)(5) and/
or (k)(2).

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
Taxpayers and their representatives;

Department of Treasury personnel; other
Federal agencies; State, local, and
foreign governments; witnesses;
informants; parties to disputed matters
of fact or law; other persons who
communicate with the Internal Revenue
Service.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system has been designated as

exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 90.007

SYSTEM NAME:
Chief Counsel Legislation and

Regulations Division, Employee Plans
and Exempt Organizations Division, and
Associate Chief Counsel (Technical and
International) Correspondence and
Private Bill Files—Treasury/IRS.

SYSTEM LOCATION:
Legislation and Regulations Division,

Internal Revenue Service, Office of
Chief Counsel, 1111 Constitution
Avenue, Washington, DC 20224;
Employee Plans and Exempt
Organizations Division and Associate
Chief Counsel (Technical and
International), same address.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

(1) Persons who have corresponded to
the Service, the Department of the
Treasury, the White House or Members
of Congress regarding a matter in which
the Legislation and Regulations Division
or the Employee Plans and Exempt
Organizations Division was asked to
draft a reply; (2) Persons on whose
behalf private relief bills were
introduced in Congress involving tax
related matters.

CATEGORIES OF RECORDS IN THE SYSTEM:
(1) Correspondence Files; (2) Private

Relief Bill Legal Files; (3) Internal
Control Records.
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AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301 and 26 U.S.C. 7801.

ROUTINE USES OF RECORDS MAINTAINED IN THE

SYSTEM, INCLUDING CATEGORIES OF USERS AND

THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103. These
records and information in these records
may be used to: (1) Disclose information
to the Department of Justice for the
purpose of litigating an action or
seeking legal advice; (2) disclose
pertinent information to appropriate
Federal, State, local, or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing, or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (3) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (4) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (5) disclose
information to foreign governments in
accordance with formal or informal
international agreements; (6) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (7) provide information
to the news media in accordance with
guidelines contained in 28 CFR 50.2
which relate to an agency’s functions
relating to civil and criminal
proceedings; (8) provide information to
unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114; (9) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation; (10)
provide information to the agency or
individual who directed
correspondence to the Legislation and
Regulations Division for the Division to
draft a response.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records and magnetic media.

RETRIEVABILITY:
Correspondence files are retrievable

by the name of the individual who
initiated the correspondence. Private
Relief Bill files are retrievable by the
H.R. or S. number for each Congress.

SAFEGUARDS:
Access is limited to employees who

have a need for such records in the
course of their work. Background checks
are made on employees. All facilities
where records are stored have access
limited to authorized personnel or
individuals in the company of
authorized personnel. Access controls
will not be less than those provided by
the Automated Information System
Security Handbook, IRM 2(10)00.

RETENTION AND DISPOSAL:
Correspondence files are generally

disposed of after 3 years. Private Relief
Bill files are periodically updated to
reflect changes and are maintained as
long as needed. Internal control records
are generally disposed of after 2 years or
when no longer useful. Auth: IRM
1(15)59.

SYSTEM MANAGER(S) AND ADDRESS:
Director, Legislation and Regulations

Division, Internal Revenue Service,
Office of Chief Counsel, 1111
Constitution Avenue, Washington, DC
20224; Director, Employee Plans and
Exempt Organization Division, same
address. With respect to international
issues, the Associate Chief Counsel
(Technical and International) is the
system manager.

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

the system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed to the
Director of the Disclosure Litigation
Division. The address is listed in the
appendix. (See IRS appendix A.)

RECORD ACCESS PROCEDURES:
Individuals seeking access to any

record contained in the system of
records or seeking to contest its content,
may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Director of the
Disclosure Litigation Division. The
address is listed in the appendix. (See
IRS appendix A.)

CONTESTING RECORD PROCEDURES:
See Access above.

RECORD SOURCE CATEGORIES:
Persons who initiate correspondence

referred to the Legislation and
Regulations Division; Congressional
documents; taxpayers and their
representatives; Department of Treasury
personnel; other Federal agencies; state,
local, and foreign governments;
witnesses; informants.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY IRS 90.009

SYSTEM NAME:
Chief Counsel Field Services Case

Files. Each Regional Counsel Office and
each District Counsel Office maintains
one of these systems. The National
Office maintains one of these systems.
The information in this notice applies to
all 62 offices—Treasury/IRS.

SYSTEM LOCATION:
The addresses of the National Office,

each Regional Counsel Office, and each
District Counsel Office is listed in the
appendix. (See IRS appendix A.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

(1) Taxpayers who have filed petitions
with the Tax Court or suits for refunds
of Federal taxes. (2) Taxpayers upon
whom the issuance of a statutory notice
is or was contemplated whose case has
been referred to the Tax Litigation
function. (3) Taxpayers who are the
subject of formal or informal advisory
opinions during the investigative stage
of the case or while under
administrative processing. (4) Persons
who have corresponded regarding a
matter under consideration within the
Tax Litigation function.

CATEGORIES OF RECORDS IN THE SYSTEM:
(1) Legal Case and Administrative

Case Files. (2) Internal Control Records.
(3) Correspondence Files.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7801.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103. Records
other than returns and return
information may be used to: (1) Disclose
information to the Department of Justice
for the purpose of litigating an action or
seeking legal advice; (2) disclose
pertinent information to appropriate
Federal, State, local, or foreign agencies
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responsible for investigating or
prosecuting the violations of, or for
enforcing, or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulations; (3) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (4) disclose relevant, non-
privileged information to a court,
magistrate, or administrative tribunal
including the presentation of evidence,
disclosures to opposing counsel or
witnesses in the course of civil
discovery, litigation, or settlement
negotiations, in response to a subpoena,
or in connection with criminal law
proceedings; (5) disclose information to
foreign governments in accordance with
formal or informal international
agreements; (6) provide information to a
congressional office in response to an
inquiry made at the request of the
individual to whom the record pertains;
(7) provide information to the news
media in accordance with guidelines
contained in 28 CFR 50.2, which relate
to an agency’s functions relating to civil
and criminal proceedings; (8) provide
information to officials of labor
organizations recognized under 5 U.S.C.
Chapter 71 when relevant and necessary
to their duties of exclusive
representation; (9) provide information
to third parties during the course of an
investigation to the extent necessary to
obtain information pertinent to the
investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper records and magnetic media.

RETRIEVABILITY:

Records are retrievable by the name of
the person to whom they apply.

SAFEGUARDS:

Access is limited to employees who
have a need for such records in the
course of their work. Background checks
are made on employees. All facilities
where records are stored have access
limited to authorized personnel or
individuals in the company of
authorized personnel. Access controls
will not be less than those provided by

the Automated Information System
Security Handbook, IRM 2(10)00.

RETENTION AND DISPOSAL:
Legal files are generally retired to the

Federal Records Center (FRC) one year
after they are closed. The FRC will
retain ‘‘significant case’’ files an
additional 29 years and dispose of them
30 years after they are closed. Other
legal files are retained in the FRC 9
years after they are transferred to the
Center and disposed of 10 years after
they are closed. Other records are
periodically updated to reflect changes
and maintained as long as needed. Files
transferred from other functions are
returned to the source when no longer
needed.

SYSTEM MANAGER(S) AND ADDRESS:
Each Regional Counsel is the system

manager of the systems in his or her
Region. The Assistant Chief Counsel
(Field Services) is the system manager
of the National Office system. The
addresses are in the appendix. (See IRS
appendix A.)

NOTIFICATION PROCEDURE:
This system may not be accessed for

purposes of determining if the records
pertain to a particular individual as the
records are exempt under 5 U.S.C.
552a(d)(5) and/or (k)(2).

RECORD ACCESS PROCEDURES:
This system may not be accessed for

purposes of inspection or for contest of
content of records as the records are
exempt under 5 U.S.C. 552a(d)(5) and/
or (k)(2).

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
Taxpayers and their representatives;

Department of Treasury personnel; other
Federal agencies; State, local, and
foreign governments; witnesses;
informants; parties to disputed matters
of fact or law; other persons who
communicate with the Internal Revenue
Service.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system has been designated as

exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 90.010

SYSTEM NAME:
Digest Room Files Containing Briefs,

Legal Opinions, and Digests of
Documents Generated Internally or by
the Department of Justice Relating to the
Administration of the Revenue Laws—
Treasury/IRS.

SYSTEM LOCATION:
Office of the Associate Chief Counsel

(Finance and Management), Internal
Revenue Service, Office of Chief
Counsel, 1111 Constitution Avenue,
NW., Washington, DC 20224.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Taxpayers who have sought Internal
Revenue Service rulings and/or legal
opinions on tax problems and those
whose cases are being or have been
adjudicated.

CATEGORIES OF RECORDS IN THE SYSTEM:
(1) Internal Control Records; (2)

Briefs; (3) Legal Opinions.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7801.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103. Records
other than returns and return
information may be used to: (1) Disclose
information to Justice Department
personnel for research purposes; (2)
disclose pertinent information to
appropriate Federal, State, local, or
foreign agencies responsible for
investigating or prosecuting the
violations of, or for enforcing, or
implementing, a statute, rule,
regulation, order, or license, where the
disclosing agency becomes aware of an
indication of a violation or potential
violation of civil or criminal law or
regulations; (3) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (4) disclose relevant, non-
privileged information to a court,
magistrate, or administrative tribunal
including the presentation of evidence,
disclosures to opposing counsel or
witnesses in the course of civil
discovery, litigation, or settlement
negotiations, in response to a subpoena,
or in connection with criminal law
proceedings; (5) disclose information to
foreign governments in accordance with
formal or informal international
agreements; (6) provide information to a
congressional office in response to an
inquiry made at the request of the
individual to whom the record pertains;
(7) provide information to the news
media in accordance with guidelines
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contained in 28 CFR 50.2 which relate
to an agency’s functions relating to civil
and criminal proceedings; (8) provide
information to officials of labor
organizations recognized under 5 U.S.C.
Chapter 71 when relevant and necessary
to their duties of exclusive
representation; (9) provide information
to third parties during the course of an
investigation to the extent necessary to
obtain information pertinent to the
investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records and magnetic media.

RETRIEVABILITY:

Records are retrievable by the name of
the person to whom they apply.

SAFEGUARDS:

Records are kept in a secured area.
Access is limited to authorized
personnel. Users of the system must
show IRS identification and sign a
register each time the room is used.
Background checks are made on
employees. Access controls will not be
less than those provided by the
Automated Information System Security
Handbook, IRM 2(10)00.

RETENTION AND DISPOSAL:
Briefs, legal opinions, and digests are

retained indefinitely.

SYSTEM MANAGER(S) AND ADDRESS:
Associate Chief Counsel, (Finance and

Management), Internal Revenue Service,
Office of Chief Counsel, 1111
Constitution Avenue, NW., Washington,
DC 20224.

NOTIFICATION PROCEDURE:
This system may not be accessed for

purposes of determining if the records
pertain to a particular individual as the
records are exempt under 5 U.S.C.
552a(d)(5) and/or (k)(2).

RECORD ACCESS PROCEDURES:

This system may not be accessed for
purposes of inspection or for contest of
content of records as the records are
exempt under 5 U.S.C. 552a(d)(5) and/
or (k)(2).

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
Department of Treasury personnel;

Department of Justice personnel;
taxpayers and their representatives;
other Federal agencies; witnesses;
informants; State, local, and foreign

governments; parties to disputed
matters of fact and law; other persons
who communicate with the Internal
Revenue Service.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system has been designated as

exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 90.011

SYSTEM NAME:
Attorney Recruiting Files—Treasury/

IRS.

SYSTEM LOCATION:
Office of the Associate Chief Counsel

(Finance and Management), Internal
Revenue Service, Office of Chief
Counsel, 1111 Constitution Avenue,
NW., Washington, DC 20224.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Persons who have applied for attorney
positions with the Office of Chief
Counsel, both National Office and field.

CATEGORIES OF RECORDS IN THE SYSTEM:
Attorney Files and lists of eligible

applicants; Internal Control Records.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7801.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103. Records
other than returns and return
information may be used to: (1) Disclose
information to the Department of Justice
for the purpose of litigating an action or
seeking legal advice; (2) disclose
pertinent information to appropriate
Federal, State, local, or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulations; (3) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (4) disclose relevant, non-
privileged information to a court,
magistrate, or administrative tribunal,
including the presentation of evidence,
disclosures to opposing counsel or

witnesses in the course of civil
discovery, litigation, or settlement
negotiations, in response to a subpoena,
or in connection with criminal law
proceedings; (5) disclose information to
foreign governments in accordance with
formal or informal international
agreements; (6) provide information to a
congressional office in response to an
inquiry made at the request of the
individual to whom the record pertains;
(7) provide information to the news
media in accordance with guidelines
contained in 28 CFR 50.2 which relate
to an agency’s functions relating to civil
and criminal proceedings; (8) provide
information to officials of labor
organizations recognized under 5 U.S.C.
Chapter 71 when relevant and necessary
to their duties of exclusive
representation; (9) provide information
to third parties during the course of an
investigation to the extent necessary to
obtain information pertinent to the
investigation; (10) provide information
to the Office of Personnel Management
and Merit System Protection Board for
appropriate personnel actions.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Applicant files and internal control

records: paper records and magnetic
media.

RETRIEVABILITY:
Records are retrievable by the name of

the person to whom they apply.

SAFEGUARDS:
Access is limited to employees who

have a need for such records in the
course of their work. Background checks
are made on employees. All facilities
where records are stored have access
limited to authorized personnel or
individuals in the company of
authorized personnel. Access controls
will not be less than those provided by
the Automated Information System
Security Handbook, IRM 2(10)00.

RETENTION AND DISPOSAL:
The attorney applicant files and other

records are periodically updated to
reflect changes and maintained as long
as needed.

SYSTEM MANAGER(S) AND ADDRESS:
Associate Chief Counsel (Finance and

Management), Internal Revenue Service,
Office of Chief Counsel, 1111
Constitution Avenue, NW., Washington,
DC 20224.

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

this system of records contains a record
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pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:

Individuals seeking access to any
record contained in this system of
records, or seeking to contest its
content, may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Assistant Chief
Counsel (Disclosure Litigation), Internal
Revenue Service, 1111 Constitution
Avenue, NW., Washington, DC 20224.
Information leading to the identity of a
confidential source is exempt pursuant
to 5 U.S.C. 552a(k)(5).

CONTESTING RECORD PROCEDURES:

See ‘‘Record access procedures’’
above.

RECORD SOURCE CATEGORIES:

Applicants, Department of Treasury
Personnel; Office of Personnel
Management; other Federal agencies;
State, local, and foreign governments;
references, former employers.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

This system has been designated as
exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 90.013

SYSTEM NAME:

Legal Case Files of the Chief Counsel,
Deputy Chief Counsel and Associate
Chief Counsels (Litigation), (Domestic),
(International), and (Employee Benefits
and Exempt Organizations)—Treasury/
IRS.

SYSTEM LOCATION:

Office of Chief Counsel, Internal
Revenue Service, 1111 Constitution
Avenue, NW., Washington, DC 20224.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Persons whose cases at one time
involved important issues or unusual
circumstances which were brought to
the attention of the above persons (or
their predecessors).

CATEGORIES OF RECORDS IN THE SYSTEM:

Legal case files which include
internal control records of such case
files of both the persons currently
holding the above positions and those
who previously held such positions.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301; 26 U.S.C. 7801.

ROUTINE USES OF RECORDS MAINTAINED IN THE

SYSTEM, INCLUDING CATEGORIES OF USERS AND

THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103. Records
other than returns and return
information may be used to: (1) Disclose
information to the Department of Justice
for the purpose of litigating an action or
seeking legal advice; (2) disclose
pertinent information to appropriate
Federal, State, local, or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing, or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulations; (3) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (4) disclose relevant, non-
privileged information to a court,
magistrate, or administrative tribunal,
including the presentation of evidence,
disclosures to opposing counsel or
witnesses in the course of civil
discovery, litigation, or settlement
negotiations, in response to a subpoena,
or in connection with criminal law
proceedings; (5) disclose information to
foreign governments in accordance with
formal or informal international
agreements; (6) provide information to a
congressional office in response to an
inquiry made at the request of the
individual to whom the record pertains;
(7) provide information to the news
media in accordance with guidelines
contained in 28 CFR 50.2 which relate
to an agency’s functions relating to civil
and criminal proceedings; (8) provide
information to officials of labor
organizations recognized under 5 U.S.C.
Chapter 71 when relevant and necessary
to their duties of exclusive
representation; (9) provide information
to third parties during the course of an
investigation to the extent necessary to
obtain information pertinent to the
investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND

DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper records and magnetic media.

RETRIEVABILITY:
Records pertaining to individuals are

retrievable by the name of the person to
whom they apply.

SAFEGUARDS:
Access is limited to employees who

have a need for such records in the
course of their work. Background checks
are made on employees. All facilities
where records are stored have access
limited to authorized personnel or
individuals in the company of
authorized personnel. Access controls
will not be less than those provided by
the Automated Information System
Security Handbook, IRM 2(10)00.

RETENTION AND DISPOSAL:
Records are periodically updated to

reflect changes and maintained as long
as needed.

SYSTEM MANAGER(S) AND ADDRESS:
Chief Counsel, Deputy Chief Counsel,

or the Associate Chief Counsels,
respectively, Internal Revenue Service,
1111 Constitution Avenue, NW.,
Washington, DC 20224.

NOTIFICATION PROCEDURE:
This system may not be accessed for

purposes of determining if the records
pertain to a particular individual as the
records are exempt under 5 U.S.C.
552a(d)(5) and/or (k)(2).

RECORD ACCESS PROCEDURES:
This system may not be accessed for

purposes of inspection or for contest of
content of records as the records are
exempt under 5 U.S.C. 552a(d)(5) and/
or (k)(2).

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
Taxpayers and their representatives;

Department of Treasury personnel; other
Federal agencies; State, local, and
foreign governments; other persons who
communicate with the Internal Revenue
Service.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system has been designated as

exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 90.015

SYSTEM NAME:
Reference Records of the Library in

the Office of Chief Counsel—Treasury/
IRS.

SYSTEM LOCATION:
Office of the Associate Chief Counsel

(Finance and Management), Internal
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Revenue Service, Office of Chief
Counsel, 1111 Constitution Avenue,
NW., Washington, DC 20224.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

(1) Taxpayers who have sought
Congressional tax relief by means of a
Private Bill. (2) IRS employees who
charge out books.

CATEGORIES OF RECORDS IN THE SYSTEM:
(1) Numerical and alphabetical listing

of Private Relief Bill and files related to
the Bill. (2) Charge cards and inter-
library loan forms.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7801.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Records may be used to: (1) Disclose
pertinent information to appropriate
Federal, State, local, or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing, or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose relevant, non-
privileged information to a court,
magistrate, or administrative tribunal,
including the presentation of evidence,
disclosures to opposing counsel or
witnesses in the course of civil
discovery, litigation, or settlement
negotiations, in response to a subpoena,
or in connection with criminal law
proceedings; (3) provide information to
a congressional office in response to an
inquiry made at the request of the
individual to whom the record pertains;
(4) provide information to the news
media in accordance with guidelines
contained in 28 CFR 50.2 which relate
to an agency’s functions relating to civil
and criminal proceedings; (5) provide
information to officials of labor
organizations recognized under 5 U.S.C.
Chapter 71 when relevant and necessary
to their duties of exclusive
representation; (6) provide information
to third parties during the course of an
investigation to the extent necessary to
obtain information pertinent to the
investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records and magnetic media.

RETRIEVABILITY:
Records are retrievable by the name of

the individual to whom they pertain

and Private Bill material can also be
retrieved by H.R. or S. number.

SAFEGUARDS:
Although access is limited to

authorized individuals, this material
would be available to any person
through a Freedom of Information Act
request. Access controls will not be less
than those provided by the Automated
Information System Security Handbook,
IRM 2(10)00.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.
Records are regularly updated. If the
library materials to which the references
pertain are no longer in the library
collection, the reference cards are
destroyed.

SYSTEM MANAGER(S) AND ADDRESS:
Associate Chief Counsel (Finance and

Management), Internal Revenue Service,
Office of Chief Counsel, 1111
Constitution Avenue, NW., Washington,
DC 20224.

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:
Individuals seeking access to any

record contained in this system of
records, or seeking to contest its
content, may inquire in accordance with
instructions appearing at 31 CFR Part 1,
subpart C. appendix B. Inquiries should
be addressed to Assistant Chief Counsel
(Disclosure Litigation), Internal Revenue
Service, 1111 Constitution Avenue,
NW., Washington, DC 20224.

CONTESTING RECORD PROCEDURES:
See ‘‘Record access procedures’’

above.

RECORD SOURCE CATEGORIES:
Material to which reference

information pertains.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/IRS 90.016

SYSTEM NAME:
Counsel Automated Tracking System

(CATS) Records—Treasury/IRS.

SYSTEM LOCATION:
Computer Records: Detroit Computing

Center, 1300 John C. Lodge Drive,
Detroit, Michigan 48226.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

(1) Taxpayers who initiated suits for
refund in district courts or the Claims
Court. (2) Taxpayers who have filed
petitions with the United States Tax
Court. (3) Taxpayers who have
requested rulings from the Service in
those cases in which the request has
been referred to the Office of Chief
Counsel for a legal opinion. (4)
Taxpayers who have been involved in
litigation concerning the collection of
taxes. (5) Taxpayers whose cases were
the subject of technical advice.

CATEGORIES OF RECORDS IN THE SYSTEM:

Skeletal legal files and Indexes
(including taxpayer name; uniform issue
list number; key dates; subject matter;
name of attorney and office handling the
case; and miscellaneous remarks.)

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301; 26 U.S.C. 7801.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103. Records
other than returns and return
information may be used to: (1)
Ddisclose information to the
Department of Justice for the purpose of
litigating an action, seeking legal advice,
or for research purposes; (2) disclose
pertinent information to appropriate
Federal, State, local, or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing, or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (3) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (4) disclose relevant, non-
privileged information to a court,
magistrate, or administrative tribunal
including the presentation of evidence,
disclosures to opposing counsel or
witnesses in the course of civil
discovery, litigation, or settlement
negotiations, in response to a subpoena,
or in connection with criminal law
proceedings; (5) disclose information to
foreign governments in accordance with
formal or informal international
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agreements; (6) provide information to a
congressional office in response to an
inquiry made at the request of the
individual to whom the record pertains;
(7) provide information to the news
media in accordance with guidelines
contained in 28 CFR 50.2 which relate
to an agency’s functions relating to civil
and criminal proceedings; (8) provide
information to officials of labor
organizations recognized under 5 U.S.C.
Chapter 71 when relevant and necessary
to their duties of exclusive
representation; (9) provide information
to third parties during the course of an
investigation to the extent necessary to
obtain information pertinent to the
investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Skeletal legal files and indexes are

stored on magnetic media. Input
documents are on paper. The CATS
system also allows access by interactive
terminal.

RETRIEVABILITY:
Records are retrievable by legal jacket

number, the name of the person to
whom they apply, and by name of the
attorney to whom the cases are assigned.

SAFEGUARDS:
Access is limited to employees who

have a need for such records in the
course of their work. Background checks
are made on employees. All facilities
where records are stored have access
limited to authorized personnel or
individuals in the company of
authorized personnel. Passwords are
required in the Counsel Automated
Tracking System to access system
information. Access controls will not be
less than those provided by the
Automated Information System Security
Handbook, IRM 2(10)00.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.
Magnetic media will be periodically
updated to reflect changes and
maintained as long as needed.

SYSTEM MANAGER(S) AND ADDRESS:
Associate Chief Counsel (Finance and

Management), Internal Revenue Service,
1111 Constitution Avenue, NW.,
Washington, DC 20224.

NOTIFICATION PROCEDURE:
Most of the records in this system

may not be accessed for purposes of
determining if the records pertain to a
particular individual as the records are

exempt under 5 U.S.C. 552a(d)(5) and/
or (k)(2). An individual who wishes to
determine whether the system contains
any records pertaining to himself which
are not exempt may address inquiries to
the Assistant Chief Counsel (Disclosure
Litigation), 1111 Constitution Avenue,
NW., Washington, DC 20224.

RECORD ACCESS PROCEDURES:
Most of the records in this system

may not be accessed for purposes of
inspection or for contest of content of
records as the records are exempt under
5 U.S.C. 552a(d)(5) and/or (k)(2).
Individuals seeking access to any record
which is not exempt, or seeking to
contest its content, may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed to the
Assistant Chief Counsel (Disclosure
Litigation) whose address is listed
above. Taxpayers seeking to adjust
records which affect the determination
of a tax assessment or the balance due,
should utilize existing procedures for
doing so, as substantive tax matters are
not subject to the amendment
provisions of the Privacy Act.

CONTESTING RECORD PROCEDURES:
See ‘‘Record access procedures’’

above.

RECORD SOURCE CATEGORIES:
Taxpayers and their representatives;

Department of Treasury personnel; other
Federal agencies, State, local, and
foreign governments; witnesses;
informants; parties to disputed matters
of fact or law; other persons who
communicate with the Internal Revenue
Service.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system has been designated as

exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 90.017

SYSTEM NAME:
Correspondence Control and Records,

Associate Chief Counsel (Technical and
International)—Treasury/IRS.

SYSTEM LOCATION:
National Office (See IRS appendix A.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individual subjects of letter rulings,
technical advice, memorandum and
other correspondence from the Office of
the Associate Chief Counsel (Technical
and International).

CATEGORIES OF RECORDS IN THE SYSTEM:
Cards, disks and tapes containing

taxpayer names, date of correspondence,

issue, and related information,
including in some cases the conclusions
reached, and related letter ruling,
technical advice, memorandum and
other correspondence files.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301, 26 U.S.C. 7801, 7802,

7602, 7805(a).

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103. These
records and information in these records
may be used to: (1) Disclose information
to the Department of Justice in
connection with actual or potential
criminal prosecution or civil litigation,
and in connection with requests for
legal advice; (2) disclose pertinent
information to appropriate Federal,
State, local or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (3) disclose information to a
Federal, State, or local agency
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (4) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosure to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (5) disclose
information to foreign governments in
accordance with formal or informal
international agreements; (6) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (7) provide information
to the news media in accordance with
guidelines contained in 28 CFR 50.2
which relate to an agency’s functions
relating to civil and criminal
proceedings; (8) provide information to
unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114; (9) provide
information to third parties during the
course of an investigation to the extent
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necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper records, magnetic media, and
tapes.

RETRIEVABILITY:

Indexed by name and control number.

SAFEGUARDS:

Safeguards will not be less than those
provided by the Physical and Document
Security Handbook, IRM 1(16)41, and
the Automated Information System
Security Handbook, IRM 2(10)00.

RETENTION AND DISPOSAL:

Cards, disks and tapes are
periodically updated and maintained as
long as needed. Related files are
destroyed or retired over varying
numbers of years as specified in the
Records Control Schedule, IRM
1(15)59.1(10).

SYSTEM MANAGER(S) AND ADDRESS:

Associate Chief Counsel (Technical
and International), National Office. (See
IRS appendix A.)

NOTIFICATION PROCEDURE:

Individuals seeking to determine if
the system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed to the
Associate Chief Counsel (Technical and
International), National Office. (See IRS
appendix A.)

RECORD ACCESS PROCEDURES:

Individuals seeking access to any
record contained in the system of
records or seeking to contest its content,
may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Associate Chief
Counsel (Technical and International),
National Office. (See IRS appendix A.)

CONTESTING RECORD PROCEDURES:

26 U.S.C. 7852(e) prohibits Privacy
Act amendment of tax records.

RECORD SOURCE CATEGORIES:

Individual subjects of letter rulings,
technical advice memorandums, and
other correspondence, field office
personnel.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/IRS 90.018

SYSTEM NAME:
Expert Witness Library—Treasury/

IRS.

SYSTEM LOCATION:
Office of the Assistant Chief Counsel

(Field Services), Office of the Chief
Counsel, Internal Revenue Service, 1111
Constitution Avenue, NW., Washington,
DC 20224.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Potential expert witnesses for tax
litigation in a variety of areas of
expertise.

CATEGORIES OF RECORDS IN THE SYSTEM:
Names, addresses, and phone

numbers of expert witnesses who have
been used either by IRS or taxpayers in
litigation. The library also contains
evaluations of the performance of each
expert, copies of transcripts where
experts have testified and copies of the
experts’ reports.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7602, 7801,

7802, and 7805(a).

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103. Records
other than returns and return
information may be used to: (1) Disclose
information to the Department of Justice
in connection with requests for legal
advice; (2) disclose information to a
Federal, state, or local agency
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of or retention of
a security clearance, license, contract,
grant, or other benefit; (3) disclose
relevant, non-privileged information to
a court, magistrate, or administrative
tribunal, including the presentation of
evidence, disclosures to opposing
counsel or witnesses in the course of
civil discovery, litigation, or settlement
negotiations, in response to a subpoena
where relevant or potentially relevant to
the proceeding; (4) provide information
to a Congressional office in response to
an inquiry made at the request of the
individual to whom the record pertains;
(5) provide information to third parties
during the course of an investigation to
the extent necessary to obtain
information pertinent to the
investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records and magnetic media.

RETRIEVABILITY:
Indexed by name and subject matter

expertise.

SAFEGUARDS:
Access is limited to employees who

have a need for such records in the
course of their work. Furthermore,
access to the paper files is controlled by
a designated attorney in the Tax Shelter
Branch. Access to the expert witness
library indices on magnetic media are
controlled by the Tax Shelter Branch.
The Tax Shelter Branch is locked during
nonworking hours. All facilities where
records are stored have access limited to
authorized personnel or individuals in
the company of authorized personnel.
Background checks are made on
employees. Access controls will not be
less than those provided by the
Automated Information System Security
Handbook, IRM 2(10)00.

RETENTION AND DISPOSAL:
The records will be periodically

updated to reflect changes and
maintained as long as needed.

SYSTEM MANAGER(S) AND ADDRESS:
Assistant Chief Counsel (Field

Services), Internal Revenue Service,
Office of Chief Counsel, 1111
Constitution Avenue, NW, Washington,
DC 20224.

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:
Individuals seeking access to any

record contained in this system of
records, or seeking to contest its
content, may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Assistant Chief
Counsel (Disclosure Litigation), Internal
Revenue Service, 1111 Constitution
Avenue, NW., Washington, DC 20224.

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
Attorneys working for the IRS and

expert witnesses themselves.
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EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

IRS APPENDIX A
This appendix contains the addresses of

Treasury/IRS system locations along with the
title of the principal system manager(s) at
each location. Other system managers at
these locations are individually noted in the
text of the system notices. Generally,
inquiries under Treasury/IRS systems should
be addressed to the office where the records
in question are located. For Regional and
District Office records, this would be the
office with jurisdiction over the area where
the individual resides. For Internal Revenue
Service Center records, this would be the
service center where the individual files
Federal income tax returns.

NATIONAL OFFICE INTERNAL REVENUE
SERVICE

National Director, Equal Employment
Opportunity and Diversity

National Director, Communications
Assistant Commissioner (Collection)
Chief Information Officer

Assistant Commissioner (Employee Plans
and Exempt Organizations)

National Director, Strategic Planning and
Research

National Director, Compliance and Research
Chief Financial Officer
Chief, National Management and

Administration
Chief Taxpayer Service

Assistant Commissioner (Criminal
Investigation)

Assistant Commissioner (Examination)
Assistant Commissioner (International)
Assistant Commissioner (Procurement)
Chief Inspector

Director, Office of Disclosure
The address for all of the above systems

managers with the exception of the Assistant
Commissioner (International), noted below,
is as follows:
1111 Constitution Avenue, NW., Washington,

DC 20224
Assistant Commissioner (International), 950

L‘Enfant Plaza, SW., Fourth Floor,
Washington, DC 20024

ADDRESSES OF THE DETROIT
COMPUTING CENTER, MARTINSBURG
COMPUTING CENTER, AND THE AUSTIN
SERVICE CENTER

Director, Detroit Computing Center, 1300
John C. Lodge Drive, Detroit, Michigan
48226.

Director, Martinsburg Computing Center,
P.O. Box 1208, Martinsburg, West Virginia
25401.

Director, Austin Service Center, Stop 7000
AUSC, 3651 Interregional Hwy 35, Austin,
Texas 78741.

ADDRESSES OF REGIONAL OFFICES,
DISTRICT OFFICES, AND INTERNAL
REVENUE SERVICE CENTERS

Regional Offices

Midstates Region (Dallas): Regional
Commissioner, Internal Revenue Service
4050 Alpha Road, Dallas, Texas 75244–
4203

Northeast Region (Manhattan): Regional
Commissioner, Internal Revenue Service,

90 Church, Street, New York, New York,
10007

Southeast Region (Atlanta): Regional
Commissioner, Internal Revenue Service,
P.O. Box 926, Stop 100–R, Atlanta, Georgia
30370

Western Region (San Francisco); Regional
Commissioner, Internal Revenue Service,
Room 511, 1650 Mission Street, San
Francisco, California 95113
District Director, Internal Revenue Service,

P.O. Box 1818, Cincinnati, Ohio 45201
District Director, Internal Revenue Service,

P.O. Box 99181, Cleveland, Ohio 44199
District Director, Internal Revenue Service,

P.O. Box 330500, Stop #1, Detroit,
Michigan 48232–6500

District Director, Internal Revenue Service,
P.O. Box 44687, Stop 10, Indianapolis,
Indiana 46244

District Director, Internal Revenue Service,
P.O. Box 1735, Stop 100, Louisville,
Kentucky 40201

District Director, Internal Revenue Service,
425 Juliana Street, Parkersburg, West
Virginia 26101

Director, Internal Revenue Service Center,
201 W. Second Street., Covington,
Kentucky 41019

District Director, Internal Revenue Service,
George Fallon Building, 31 Hopkins
Plaza, Baltimore, Maryland 21201

District Director, Internal Revenue Service,
P.O. Box 939, Newark, New Jersey 07101

District Director, Internal Revenue Service,
W.J. Green Federal Building, 600 Arch
Street, Philadelphia, Pennsylvania 19106

District Director, Internal Revenue Service,
1000 Liberty Avenue, Room 1139,
Pittsburgh, Pennsylvania 15222

District Director, Internal Revenue Service,
400 North Eighth Street, Richmond,
Virginia 23240

District Director, Internal Revenue Service,
409 Silverside Road, Wilmington,
Delaware 19809

Director, Internal Revenue Service Center,
11601 Roosevelt Boulevard,
Philadelphia, Pennsylvania 19154

District Director, Internal Revenue Service,
Federal Building, 115 Fourth Avenue,
SE., Aberdeen, South Dakota 57401

District Director, Internal Revenue Service,
230 South Dearborn Street, Room 2890,
Chicago, Illinois 60604

District Director, Internal Revenue Service,
Federal Building, 210 Walnut Street, Des
Moines, Iowa 50309

District Director, Internal Revenue Service,
Federal Building and Post Office, 657
Second Avenue, North Fargo, North
Dakota 58102

District Director, Internal Revenue Service,
Federal Building, Second Floor, 301
South Park Avenue, Helena, Montana
59626–0016

District Director, Internal Revenue Service,
Federal Building and Court House, 310
West Wisconsin Avenue, Milwaukee,
Wisconsin 53203

District Director, Internal Revenue Service,
Federal Office Building, 106 South
Fifteenth Street, Omaha, Nebraska 68102

District Director, Internal Revenue Service,
1222 Spruce Street, St. Louis, Missouri
63101

District Director, Internal Revenue Service,
Federal Building and Court House, 316
North Robert Street, St. Paul, Minnesota
55101

District Director, Internal Revenue Service,
320 West Washington Street, Springfield,
Illinois 62701

Director, Internal Revenue Service Center,
P.O. Box 24551, Kansas City, Missouri
64131

District Director, Internal Revenue Service,
John F. Kennedy Federal Building,
Government Center, Boston,
Massachusetts 02203

District Director, Internal Revenue Service,
68 Sewall Street, Augusta, Maine 04330

District Director, Internal Revenue Service,
Leo W. O’Brien Federal Building,
Clinton Avenue and North Pearl Street,
Albany, New York 12207

District Director, Internal Revenue Service,
120 Church Street, New York, New York
10007

District Director, Internal Revenue Service,
35 Tillary Street, Brooklyn, New York
11201

District Director, Internal Revenue Service,
111 West Huron Street, Buffalo, New
York 14202

District Director, Internal Revenue Service,
Courthouse Plaza, 119 Main Street,
Burlington, Vermont 05401

District Director, Internal Revenue Service,
William R. Cotter Federal Building, Stop
204, 135 High Street, Hartford,
Connecticut 06103

District Director, Internal Revenue Service,
Federal Building, 80 Daniel Street,
Portsmouth, New Hampshire 03801

District Director, Internal Revenue Service,
380 Westminster Mall, Providence,
Rhode Island 02903

Director, Internal Revenue Service, Stop
100, 310 Lowell Street, Andover,
Massachusetts 05501

Director, Internal Revenue Service Center,
Stop 100, 1040 Waverly Avenue,
Holtsville, New York 11799

District Director, Internal Revenue Service,
401 West Peachtree Street, NW. Atlanta,
Georgia 30365

District Director, Internal Revenue Service,
500 Twenty-second Street South,
Birmingham, Alabama, 35233

District Director, Internal Revenue Service,
1835 Assembly Street, Columbia, South
Carolina 29201

District Director, Internal Revenue Service,
320 Federal Place, Greensboro, North
Carolina 27401

District Director, Internal Revenue Service,
Suite 504, 100 W. Capitol Street, Suite
504, Jackson, Mississippi 39269

District Director, Internal Revenue Service,
Federal Office Building, 400 West Bay
Street, Jacksonville, Florida 32202

District Director, Internal Revenue Service,
801 Broadway, Nashville, Tennessee
37203

District Director, Internal Revenue Service,
(Stop 6) 700 West Capitol, Little Rock,
Arkansas 72201

District Director, Internal Revenue Service,
(Stop 6) 501 Magazine Street, New
Orleans, Louisiana 70130



69928 Federal Register / Vol. 63, No. 242 / Thursday, December 17, 1998 / Notices

District Director, Internal Revenue Service,
One University Drive, Building B, Ft.
Lauderdale, Florida 33324

Director, Internal Revenue Service Center,
4800 Buford Highway, Chamblee,
Georgia 30341

Director, Internal Revenue Service Center,
P.O. Box 30309, Airport Mail Facility,
Memphis, Tennessee 38130

District Director, Internal Revenue Service,
5338 Montgomery NE, 3rd Floor,
Albuquerque, New Mexico 87109

District Director, Internal Revenue Service,
Stop 100D AUS, 300 East Eighth Street,
Austin, Texas 78701

District Director, Internal Revenue Service,
1919 Smith Street, Houston, Texas 77002

District Director, Internal Revenue Service,
308 West Twenty-first Street, Cheyenne,
Wyoming 82001

District Director, Internal Revenue Service,
Stop 1000 DAL, 1100 Commerce Street,
Dallas, Texas 75242

District Director, Internal Revenue Service,
600 Seventeenth Street, Stop 1000 DEN,
Denver, Colorado 80202–2490

District Director, Internal Revenue Service,
210 East Earll Drive, Sixth Floor, Room
600 Phoenix, Arizona 85012

District Director, Internal Revenue Service,
465 South 400 East, Salt Lake City, Utah
84111

District Director, Internal Revenue Service,
200 NW. Fourth Street, Oklahoma City,
Oklahoma 73102

District Director, Internal Revenue Service,
412 South Main Street, Wichita, Kansas
76202

Director, Internal Revenue Service Center,
3651 South Interregional Highway,
Austin, Texas 73301

Director, Internal Revenue Service Center,
1160 West 1200 South Street, Ogden,
Utah 84201

District Director, Internal Revenue Service,
949 East Thirty-sixth Avenue,
Anchorage, Alaska 99508

District Director, Internal Revenue Service,
Box 041, 550 West Fort Street, Boise,
Idaho 83724

District Director, Internal Revenue Service,
PJKK Federal Building, 300 Ala Moana,
Honolulu, Hawaii 96850

District Director, Internal Revenue Service,
24000 Avila Road, Laguna Niguel,
California 92677

District Director, Internal Revenue Service,
300 North Los Angeles Street, Los
Angeles, California 90012

District Director, Internal Revenue Service,
1220 SW. Third Avenue, Portland,
Oregon 97204

District Director, Internal Revenue Service,
4750 West Oakey Boulevard, Las Vegas,
Nevada 89102

District Director, Internal Revenue Service,
4330 Watt Avenue, North Highland,
California 95660

District Director, Internal Revenue Service,
1301 Clay Street, South Tower, San
Francisco, California 94612

District Director, Internal Revenue Service,
55 South Market Street, San Jose,
California 95113

District Director, Internal Revenue Service,
915 Second Avenue, Seattle,
Washington, 98174

Director, Internal Revenue Service Center,
5045 East Butler Avenue, Fresno,
California 93888

ADDRESSES OF CHIEF COUNSEL,
REGIONAL COUNSEL, DISTRICT COUNSEL,
AND REGIONAL DIRECTOR OF APPEALS
OFFICES

National Office

Office of the National Director of Appeals,
Internal Revenue Service, 901 D Street,
SW., Box 68, Washington, DC 20024

Office of the Assistant Chief Counsel
(Criminal Tax), Office of Chief Counsel,
Internal Revenue Service, 1111
Constitution Avenue, NW., Washington,
DC 20224

Office of the Assistant Chief Counsel
(Disclosure Litigation), Office of Chief
Counsel, Internal Revenue Service, 1111
Constitution Avenue, NW., Washington,
DC 20224

Office of the Assistant Chief Counsel
(General Legal Services), Office of Chief
Counsel, Internal Revenue Service, 1111
Constitution Avenue, NW., Washington,
DC 20224

Office of the Assistant Chief Counsel
(General Litigation), Office of Chief
Counsel, Internal Revenue Service, 1111
Constitution Avenue, NW., Washington,
DC 20224

Office of the Assistant Chief Counsel
(Corporate), Office of Chief Counsel,
Internal Revenue Service, 1111
Constitution Avenue, NW., Washington,
DC 20224

Office of the Assistant Chief Counsel (Income
Tax and Accounting), Office of Chief
Counsel, Internal Revenue Service, 1111
Constitution Avenue, NW., Washington,
DC 20224

Office of the Assistant Chief Counsel
(Employee Benefits and Exempt
Organizations), Office of Chief Counsel,
Internal Revenue Service, 1111
Constitution Avenue, NW., Washington,
DC 20224

Office of the Assistant Counsel (Field
Services), Office of Chief Counsel, Internal
Revenue Service, 1111 Constitution
Avenue, NW., Washington, DC 20224

Office of the Assistant Chief Counsel
(Financial Institutions and Products),
Office of Chief Counsel, Internal Revenue
Service, 1111 Constitution Avenue, NW.,
Washington, DC 20224

Office of the Assistant Chief Counsel
(Passthroughs and Special Industries),
Office of Chief Counsel, Internal Revenue
Service, 1111 Constitution Avenue, NW.,
Washington, DC 20224

Chief Counsel, Deputy Chief Counsel,
Associate Chief Counsels (Litigation),
(Domestic), (International), Finance and
Management) and (Employee Benefits and
Exempt Organizations), Office of Chief
Counsel, Internal Revenue Service, 1111
Constitution Avenue, NW., Washington,
DC 20224

Regional Counsel Offices

Northeast Region: Regional Counsel’s Office,
IRS, North-Atlantic Region, 7 World Trade
Center, Twenty-fifth floor, New York, New
York 10048

Southeast Region: Regional Counsel’s Office,
IRS, 401 West Peachtree Street, Suite
2110–Stop 180–R, Atlanta, Georgia 30365

Midstates Region: Regional Counsel’s Office,
IRS, 4050 Alpha Road, 14th Floor, Dallas,
Texas 75244–4203

Western Region: Regional Counsel’s Office,
IRS, Room 514, 1650 Mission Street, San
Francisco, California 94103

Regional Director of Appeals

Northeast Region: Regional Director of
Appeals, IRS, 90 Church Street, Room 1003
New York NY 10007

Southeast Region: Regional Director of
Appeals, IRS, 625 Federal Office Building,
Suite 2118, 401 West Peachtree Street,
NW., Atlanta, Georgia 30365

Midstates Region: Regional Director of
Appeals, IRS, 4050 Alpha Road,
Fourteenth Floor, Dallas, Texas 75244–
4203

Western Region: Regional Director of
Appeals, IRS, Room 515, 1650 Mission
Street, San Francisco, California 94103

District Counsel Offices

District Counsel’s Office, IRS, 7 World Trade
Center, Twenty-fourth Floor, New York,
New York 10048

District Counsel’s Office, IRS, Leo W. O’Brien
Federal Building, Clinton Avenue and N.
Pearl Street, Albany, New York 12207

District Counsel’s Office, IRS, 10 Causeway
Street, Room 401, Boston, Massachusetts
02222–1061

District Counsel’s Office, IRS Brooklyn
Office, 1600 Stewart Avenue, Suite 601,
Uniondale, New York 11590

District Counsel’s Office, IRS, 28 Church
Street, Guaranty Building, Suite 500,
Buffalo, New York 14202

District Counsel’s Office, IRS, 333 East River
Drive, Suite 200, Commerce Center One,
Hartford, Connecticut 06108

District Counsel’s Office, IRS, Room 10424,
600 Arch Street, Philadelphia,
Pennsylvania 19106

District Counsel’s Office, IRS, Room 4100,
101 West Lombard Street, Baltimore,
Maryland 21201

District Counsel’s Office, IRS, Room 904, 970
Broad Street, Newark, New Jersey 07102

District Counsel’s Office, IRS, 1001 Liberty
Center, Room 601 C, Pittsburgh,
Pennsylvania 15222

District Counsel’s Office, IRS, 2727
Enterprise Parkway, First Floor, Richmond,
Virginia 23240

District Counsel’s Office, IRS, 4620
Wisconsin Avenue, NW., Fourth Floor,
Washington, DC 20016

District Counsel’s Office, IRS, Suite 1400, 401
West Peachtree Street, NW., Atlanta,
Georgia 30365

District Counsel’s Office, IRS, Room 340, 500
Twenty-second Street, South, Birmingham,
Alabama 35233

District Counsel’s Office, IRS, Room 509, 320
Federal Place, Greensboro, North Carolina
27401

District Counsel’s Office, IRS, Box 35027,
Federal Office Building, 400 West Bay
Street, Room 564, Jacksonville, Florida
32202

District Counsel’s Office, IRS, Room 1114,
Federal Office Building, 51 SW First
Avenue, Miami, Florida 33130
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District Counsel’s Office, IRS, Room 703, U.S.
Courthouse, 801 Broadway, Nashville,
Tennessee 37203–3814

District Counsel’s Office, IRS, 917 Hale Boggs
Building, 501 Magazine Street, New
Orleans, Louisiana 70130

District Counsel’s Office, IRS, Room 7525,
John Weld Peck Federal Building 550 Main
Street, Cincinnati, Ohio 45202

District Counsel’s Office, IRS, Suite 810, One
Cleveland Center, 1375 East, Ninth Street,
Cleveland, Ohio 44114

District Counsel’s Office, IRS, 1870
McNamara Building, 477 Michigan
Avenue, Detroit, Michigan 48226

District Counsel’s Office, IRS, 513 Minton-
Capehart Federal Building, 575 N.
Pennsylvania Street, Indianapolis, Indiana
46204

District Counsel’s Office, IRS, Suite 1100
Heyburn Building, 332 West Broadway,
Louisville, Kentucky 40202

District Counsel’s Office, IRS, 219 South
Dearborn Street, Room 1342, Chicago,
Illinois 60604

District Counsel’s Office, IRS, 439 Federal
Building, 210 Walnut Street, Des Moines,
Iowa 50309

District Counsel’s Office, IRS, Room 242,
Federal Building, 301 South Park Avenue,
Helena, Montana 59626

District Counsel’s Office, IRS, 2700 Federal
Office Building, 911 Walnut Street, Kansas
City, Missouri 64106

District Counsel’s Office, IRS, 760 Henry
Reuss Federal Plaza, Suite 760, 310 West
Wisconsin Avenue, Milwaukee, Wisconsin
53203

District Counsel’s Office, IRS, 3101 Federal
Building, 215 North Seventeenth Street,
Omaha, Nebraska 68101

District Counsel’s Office, IRS, Room 720, 320
West Washington Street, Springfield,
Illinois 62701

District Counsel’s Office, IRS, Third Floor,
Chouteau Center, 133 S. Eleventh Street,
St. Louis, Missouri 63102

District Counsel’s Office, IRS, Galtier Plaza,
Suite 650, 175 East Fifth Street, St. Paul,
Minnesota 55101

District Counsel’s Office, IRS, 5338
Montgomery NE Suite 400, Albuquerque,
New Mexico 87109

District Counsel’s Office, IRS, Room 601, 300
East Eighth Street, Austin, Texas 78701

District Counsel’s Office, IRS, Room 12A24,
Stop 2000 DAL, 1100 Commerce Street,
Dallas, Texas 75242

District Counsel’s Office, IRS, Suite 500, 1244
Speer Boulevard, Denver, Colorado 80204

District Counsel’s Office, IRS, Suite 350,
10850 Richmond Avenue, Houston, Texas
77042–4775

District Counsel’s Office, IRS, Suite 320, 500
West Main, Oklahoma City, Oklahoma
73102

District Counsel’s Office, IRS, Suite 1500,
3225 N. Central Avenue, Phoenix, Arizona
85012

District Counsel, IRS, Room 131, Wallace F.
Bennett Federal Building, 125 South State
Street, Salt Lake City, Utah 84138

District Counsel’s Office, IRS, Room 607, 949
East Thirty-sixth Avenue, Anchorage,
Alaska 99508

District Counsel’s Office, IRS, Box 024, 550
West Fort Street, Boise, Idaho 83724

District Counsel’s Office, IRS, 7119 PJKK
Federal Building, 300 Ala Moana
Boulevard, Honolulu, Hawaii 96850

District Counsel’s Office, IRS, Fourth Floor,
Chet Holifield Building, 24000 Avila Road,
Laguna Niguel, California 92656

District Counsel’s Office, IRS, 4750 Oakey,
Suite 403, Las Vegas, Nevada 89102

District Counsel’s Office, IRS, 3018 Federal
Building, 300 N. Los Angeles Street, Los
Angeles, California 90012

District Counsel’s Office, IRS, 222 SW.
Columbia, Suite 450, Portland, Oregon
97201

District Counsel’s Office, IRS, 4330 Watt
Avenue, Suite 470, North Highlands,
California 95660

District Counsel’s Office, IRS, Suite 901, 701
B Street, San Diego, California 92101

District Counsel’s Office, IRS, Room 504, 160
Spear Street, San Francisco, California
94105

District Counsel’s Office, IRS, Suite 505, 55
South Market Street, San Jose, California
95113

District Counsel’s Office, IRS, 2710 Federal
Building, 915 Second Avenue, Seattle,
Washington 98174

District Counsel’s Office, IRS, 950 Hampshire
Road, East Pavilion, Thousand Oaks,
California 91361

BILLING CODE: 4810–37–P

United States Mint

TREASURY/U.S. MINT .001

SYSTEM NAME:
Cash Receivable Accounting

Information System—Treasury/United
States Mint.

SYSTEM LOCATION:
United States Mint, Judiciary Square

Building, 633 3rd Street, NW,
Washington, DC 20220; United States
Mint, 151 North Independence Mall
East, Philadelphia, PA 19106; United
States Mint, 320 West Colfax Avenue,
Denver, CO 80204; United States Mint,
155 Hermann Street, San Francisco, CA
94102; United States Mint, West Point,
NY 10996; United States Bullion
Depository, Fort Knox, KY 40121.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Employees and former employees of
the United States Mint and the general
public who have: (a) Served on jury
duty when employed by the United
States Mint; (b) Paid for lost
Government property belonging to the
Mint; (c) Purchased numismatic items
from Mint sales outlets; and (d) Have
obtained travel advances.

CATEGORIES OF RECORDS IN THE SYSTEM:
(1) Receivables due from Mint

employees, former employees and
general public for lost Government
property, salary overpayments, and cash
sales of over-the-counter numismatic

items; and (2) Receivables due from
Mint employees and former employees
who have outstanding travel advances.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 5537 and 31 U.S.C. 5111
(a)(3).

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to disclose
information to: (1) Accounting offices,
managers, supervisors and government
officials pertaining to cash receivables
and debts owed the Government; (2)
appropriate Federal, state, local, or
foreign agencies responsible for
investigating or prosecuting the
violations of, or for enforcing or
implementing, a statute, rule,
regulation, order, or license; (3) a
Federal, state, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
employee, or issuance of a security
clearance, license, contract, grant, or
other benefit; (4) a court, magistrate, or
administrative tribunal in the course of
presenting evidence, including
disclosures to opposing counsel or
witnesses in the course of civil
discovery, litigation, or settlement
negotiations, in response to a court-
ordered subpoena, or in connection
with criminal law proceedings; (5)
foreign governments in accordance with
formal or informal international
agreements; (6) a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (7) the news media in
accordance with guidelines contained in
28 CFR 50.2 which relate to an agency’s
functions relating to civil and criminal
proceedings; (8) unions recognized as
exclusive bargaining representatives
under the Civil Service Reform Act of
1978, 5 U.S.C. 7111 and 7114; (9) third
parties during the course of an
investigation to the extent necessary to
obtain information pertinent to the
investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper documents.

RETRIEVABILITY:

Name or number substitute.



69930 Federal Register / Vol. 63, No. 242 / Thursday, December 17, 1998 / Notices

SAFEGUARDS:
Storage in filing cabinets with access

by authorized accounting personnel.

RETENTION AND DISPOSAL:
General records control schedule,

GAO rules and regulations, United
States Mint Records Control Schedule.
Records are destroyed in accordance
with National Archives and Records
Administration regulations.

SYSTEM MANAGER(S) AND ADDRESS:
Chief Financial Officer, United States

Mint, Judiciary Square Building, 633
3rd Street, NW, Washington, DC 20220;
Financial Manager, United States Mint,
151 North Independence Mall East,
Philadelphia, PA 19106; Financial
Manager, United States Mint, 320 West
Colfax Avenue, Denver, CO 80204;
Financial Manager, United States Mint,
155 Hermann Street, San Francisco, CA
94102; Chief, Accounting Division,
United States Mint, West Point, NY
10996; Administrative Officer, United
States Bullion Depository, Fort Knox,
KY 40121.

NOTIFICATION PROCEDURE:
Refer to System manager(s) and

address. An employee or former
employee is required to show an
identification such as:

(a) Employee identification; (b)
Driver’s license; (c) Other means of
identification, including social security
number and date of birth.

RECORD ACCESS PROCEDURE:
For information on procedures for

gaining access to and contesting records,
individuals may contact the following
official: Chief, Executive Secretariat,
United States Mint, Judiciary Square
Building, Room 715, 633 3rd Street,
NW, Washington, DC 20220.

CONTESTING RECORD PROCEDURES:
Refer to ‘‘Record access procedures.’’

RECORD SOURCE CATEGORIES:
U.S. Mint employees and appropriate

agency officials.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/U.S. MINT .002

SYSTEM NAME:
Current Employee Security

Identification Record—Treasury/United
States Mint.

SYSTEM LOCATION:
United States Mint, Judiciary Square

Building, 633 3rd Street, NW,
Washington, DC 20220; United States
Mint, 151 North Independence Mall
East, Philadelphia, PA 19106; United

States Mint, 320 West Colfax Avenue,
Denver, CO 80204; United States Mint,
155 Hermann Street, San Francisco, CA
94102; United States Mint, West Point,
NY 10996; United States Bullion
Depository, Fort Knox, KY 40121.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Current United States Mint
employees.

CATEGORIES OF RECORDS IN THE SYSTEM:
Security information system is used to

verify proper admittance to restricted
areas within the Mint facilities. The
card record (Mint Form 8925) provides
the name of the employee, date and
place of birth, descriptive data on
height, weight, hair and eyes; office and
division in which employed; along with
photograph and signature of the
employee. The record also indicates
approval by facility management for the
issuance of personal identification to
the employee, which is subsequently
carried by the employee.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
40 U.S.C. 318–318c.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to disclose
information to: (1) Appropriate Federal,
state, local, or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license; (2) a
Federal, state, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
employee, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) a court, magistrate, or
administrative tribunal in the course of
presenting evidence, including
disclosures to opposing counsel or
witnesses in the course of civil
discovery, litigation, or settlement
negotiations, in response to a court-
ordered subpoena, or in connection
with criminal law proceedings; (4)
foreign governments in accordance with
formal or informal international
agreements; (5) a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (6) the news media in
accordance with guidelines contained in
28 CFR 50.2 which relate to an agency’s
functions relating to civil and criminal
proceedings; (7) third parties during the

course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Records are 5′′ × 8′′ cards filed in
Kardex Binder or circular-type index
system; or computerized database
management system.

RETRIEVABILITY:

Alphabetical by name.

SAFEGUARDS:

Maintained in secure area by security
officers.

RETENTION AND DISPOSAL:

Records are retained until separation
of the employee and are destroyed upon
termination in accordance with National
Archives and Records Administration
rules and regulations.

SYSTEM MANAGER(S) AND ADDRESS:

Security Officer (Coordinator),
Treasury Department, United States
Mint, Judiciary Square Building, 633
3rd Street, NW, Washington, DC 20220;
Security Officer (Facility Manager),
United States Mint, 151 North
Independence Mall East, Philadelphia,
PA 19106; Security Officer (Facility
Manager), United States Mint, 320 West
Colfax Avenue, Denver, CO 80204;
Security Officer (Facility Manager),
United States Mint, 155 Hermann Street,
San Francisco, CA 94102; Security
Officer (Facility Manager), United States
Mint, West Point, NY 10996; Security
Officer (Facility Manager), United States
Bullion Depository, Fort Knox, KY
40121.

NOTIFICATION PROCEDURE:

Refer to System manager(s) and
address. An employee is free to examine
his card record upon request, after
properly identifying himself as the
subject of record. The following are
used as proof of identity: (a) Employee
identification; (b) Driver’s license; and
(c) Other acceptable identifying
documents.

RECORD ACCESS PROCEDURES:

For information on procedures for
gaining access to and contesting records,
individuals may contact the following
official: Chief, Executive Secretariat,
United States Mint, Judiciary Square
Building, Room 715, 633 3rd Street,
NW, Washington, DC 20220.

CONTESTING RECORD PROCEDURES:

Refer to ‘‘Record access procedures.’’
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RECORD SOURCE CATEGORIES:
Personal information provided by the

employee and identification approval by
management staff.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/U.S. MINT .003

SYSTEM NAME:
Employee and Former Employee

Travel and Training Accounting
Information System—Treasury/United
States Mint.

SYSTEM LOCATION:
United States Mint, Judiciary Square

Building, 633 3rd Street, NW,
Washington, DC 20220; United States
Mint, 151 North Independence Mall
East, Philadelphia, PA 19106; United
States Mint, 320 West Colfax Avenue,
Denver, CO 80204; United States Mint,
155 Hermann Street, San Francisco, CA
94102; United States Mint, West Point,
NY 10996; United States Bullion
Depository, Fort Knox, KY 40121.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Employees and former employees of
the United States Mint who have
engaged in travel and training.

CATEGORIES OF RECORDS IN THE SYSTEM:
(1) SF 1166 Voucher and Schedule of

Payments with supporting documents
such as: (a) SF 1012 Travel Voucher; (b)
SF 1028 Application and Account for
Advance of Funds; (2) Travel
Authorities; (3) Government Travel
Request SF 1169; (4) SF–182, Request,
Authorization, Agreement and
Certification of Training.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. Chapters 41 and 57.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to disclose
information to: (1) Accounting offices,
managers, supervisors and government
officials pertaining to cash receivables
and debts owed the Government; (2)
appropriate Federal, state, local, or
foreign agencies responsible for
investigating or prosecuting the
violations of, or for enforcing or
implementing, a statute, rule,
regulation, order, or license; (3) a
Federal, state, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an

employee, or issuance of a security
clearance, license, contract, grant, or
other benefit; (4) a court, magistrate, or
administrative tribunal in the course of
presenting evidence, including
disclosures to opposing counsel or
witnesses in the course of civil
discovery, litigation, or settlement
negotiations, in response to a court-
ordered subpoena, or in connection
with criminal law proceedings; (5)
foreign governments in accordance with
formal or informal international
agreements; (6) a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (7) the news media in
accordance with guidelines contained in
28 CFR 50.2 which relate to an agency’s
functions relating to civil and criminal
proceedings; (8) unions recognized as
exclusive bargaining representatives
under the Civil Service Reform Act of
1978, 5 U.S.C. 7111 and 7114; (9) third
parties during the course of an
investigation to the extent necessary to
obtain information pertinent to the
investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper documents.

RETRIEVABILITY:

Name or number substitute (social
security number, authority number).

SAFEGUARDS:

Stored in filing cabinets with access
by authorized accounting personnel.

RETENTION AND DISPOSAL:

General Records Control Schedule,
GAO rules and regulations, United
States Mint Records Control Schedule
are destroyed in accordance with
National Archives and Records
Administration regulations.

SYSTEM MANAGER(S) AND ADDRESS:

Chief Financial Officer, United States
Mint, Judiciary Square Building, 633
3rd Street, NW, Washington, DC 20220;
Financial Manager, United States Mint,
151 North Independence Mall East,
Philadelphia, PA 19106; Financial
Manager, United States Mint, 320 West
Colfax Avenue, Denver, CO 80204;
Financial Manager, United States Mint,
155 Hermann Street, San Francisco, CA
94102; Chief, Accounting Division,
United States Mint, West Point, NY
10996; Administrative Officer, United
States Bullion Depository, Fort Knox,
KY 40121.

NOTIFICATION PROCEDURE:
Refer to System manager(s) and

address. An employee or former
employee is required to show an
identification such as: (a) Employee
identification; (b) Driver’s license; and
(c) Other means of identification
including social security number and
date of birth.

RECORD ACCESS PROCEDURES:
For information on procedures for

gaining access to and contesting records,
individuals may contact the following
official: Chief, Executive Secretariat,
United States Mint, Judiciary Square
Building, Room 715, 633 3rd Street,
NW, Washington, DC 20220.

CONTESTING RECORD PROCEDURES:
Refer to ‘‘Record access procedures.’’

RECORD SOURCE CATEGORIES:
United States Mint employees and

appropriate agency officials.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/U.S. MINT .004

SYSTEM NAME:
Occupational Safety and Health,

Accident and Injury Records, and
Claims for Injuries or Damage
Compensation Records—Treasury/
United States Mint.

SYSTEM LOCATION:
Location and Category of Records

Maintained: United States Mint,
Judiciary Square Building, 633 3rd
Street, NW, Washington, DC 20220—
Accident/Injury/Illness Records,
Vehicle Accident, and Claims against
the Government; United States Mint,
151 North Independence Mall East,
Philadelphia, PA 19106—Accident/
Injury/Illness Records, Motor Vehicle
Accident Data, Claims against the
Government, Safety Equipment Logs,
and Operators Training/Licensing;
United States Mint, 320 West Colfax
Avenue, Denver, CO 80204; Accident/
Injury/Illness Records, Motor Vehicle
Accident Data, Claims against the
Government, Safety Equipment Logs,
and Operators Licensing; United States
Mint, 155 Hermann Street, San
Francisco, CA 94102; Accident/Injury/
Illness Records, Motor Vehicle Accident
Data, Claims against the Government,
Safety Equipment Logs, and Operators
Training/Licensing; United States Mint,
West Point, NY 10996; Accident/Injury/
Illness Records, Motor Vehicle Accident
Data, Claims against the Government,
and Safety Equipment Logs; United
States Bullion Depository, Fort Knox,
KY 40121; Accident/Injury/Illness
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Records, Motor Vehicle Accident Data,
and Claims against the Government.

CATEGORIES OF INDIVIDUALS COVERED BY THE

SYSTEM:

United States Mint employees, former
employees and members of the public.

CATEGORIES OF RECORDS IN THE SYSTEM:

Refer to System location.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. Ch. 81; 29 U.S.C. 668; 29 CFR
1910; E.O. 12196, 28 U.S.C. 2680 et seq.;
31 U.S.C. 3701 and 3721; and 31 CFR
parts 3 and 4.

ROUTINE USES OF RECORDS MAINTAINED IN THE

SYSTEM, INCLUDING CATEGORIES OF USERS AND

THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to disclose
information to: (1) Appropriate Federal,
state, local, or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license; (2) a
Federal, state, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
employee, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) a court, magistrate, or
administrative tribunal in the course of
presenting evidence, including
disclosures to opposing counsel or
witnesses in the course of civil
discovery, litigation, or settlement
negotiations, in response to a court-
ordered subpoena, or in connection
with criminal law proceedings; (4)
foreign governments in accordance with
formal or informal international
agreements; (5) a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (6) the news media in
accordance with guidelines contained in
28 CFR 50.2 which relate to an agency’s
functions relating to civil and criminal
proceedings; (7) third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation; (8)
physicians providing medical services
or advice to Mint management and/or
employees, or to private physicians of
Mint employees, for the purpose of
assisting in making medical diagnoses
or treatment.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper documents.

RETRIEVABILITY:
By name.

SAFEGUARDS:
Locked file cabinets available to

authorized personnel only.

RETENTION AND DISPOSAL:
Records are retained in accordance

with General Records Control
Schedules; DOL, OSHA; EPA; and
United States Mint Records Control
Schedules; are destroyed in accordance
with National Archives and Records
Administration rules and regulations.

SYSTEM MANAGER(S) AND ADDRESS:
Assistant Director for Human

Resources, Treasury Department, United
States Mint, Judiciary Square Building,
633 3rd Street, NW, Washington, DC
20220; Personnel Officer and Safety
Officer, United States Mint, 151 North
Independence Mall East, Philadelphia,
PA 19106; Personnel Officer, United
States Mint, 320 West Colfax Avenue,
Denver, CO 80204; Personnel Officer,
United States Mint, 155 Hermann Street,
San Francisco, CA 94102;
Administrative Officer, United States
Mint, West Point, NY 10996;
Administrative Officer, United States
Bullion Depository, Fort Knox, KY
40121.

NOTIFICATION PROCEDURE:
Refer to System manager(s) and

address. An employee or former
employee is required to show an
identification such as: (a) Employee
identification; (b) Driver’s license; and
(c) Other means of identification,
including social security number and
date of birth.

RECORD ACCESS PROCEDURES:
For information on procedures for

gaining access to and contesting records,
individuals may contact the following
official: Chief, Executive Secretariat,
United States Mint, Judiciary Square
Building, Room 715, 633 3rd Street,
NW, Washington, DC 20220.

CONTESTING RECORD PROCEDURES:

Refer to ‘‘Record access procedures.’’

RECORD SOURCE CATEGORIES:
Employees, supervisors, medical staff,

general public, and visitors to the
facilities of the United States Mint.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/U.S. MINT .005

SYSTEM NAME:
Employee—Supervisor Performance

Evaluation, Counseling and Time and
Attendance Records—Treasury/United
States Mint.

SYSTEM LOCATION:
United States Mint, 155 Hermann

Street, San Francisco, CA 94102; United
States Mint, 320 West Colfax Avenue,
Denver, CO 80204; United States Mint,
Judiciary Square Building, 633 3rd
Street, NW, Washington, DC 20220;
United States Mint, 151 North
Independence Mall East, Philadelphia,
PA 19106; United States Mint, West
Point, NY; United States Bullion
Depository, Fort Knox, KY 40121; and
United States Mint, Customer Service
Center, 10003 Derekwood Lane,
Lanham, MD 20706.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

United States Mint employees and
former employees.

CATEGORIES OF RECORDS IN THE SYSTEM:
Information necessary for managers

and supervisors to effectively carry out
supervisory responsibilities. Included
are such records as: Copies of personnel
actions, performance appraisal
including production and control,
disciplinary actions, overtime reports,
tardiness reports, work assignments,
training reports, applications for
employment, home addresses, leave
reports, employee awards. (Supervisors
maintain varying combinations of the
above records. Some supervisors may
maintain all or none of the above
records depending upon the nature and
size of the operation or organization and
the number of individuals supervised.)

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301 and FPM Supplement
990–1, Section 3.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to disclose
information to: (1) Appropriate Federal,
state, local, or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license; (2) a
Federal, state, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
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employee, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) a court, magistrate, or
administrative tribunal in the course of
presenting evidence, including
disclosures to opposing counsel or
witnesses in the course of civil
discovery, litigation, or settlement
negotiations, in response to a court-
ordered subpoena, or in connection
with criminal law proceedings; (4)
foreign governments in accordance with
formal or informal international
agreements; (5) a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (6) the news media in
accordance with guidelines contained in
28 CFR 50.2 which relate to an agency’s
functions relating to civil and criminal
proceedings; (7) third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper documents maintained in

folders.

RETRIEVABILITY:
By name.

SAFEGUARDS:
Stored in file cabinets and desks of

supervisors.

RETENTION AND DISPOSAL:
Retained as long as employee is under

their supervision.

SYSTEM MANAGER(S) AND ADDRESS:
Associate and Assistant Directors and

Director’s Staff, United States Mint,
Judiciary Square Building, 633 3rd
Street, NW, Washington, DC 20220, and
Customer Service Center, 10003
Derekwood Lane, Lanham, MD 20706;
Superintendent, United States Mint, 151
North Independence Mall East,
Philadelphia, PA 19106;
Superintendent, United States Mint, 320
West Colfax Avenue, Denver, CO 80204;
Superintendent, United States Mint, 155
Hermann Street, San Francisco, CA
94102; Superintendent, United States
Mint, West Point, NY 10996; Officer-in-
Charge, United States Bullion
Depository, Fort Knox, KY 40121.

NOTIFICATION PROCEDURE:
Refer to System manager(s) and

address. Employee or former employee
is required to show identification such
as: identification card, driver’s license.

RECORD ACCESS PROCEDURES:
For information on procedures for

gaining access to and contesting records,

individuals may contact the following
official: Chief, Executive Secretariat,
United States Mint, Judiciary Square
Building, Room 715, 633 3rd Street,
NW, Washington, DC 20220.

CONTESTING RECORD PROCEDURES:
Refer to ‘‘Record access procedures.’’

RECORD SOURCE CATEGORIES:
Employees, previous employers, and

appropriate agency officials.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/U.S. MINT .007

SYSTEM NAME:
General Correspondence—Treasury/

United States Mint.

SYSTEM LOCATION:
United States Mint, Judiciary Square,

633 3rd Street, NW, Washington, DC
20220.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Members of the public, Members of
Congress, Mint officials and officials
from other Federal agencies.

CATEGORIES OF RECORDS IN THE SYSTEM:
Incoming correspondence and replies

pertaining to the mission, function and
operation of the United States Mint.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
31 U.S.C. 5131 and 5132.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to disclose
information to:

(1) appropriate Federal, state, local, or
foreign agencies responsible for
investigating or prosecuting the
violations of, or for enforcing or
implementing, a statute, rule,
regulation, order, or license; (2) a
Federal, state, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
employee, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) a court, magistrate, or
administrative tribunal in the course of
presenting evidence, including
disclosures to opposing counsel or
witnesses in the course of civil
discovery, litigation, or settlement
negotiations, in response to a court-
ordered subpoena, or in connection
with criminal law proceedings; (4)

foreign governments in accordance with
formal or informal international
agreements; (5) a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (6) the news media in
accordance with guidelines contained in
28 CFR 50.2 which relate to an agency’s
functions relating to civil and criminal
proceedings; (7) third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper documents.

RETRIEVABILITY:
By name (limited retrievability by

subject and/or control number)

SAFEGUARDS:
Maintained in limited access area

available only to appropriate agency
officials.

RETENTION AND DISPOSAL:
In accordance with the National

Archives and Records Administration’s
General Records Control Schedule and
the United States Mint Records Control
Schedule. Destroyed in accordance with
National Archives and Records
Administration regulation.

SYSTEM MANAGER(S) AND ADDRESS:
Chief, Executive Secretariat, United

States Mint, Judiciary Square Building,
633 3rd Street, NW, Washington, DC
20220.

NOTIFICATION PROCEDURE:
Refer to System Manager for addresses

to which inquiries may be addressed
and addresses at which the individual
may present a request as to whether a
system contains records pertaining to
himself/herself. The individual must
supply his/her name.

RECORD ACCESS PROCEDURES:
For information on procedures for

gaining access to and contesting records,
individuals may contact the following
official: Chief, Executive Secretariat,
United States Mint, Judiciary Square
Building, 633 3rd Street, NW,
Washington, DC 20220.

CONTESTING RECORD PROCEDURES:
Refer to ‘‘Record access procedures.’’

RECORD SOURCE CATEGORIES:
The general public, Members of

Congress and Federal officials.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.
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TREASURY/U.S. MINT .008

SYSTEM NAME:

Criminal Investigations Files—
Treasury/United States Mint.

SYSTEM LOCATION:

United States Mint, Judiciary Square
Building, 633 3rd Street, NW,
Washington, DC 20220.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Mint employees and members of the
public suspected of criminal
misconduct against the United States
Mint.

CATEGORIES OF RECORDS IN THE SYSTEM:

Name of individual, location of Mint
facility, and reports by security
personnel of the U.S. Mint.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

Title 18 U.S.C.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to disclose
information to: (1) Appropriate Federal,
state, local, or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license; (2) a
Federal, state, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
employee, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) a court, magistrate, or
administrative tribunal in the course of
presenting evidence, including
disclosures to opposing counsel or
witnesses in the course of civil
discovery, litigation, or settlement
negotiations, in response to a court-
ordered subpoena, or in connection
with criminal law proceedings; (4)
foreign governments in accordance with
formal or informal international
agreements; (5) a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (6) the news media in
accordance with guidelines contained in
28 CFR 50.2 which relate to an agency’s
functions relating to civil and criminal
proceedings; (7) third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper documents.

RETRIEVABILITY:
By name.

SAFEGUARDS:
Files are kept in a locked metal file

cabinet in an area accessible to
authorized agency officials.

RETENTION AND DISPOSAL:
Retained in accordance with United

States Mint Records Control Schedule;
are destroyed in accordance with
National Archives and Records
Administration rules and regulations.

SYSTEM MANAGER(S) AND ADDRESS:
Mint Security Office, United States

Mint, Judiciary Square Building, 633
3rd Street, NW, Washington, DC 20220.

NOTIFICATION PROCEDURES:
Refer to System manager(s) and

address.

RECORD ACCESS PROCEDURES:
For information on procedures for

gaining access to and contesting records,
individuals may contact the following
official: Chief, Executive Secretariat,
United States Mint, Judiciary Square
Building, Room 715, 633 3rd Street,
NW, Washington, DC 20220.

CONTESTING RECORD PROCEDURES:
Refer to ‘‘Record access procedures.’’

RECORD SOURCE CATEGORIES:
United States Mint and other law

enforcement officials.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
As authorized by 5 U.S.C. 552a (j) and

(k); this system is exempt from the
following provisions, subsections (c)(3),
(d), (e)(1); (e)(4) (G), (H), and (I) and (f)
of 5 U.S.C. 552a.

TREASURY/U.S. MINT .009

SYSTEM NAME:
Mail-Order and Catalogue Sales

System (MACS), Customer Mailing List,
Order Processing Record for Coin Sets,
Medals and Numismatic Items, and
Records of Undelivered Orders, Product
Descriptions, Availability and
Inventory—Treasury/United States
Mint.

SYSTEM LOCATION:
United States Mint, Judiciary Square

Building, 633 3rd Street, NW,
Washington, DC 20220 and Customer
Service Center, 10003 Derekwood Lane,
Lanham, MD 20706.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Members of the public.

CATEGORIES OF RECORDS IN THE SYSTEM:

Names, addresses, order history of
customers purchasing numismatic items
and of individuals who wish to receive
notification of numismatic offerings by
the Mint.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

31 U.S.C. 5111, 5112, 5132 and 31
CFR part 92.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to disclose
information to: (1) Accounting offices,
managers, supervisors and government
officials pertaining to cash receivables
and debts owed the Government; (2)
appropriate Federal, state, local, or
foreign agencies responsible for
investigating or prosecuting the
violations of, or for enforcing or
implementing, a statute, rule,
regulation, order, or license; (3) a
Federal, state, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
employee, or issuance of a security
clearance, license, contract, grant, or
other benefit; (4) a court, magistrate, or
administrative tribunal in the course of
presenting evidence, including
disclosures to opposing counsel or
witnesses in the course of civil
discovery, litigation, or settlement
negotiations, in response to a court-
ordered subpoena, or in connection
with criminal law proceedings; (5)
foreign governments in accordance with
formal or informal international
agreements; (6) a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (7) the news media in
accordance with guidelines contained in
28 CFR 50.2 which relate to an agency’s
functions relating to civil and criminal
proceedings; (8) third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Magnetic tape, discs, paper and cards.
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RETRIEVABILITY:

Name, customer number or order
number.

SAFEGUARDS:

CRT, password protection; only
designated persons may request
computer generated reports. Access to
any information pertaining to any
individual is limited to only those
individuals requiring the information to
accommodate handling of transactions
with the customers. Separation of
functions; source documents
maintained in one division and
programming systems in another.

RETENTION AND DISPOSAL:

In accordance with the National
Archives and Records Administration
General Records Control Schedule and
the United States Mint Records Control
Schedule; are destroyed in accordance
with National Archives and Records
Administration regulations. Customer
names and addresses are maintained as
long as they are active.

SYSTEM MANAGER(S) AND ADDRESS:

Associate Director for Numismatics,
Judiciary Square Building, 633 3rd
Street, NW., Washington, DC 20220.

NOTIFICATION PROCEDURE:

Refer to System manager(s) and
address. Individuals should supply
order number as provided on order card
or copy of both sides of canceled check;
customer number which appears on pre-
printed order cards or on face of check.

RECORD ACCESS PROCEDURES:

For information on procedures for
gaining access to and contesting records,
individuals may contact the following
official: Chief, Executive Secretariat,
United States Mint, Judiciary Square
Building, Room 715, 633 3rd Street,
NW, Washington, DC 20220.

CONTESTING RECORD PROCEDURES:

Refer to ‘‘Record access procedures.’’

RECORD SOURCE CATEGORIES:

Members of the public and
appropriate government officials.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/U.S. MINT .012

SYSTEM NAME:

Grievances. Union/Agency Negotiated
Grievances; Adverse Performance Based

Personnel Actions; Discrimination
Complaints; Third Party Actions—
Treasury/United States Mint.

SYSTEM LOCATION:

United States Mint, Judiciary Square
Building, 633 3rd Street, NW,
Washington, DC 20220; United States
Mint, 151 North Independence Mall
East, Philadelphia, PA 19106; United
States Mint, 320 West Colfax Avenue,
Denver, CO 80204; United States Mint,
155 Hermann Street, San Francisco, CA
94102; United States Mint, West Point,
NY 10996; United States Bullion
Depository, Fort Knox, KY 40121.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Employees and former employees of
the United States Mint.

CATEGORIES OF RECORDS IN THE SYSTEM:

This system of records contains
information or documents relating to
employee grievances filed under
provisions of negotiated grievance
procedures, administrative grievance
procedures, adverse action procedures,
performance based action procedures,
and discrimination complaint
procedures, including decision of
appropriate third parties where
applicable.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 7701 and 7702; 5 U.S.C. Ch.
75; and 5 U.S.C. Ch. 71. Executive
Orders 11491, 11616, 11636, 11838,
11901, 12027, 12107; 29 CFR 1613;
negotiated agreements between the
United States Mint and exclusively
recognized labor unions.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to disclose
information to: (1) Appropriate Federal,
state, local, or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license; (2) a
Federal, state, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
employee, or issuance of a security

clearance, license, contract, grant, or
other benefit; (3) a court, magistrate, or
administrative tribunal in the course of
presenting evidence, including
disclosures to opposing counsel or
witnesses in the course of civil
discovery, litigation, or settlement
negotiations, in response to a court-
ordered subpoena, or in connection
with criminal law proceedings; (4) a
congressional office in response to an
inquiry made at the request of the
individual to whom the record pertains;
(5) the news media in accordance with
guidelines contained in 28 CFR 50.2
which relate to an agency’s functions
relating to civil and criminal
proceedings; (6) unions recognized as
exclusive bargaining representatives
under the Civil Service Reform Act of
1978, 5 U.S.C. 7111 and 7114; (7) third
parties during the course of an
investigation to the extent necessary to
obtain information pertinent to the
investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND

DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

These records are maintained in file
folders or binders.

RETRIEVABILITY:

These records are filed by the names
of the individuals on whom they are
maintained or by the subject of the
action.

SAFEGUARDS:

Access to and use of these records are
limited to those agency officials whose
official duties require such access.

RETENTION AND DISPOSAL:

Retained in accordance with the
United States Mint Records Control
Schedules; are destroyed in accordance
with National Archives and Records
Administration rules and regulations.

SYSTEM MANAGER(S) AND ADDRESS:

For current and former employees:
Assistant Director for Human Resources,
United States Mint, Department of the
Treasury, Judiciary Square Building,
633 3rd Street, NW, Washington, DC
20220. Personnel Officer, United States



69936 Federal Register / Vol. 63, No. 242 / Thursday, December 17, 1998 / Notices

Mint, 151 North Independence Mall
East, Philadelphia, PA 19106. Personnel
Officer, United States Mint, 320 West
Colfax Avenue, Denver, CO 80204.
Personnel Officer, United States Mint,
155 Hermann Street, San Francisco, CA
94102. Administrative Officer, United
States Mint, West Point, NY 10996.
Administrative Officer, United States
Bullion Depository, Fort Knox, KY
40121.

NOTIFICATION PROCEDURE:

Individuals who have filed an action
are provided a copy of the record. They
may, however, contact the System
Manager indicated above regarding the
existence of such records pertaining to
them. It is necessary to furnish
information sufficient to verify the
identity of the requester such as full
name, date of birth, a brief description
of the grievance and the approximate
date of submission.

RECORD ACCESS PROCEDURES:

Individuals who have filed a
grievance, appeal, or complaint about a
decision or determination made by an
agency or about conditions existing in
an agency already have been provided a
copy of the record. The contest,
amendment, or correction of a record is
permitted during the prosecution of the
action to whom the record pertains.
However, after a case has been closed,
an individual may gain access to, or
contest the official copy of the grievance
record by writing the appropriate
System Manager indicated above.
Individuals should provide name, date
of birth, a brief description of the action
and the approximate date of submission.

CONTESTING RECORD PROCEDURES:

Refer to ‘‘Record access procedures.’’

RECORD SOURCE CATEGORIES:

The sources of these records are as
follows: (a) Individual to whom the
record pertains; (b) Agency officials; (c)
Affidavits or statements from
employee(s); (d) Testimonies of
witnesses; (e) Official documents and
correspondence relating to the
grievance.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.
BILLING CODE: 4810–40–P

Bureau of the Public Debt

TREASURY/BPD .001

SYSTEM NAME:

Human Resources and Administrative
Records—Treasury/BPD.

SYSTEM LOCATION:
Records are maintained at the

following Bureau of the Public Debt
locations: 200 Third Street, Parkersburg,
WV 26106; Park Center, 90 Park Center,
Parkersburg, WV 26101; H. J. Hintgen
Building, 2nd and Avery Streets,
Parkersburg, WV 26102; 999 E Street,
NW, Washington, DC 20239, and 300–
13th Street, SW, Washington, DC 20239.
Copies of some documents have been
duplicated for maintenance by
supervisors for employees or programs
under their supervision. These
duplicates are also covered by this
system of records.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Records cover present and former
employees, applicants for employment,
contractors, vendors, and visitors.

CATEGORIES OF RECORDS IN THE SYSTEM:
This system contains the following

categories of records. This system of
records is limited to those records
Public Debt needs to function in an
efficient manner and does not cover
those records reported under another
system of records notice.

(A) Human Resources Records: These
records relate to categories such as
disciplinary and adverse actions; leave
and hours of duty; alternate work
schedules, standards of conduct and
ethics programs; indebtedness;
employee suitability and security
determinations; grievances; performance
problems; bargaining unit matters;
Federal labor relations issues; relocation
notices; outside employment;
recruitment; placement; merit
promotion; special hiring programs,
including Summer Employment,
Veterans Readjustment, Career
Development for Lower Level
Employees (CADE), Student
Employment Programs; position
classification and management; special
areas of pay administration, including
grade and pay retention, premium pay,
scheduling of work, performance
management and recognition; training
and employee development programs;
incentive awards; benefits and
retirement programs; personnel and
payroll actions; insurance; worker’s and
unemployment compensation;
employee orientation; retirement;
accident reports, and consolidation of
personnel/program efforts among
offices.

(B) Equal Employment Opportunity
Records. These are records of informal
EEO complaints and discussions which
have not reached the level of formal
complaints. After 30 days these records
are destroyed or incorporated in a

formal complaint file. Formal
complaints are handled by the Treasury
Department’s Regional Complaints
Center. Copies of formal complaint
documents are sometimes maintained
by Public Debt’s EEO Office.

(C) Administrative Records: (1)
Administrative Services Records. These
records relate to administrative support
functions including motor vehicle
operation, safety, access to exterior and
interior areas, contract guard records,
offense/incident reports, accident
reports, and security determinations.

(2) Procurement Records. These
records relate to contractors/vendors if
they are individuals; purchase card
holders, including the name, social
security number and credit card number
for employees who hold Government-
use cards; procurement integrity
certificates, containing certifications by
procurement officials that they are
familiar with the Federal Procurement
Policy Act.

(3) Financial Management Records.
These records relate to travel by
employees and account information for
vendors and contractors who are
individuals.

(4) Retiree Mailing Records. These
records contain the name and address
furnished by Public Debt retirees
requesting mailings of newsletters and
other special mailings.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301; 31 U.S.C. 321.

PURPOSE(S):

These records are collected and
maintained to document various aspects
of a person’s employment with the
Bureau of the Public Debt and to assure
the orderly processing of administrative
actions within the Bureau.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
PURPOSES OF SUCH USES:

These records and information in
these records may be disclosed as a
routine use to:

(1) The Office of Personnel
Management, the Merit Systems
Protection Board, the Equal
Employment Opportunity Commission,
and the Federal Labor Relations
Authority upon authorized request; (2)
other Federal, State, or local agencies,
such as a State employment
compensation board or housing
administration agency, so that the
agency may adjudicate an individual’s
eligibility for a benefit, or liability in
such matters as child support; (3)
creditors, potential creditors, landlords,
and potential landlords when they
request employment data or salary
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information for purposes of processing
the employee’s loan, mortgage, or
apartment rental application (when
information is requested by telephone,
only verification of information
supplied by the caller will be provided);
(4) next-of-kin, voluntary guardians, and
other representative or successor in
interest of a deceased or incapacitated
employee or former employee; (5)
unions recognized as exclusive
bargaining representatives under 5
U.S.C. chapter 71, arbitrators, and other
parties responsible for the
administration of the Federal labor-
management program if needed in the
performance of their authorized duties;
(6) private creditors for the purpose of
garnishing wages of an employee if a
debt has been reduced to a judgment; (7)
authorized Federal and non-Federal
entities for use in approved computer
matching efforts, limited to those data
elements considered necessary in
making a determination of eligibility
under particular benefit programs
administered by those agencies or
entities, to improve program integrity,
and to collect debts and other monies
owed to those agencies or entities or to
the Bureau of the Public Debt; (8)
contractors of the Bureau for the
purpose of processing personnel and
administrative records; (9) other
Federal, State, or local agencies in
connection with the hiring or retention
of an individual, the issuance of a
security clearance, the conducting of a
security or suitability investigation of an
individual, the issuance of a license,
contract, grant, or other benefit; (10)
Congressional offices in response to an
inquiry made at the request of the
individual to whom the record pertains;
(11) other Federal agencies to effect
salary or administrative offset for the
purpose of collecting a debt, except that
addresses obtained from the Internal
Revenue Service shall not be disclosed
to other agencies; (12) consumer
reporting agencies, including mailing
addresses obtained from the Internal
Revenue Service to obtain credit reports;
(13) debt collection agencies, including
mailing addresses obtained from the
Internal Revenue Service, for debt
collection services; (14) appropriate
Federal, State, local, or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (15) a court, magistrate, or
administrative tribunal in the course of
presenting evidence, including

disclosures to opposing counsel or
witnesses in the course of civil
discovery, litigation, or settlement
negotiations or in connection with
criminal law proceedings or in response
to a subpoena; (16) third parties during
the course of an investigation to the
extent necessary to obtain information
pertinent to the investigation.

DISCLOSURE TO CONSUMER REPORTING
AGENCIES:

Debtor information is also furnished,
in accordance with 5 U.S.C. 552a(b)(12)
and section 3 of the Debt Collection Act
of 1982, to consumer reporting agencies
to encourage repayment of an overdue
debt.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
These records are maintained in file

folders, on lists and forms, microform,
and electronic media.

RETRIEVABILITY:
By name or social security number.

SAFEGUARDS:
These records are maintained in

controlled access areas. Identification
cards are verified to ensure that only
authorized personnel are present.
Electronic records are protected by
restricted access procedures, including
the use of passwords and sign-on
protocols which are periodically
changed. Only employees whose official
duties require access are allowed to
view, administer, and control these
records. Copies of records maintained
on computer have the same limited
access as paper records.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with National Archives and Records
Administration retention schedules.
Paper and microform records ready for
disposal are destroyed by shredding or
burning. Records in electronic media are
electronically erased using accepted
techniques.

SYSTEM MANAGER(S) AND ADDRESS:

HUMAN RESOURCES RECORDS:
Director, Human Resources Division,

200 Third Street, Parkersburg, WV
26106–1328.

EQUAL EMPLOYMENT OPPORTUNITY RECORDS:
Equal Employment Opportunity

Manager, 200 Third Street, Parkersburg,
WV 26106–1328.

ADMINISTRATIVE SERVICES RECORDS:
Director, Administrative Services

Division, 200 Third Street, Parkersburg,
WV 26106–1328.

PROCUREMENT RECORDS:
Director, Division of Procurement,

200 Third Street, Parkersburg, WV
26106–1328.

FINANCIAL MANAGEMENT RECORDS:
Director, Division of Financial

Management, 200 Third Street,
Parkersburg, WV 26106–1328.

RETIREE MAILING RECORDS:
Director, Division of Data Services,

200 Third Street, Parkersburg, WV
26106–1328.

NOTIFICATION PROCEDURE:
Individuals may submit their requests

for determination of whether the system
contains records about them or for
access to records as provided under
‘‘Records Access Procedures.’’ Requests
must be made in compliance with the
applicable regulations (31 CFR part 1,
subpart C). Requests which do not
comply fully with these procedures may
result in noncompliance with the
request, but will be answered to the
extent possible.

RECORD ACCESS PROCEDURES:
(1) A request for access to records

must be in writing, signed by the
individual concerned, identify the
system of records, and clearly indicate
that the request is made pursuant to the
Privacy Act of 1974. If the individual is
seeking access in person, identity may
be established by the presentation of a
single official document bearing the
individual’s photograph or by the
presentation of two items of
identification without the photograph
but showing a name and signature. If the
individual is seeking access by mail,
identity may be established by
presenting a signature, address, and one
other identifier such as a photocopy of
an official document bearing the
individual’s signature. The Bureau of
the Public Debt reserves the right to
require additional verification of an
individual’s identity.

(2) The request should be submitted
to the appropriate office as shown under
‘‘System Managers and Addresses’’
above. The request must state whether
the requester wishes to be notified that
the record exists or desires to inspect or
obtain a copy of the record. If a copy of
the record is desired, the requester must
agree to pay the fees for copying the
documents in accordance with 31 CFR
1.26(d)(2)(ii).

CONTESTING RECORD PROCEDURES:
(1) A request by an individual

contesting the content of records or for
correction of records must be in writing,
signed by the individual involved,
identify the system of records, and
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clearly state that the request is made
pursuant to the Privacy Act of 1974. If
the request is made in person, identity
may be established by the presentation
of a single official document bearing the
individual’s photograph or by the
presentation of two items of
identification without the photograph
but instead showing a name and
signature. If the request is made by mail,
identity may be established by the
presentation of a signature, address, and
one other identifier such as a photocopy
of an official document bearing the
individual’s signature. The Bureau of
the Public Debt reserves the right to
require additional verification of an
individual’s identity.

(2) The initial request should be
submitted to the appropriate office as
shown under ‘‘System Managers and
Addresses’’ above.

(3) The request should specify: (a) The
dates of records in question, (b) the
specific records alleged to be incorrect,
(c) the correction requested, and (d) the
reasons.

(4) The request must include available
evidence in support of the request.

APPEALS FROM AN INITIAL DENIAL OF A REQUEST
FOR CORRECTION OF RECORDS:

(1) An appeal from an initial denial of
a request for correction of records must
be in writing, signed by the individual
involved, identify the system of records,
and clearly state that it is made
pursuant to the Privacy Act of 1974. If
the individual is making an appeal in
person, identity may be established by
the presentation of a single official
document bearing the individual’s
photograph or by the presentation of
two items of identification without the
photograph but showing a name and
signature. If the individual is making an
appeal by mail, identity may be
established by the presentation of a
signature, address, and one other
identifier such as a photocopy of an
official document bearing the
individual’s signature. The Bureau of
the Public Debt reserves the right to
require additional verification of an
individual’s identity.

(2) Appellate determinations will be
made by the Commissioner of the Public
Debt or the delegate of such officer.
Appeals should be addressed to, or
delivered personally to: Chief Counsel,
Bureau of the Public Debt, 999 E Street,
NW, Room 503, Washington, DC 20239–
0001 (or as otherwise provided for in
the applicable appendix to 31 CFR part
1, subpart C), within 35 days of the
individual’s receipt of the initial denial
of the requested correction.

(3) An appeal must be marked
‘‘Privacy Act Amendment Appeal’’ and

specify: (a) The records to which the
appeal relates, (b) the date of the initial
request made for correction of the
records, and (c) the date the initial
denial of the request for correction was
received.

(4) An appeal must also specify the
reasons for the requester’s disagreement
with the initial denial of correction and
must include any applicable supporting
evidence.

RECORD SOURCE CATEGORIES:

Information in this system of records
is provided by the subject of the record,
authorized representatives, supervisors,
employers, medical personnel, other
employees, other Federal, State, or local
agencies, and commercial entities.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/BPD .002

SYSTEM NAME:
United States Savings Type

Securities.

SYSTEM LOCATION:

Bureau of the Public Debt:
Washington, DC; Parkersburg, WV.
Federal Reserve Banks and Branches
located at: Buffalo, NY; Kansas City,
MO; Minneapolis, MN; Pittsburgh, PA,
and Richmond, VA.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Present and former owners of,
claimants to, persons entitled to, and
inquirers concerning United States
savings-type securities and interest
thereon-including, but not limited to,
United States Savings Bonds, Savings
Notes, Retirement Plan Bonds, and
Individual Retirement Bonds.

CATEGORIES OF RECORDS IN THE SYSTEM:

(1) Issuance: Records relating to
registration, issuance, and
correspondence in connection with
issuance of savings-type securities. This
category includes records of current
income savings bonds processed under
an automated system which will permit
access by selected Federal Reserve
Banks and Branches. (2) Holdings:
Records documenting ownership, status,
payments by date and account numbers,
and inscription information; interest
activity; correspondence in connection
with notice of change of name and
address; non-receipt or over or
underpayments of interest and
principal; and numerical registers of
ownership. Such records include
information relating to savings-type
securities held in safekeeping in
conjunction with the Department’s

program to deliver such securities to the
owners or persons entitled. This
category includes records of current
income savings bonds processed under
an automated system which will permit
access by selected Federal Reserve
Banks and Branches. (3) Transactions
(redemptions, payments, and reissues):
Records, which include securities
transaction requests; interest activity;
legal papers supporting transactions;
applications for disposition or payment
of securities and/or interest thereon of
deceased or incapacitated owners;
records of retired securities; and
payment records. This category includes
records of current income savings bonds
processed under an automated system
which will permit access by selected
Federal Reserve Banks and Branches. (4)
Claims: Records including
correspondence concerning lost, stolen,
destroyed or mutilated savings-type
securities; bonds of indemnity; legal
documents supporting claims for relief;
and records of caveats entered. (5)
Inquiries: Records of correspondence
with individuals who have requested
information concerning savings-type
securities and/or interest thereon.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

31 U.S.C. 3101, et seq. and 5 U.S.C.
301.

PURPOSE(S):

Information in this system of records
is collected and maintained to enable
Public Debt and its agents to issue
savings bonds, to process transactions,
to make payments, and to identify
owners and their accounts.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

A record or information from a record
maintained in this system of records
may be disclosed as a routine use to: (1)
Agents or contractors of the Department
for the purpose of administering the
public debt of the United States; (2)
next-of-kin, voluntary guardian, legal
representative or successor in interest of
a deceased or incapacitated owner of
securities and others entitled to the
reissue, distribution, or payment for the
purpose of assuring equitable and
lawful disposition of securities and
interest; (3) either co-owner for bonds
registered in that form or to the
beneficiary for bonds registered in that
form, provided that acceptable proof of
death of the owner is submitted; (4) the
Internal Revenue Service for the
purpose of facilitating collection of the
tax revenues of the United States; (5) the
Department of Justice in connection
with lawsuits to which the Department
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of the Treasury is a party or to trustees
in bankruptcy for the purpose of
carrying out their duties; (6) the
Veterans Administration and selected
veterans publications for the purpose of
locating owners or other persons
entitled to undeliverable bonds held in
safekeeping by the Department; (7) other
federal agencies to effect salary or
administrative offset for the purpose of
collecting debts; (8) a consumer
reporting agency, including mailing
addresses obtained from the Internal
Revenue Service, to obtain credit
reports; (9) a debt collection agency,
including mailing addresses obtained
from the Internal Revenue Service, for
debt collection services; (10) contractors
conducting Treasury-sponsored surveys,
polls, or statistical analyses relating to
the marketing or administration of the
public debt of the United States; (11)
appropriate Federal, State, local or
foreign agencies responsible for
investigating or prosecuting the
violations of, or for enforcing or
implementing, a statute, rule,
regulation, order, or license; (12) a
court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations or in connection
with criminal law proceedings or in
response to a subpoena; (13) a
congressional office in response to an
inquiry made at the request of the
individual to whom the record pertains;
(14) disclose through computer
matching information on individuals
owing debts to the Bureau of the Public
Debt to other Federal agencies for the
purpose of determining whether the
debtor is a Federal employee or retiree
receiving payments which may be used
to collect the debt through
administrative or salary offset; (15)
disclose through computer matching
information on holdings of savings-type
securities to requesting Federal agencies
under approved agreements limiting the
information to that which is relevant in
making a determination of eligibility for
Federal benefits administered by those
agencies; and (16) disclose through
computer matching, information on
individuals with whom the Bureau of
the Public Debt has lost contact, to other
Federal agencies for the purpose of
utilizing letter forwarding services to
advise these individuals that they
should contact the Bureau about
returned payments and/or matured
unredeemed securities.

DISCLOSURES TO CONSUMER REPORTING
AGENCIES:

Debtor information is also furnished,
in accordance with 5 U.S.C. 552a (b)(12)
and section 3 of the Debt Collection Act
of 1982, to consumer reporting agencies
to encourage repayment of an overdue
debt.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, SAFEGUARDING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records in this system are stored in

their original form in file cabinets, or as
information in electronic media, or on
microform.

RETRIEVABILITY:
Information can be retrieved

alphabetically by name, address, and
period of time security was issued, by
bond serial numbers, or, in some cases,
numerically by social security number.
In the case of securities, except Series G
savings bonds, registered in more than
one name, information relating thereto
can be retrieved only by the names, or,
in some cases, the social security
number of the registrants, primarily the
registered owners or first-named co-
owners. In the case of gift bonds
inscribed with the social security
number of the purchaser, bonds are
retrieved under that number, or by bond
serial number.

SAFEGUARDS:
Information is contained in secure

buildings or in areas which are
occupied either by officers and
responsible employees of Public Debt
who are subject to personnel screening
procedures and to the Treasury
Department Code of Conduct or by
agents of Public Debt who are required
to maintain proper control over records
while in their custody. Additionally,
since in most cases, numerous steps are
involved in the retrieval process,
unauthorized persons would be unable
to retrieve information in meaningful
form. Information stored in electronic
media is safeguarded by automatic data
processing security procedures in
addition to physical security measures.
Additionally, for those categories of
records stored in computers with on-
line terminal access, the information
cannot be accessed without proper
passwords and preauthorized functional
capability.

RETENTION AND DISPOSAL:
Records of holdings, forms,

documents, and other legal papers
which constitute the basis for
transactions subsequent to original issue
are maintained for such time as is

necessary to protect the legal rights and
interests of the United States
Government and the persons affected, or
otherwise until they are no longer
historically significant. Other records
are disposed of at varying intervals in
accordance with records retention
schedules reviewed and approved by
the National Archives and Records
Administration (NARA). All records are
destroyed by shredding, incineration, or
maceration. Records in electronic media
are electronically erased using accepted
techniques.

SYSTEM MANAGER(S) AND ADDRESS:
Assistant Commissioner, Savings

Bond Operations Office, Parkersburg,
WV 26106–1328.

NOTIFICATION PROCEDURE:
Individuals may submit their requests

for determination if the system contains
records pertaining to them or for access
to records as provided under ‘‘Record
Access Procedures.’’ Contesting records
procedures or requests for correction of
records and appeals from an initial
denial of a request for correction of
records may be submitted as provided
under the applicable heading below.

RECORD ACCESS PROCEDURES:
Individuals who wish to request

access to records relating to them or
who wish to request correction of
records they believe to be in error
should submit such requests pursuant to
the procedures set out below in
compliance with the applicable
regulations (31 CFR part 1, subpart C).
Requests which do not comply fully
with these procedures may result in
noncompliance with the request, but
will be answered to the extent possible.

(1) Requests by individuals about
securities they own: (a) For current
income savings bonds: Individuals may
make inquiries at a Federal Reserve
Bank or Branch or directly to the Bureau
of the Public Debt, Savings Bond
Operations Office, Division of
Transactions and Rulings, Parkersburg,
WV 26106–1328, (304) 480–6112. If the
particular Federal Reserve Bank or
Branch cannot access the particular
record, the individual will be advised to
contact the Savings Bond Operations
Office. Individuals should provide
sufficient information, including their
address and social security number, to
identify themselves as owner or co-
owner of the securities. They should
provide the complete bond serial
numbers, including alphabetic prefixes
and suffixes, if known. Otherwise, the
series, approximate date of issue, form
of registration, and except for Series G
Savings bonds registered in co-
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ownership form, the names and social
security numbers of all persons named
in the registration should be provided.
If a Case Identification Number is
known, that should be provided. (b) For
all other types of securities covered by
this system of records: Individuals
should contact the following: Bureau of
the Public Debt, Savings Bond
Operations Office, Division of
Transactions and Rulings, Parkersburg,
WV 26106–1328, (304) 480–6112.
Individuals should provide sufficient
information, including their address and
social security number, to identify
themselves as owner or co-owner of the
securities. Individuals should provide
sufficient information to identify the
securities, such as type or series of
security, approximate date of issue,
serial number, form of registration, and
the name and social security number of
the first-named co-owner, or in the case
of gift bonds the social security number
of the purchaser if that number was
used.

(2) Requests by anyone other than
individuals about securities they own
must contain sufficient information to
identify the securities; this would
include type or series of securities,
approximate date of issue, serial
number, and form of registration. These
requests will be honored only if the
identity and right of the requester to the
information have been established.
Requests should be sent to the
following: Bureau of the Public Debt,
Savings Bond Operations Office,
Division of Transactions and Rulings,
Parkersburg, WV 26106–1328, (304)
480–6112. (a) Requests by a beneficiary
for information concerning securities
registered in beneficiary form must be
accompanied by the name and social
security number of the owner and by
proof of death of the registered owner.
(b) Requests for records of holdings or
other information concerning a
deceased or incapacitated individual
should be accompanied either by
evidence of the requester’s appointment
as legal representative of the estate of
the individual or by a statement
attesting that no such representative has
been appointed and giving the nature of
the relationship between the requester
and the individual.

CONTESTING RECORD PROCEDURES:
(1) A request by an individual

contesting the content of records or for
correction of records should be in
writing, be signed, and clearly state that
the request is made pursuant to the
Privacy Act of 1974. (2) The request for
correction should specify: (a) The dates
of the prior correspondence concerning
the records in question; (b) the specific

records alleged to be incorrect; (c) the
correction requested; and (d) the reasons
therefor. (3) The request must include
any available evidence in support of the
request. (4) The request for correction
should be sent to: Director, Division of
Transactions and Rulings, Savings Bond
Operations Office, Bureau of the Public
Debt, Parkersburg, WV 26106–1328,
(304) 480–6112.

APPEALS FROM AN INITIAL DENIAL OF A REQUEST
FOR CORRECTION OF RECORDS:

(1) An appeal from an initial denial of
a request for correction of records must
be in writing, be signed by the
individual involved and clearly state
that it is made pursuant to the Privacy
Act of 1974. (2) All appeals must, to be
processed under the Privacy Act
procedures, be delivered to the address
set forth for submission of appeals
within 35 days of the individual’s
receipt of the initial denial of the
requested correction. (3) All appeals
must specify: (a) The records to which
the appeal relates, (b) the date of the
initial request made for correction of the
records, and (c) the date that initial
denial of the request for correction was
received. (4) All appeals must also
specify the reasons for the requester’s
disagreement with the initial denial of
correction and must include any
applicable supporting evidence. (5)
Appellate determinations will be made
by the Commissioner of the Public Debt
or the delegate of such officer. Appeals
should be addressed to, or delivered
personally to the following: Privacy Act
Amendment Appeal, Chief Counsel,
Bureau of the Public Debt, Department
of the Treasury, 999 E Street, Room 503,
Washington, DC 20239–0001, or as
otherwise provided in the applicable
appendix to 31 CFR part 1, subpart C.

RECORD SOURCE CATEGORIES:
Information on records in this system

is furnished by the individuals or their
authorized representatives as listed in
‘‘Categories of Individuals’’ and issuing
agents for securities or is generated
within the system itself.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/BPD .003

SYSTEM NAME:
United States Securities (Other than

Savings Type Securities)—Treasury/
BPD.

SYSTEM LOCATION:
Bureau of the Public Debt:

Washington, DC; Parkersburg, WV;
Federal Reserve Banks and Branches
located at: Atlanta, GA; Baltimore, MD;

Birmingham, AL; Boston, MA; Buffalo,
NY; Charlotte, NC; Chicago, IL;
Cincinnati, OH; Cleveland, OH; Dallas,
TX; Denver, CO; Detroit, MI; El Paso,
TX; Houston, TX; Jacksonville, FL;
Kansas City, MO; Little Rock, AR; Los
Angeles, CA; Louisville, KY; Memphis,
TN; Miami, FL; Minneapolis, MN;
Nashville, TN; New Orleans, LA; New
York, NY; Oklahoma City, OK; Omaha,
NE; Philadelphia, PA; Pittsburgh, PA;
Portland, OR; Richmond, VA; Salt Lake
City, UT; San Antonio, TX; San
Francisco, CA; Seattle, WA; and St.
Louis, MO.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Present and former owners of,
subscribers to, claimants to, persons
entitled to, and inquirers concerning
United States Treasury securities
(except savings-type securities) and
interest thereon and such securities for
which the Treasury acts as agent
including, but not limited to, Treasury
Bonds, Notes, and Bills; Adjusted
Service Bonds; Armed Forces Leave
Bonds; and Federal Housing
Administration Debentures.

CATEGORIES OF RECORDS IN THE SYSTEM:
(1) Issuance: Records relating to

tenders, bids, subscriptions, advices of
shipment, requests (applications) for
original issue, and correspondence
concerning erroneous issue and
nonreceipt of securities. (2) Holdings:
Records of ownership and interest
activity on registered or recorded United
States securities (other than savings-
type securities); records about fees for
TREASURY DIRECT accounts exceeding
a stipulated amount; change of name
and address notices; correspondence
concerning errors in registration or
recordation; nonreceipt or over- and
underpayments of interest and
principal; records of interest activity;
records of unclaimed accounts; and
letters concerning the New York State
tax exemption for veterans of World
War I. (3) Transactions (redemptions,
payments, reissues, transfers, and
exchanges): Records which include
securities transaction requests; records
about fees for definitive securities
issued; legal papers supporting
transactions; applications for transfer,
disposition, or payment of securities of
deceased or incompetent owners;
records of Federal estate tax
transactions; certificates of ownership
covering paid overdue bearer securities;
records of erroneous redemption
transactions; records of retired
securities; and payment records. (4)
Claims: Records including
correspondence concerning lost, stolen,
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destroyed, or mutilated United States
securities (other than savings-type
securities) or securities for which the
Treasury acts as agent and interest
coupons thereon; bonds of indemnity;
legal documents supporting claims for
relief; and records of caveats entered. (5)
Inquiries: Records of correspondence
with individuals who have requested
information concerning United States
Treasury securities (other than savings-
type securities) or securities for which
the Treasury acts as agent. (6) All of the
above categories of records except ‘‘(4)
Claims’’ include records of Treasury
bills, notes, and bonds in the
TREASURY DIRECT Book-entry
Securities System. (7) Records in
connection with the commercial book-
entry system relate to information on
tenders and in accounts maintained in
the system.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
31 U.S.C. 3101 et seq. and 5 U.S.C.

301. Routine uses of records maintained
in the system, including categories of
users and the purpose of such uses: A
record or information from a record
maintained in this system of records
may be disclosed as a routine use to: (1)
Agents or contractors of the Department
for the purpose of administering the
public debt of the United States; (2)
next-of-kin, voluntary guardian, legal
representative or successor in interest of
a deceased or incapacitated owner of
securities and others entitled upon
transfer, exchange, distribution, or
payment for the purpose of assuring
equitable and lawful disposition of
securities and interest; (3) any of the
owners if the related securities are
registered or recorded in the names of
two or more owners; (4) the Internal
Revenue Service for the purpose of
facilitating the collection of the tax
revenues of the United States; (5) the
Department of Justice in connection
with lawsuits to which the Department
of the Treasury is a party or to trustees
in bankruptcy for the purpose of
carrying out their duties; (6) the
Veterans Administration when it relates
to the holdings of Armed Forces Leave
Bonds to facilitate the redemption or
disposition of these securities; (7) other
federal agencies to effect salary or
administrative offset for the purpose of
collecting debts; (8) a consumer
reporting agency, including mailing
addresses obtained from the Internal
Revenue Service, to obtain credit
reports; (9) a debt collection agency,
including mailing addresses obtained
from the Internal Revenue Service, for
debt collection services; (10) contractors
conducting Treasury-sponsored surveys,
polls, or statistical analyses relating to

marketing or administration of the
public debt of the United States; (11)
appropriate Federal, State, local or
foreign agencies responsible for
investigating or prosecuting the
violations of, or for enforcing or
implementing, a statute, rule,
regulation, order, or license; (12) a
court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations or in connection
with criminal law proceedings or in
response to a subpoena; (13) a
congressional office in response to an
inquiry made at the request of the
individual to whom the record pertains;
(14) disclose through computer
matching information on individuals
owing debts to the Bureau of the Public
Debt to other Federal agencies for the
purpose of determining whether the
debtor is a Federal employee or retiree
receiving payments which may be used
to collect the debt through
administrative or salary offset; (15)
disclose through computer matching
information on holdings of Treasury
securities to requesting Federal agencies
under approved agreements limiting the
information to that which is relevant in
making a determination of eligibility for
Federal benefits administered by those
agencies; and (16) disclose through
computer matching, information on
individuals with whom the Bureau of
the Public Debt has lost contact, to other
Federal agencies for the purpose of
utilizing letter forwarding services to
advise these individuals that they
should contact the Bureau about
returned payments and/or matured
unredeemed securities.

DISCLOSURES TO CONSUMER REPORTING
AGENCIES:

Debtor information is also furnished,
in accordance with 5 U.S.C. 552a (b)(12)
and section 3 of the Debt Collection Act
of 1982, to consumer reporting agencies
to encourage repayment of an overdue
debt.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records in this system are stored in

their original form in file cabinets, as
information in electronic media, or on
microform.

RETRIEVABILITY:
Information can be retrieved by social

security or account number, or, in some
cases, alphabetically by name or
numerically by security serial number.

In the case of securities registered in
more than one name, information
relating thereto can generally only be
retrieved by social security number or
by the name of the first-named owner.
Information about individuals
submitting electronic bids can also be
retrieved by bidder identification
number, where such number has been
assigned.

SAFEGUARDS:

Information is contained in secure
buildings, Federal Records Centers, or
in areas which are occupied either by
officers and responsible employees of
the Department who are subject to
personnel screening procedures and to
the Executive Branch and Treasury
Department Standards of Conduct or by
agents of the Department who are
required by the Department to maintain
proper control over records while in
their custody. Additionally, since in
most cases, numerous steps are involved
in the retrieval process, unauthorized
persons would be unable to retrieve
information in a meaningful form.
Information stored in electronic media
is safeguarded by automatic data
processing security procedures in
addition to physical security measures.
Additionally, for those categories of
records stored in computers with
terminal access, the information cannot
be obtained or modified without proper
passwords and preauthorized functional
capability.

RETENTION AND DISPOSAL:

Records of holdings, forms,
documents, and other legal papers
which constitute the basis for
transactions subsequent to original issue
are maintained for such time as is
necessary to protect the legal rights and
interests of the U.S. Government and the
persons affected, or otherwise until they
are no longer historically significant.
Other records are disposed of at varying
intervals in accordance with records
retention schedules reviewed and
approved by the National Archives and
Records Administration (NARA). All
records are destroyed by shredding,
incineration, or maceration. Records in
electronic media are electronically
erased using accepted techniques.

SYSTEM MANAGER(S) AND ADDRESS:

Records relating to information
contained in the Treasury Auction
Automation Processing System:
Assistant Commissioner, Office of
Financing, Bureau of the Public Debt,
Washington, DC 20239–0001. All other
records: Assistant Commissioner, Office
of Securities and Accounting Services,
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Bureau of the Public Debt, Parkersburg,
WV 26106–1328.

NOTIFICATION PROCEDURE:
Individuals may submit their requests

for determination if the system contains
records pertaining to them or for access
to records as provided under ‘‘Records
access procedures’’ and ‘‘Requests for
access to records.’’ Contesting records
procedures or requests for correction of
records and appeals from an initial
denial of a request for correction of
records may be submitted as provided
under the applicable heading below.

RECORD ACCESS PROCEDURES:
Individuals who wish to request

access to records relating to them or
who wish to request correction of
records they believe to be in error
should submit such requests pursuant to
the procedures set out below in
compliance with the applicable
regulations (31 CFR part 1, subpart C).
Requests which do not comply fully
with these procedures may result in
noncompliance with the request, but
will be answered to the extent possible.

REQUESTS FOR ACCESS TO RECORDS:
(1) Requests by individuals for

information relating to records
contained in the commercial book-entry
system should be directed to the
Assistant Commissioner, Office of
Financing, Bureau of the Public Debt,
Washington, DC 20239–0001. (2)
Requests by individuals about securities
they own: (a) For Treasury bills, notes,
or bonds held in the TREASURY
DIRECT Book-entry Securities System:
Individuals may contact the nearest
Federal Reserve Bank or Branch or the
Bureau of the Public Debt as listed in
the appendix 1 to this system of records.
Individuals should provide sufficient
information, including their social
security number, to identify themselves
as owners of securities and sufficient
information, including account number,
to identify their TREASURY DIRECT
account. (b) For all other categories of
records in this system of records:
Individual owners should contact:
Assistant Commissioner, Office of
Securities and Accounting Services,
Bureau of the Public Debt, Parkersburg,
WV 26106–1328. Requests should
contain information to identify
themselves including name, address,
and social security number; the type of
security involved such as a registered
note or bond, an Armed Forces Leave
Bond, etc.; and, to the extent possible,
specify the loan, issue date,
denomination, exact form of
registration, and other information
about the securities. (3) Requests by

individuals who are representatives of
owners or their estates require
appropriate authority papers. Write to:
Assistant Commissioner, Office of
Securities and Accounting Services,
Bureau of the Public Debt, Parkersburg,
WV 26106–1328, to obtain information
on these requirements. (4) In all cases:
The request for information will be
honored only if the identity and right of
the requester to the information have
been established.

CONTESTING RECORDS PROCEDURES:
(1) A request by an individual

contesting records procedures or for
correction of records should be in
writing, be signed, and, in order for the
Privacy Act procedures to apply, state
that the request is made pursuant to the
Privacy Act of 1974. (2) The request
should specify: (a) the dates of the prior
correspondence with the Bureau or a
Federal Reserve Bank or Branch
concerning the records in question, (b)
the specific records involved, (c) the
change or correction requested, and (d)
the reasons therefor. (3) The request
must include any available evidence in
support of the request and should be
sent to: Assistant Commissioner, Office
of Financing, Bureau of the Public Debt,
Washington, DC 20239–0001, for
requests concerning information relating
to records contained in the commercial
book-entry system; for all other records
Assistant Commissioner, Office of
Securities and Accounting Services,
Bureau of the Public Debt, Parkersburg,
WV 26106–1328, for all other requests.

APPEALS FROM AN INITIAL DENIAL OF A REQUEST
FOR CORRECTION OF RECORDS:

(1) An appeal from an initial denial of
a request for correction of records must
be in writing, be signed by the
individual involved, and, in order for
the Privacy Act procedures to apply,
state that it is made pursuant to the
Privacy Act of 1974. (2) All appeals
must, to be handled under the Privacy
Act procedures, be delivered to the
address set forth for submission of
appeals within 35 days of the
individual’s receipt of the initial denial
of the requested correction. (3) All
appeals must specify: (a) The records to
which the appeal relates, (b) the date the
initial request for correction of the
records was made, and (c) the date that
initial denial of the request for
correction was received. (4) All appeals
must also specify the reasons for the
requester’s disagreement with the initial
denial of correction and must include
any applicable supporting evidence. (5)
Appeals should be addressed to the
Commissioner, Bureau of the Public
Debt, Washington, DC 20239–0001, or as

otherwise provided in the applicable
appendix to 31 CFR part 1, subpart C.

RECORD SOURCE CATEGORIES:

Information contained in records in
the system is furnished by the
individuals or their authorized
representatives as listed in ‘‘Categories
of Individuals,’’ or is generated within
the system itself.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

Appendix of TREASURY DIRECT Contacts

This appendix lists the mailing addresses
and telephone numbers of the places that
may be contacted by individuals when
inquiring about their securities accounts
maintained in TREASURY DIRECT. The
initials ‘‘FRB’’ stand for Federal Reserve
Bank or Branch.

FRB Atlanta: PO Box 662, Atlanta, GA
30301–0662; Telephone: (recording) 404–
521–8657; (other) 404–521–8653.

FRB Baltimore: PO Box 1378, Baltimore,
MD 21203; Telephone: (recording) 410–576–
3500; (other) 410–576–3553.

FRB Birmingham: PO Box 830447,
Birmingham, AL 35283–0447; Telephone:
(recording) 205–731–8702; (other) 205–731–
8708.

FRB Boston: PO Box 2076, Boston, MA
02106–2076; Telephone: (recording) 617–
973–3800; (other) 617–973–3810.

FRB Buffalo: PO Box 961, Buffalo, NY
14240–0961; Telephone: (recording) 716–
849–5158; (other) 716–849–5000.

FRB Charlotte: PO Box 30248, Charlotte,
NC 28230; Telephone: (recording) 704–358–
2424; (other) 704–358–2410.

FRB Chicago: PO Box 834, Chicago, IL
60690; Telephone: 312–322–5369.

FRB Cincinnati: PO Box 999, Cincinnati,
OH 45201–0999; Telephone: 513–721–4794,
ext. 334.

FRB Cleveland: PO Box 6387, Cleveland,
OH 44101–1687; Telephone: 216–579–2490.

FRB Dallas: PO Box 655906, Dallas, TX
75265–5906; Telephone: (recording); 214–
922–6100 (other) 214–922–6770.

FRB Denver: PO Box 5228, Denver, CO
80217–5228; Telephone: (recording) 303–
572–2475; (other) 303–572–2473.

FRB Detroit: PO Box 1059, Detroit, MI
48231–1059; Telephone: (recording) 313–
963–6140; (other) 313–964–6157.

FRB El Paso: PO Box 100, El Paso, TX
79999; Telephone: (recording) 915–544–
4730; (other) 915–521–8272

FRB Houston: PO Box 2578, Houston, TX
77252–2578; Telephone: 713–659–1629 or
1621.

FRB Jacksonville: PO Box 2499,
Jacksonville, FL 32231–2499; Telephone:
(recording) 904–632–1178; (other) 904–632–
1179 or 1190.

FRB Kansas City: PO Box 419033, Kansas
City, MO 64141–6033; Telephone:
(recording) 816–881–2499; (other) 816–881–
2883.

FRB Little Rock: PO Box 1261, Little Rock,
AR 72203; Telephone: (recording) 501–324–
8275; (other) 501–324–8272.
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FRB Los Angeles: PO Box 512077, Los
Angeles, CA 90051–0077; Telephone: 213–
624–7398.

FRB Louisville: PO Box 32710, Louisville,
KY 40232–2710; Telephone: (recording) 502–
568–9240; (other) 502–568–9238.

FRB Memphis: PO Box 407, Memphis, TN
38101; Telephone: (recording) 901–523–
9380; (other) 901–579–2423.

FRB Miami: PO Box 520847, Miami, FL
33152–0847; Telephone: (recording) 305–
471–6257; (other) 305–471–6497.

FRB Minneapolis: PO Box 291,
Minneapolis, MN 55480–0291; Telephone:
612–204–6650

FRB Nashville: PO Box 24382, Nashville,
TN 37202–4382; Telephone: (recording) 615–
251–7236; (other) 615–251–7100.

FRB New Orleans: PO Box 52948, New
Orleans, LA 70152–2948; Telephone:
(recording) 504–593–5839; (other) 504–593–
3200.

FRB New York: Federal Reserve, PO
Station, New York, NY 10045; Telephone:
(recording) 212–720–5823; (other) 212–720–
6619.

FRB Oklahoma City: PO Box 25129,
Oklahoma City, OK 73125–0129; Telephone:
(recording) 405–270–8660; (other) 405–270–
8652.

FRB Omaha: Securities Department, PO
Box 3958, Omaha, NE 68103–0958;
Telephone: (recording) 402–221–5638;
(other) 402–221–5636.

FRB Philadelphia: PO Box 90,
Philadelphia, PA 19105–0090; Telephone:
(recording) 215–574–6580 or 6188; (other)
215–574–6680.

FRB Pittsburgh: PO Box 867, Pittsburgh,
PA 15230–0867; Telephone: (recording) 412–
261–7988; (other) 412–261–7802.

FRB Portland: PO Box 3436, Portland, OR
97208–3436; Telephone: (recording) 503–
221–5931; (other) 503–221–5932.

FRB Richmond: PO Box 27622, Richmond,
VA 23261; Telephone: (recording) 804–697–
8355; (other) 804–697–8372.

FRB Salt Lake City: PO Box 30780, Salt
Lake City, UT 84130–0780; Telephone:
(recording) 801–322–7844; (other) 801–322–
7882.

FRB San Antonio: PO Box 1471, San
Antonio, TX 78295; Telephone: (recording)
210–978–1330; (other) 210–978–1305.

FRB San Francisco: PO Box 7702, San
Francisco, CA 94120–7702; Telephone:
(recording) 415–974–3491; (other) 415–974–
2330.

FRB Seattle: PO Box 3567, Seattle, WA
98124; Telephone: (recording) 206–343–
3615; (other) 206–343–3605.

FRB St. Louis: PO Box 14915, St. Louis,
MO 63178; Telephone: 314–444–8703.

United States Treasury, Washington, DC.:
Bureau of the Public Debt, Capital Area
Servicing Center, Washington, DC 20239–
0001; Telephone: 202–874–4000; Device for
hearing impaired, 202–874–4026.

TREASURY/BPD .004

SYSTEM NAME:

Controlled Access Security System—
Treasury/BPD.

SYSTEM LOCATION:

Bureau of the Public Debt,
Parkersburg, WV.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Bureau of the Public Debt employees,
employees of contractors and service
companies, and official visitors.

CATEGORIES OF RECORDS IN THE SYSTEM:

A record is created for each access to
designated areas and contains the
individual’s name; card number; work
shift; access level; time, date, and
location of each use of the access card
at a card reader.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

31 U.S.C. Sec. 321; 41 CFR 101–
20.103.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

A record or information from a record
maintained in this system may be
disclosed as a routine use to: (1)
Appropriate Federal, State, local or
foreign agencies responsible for
investigating or prosecuting the
violations of, or for enforcing or
implementing a statute, rule, regulation,
order, or license; (2) a Federal, State, or
local agency maintaining civil, criminal
or other relevant enforcement
information or other pertinent
information, which has requested
information relevant to or necessary to
the requesting agency’s or the bureau’s
hiring or retention of an individual, or
issuance of a security clearance, license,
contract, grant, or other benefit; (3) a
court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, or in
connection with criminal law
proceedings, or in response to a
subpoena; (4) a Congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (5) unions recognized as
exclusive bargaining representatives
under the Civil Service Reform Act of
1978, 5 U.S.C. 7111 and 7114,
arbitrators and other parties responsible
for the administration of the Federal
labor-management program if needed in
the performance of their authorized
duties.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Electronic media and paper records.

RETRIEVABILITY:
Information on individuals can be

retrieved by name or card number.

SAFEGUARDS:
Both the central system and the

peripheral system will have limited
accessibility. Paper records and
magnetic disks are maintained in locked
file cabinets with access limited to those
personnel whose official duties require
access, such as the systems manager,
Bureau security officials, and employee
relations specialists. Access to terminals
is limited through the use of passwords
to those personnel whose official duties
require access, as for paper records.

RETENTION AND DISPOSAL:
The retention period is for three years;

then the records are destroyed.

SYSTEM MANAGER(S) AND ADDRESS:
Director, Division of Administrative

Services, 200 Third Street, Parkersburg,
WV 26106–1328.

NOTIFICATION PROCEDURE:
Address inquiries and initial requests

for correction of records to: Director,
Division of Administrative Services,
Parkersburg, WV 26106–1328.

RECORD ACCESS PROCEDURES:
Individuals who wish to request

access to records relating to them or
who wish to request correction of
records they believe to be in error
should submit such requests pursuant to
the procedures set out below in
compliance with the applicable
regulations (31 CFR part 1, subpart C).
Requests which do not comply fully
with these procedures may result in
noncompliance with the request, but
will be answered to the extent possible.

REQUESTS FOR ACCESS TO RECORDS:
(1) A request for access to records

should be in writing, signed by the
individual concerned, identify the
system of records, and clearly indicate
that the request is made pursuant to the
Privacy Act of 1974. The Bureau
reserves the right to require additional
verification of an individual’s identity.
(2) The request should be submitted to
the following: Director, Division of
Administrative Services, Parkersburg,
WV 26106–1328. (3) The request must
state whether the requester wishes to be
notified that the record exists or desires
to inspect or obtain a copy of the record.
If a copy of the record is desired, the
requester must agree to pay the fees for
copying the documents in accordance
with 31 CFR part 1, subpart C. (4)
Requests for records concerning a
deceased or incapacitated individual
should be accompanied either by
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evidence of the requester’s appointment
as legal representative of the estate or by
a statement attesting that no such
representative has been appointed and
giving the nature of the relationship
between the requester and the
individual.

REQUESTS FOR CORRECTION OF RECORDS:
(1) A request by an individual for

correction of records should be in
writing, signed by the individual
involved, identify the system of records,
and clearly state that the request is
made pursuant to the Privacy Act of
1974. The Bureau reserves the right to
require additional verification of an
individual’s identity. (2) The initial
request should be submitted to the
following: Director, Division of
Administrative Services, Parkersburg,
WV 26106–1328. (3) The request for
correction should specify: (a) The dates
of records in question; (b) the specific
records alleged to be incorrect; (c) the
correction requested; and (d) the reasons
therefor. (4) The request must include
any available evidence in support of the
request.

APPEALS FROM AN INITIAL DENIAL OF A REQUEST
FOR CORRECTION OF RECORDS:

(1) An appeal from an initial denial of
a request for correction of records must
be in writing, signed by the individual
involved, identify the system of records,
and clearly state that it is made
pursuant to the Privacy Act of 1974. The
Bureau reserves the right to require
additional verification of an individual’s
identity. (2) An appeal must, to be
handled under the Privacy Act
procedures, be addressed to the
following: Commissioner, Bureau of the
Public Debt, Washington, DC 20239–
0001 (or as otherwise provided for in
the applicable appendix to 31 CFR, part
1, subpart C), within 35 days of the
individual’s receipt of the initial denial
of the requested correction. (3) An
appeal must also specify: (a) The
records to which the appeal relates; (b)
the date of the initial request made for
correction of the records, and (c) the
date that the initial denial of the request
for correction was received. (4) An
appeal must also specify the reasons for
the requester’s disagreement with the
initial denial of correction and must
include any applicable supporting
evidence.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification Procedure’’ and

‘‘Record Access Procedures.’’

RECORD SOURCE CATEGORIES:
The individual concerned, his/her

supervisor, or an official of the
individual’s firm or agency.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/BPD .005

SYSTEM NAME:

Employee Assistance Records—
Treasury/BPD.

SYSTEM LOCATION:

Bureau of the Public Debt, 200 Third
Street, Parkersburg, West Virginia
26106. This system covers Public Debt
employee assistance records that are
maintained by another Federal, State, or
local government, or contractor under
an agreement with Public Debt to
provide the Employee Assistance
Program (EAP) functions. The system
location of entities under an agreement
with Public Debt is available from the
system manager.

Note: Records covering individuals
described in ‘‘Categories of individuals
covered by the system’’ who are or were
counseled through a Public Debt negotiated
agreement with the U.S. Public Health
Service, Department of Health and Human
Resources, are not covered by this notice.
Those records are maintained by the Public
Health Service and its Privacy Act system
notice (09–15–0001, Division of Federal
Occupational Health Medical and Counseling
Records, or 09–90–0010, Employee
Assistance Program Records) applies.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Public Debt employees and former
employees who will be or have been
counseled, either by self-referral or
supervisory-referral regarding drug
abuse, alcohol, emotional health, or
other personal problems. Where
applicable, this system also covers
family members of these employees
when the family member utilizes the
services of the EAP as part of the
employee’s counseling or treatment
process.

CATEGORIES OF RECORDS IN THE SYSTEM:

This system contains records of each
employee and, in some cases, family
members of the employee who have
utilized the Employee Assistance
Program for a drug, alcohol, emotional,
or personal problem. Examples of
information which may be found in
each record are the individual’s name,
social security number, date of birth,
grade, job title, home address, telephone
numbers, supervisor’s name and
telephone number, assessment of
problem, and referrals to treatment
facilities and outcomes.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301, 7361, 7362, 7904; 44
U.S.C. 3101.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSE OF SUCH USES:

These records and information in
these records may be disclosed to: (1)
An entity under contract with Public
Debt for the purpose of providing the
EAP function; (2) medical personnel to
the extent necessary to meet a bona fide
medical emergency in accordance with
the Confidentiality of Alcohol and Drug
Abuse Patient Records regulations (42
CFR part 2); (3) qualified personnel for
the purpose of conducting scientific
research, management audits, financial
audits, or program evaluation, provided
individual identifiers are not disclosed
in any manner, in accordance with the
Confidentiality of Alcohol and Drug
Abuse Patient Records regulations (42
CFR part 2); (4) a third party upon
authorization by an appropriate order of
a court of competent jurisdiction
granted after application showing good
cause therefor, in accordance with the
Confidentiality of Alcohol and Drug
Abuse Patient Records regulations (42
CFR part 2); (5) the Department of
Justice or other appropriate Federal
agency in defending claims against the
United States when the records are not
covered by the Confidentiality of
Alcohol and Drug Abuse Patient
Records regulations at 42 CFR part 2.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records and electronic media.

RETRIEVABILITY:
These records are retrieved by the

name and social security number of the
individual on whom they are
maintained.

SAFEGUARDS:
Records are stored in locked safes

with combination locks. Only
individuals with a need-to-know have
access. Automated records are protected
by restricted access procedures. Access
to records is strictly limited to agency or
contractor officials with a bona fide
need for the records. These records are
always maintained apart from any other
system of records.

When Public Debt contracts with an
entity for the purpose of providing the
EAP functions, the contractor shall be
required to maintain Privacy Act
safeguards with respect to such records.
The contractor will surrender to Public
Debt all of these records as well as any
new records at the time of contract
termination. Also, when the disclosure
of records is requested, the contractor
will not make the determination about
whether the records may be disclosed.
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RETENTION AND DISPOSAL:
The retention period is 3 years after

termination of counseling or until any
litigation is resolved. If an employee is
no longer employed by Public Debt,
records are retained for 3 years after the
official date of termination. Then the
records are destroyed.

SYSTEM MANAGER AND ADDRESS:
Director, Human Resources Division,

Bureau of the Public Debt, 200 Third
Street, Parkersburg, WV 26106–1328.

NOTIFICATION PROCEDURE:

Address inquiries and initial requests
for correction of records to: Director,
Human Resources Division, Bureau of
the Public Debt, 200 Third Street,
Parkersburg, WV 26106–1328.

RECORD ACCESS PROCEDURES:
Individuals who wish to request

access to records relating to them or
who wish to request correction of
records they believe to be in error
should submit such requests pursuant to
the procedures set out below in
compliance with the applicable
regulations (31 CFR part 1 subpart C).
Requests which do not comply fully
with these procedures may result in
noncompliance with the request, but
will be answered to the extent possible.

REQUESTS FOR ACCESS TO RECORDS:
(1) A request for access to records

must be in writing, signed by the
individual concerned, identify the
system of records, and clearly indicate
that the request is made pursuant to the
Privacy Act of 1974. At least two items
of identification must be furnished; e.g.,
date of birth; social security number;
dates of employment, if request is by
employee; relationship to employee, if
request is by family member; or similar
information. Public Debt reserves the
right to require additional verification of
an individual’s identity; (2) The request
is to be submitted to the Director,
Human Resources Division, Bureau of
the Public Debt, 200 Third Street,
Parkersburg, WV 26106–1328; (3) The
request must state whether the requester
wishes to be notified that the record
exists or desires to inspect or obtain a
copy of the record. If a copy of the
record is desired, the requester must
agree to pay the fees for copying the
documents in accordance with 31 CFR
part 1 subpart C; (4) Requests for records
concerning a deceased or incapacitated
individual must be accompanied either
by evidence of the requester’s
appointment as legal representative of
the estate or by a notarized statement
attesting that no such representative has
been appointed and giving the nature of

the relationship between the requester
and the individual.

REQUESTS FOR CORRECTION OF RECORDS:

(1) A request by an individual for
correction of records must be in writing,
signed by the individual involved,
identify the system of records, and
clearly state that the request is made
pursuant to the Privacy Act of 1974. At
least two items of identification must be
furnished; e.g., date of birth; social
security number; dates of employment,
if request is by employee; relationship
to employee, if request is by family
member; or similar information. Public
Debt reserves the right to require
additional verification of an individual’s
identity; (2) The initial request is to be
submitted to the Director, Human
Resources Division, 200 Third Street,
Parkersburg, WV 26106–1328; (3) The
request for correction should specify: (a)
The dates of records in question, (b) the
specific records alleged to be incorrect,
(c) the correction requested, and (d) the
reasons therefor; (4) The request must
include any available evidence in
support of the request.

APPEALS FROM AN INITIAL DENIAL OF A REQUEST
FOR CORRECTION OF RECORDS:

(1) An appeal from an initial denial of
a request for correction of records must
be in writing, signed by the individual
involved, identify the system of records,
and clearly state that it is made
pursuant to the Privacy Act of 1974. At
least two items of identification must be
furnished; e.g., date of birth; social
security number; dates of employment,
if request is by employee; relationship
to employee, if request is by family
member; or similar information. Public
Debt reserves the right to require
additional verification of an individual’s
identity; (2) Appellate determinations
will be made by the Commissioner of
the Public Debt or the delegate of such
officer. Appeals should be addressed as
follows: Privacy Act Amendment, Chief
Counsel, Bureau of the Public Debt,
Department of the Treasury, 999 E
Street, NW, Room 503, Washington, DC
20239–0001 (or as otherwise provided
for in the applicable appendix to 31 CFR
part 1 subpart C), within 35 days of the
individual’s receipt of the initial denial
of the requested correction; (3) An
appeal must also specify: (a) The
records to which the appeal relates, (b)
the date of the initial request made for
correction of the records, and (c) the
date that the initial denial of the request
for correction was received; (4) An
appeal must also specify the reasons for
the requester’s disagreement with the
initial denial of correction and must

include any applicable supporting
evidence.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification Procedure’’ and

‘‘Record Access Procedures.’’

RECORD SOURCE CATEGORIES:
Information in this system of records

comes from the individual to whom it
applies, the supervisor of the individual
if the individual was referred by a
supervisor, or the Employee Assistance
Program staff member who records the
counseling session.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/BPD .006

SYSTEM NAME:
Health Service Program Records—

Treasury/BPD.

SYSTEM LOCATION:
Bureau of the Public Debt, 200 Third

Street, Parkersburg, WV 26106–1328.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

(1) Bureau of the Public Debt
employees who receive services under
the Federal Employee Health Services
Program from the Public Debt Health
Unit in Parkersburg, West Virginia. (2)
Federal employees of other
organizations in the Parkersburg, West
Virginia, vicinity who receive services
under the Federal Employee Health
Services Program from the Public Debt
Health Unit in Parkersburg, West
Virginia. (3) Non-Federal individuals
working in or visiting the buildings,
who may receive emergency treatment
from the Public Debt Health Unit in
Parkersburg, West Virginia.

CATEGORIES OF RECORDS IN THE SYSTEM:
This system is comprised of records

developed as a result of an individual’s
utilization of services provided under
the Federal Government’s Health
Service Program. These records contain
information such as: Examination,
diagnostic, assessment and treatment
data; laboratory findings; nutrition and
dietetic files; nursing notes;
immunization records; blood donor
records; CPR training; First Aider;
names, social security number, date of
birth, handicap code, addresses, and
telephone numbers of individual; name,
address, and telephone number of
individual’s physician; name, address,
and telephone number of hospital;
name, address, and telephone number of
emergency contact; and information
obtained from the individual’s
physician; and record of requested
accesses by any Public Debt employee
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(other than Health Unit personnel) who
has an official need for the information.

Note: This system does not cover records
related to counseling for drug, alcohol, or
other problems covered by System No.
Treasury/BPD .005—Employee Assistance
Records. Medical records relating to a
condition of employment or an on-the-job
occurrence are covered by the Office of
Personnel Management’s System of Records
No. OPM/GOVT–10—Employee Medical File
System Records.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
Title 5 U.S.C. 7901.

PURPOSE(S):
These records document an

individual’s utilization on a voluntary
basis of health services provided under
the Federal Government’s Health
Service Program at the Health Unit at
the Bureau of the Public Debt in
Parkersburg, West Virginia. Data is
necessary to ensure proper evaluation,
diagnosis, treatment, and referral to
maintain continuity of care; a medical
history of care received by the
individual; planning for further care of
the individual; a means of
communication among health care
members who contribute to the
individual’s care; a legal document of
health care rendered; a tool for
evaluating the quality of health care
rendered.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

A record or information from a record
maintained in this system of records
may be disclosed as a routine use to: (1)
Medical personnel under a contract
agreement with Public Debt; (2) a
Federal, State, or local public health
service agency as required by applicable
law, concerning individuals who have
contracted certain communicable
diseases or conditions. Such
information is used to prevent further
outbreak of the disease or condition; (3)
appropriate Federal, State, or local
agencies responsible for investigation of
an accident, disease, medical condition,
or injury as required by pertinent legal
authority; (4) the Department of Justice
in connection with lawsuits in which
the Department of the Treasury is a
party or has an interest; (5) a Federal
agency responsible for administering
benefits programs in connection with a
claim for benefits filed by an employee;
(6) a Congressional office from the
record of an individual in response to
an inquiry from the Congressional office
made at the request of that individual;
(7) a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to

opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, or in response
to a subpoena or in connection with
criminal law proceedings.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records and electronic media.

RETRIEVABILITY:
These records are retrieved by the

name of the individual to whom they
pertain.

SAFEGUARDS:
These records are maintained in a

secured room with access limited to
Health Unit personnel whose duties
require access. Medical personnel under
a contract agreement who have access to
these records are required to maintain
adequate safeguards with respect to
such records.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with National Archives and Records
Administration retention schedules.
Paper and microform records ready for
disposal are destroyed by shredding or
burning. Records in electronic media are
electronically erased using accepted
techniques.

SYSTEM MANAGERS AND ADDRESS:
Director, Division of Administrative

Services, Bureau of the Public Debt,
Parkersburg, West Virginia 26106–1328.

NOTIFICATION PROCEDURE:
Individuals may submit their requests

for determination if the system contains
records pertaining to them or for access
to records as provided under ‘‘Record
Access Procedures.’’ Requests must be
made in compliance with the applicable
regulations (31 CFR part 1, subpart C).
Requests which do not comply fully
with these procedures may result in
noncompliance with the request, but
will be answered to the extent possible.

RECORD ACCESS PROCEDURES:
(1) A request for access to records

should be in writing, signed by the
individual concerned, identify the
system of records, and clearly indicate
that the request is made pursuant to the
Privacy Act of 1974. If the individual is
seeking access in person, identity may
be established by the presentation of a
single official document bearing the
individual’s photograph or by the
presentation of two items of
identification without the photograph
but instead showing a name and
signature. If the individual is seeking

access by mail, identity may be
established by the presentation of a
signature, address, and one other
identifier such as a photocopy of an
official document bearing the
individual’s signature. The Bureau
reserves the right to require additional
verification of an individual’s identity.
(2) The request should be submitted to
the following: Director, Division of
Administrative Services, Bureau of the
Public Debt, Parkersburg, West Virginia
26106–1328. (3) The request must state
whether the requester wishes to be
notified that the record exists or desires
to inspect or obtain a copy of the record.
If a copy of the record is desired, the
requester must agree to pay the fees for
copying the documents in accordance
with 31 CFR 1.26(d)(2)(ii).

An individual who requests access to
a Health Service Program Record shall,
at the time the request is made,
designate in writing the name of a
responsible representative who will be
willing to review the record and inform
the subject individual of its content.
This does not permit the representative
to withhold the records from the
requester. Rather, the representative is
expected to provide access to the
records while explaining sensitive or
complex information contained in the
records.

CONTESTING RECORD PROCEDURES:

(1) A request by an individual
contesting the content of records or for
correction of records should be in
writing, signed by the individual
involved, identify the system of records,
and clearly state that the request is
made pursuant to the Privacy Act of
1974. If the request is made in person,
identity may be established by the
presentation of a single official
document bearing the individual’s
photograph or by the presentation of
two items of identification without the
photograph but instead showing a name
and signature. If the request is by mail,
identity may be established by the
presentation of a signature, address, and
one other identifier such as a photocopy
of an official document bearing the
individual’s signature. The Bureau
reserves the right to require additional
verification of an individual’s identity.
(2) The initial request should be
submitted to the following: Director,
Division of Administrative Services,
Bureau of the Public Debt, Parkersburg,
West Virginia 26106–1328. (3) The
request should specify: (a) The dates of
records in question, (b) the specific
records alleged to be incorrect, (c) the
correction requested, and (d) the reasons
therefor. (4) The request must include
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any available evidence in support of the
request.

APPEALS FROM AN INITIAL DENIAL OF A REQUEST

FOR CORRECTION OF RECORDS:

(1) An appeal from an initial denial of
a request for correction of records must
be in writing, signed by the individual
involved, identify the system of record,
and clearly state that it is made
pursuant to the Privacy Act of 1974. If
the individual is making an appeal in
person, identity may be established by
the presentation of a single official
document bearing the individual’s
photograph or by the presentation of
two items of identification without the
photograph but instead showing a name
and signature. If the individual is
making an appeal by mail, identity may
be established by the presentation of a
signature, address, and one other
identifier such as a photocopy of an
official document bearing the
individual’s signature. The Bureau
reserves the right to require additional
verification of an individual’s identity.
(2) Appellate determinations will be
made by the Commissioner of the Public
Debt or the delegate of such officer.
Appeals made by mail should be
addressed to, or delivered personally to:
Privacy Act Amendment Appeal, Chief
Counsel, Bureau of the Public Debt, 999
E Street, NW., Room 503, Washington,
DC 20239–0001 (or as otherwise
provided for in the applicable appendix
to 31 CFR part 1, subpart C), within 35
days of the individual’s receipt of the
initial denial of the requested
correction. (3) An appeal must also
specify: (a) The records to which the
appeal relates, (b) the date of the initial
request made for correction of the
records, and (c) the date that the initial
denial of the request for correction was
received. (4) An appeal must also
specify the reasons for the requester’s
disagreement with the initial denial of
correction and must include any
applicable supporting evidence.

RECORD SOURCE CATEGORIES:

Information in this system of records
comes from the individual to whom it
applies; laboratory reports and test
results; Health Unit physicians, nurses,
and other medical technicians who have
examined, tested, or treated the
individual; the individual’s personal
physician; other Federal employee
health units; and other Federal agencies.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY BPD .007

SYSTEM NAME:

Gifts to Reduce the Public Debt—
Treasury/BPD.

SYSTEM LOCATION:

Bureau of the Public Debt, Office of
Securities and Accounting Services,
Capital Area Servicing Center, C Street
Building, Washington, DC 20239–0001.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Donors of gifts to reduce the public
debt.

CATEGORIES OF RECORDS IN THE SYSTEM:

Correspondence; copies of checks,
money orders, or other payments; copies
of wills and other legal documents; and
other material related to gifts to reduce
the public debt, received on or after
October 1, 1984, by the Bureau of the
Public Debt either directly from the
donor or through the donor’s
Congressional or other representative.

This system does not cover gifts to
reduce the public debt received prior to
October 1, 1984, when this function was
handled by the Financial Management
Service. This system of records does not
cover gifts sent to other agencies, such
as gifts sent with one’s Federal income
tax return to the Internal Revenue
Service. This system does not include
any other gifts to the United States.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

Title 31 U.S.C. 3113.

PURPOSE(S):

These records document the receipt
from donors of gifts to reduce the public
debt. They provide a record of
correspondence acknowledging receipt,
information concerning any legal
matters, and a record of depositing the
gift and accounting for it.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in
these records may be used to: (1)
Disclose pertinent information to
appropriate Federal, State, local or
foreign agencies responsible for
investigating or prosecuting the
violations of, or for enforcing or
implementing a statute, rule, regulation,
order, or license; (2) Disclose
information to a court, magistrate, or
administrative tribunal in the course of
presenting evidence including
disclosures to opposing counsel or
witnesses in the course of civil
discovery, litigation, or settlement
negotiations, or in response to a
subpoena, or in connection with

criminal law proceedings; (3) Provide
information to a Congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (4) Disclose information
to agents or contractors of the
Department for the purpose of
administering the public debt of the
United States; (5) Disclose information
to a legal representative of a deceased
donor for the purpose of properly
administering the estate of the deceased;
(6) Disclose information to the Internal
Revenue Service for the purpose of
confirming whether a tax-deductible
event has occurred; (7) Disclose
information to the Department of Justice
in connection with lawsuits in which
the Department of the Treasury is a
party or has an interest.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records, microform, and

electronic media.

RETRIEVABILITY:
These records are retrieved by the

name of the donor; amount of gift, type
of gift; date of gift; social security
number of donor, if provided; control
number, check number; State code.

SAFEGUARDS:
These records are maintained in

controlled access areas. Automated
records are protected by restricted
access procedures. Checks and other
payments are stored in locked safes with
access limited to personnel whose
duties require access.

RETENTION AND DISPOSAL:
Records of gifts to reduce the public

debt are maintained in accordance with
National Archives and Records
Administration retention schedules. All
records are destroyed by incineration or
shredding. Records in electronic media
are electronically erased using accepted
techniques.

SYSTEM MANAGER(S) AND ADDRESS:
Fiscal Officer, Capital Area Servicing

Center, Office of Securities and
Accounting Services, Bureau of the
Public Debt, C Street Building,
Washington, DC 20239–0001.

NOTIFICATION PROCEDURE:
Address inquiries and initial requests

for correction of records to the System
Manager.

RECORD ACCESS PROCEDURES:
Individuals who wish to request

access to records relating to them or
who wish to request correction of
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records they believe to be in error
should submit such requests pursuant to
the procedures set out below in
compliance with the applicable
regulations (31 CFR part 1, subpart C).
Requests which do not comply fully
with these procedures may result in
noncompliance with the request, but
will be answered to the extent possible.

REQUESTS FOR ACCESS TO RECORDS:
(1) A request for access to records

should be in writing, signed by the
individual concerned, identify the
system of records, and clearly indicate
that the request is made pursuant to the
Privacy Act of 1974. If the individual is
seeking access in person, identity may
be established by the presentation of a
single official document bearing the
individual’s photograph or by the
presentation of two items of
identification without the photograph
but instead showing a name and
signature. If the individual is seeking
access by mail, identity may be
established by the presentation of a
signature, address, and one other
identifier such as a photocopy of an
official document bearing the
individual’s signature. The Bureau
reserves the right to require additional
verification of an individual’s identity;
(2) The request should be submitted to
the following: Fiscal Officer, Capital
Area Servicing Center, Office of
Securities and Accounting Services,
Bureau of the Public Debt, C Street
Building, Washington, DC 20239–0001;
(3) The request must state whether the
requester wishes to be notified that the
record exists or desires to inspect or
obtain a copy of the record. If a copy of
the record is desired, the requester must
agree to pay the fees for copying the
documents in accordance with 31 CFR
1.26(d)(2)(ii).

REQUESTS FOR CORRECTION OF RECORDS:
(1) A request by an individual for

correction of records should be in
writing, signed by the individual
involved, identify the system of records,
and clearly state that the request is
made pursuant to the Privacy Act of
1974. If the individual is seeking
correction in person, identity may be
established by the presentation of a
single official document bearing the
individual’s photograph or by the
presentation of two items of
identification without the photograph
but instead showing a name and
signature. If the individual is seeking
correction by mail, identity may be
established by the presentation of a
signature, address, and one other
identifier such as a photocopy of an
official document bearing the

individual’s signature. The Bureau
reserves the right to require additional
verification of an individual’s identity;
(2) The initial request should be
submitted to the following: Fiscal
Officer, Capital Area Servicing Center,
Office of Securities and Accounting
Services, Bureau of the Public Debt, C
Street Building, Washington, DC 20239–
0001; (3) The request for correction
should specify: (a) The dates of records
in question, (b) the specific records
alleged to be incorrect, (c) the correction
requested, and (d) the reasons therefor;
(4) The request must include any
available evidence in support of the
request.

APPEALS FROM AN INITIAL DENIAL OF A REQUEST

FOR CORRECTION OF RECORDS:

(1) An appeal from an initial denial of
a request for correction of records must
be in writing, signed by the individual
involved, identify the system of records
and clearly state that it is made
pursuant to the Privacy Act of 1974. If
the individual is making an appeal in
person, identity may be established by
the presentation of a single official
document bearing the individual’s
photograph or by the presentation of
two items of identification without the
photograph but instead showing a name
and signature. If the individual is
making an appeal by mail, identity may
be established by the presentation of a
signature, address, and one other
identifier such as a photocopy of an
official document bearing the
individual’s signature. The Bureau
reserves the right to require additional
verification of an individual’s identity;
(2) Appellate determinations will be
made by the Commissioner of the Public
Debt or the delegate of such officer.
Appeals made by mail should be
addressed to, or delivered personally to:
Privacy Act Amendment Appeal, Chief
Counsel, Bureau of the Public Debt, 999
E Street, NW., Room 503, Washington,
DC 20239–0001 (or as otherwise
provided for in the applicable appendix
to 31 CFR part 1, subpart C), within 35
days of the individual’s receipt of the
initial denial of the requested
correction; (3) An appeal must also
specify: (a) The records to which the
appeal relates, (b) the date of the initial
request made for correction of the
records, and (c) the date that the initial
denial of the request for correction was
received; (4) An appeal must also
specify the reasons for the requester’s
disagreement with the initial denial of
correction and must include any
applicable supporting evidence.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification Procedure’’ and

‘‘Record Access Procedures.’’

RECORD SOURCE CATEGORIES:
Information in this system of records

comes from the individual to whom it
applies, executors, administrators, and
other involved persons.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

BILLING CODE: 4810–42–P

United States Secret Service

TREASURY/USSS .001

SYSTEM NAME:
Administrative Information System—

Treasury/USSS.

SYSTEM LOCATION:
(a) U.S. Secret Service (Headquarters),

1800 G St. NW, Washington, DC 20223.
Components of this System are
geographically dispersed throughout
U.S. Secret Service field offices. (See
below, United States Secret Service,
appendix A, listing the addresses of
Secret Service offices.) (b) U.S. Secret
Service Uniformed Division, 1310 L St.,
NW, Washington, DC 20005; (c)
Presidential Protective Division, U.S.
Secret Service, Room 10, Old Executive
Office Building, 17th and Pennsylvania
Ave., NW, Washington, DC 20500; (d)
Vice Presidential Protective Division,
U.S. Secret Service, Old Executive
Office Building, Room 295, Washington,
DC 20500; (e) Dignitary Protective
Division U.S. Secret Service, 1310 L St.,
NW, Washington, DC 20005; (f)
Anacostia Naval Station, Bldg. 411,
2701 South Capital Street, SE,
Washington, DC 20373; (g) Johnson
Protective Division, U.S. Secret Service,
PO Box 921, Stonewall, TX 78671; (h)
Ford Protective Division, U.S. Secret
Service, PO Box 955, Rancho Mirage,
CA 92270–955; (i) Technical Security
Division, U.S. Secret Service, 1709 New
York Avenue, NW., Washington, DC
20500; (j) Carter Protective Division,
U.S. Secret Service, PO Box 308, Plains,
GA 31780. (k) Reagan Protective
Division, U.S. Secret Service, 2121
Avenue Of the Stars, Century City, CA
90067, (l) Bush Protective Division, U.S.
Secret Service PO Box 79797, Houston,
Texas 77279–9797, (m) White House
Section, U.S. Secret Service, Old
Executive Office Bldg., Rm. 23,
Washington, DC 20500.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

(a) Individuals who are now or were
Secret Service employees; (b)
Individuals, contractors, and vendors,
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etc., who are presently doing or
previously did business with the Secret
Service; (c) Claimants against the Secret
Service under the Federal Tort Claims
Act and the Military Personnel and
Federal Employees Claims Act.

CATEGORIES OF RECORDS IN THE SYSTEM:
(a) Records containing information on

issuance of Secret Service equipment
and accountable government property;
(b) Records containing procurement
negotiations, contracts, agreements, etc.,
with the Secret Service; (c) Records
containing information on past, present,
and future administrative
correspondence with individuals,
contractors, vendors, etc., who have or
plan to enter into contractual
agreements with the Secret Service; (d)
Records on vehicle accidents, injuries,
fatalities.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
Title 40 and 41 of the U.S. Code, and

other rules and regulations where
applicable; 5 U.S.C. 301; 44 U.S.C. 3101.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

(1) Disclosure of information to the
Department of Treasury, GAO, OMB,
GSA, the Department of Justice and
other Federal, state, and local
government agencies regarding
purchases, contracts, and anticipated
purchases and contracts of the Secret
Service; (2) To provide administrative
services for the Secret Service and
maintain administrative records as
required by law; (3) To use in the
adjudication of any claim for or against
the Secret Service; (4) Disclosure to
individuals, contractors, vendors, etc.,
for the purpose of inquiries relating to
or confirmation of orders and purchases;
(5) Disclosure to a student participating
in a Secret Service student volunteer
program, where such disclosure is
necessary to further the efforts of the
Secret Service.

POLICIES AND PRACTICES FOR STORING
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records are contained in file jackets

and portions of the information are
stored electronically at Headquarters.

RETRIEVABILITY:
Records may be retrieved by name

and/or number.

SAFEGUARDS:
(1) File jackets and electronic data at

Headquarters are located in locked
rooms which are secured by alarms and
other internal security devices with

guards on duty on an around the clock
basis. Access is available only to
employees responsible for records
management and operational employees
who have a need for such information,
each of whom holds a top secret
security clearance; (2) The file jackets in
Secret Service field offices are located in
locked file cabinets or in locked rooms
when Secret Service employees are not
on duty. Access to the system is limited
to employees of the Secret Service
holding top secret security clearances.

RETENTION AND DISPOSAL:
The file jackets and electronic data are

retained in accordance with mandatory
National Archives Records
Administration (NARA), General
Records Schedules 3, 4, 8, 10, 11, 13, &
23. Disposal is by burning, shredding,
and/or electronic deletion.

SYSTEM MANAGER(S) AND ADDRESS:
Assistant Director, Office of

Administration, U.S. Secret Service,
1800 G St., NW, Rm. 850 Washington,
DC 20223.

NOTIFICATION PROCEDURE:
Individuals who wish to present a

request as to whether this system
contains records pertaining to them
should address inquiries to: Freedom of
Information and Privacy Acts Officer,
U.S. Secret Service, 1800 G St., NW,
Room 720, Washington, DC 20223.

RECORD ACCESS PROCEDURES:
Requests for information contained in

this system should be addressed to:
Freedom of Information and Privacy
Acts Officer, U.S. Secret Service, 1800 G
St., NW, Room 720, Washington, DC
20223.

CONTESTING RECORD PROCEDURES:
See ‘‘Record access procedures’’

above.

RECORD SOURCE CATEGORIES:
(a) Individuals who are presently or

were Secret Service employees; (b)
Individuals, corporations, companies,
contractors, etc., previously engaged or
presently engaged in business with the
Secret Service; (c) Claimants.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/USSS .002

SYSTEM NAME:
Chief Counsel Record System—

Treasury/USSS.

SYSTEM LOCATION:
Office of Chief Counsel, United States

Secret Service, 1800 G St., NW,
Washington, DC 20223.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

(a) Individuals who have filed
administrative claims; (b) Individuals
involved in litigation against the U.S.
Secret Service; (c) Individuals who have
filed a petition regarding forfeiture; (d)
Employees, former employees or
applicants who have filed equal
employment opportunity claims against
the U.S. Secret Service; (e) Employees or
former employees who have appealed
disciplinary actions taken against them
by the U. S. Secret Service to the Merit
System Protection Board.

CATEGORIES OF RECORDS IN THE SYSTEM:

(a) Copies of administrative claims
filed against the Secret Service or
employees of the U.S. Secret Service
and responses thereto; (b) Any type of
legal document, including but not
limited to complaints, summaries,
affidavits, litigation reports, motions,
and any other court filing or
administrative filing or evidence; (c)
Records concerning requests for
information regarding the use of
reproductions of obligations of the
United States including bonds, checks,
coins, coupons, currencies (U.S. and
foreign), fractional notes, postage
stamps (U.S. and foreign), postal money
orders, and postmarks.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

18 U.S.C. 3056; 28 U.S.C. 2672
(Federal Tort Claims Act); 18 U.S.C.
471–509.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

(1) Administrative claims may be
routinely sent to Department of Justice
attorneys to assist them in litigation
involving the Secret Service; (2) Legal
records and litigation reports may be
sent to Department of Justice attorneys
to assist them in the preparation for
litigation involving the U.S. Secret
Service; (3) Records indicating a
violation or potential violation of law,
whether civil, criminal or regulatory in
nature, and whether arising by general
statute or particular program statute, or
by regulation, rule or order issued
pursuant thereto, may be referred to the
appropriate Federal, state, local or
foreign agency charged with the
responsibility of investigating or
prosecuting such violation or charged
with enforcing or implementing the
statute, rule, regulation or order issued
pursuant thereto; (4) Disclosures to
opposing counsel, a court magistrate or
administrative tribunal in the course of
a legal proceeding, and disclosures to
opposing counsel in the course of
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discovery proceedings for the purpose
of, enforcing, or prosecuting, a violation
or potential violation of law, whether
civil, criminal or regulatory in nature
and whether arising by general statute
or particular program statute, or by
regulation, rule or order issued pursuant
thereto; (5) Disclosures to Federal, state
or local agencies maintaining civil,
criminal or other relevant enforcement
information or other pertinent
information, such as current licenses, if
necessary to obtain information relevant
to an agency decision concerning the
hiring or retention of an employee, the
issuance of a security clearance, the
letting of a contract, or the issuance of
a license, grant or other benefit; (6)
Disclosures to a Federal agency in
response to its request, in connection
with the hiring or retention of an
employee, the issuance of a security
clearance, the reporting of an
investigation of an employee, the letting
of a contract or the issuance of a license,
grant, or other benefit by the requesting
agency, to the extent that the
information is relevant and necessary to
the requesting agency’s decision on the
matter; (7) Disclosure to a student
participating in a Secret Service student
volunteer program, where such
disclosure is necessary to further the
efforts of the Secret Service.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records are contained in file jackets.

RETRIEVABILITY:
This System is indexed

chronologically for administrative
claims and requests for information
regarding reproductions. Access to the
physical files containing litigation
records is by name.

SAFEGUARDS:
The file jackets are secured in a

locked room with guards on duty on an
around-the-clock basis. Access to the
records is available only to employees
responsible for record management and
operational employees who have a need
for such information, each of whom
holds a top secret security clearance.

RETENTION AND DISPOSAL:
(1) Closed litigation case files are

retained for a period of 5 years; (2)
Administrative claims, and requests for
information are disposed of at varying
intervals in accordance with the records
retention schedule approved by the
National Archives and Records
Administration. Any disposal is by
shredding and/or burning.

SYSTEM MANAGER(S) AND ADDRESS:
Chief Counsel, U.S. Secret Service,

1800 G St., NW, Room 842, Washington,
DC 20223.

NOTIFICATION PROCEDURE:
Individuals who wish to present a

request as to whether the system
contains records pertaining to them
should address inquiries to: Freedom of
Information and Privacy Acts Officer,
U.S. Secret Service, 1800 G St., NW,
Room 720, Washington, DC 20223.

RECORD ACCESS PROCEDURES:
Requests for information contained in

this System should be addressed to:
Freedom of Information and Privacy
Acts Officer, U.S. Secret Service, 1800 G
St., NW, Room 720, Washington, DC
20223.

CONTESTING RECORD PROCEDURES:
See ‘‘Record access procedures’’

above.

RECORD SOURCE CATEGORIES:
(a) Administrative claims are filed by

those individuals who believe that they
have a claim against the U.S. Secret
Service; (b) Individuals who are
involved in legal proceedings against
the U.S. Secret Service. All litigation
reports are initiated by Office of Chief
Counsel, U.S. Secret Service; (c)
Requests for information regarding the
use of reproductions from Secret Service
field offices, the general public, and
from professional organizations; other
Federal agencies, and Federal, State and
local courts.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/USSS .003

SYSTEM NAME:
Criminal Investigation Information

System—Treasury/USSS.

SYSTEM LOCATION:
(a) United States Secret Service,

(Headquarters) 1800 G St., NW,
Washington, DC 20223; (b) Components
of this System are geographically
dispersed throughout Secret Service
field offices. (See United States Secret
Service appendix A listing the addresses
of Secret Service field offices.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

(a) Individuals who have been or are
currently the subject of a criminal
investigation by the U.S. Secret Service
in connection with the performance by
that agency of its authorized criminal
investigative functions; (b) Individuals
who are payees, registered owners or
endorsers of stolen or lost obligations

and other securities of the United States;
(c) Individuals who are witnesses,
complainants, informants, suspects,
defendants, fugitives, released
prisoners, correspondents, organized
crime figures, and victims of crimes
who have been identified by the Secret
Service in the conduct of criminal
investigations or by information
supplied by other law enforcement
agencies, government units, and the
general public.

CATEGORIES OF RECORDS IN THE SYSTEM:

(a) Records containing information
compiled for the purpose of identifying
individual criminal offenders and
alleged offenders and consisting only of
identifying data and notations of arrest,
the nature and disposition of criminal
charges, sentencing, confinement,
release, and parole or probation status;
(b) Records containing information
compiled for the purpose of a criminal
investigation, including reports of
informants and investigators, and
associated with an identifiable
individual; (c) Records containing
reports identifiable with an individual
compiled at various stages of the
process of enforcement of criminal laws
from arrest or indictment through
release from supervision; (d) Records
containing investigatory material
compiled for law enforcement purposes,
including but not limited to,
handwriting exemplars; laboratory
analyses of inks and papers;
handwriting analyses; petitions for the
remission of forfeitures; notice of non-
receipt of Treasury drafts; affidavits of
forged endorsements; opinions of the
examiner of questioned documents;
reports or opinions from the
examination of computer evidence;
reports or opinions from the
examination of altered cellular
telephones; certificates by owners of
U.S. registered securities concerning
forged requests for payments or
assignments; applications for relief on
account of loss, theft, or destruction of
U.S. Savings Bonds or checks;
photographic reproductions of
obligations and other securities of the
United States; contraband items; claims
against the United States for the
proceeds of government checks and
bonds; and reports necessary for the
settlement of check and bond claims;
names and telephone numbers of
persons intercepted by electronic,
mechanical, or other device under the
provisions of Title 18 U.S.C., Section
2510 et.seq. compiled during the lawful
course of a criminal or civil
investigation.
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AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
18 U.S.C. 3056.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

(1) Disclosure to Federal, state, and
local government agencies foreign or
domestic, having prosecutive and civil
law enforcement functions for use by
attorneys, magistrates, and judges,
parole or probation authorities and
other law enforcement authorities for
the purpose of developing a criminal or
civil investigation, prosecuting,
sentencing, or determining the parole
and probation status of criminal
offenders or suspected criminal
offenders; (2) Disclosure to personnel of
other Federal, state and local law
enforcement agencies, foreign or
domestic, for the purpose of developing
information on subjects involved in
Secret Service criminal investigations
and assisting other law enforcement
agencies in the investigation and
prosecution of violations of the criminal
laws which those agencies are
responsible for enforcing; (3) Disclosure
to personnel of Federal, state, and local
governmental agencies, where such
disclosure is considered reasonably
necessary for the purpose of furthering
Secret Service efforts to investigate the
activities of and apprehend criminal
offenders and suspected criminal
offenders; (4) Disclosure to personnel of
Federal, state, and local governmental
agencies, foreign and domestic, where
there is a showing of reasonable
necessity to obtain such information to
accomplish a valid law enforcement
purpose; (5) Disclosure to employees
and officials of financial and
commercial business firms and to
private individuals of identifying
information pertaining to actual or
suspected criminal offenders where
such disclosure is considered
reasonably necessary for the purpose of
furthering Secret Service efforts to
investigate the activities of and
apprehend criminal offenders and
suspected criminal offenders; (6)
Records maintained in this System
indicating a violation or potential
violation of law, whether civil, criminal
or regulatory in nature, and whether
arising by general statute or particular
program statute, or by regulation, rule or
order issued pursuant thereto, may be
disclosed to the appropriate agency,
whether Federal, state, local or foreign,
charged with the responsibility of
investigating or prosecuting such
violation or charged with enforcing or
implementing the statute, or rule,
regulation or order issued pursuant
thereto; (7) Disclosures in the course of

presenting evidence to a court,
magistrate or administrative tribunal
and disclosures to opposing counsel in
the course of discovery proceedings for
the purpose of enforcing, or prosecuting,
a violation or potential violation of law,
whether civil, criminal or regulatory in
nature and whether arising by general
statute or particular program statute, or
by regulation, rule or order issued
pursuant thereto; (8) Disclosures to
Federal, state or local agencies
maintaining civil, criminal or other
pertinent information or enforcement
information relevant to an agency
decision concerning the hiring or
retention of an employee, or the
issuance of a license, grant or other
benefit; (9) Disclosures to a Federal,
state or local agency in response to its
request, in connection with the hiring or
retention of an employee, the issuance
of a security clearance, the reporting of
an investigation of an employee, the
letting of a contract or the issuance of
a license, grant, or other benefit by the
requesting agency, to the extent that the
information is relevant and necessary to
the requesting agency’s decision on the
matter; (10) Disclosures of information
relating to criminal and civil
proceedings to the news media in
accordance with the guidelines
contained in 28 CFR 50.2; (11)
Disclosure in connection with the
utilization by the Secret Service of the
Northern Virginia Regional
Identification System for the storage and
retrieval of fingerprint information
maintained by the Secret Service; (12)
Disclosure to a student participating in
a Secret Service student volunteer
program, where such disclosure is
necessary to further the efforts of the
Secret Service.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
All records comprising this system are

contained in file jackets, computerized
data systems, microfilm and microfiche.
Portions of the indices and information
contained in the records are maintained
in electronic storage media located at
Headquarters.

RETRIEVABILITY:
This system is indexed by name,

address, vehicle license number, and/or
telephone number, and is retrieved
through computer search of magnetic
media indices both at Headquarters and
in the field offices. Additionally,
subjects are retrievable from the
computerized files by physical
description. Access to the physical files
containing records is by case number.

SAFEGUARDS:

(1) At Headquarters, the field jackets
containing the records are secured by
alarms, and other internal security
devices, in locked rooms with guards on
duty on an around-the-clock basis.
Access to the records is available only
to employees responsible for records
management and operational employees
with a ‘‘need to know,’’ each of whom
has a top secret security clearance; (2)
In field offices the file jackets are
located in locked filing cabinets and
when Secret Service employees are not
on duty, in locked rooms. Access to the
system is controlled and limited to
employees of the Secret Service holding
top secret security clearances.

RETENTION AND DISPOSAL:

(1) All Judicial cases, 20 years; (2)
Non-judicial criminal investigative
cases (except non-judicial check and
bond cases), 10 years; (3) Non-judicial
check claim and bond forgery cases, 5
years; (4) Administrative files of an
investigatory nature, 5 years; (5) All
other files and records the disposition of
which is not otherwise specified, 5
years; (6) Investigations for other
districts, 2 years; (7) Receipts vary with
the case file to which they pertain; (8)
Investigation Control Forms, varies; (9)
Arrest History Forms, Indefinite; (10)
Headquarters Criminal Investigative
case files, 30 years; indices and
microfilm copies are retained for an
indefinite period; (11) Consensual and
non-consensual interception indices, 10
years or when investigative use no
longer exists, whichever is longer; (12)
Fingerprint and photograph files, at
varying intervals in accordance with
record retention schedules approved by
the National Archives and Records
Administration. Disposal is by burning,
shredding, maceration, and pulping,
and/or electronic deletion.

SYSTEM MANAGER(S) AND ADDRESS:

Assistant Director, Office of
Investigations, U.S. Secret Service, 1800
G St., NW, Washington, DC 20223.

NOTIFICATION PROCEDURE:

In accordance with the provisions of
5 U.S.C. 552a (j) and (k), the Director of
the U.S. Secret Service has exempted
this System from compliance with the
provisions of 5 U.S.C. 552a(e)(4)(G).

RECORD ACCESS PROCEDURES:

In accordance with the provisions of
5 U.S.C. 552a (j) and (k), the Director of
the U.S. Secret Service has exempted
this System from compliance with the
provisions of 5 U.S.C. 552a (e)(4)(H).
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CONTESTING RECORD PROCEDURES:
See ‘‘Record access procedures’’

above.

RECORD SOURCE CATEGORIES:
In accordance with the provisions of

5 U.S.C. 552a (j) and (k) the Director of
the U.S. Secret Service has exempted
this System from compliance with the
provisions of 5 U.S.C. 552a (e)(4)(I).

EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system is exempt from 5 U.S.C.

552a (c)(3), (c)(4), (d), (e)(1), (e)(4)(G),
(e)(4)(H), and (e)(4)(I), of the Privacy Act
pursuant to 5 U.S.C. 552a (j) and (k).

TREASURY/USSS .004

SYSTEM NAME:
Financial Management Information

System—Treasury/USSS.

SYSTEM LOCATION:
(a) U.S. Secret Service,

(Headquarters), 1800 G St., NW,
Washington, DC 20223; (See below
United States Secret Service, appendix
A listing the addresses of Secret Service
field offices.); (b) U.S. Secret Service
Uniformed Division, 1310 L Street, NW,
Room 320, Washington, DC 20005; (c)
Special Services Division, U.S. Secret
Service, Building 216, Washington Navy
Yard, Washington, DC 20374; (d)
Presidential Protective Division, U.S.
Secret Service, Room 10, Old Executive
Office Building, Washington, DC 20500;
(e) Vice-Presidential Protective Division,
U.S. Secret Service, Old Executive
Office Building, Room 295, Washington,
DC 20500; (f) Dignitary Protective
Division, U.S. Secret Service, 1310 L St.,
NW, Suite 500, Washington, DC 20005;
(g) Johnson Protective Division, U.S.
Secret Service, PO Box 927, Stonewall,
TX 78671; (h) Ford Protective Division,
U.S. Secret Service, PO Box 955, Rancho
Mirage, CA 92270–955; (i) Carter
Protective Division, U.S. Secret Service,
PO Box 308, Plains, GA 31780–0308; (j)
Technical Security Division, U.S. Secret
Service, 1709 New York Ave. NW.,
Washington, DC 20223. (k) Reagan
Protective Division, U.S. Secret Service,
2121 Avenue of the Stars, Century City,
CA 90067. (l) Bush Protective Division,
U. S. Secret Service PO Box 79797,
Houston, Texas 77279–9797, (m) White
House Section, U.S. Secret Service Old
Executive Office Bldg., Rm. 23,
Washington, DC 20500.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

(a) Individuals who are now, or were
previously, Secret Service employees;
(b) Individuals, contractors, vendors,
etc., who are presently doing business
with or previously did business with the

Secret Service; (c) Individuals who are
involved in or were previously involved
in tort claims with the Secret Service;
(d) Individuals who are now or
previously were involved in payments
(accounts receivable) with the Secret
Service; (e) Individuals who have been
recipients of awards.

CATEGORIES OF RECORDS IN THE SYSTEM:

(a) Records containing information
compiled for the purpose of pay, travel,
property damage, expenses incurred
other than travel, and retirement
annuities and taxes; (b) Records
containing information of accounts
receivable and payable, involving Secret
Service employees and other persons;
(c) Records containing information of
tort claims dealing with Secret Service
property, concerning payment and
accounts receivable; (d) Records
containing information on the
expenditures, anticipated expenditures,
and budget studies of the Secret Service;
(e) Time and attendance records.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

31 U.S.C. 68, 484, 952, and 1801
through 1806, and 5 U.S.C. 5514, and 21
U.S.C. 2415.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

The routine uses of the records
contained in this System are as follows:
(1) Disclosure to the Internal Revenue
Service, U.S. Treasury, GAO, OPM and
other Federal agencies dealing with the
payment and collection of monies
concerning Secret Service employees;
(2) disclosure to the Internal Revenue
Service, U.S. Treasury Department,
OPM, GAO, and other Federal agencies
dealing with the payment, collection
and audit of monies concerning persons
who have financial dealings with the
Secret Service; (3) To establish and
maintain a means of gaining statistical
information needed to answer inquiries
from other Federal, state, and local
governments and Congress; (4) To
establish a reporting system to Treasury,
OMB, GAO, and Congress concerning
Secret Service expenditures; (5) To
establish a means of payments to
contractors and vendors for purchases
made by Secret Service; (6) Disclosure
to other Federal agencies to effect inter-
agency salary offset and to affect inter-
agency administrative offset; (7)
Disclosures to debt collection agencies
for debt collection services; (8)
Disclosures of current mailing addresses
obtained from the Internal Revenue
Service, which have become a part of
this system, to consumer reporting
agencies to obtain credit reports and to

debt collection agencies for collection
services; (9) Disclosures to appropriate
Federal, State, or foreign agencies
responsible for investigating or
prosecution of the violation of, or for
enforcing or implementing, a statute,
rule, regulation, order or license; (10)
Disclosures to a Federal, state, or local
agency, maintaining civil, criminal or
other relevant enforcement information
or other pertinent information, which
has requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
employee, or issuance of a security
clearance, license, contract, grant, or
other benefit; (11) Disclosures to a court,
magistrate, or administrative tribunal in
the course of presenting evidence,
including disclosures to opposing
counsel or witnesses in the course of
civil discovery, litigation, settlement
negotiations, in response to a subpoena,
or in connection with criminal law
proceedings; (12) Disclosures to foreign
governments in accordance with formal
or informal international agreements;
(13) Disclosures to a congressional office
in response to an inquiry made at the
request of the individual to whom the
record pertains; (14) Disclosures to the
news media in accordance with
guidelines contained in 28 CFR 50.2
which relate to an agency’s functions
relating to civil and criminal
proceedings; (15) Disclosure to third
parties during the course of an
investigation to the extent necessary to
obtain information pertinent to the
investigation; (16) Disclosure to a
student participating in a Secret Service
student volunteer program, where such
disclosure is necessary to further the
efforts of the Secret Service.

DISCLOSURES TO CONSUMER REPORTING
AGENCIES:

Disclosures pursuant to 5 U.S.C.
552a(b)(12) may be made from this
system to consumer reporting agencies
as defined in the Debt Collection of
1982 (31 U.S.C. 3701 (a)(3) or the Fair
Credit Reporting Act (15 U.S.C.
1681a(f)).

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

All records are contained in files,
and/or microfiche. The information
contained in this System is stored in
computers maintained at Headquarters.

RETRIEVABILITY:

This System is indexed by name and/
or number at Headquarters and by name
only in field offices, resident offices and
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protective divisions. Access is by name
and/or number.

SAFEGUARDS:

(1) The file jackets, and computers are
secured by alarms and other internal
security devices in locked rooms with
guards on duty on a 24-hour basis; (2)
Access to the records is available only
to employees responsible for records
management and operational employees
who have a need for such information,
each of whom holds a top secret
security clearance; (3) The file jackets
are located in locked rooms when Secret
Service employees are not on duty.
Access is limited to employees holding
top secret security clearances.

RETENTION AND DISPOSAL:

(1) Financial Management Division’s
automated accounting systems, foreign
disbursement file, and paid files are
retained for six years and three months;
(2) Accounts receivable systems are
maintained for six years and three
months unless they are not liquidated;
(3) Systems for holiday, overtime, and
other pay adjustments, enter on duty
information, resignations, retirements,
reassignments, etc., are disposed of at
varying intervals in accordance with
records retention schedules approved by
the National Archives Record
Administration (NARA); (4) Records on
personnel are retained in accordance
with mandatory National Archives and
Records Administration General
Records Schedules 2, 5, 6, and 7.
Disposal of records is by burning,
mulching, shredding, or electronic
deletion.

SYSTEM MANAGER(S) AND ADDRESS:

Assistant Director, Office of
Administration, 1800 G St., NW, Rm
850, Washington, DC 20223.

NOTIFICATION PROCEDURE:

Individuals who wish to present a
request as to whether this system
contains a record pertaining to them
should address inquiries to: Freedom of
Information and Privacy Acts Officer,
U.S. Secret Service, 1800 G St., NW,
Room 720, Washington, DC 20223.

RECORD ACCESS PROCEDURES:

Request for information contained in
this System should be addressed to:
Freedom of Information and Privacy
Acts Officer, U.S. Secret Service, 1800 G
St., NW, Room 720, Washington, DC
20223.

CONTESTING RECORD PROCEDURES:

See ‘‘Record access procedures’’
above.

RECORD SOURCE CATEGORIES:

(a) Individuals who are presently or
were previously Secret Service
employees; (b) Individuals who are
presently or were service contractors or
suppliers with the Secret Service; (c)
Individuals who are presently or were
previously involved in tort claims with
the Secret Service; (d) Individuals who
are presently or were previously
involved in collections and
disbursements with the Secret Service;
(e) Internal Revenue Service; (f)
Surviving spouse of deceased personnel.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/USSS .005

SYSTEM NAME:

Freedom of Information Request
System—Treasury/USSS.

SYSTEM LOCATION:

United States Secret Service, 1800 G
St., NW, Washington, DC 20223.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals or organizations who have
requested information under the
Freedom of Information Act or the
Privacy Act.

CATEGORIES OF RECORDS IN THE SYSTEM:

(a) Correspondence and documents
relating to requests for information; (b)
Documents relevant to appeals and
lawsuits under the Freedom of
Information Act.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 552.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

(1) Records may be disseminated to a
Federal agency which furnished the
record for the purpose of permitting a
decision as to access or correction to be
made by that Agency, or for the purpose
of consulting with that Agency as to the
propriety of access or correction; (2)
Records may be disseminated to any
appropriate Federal, state, local, or
foreign Agency for the purpose of
verifying the accuracy of information
submitted by an individual who has
requested amendment or correction of
records; (3) Disclosure to a student
participating in a Secret Service student
volunteer program, where such
disclosure is necessary to further the
efforts of the Secret Service.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Records comprising this System are
maintained in file jackets and
computerized data bases.

RETRIEVABILITY:

The files and indices are indexed
numerically and alphabetically and/or
through computer search of magnetic
media.

SAFEGUARDS:

The files and magnetic media are
secured in locked rooms. Access to the
records is available only to employees
responsible for the management of the
system and operational employees who
have a need for such information, each
of whom have a top secret security
clearance.

RETENTION AND DISPOSAL:

All files are destroyed six years after
the date of last entry. Magnetic media
indices are retained for an indefinite
period of time. Disposal is by burning,
shredding, or electronic deletion.

SYSTEM MANAGER(S) AND ADDRESS:

Freedom of Information and Privacy
Acts Officer, U.S. Secret Service, 1800 G
St., NW, Room 720, Washington, DC
20223.

NOTIFICATION PROCEDURE:

Individuals who wish to present a
request as to whether this system
contains records pertaining to them
should address their inquiries to:
Freedom of Information and Privacy
Acts Officer, U.S. Secret Service, 1800 G
St., NW, Room 720, Washington, DC
20223.

RECORD ACCESS PROCEDURES:

Any individual wishing to obtain
information on the procedures for
gaining access to and contesting records
should contact: Freedom of Information
and Privacy Acts Officer, U.S. Secret
Service, 1800 G St., NW, Room 720,
Washington, DC 20223.

CONTESTING RECORD PROCEDURES:

See ‘‘Record access procedures’’
above.

RECORD SOURCE CATEGORIES:

Individuals or organizations
requesting information pursuant to the
Freedom of Information Act or the
Privacy Act.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.
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TREASURY/USSS .006

SYSTEM NAME:
Non-Criminal Investigation

Information System—Treasury/USSS.

SYSTEM LOCATION:
(a) United States Secret Service, 1800

G St., NW, Washington, DC 20223; (b)
Components of this System are
geographically dispersed throughout
Secret Service field offices. (See below,
United States Secret Service appendix
A, listing the addresses of Secret Service
field offices.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

(a) Individuals who are applicants for
employment with the U.S. Secret
Service and other bureaus of the
Department of the Treasury; (b)
Individuals who are employees of the
U.S. Secret Service and other bureaus of
the Department of the Treasury holding
security clearances granting access to
classified documents and records; (c)
Individuals who have filed
administrative claims with the Secret
Service and other bureaus of the
Department of the Treasury under the
Federal Tort Claims Act or who have
been involved in automobile accidents
or other incidents involving employees
of the Secret Service and other bureaus
of the Department of the Treasury
resulting in tort claims against such
individuals; (d) Individuals involved in
investigations required in the
administration of the Government
Losses in Shipment Act, the Gold
Reserve Act, and the Silver Purchase
Act; (e) Individuals who are employees
of the Secret Service and other bureaus
of the Department of the Treasury who
have been accused of misconduct in the
performance of their duties, or who
have been the subject of a complaint
involving the performance of their
official functions; (f) Individuals who
are the subject of investigations or
supply information to investigative
agents conducting special investigations
relating to the performance by the Secret
Service of its statutory and regulatory
functions.

CATEGORIES OF RECORDS IN THE SYSTEM:
(a) Record containing investigatory

material compiled solely for the purpose
of determining suitability, eligibility, or
qualifications for Federal civilian
employment or access to classified
information; (b) Records containing
investigatory material compiled for law
enforcement purposes, including but
not limited to, reports of investigators
relating to claims under the Federal Tort
Claims Act, Government Losses in
Shipment Act, the Gold Reserve Act and

the Silver Purchase Act, and employee
misconduct or malfeasance; (c) Records
containing reports or statement of
investigators, witnesses, complainants,
claimants and correspondents
associated with identifiable individuals.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
18 U.S.C. 3056, Executive Order

10450 and Treasury Order 102–18
(revised March, 1985); and Treasury
Order 173–1.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

The routine uses of the records
contained in this System are as follows:
(1) Disclosure to the Department of
Justice and other Federal agencies for
administrative, civil, or other legal
proceedings to be used by personnel
officials, attorneys, administrative law
officers, and judges; (2) Disclosure to
personnel of other Federal, state and
local governmental agencies, foreign
and domestic, for the purpose of
developing or confirming information
on individuals involved in non-criminal
investigations conducted by the Secret
Service; (3) Disclosure to personnel of
private institutions and to private
individuals for the purpose of
confirming and/or determining
suitability, eligibility, or qualifications
for Federal civilian employment or
access to classified information; and for
the purposes of furthering the efforts of
the Secret Service to investigate the
activities of individuals related to or
involved in non-criminal civil and
administrative investigations; (4)
Disclosure to another agency or to an
instrumentality of any governmental
jurisdiction within or under the control
of the United States for the purpose of
determining suitability, eligibility, or
qualifications for employment with or
access to classified information in such
other agency or instrumentality; (5)
Records maintained indicating a
violation or potential violation of law,
whether civil, criminal or regulatory in
nature, and whether arising by general
statute or particular program statute, or
by regulation, rule or order issued
pursuant thereto, may be referred to the
appropriate agency, whether Federal,
state, local or foreign, charged with the
responsibility of investigating or
prosecuting such violation or charged
with enforcing or implementing the
statute, or rule, regulation or order
issued pursuant thereto; (6) Disclosures
in the course of presenting evidence to
a court, magistrate or administrative
tribunal and disclosures to opposing
counsel in the course of discovery
proceedings for the purpose of

enforcing, or prosecuting, a violation or
potential violation of law, whether civil,
criminal or regulatory in nature and
whether arising by general statute or
particular program statute, or by
regulation, rule or order issued pursuant
thereto; (7) Disclosures to Federal, state
or local agencies maintaining civil,
criminal or other relevant enforcement
information or other pertinent
information, such as current licenses, if
necessary to obtain information relevant
to an agency decision concerning the
hiring or retention of an employee, the
issuance of a security clearance, the
letting of a contract, or the issuance of
a license, grant or other benefit, to the
extent that the information is relevant
and necessary to the requesting
agencies’ decision on the matter; (8)
Disclosures of information relating to
civil proceedings to the news media in
accordance with the guidelines
contained in 28 CFR 50.2. (9) Disclosure
to Federal, state, or local government
agencies for the purpose of developing
a relevant ongoing civil, criminal, or
background investigation; (10)
Disclosure to a student participating in
a Secret Service student volunteer
program, where such disclosure is
necessary to further the efforts of the
Secret Service.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records comprising this system are

contained in file jackets, computerized
data systems, microfilm, and
microfiche. Portions of the information
are maintained in on-line computer data
files located at Headquarters.

RETRIEVABILITY:
This System is indexed alphabetically

by name in Headquarters, Office of
Inspection, and in field offices and
retrieved through manual search of
index cards and/or through computer
search of magnetic media. Access to the
physical files is by case number
obtained from the name indices.

SAFEGUARDS:
(1) The file jackets, indices and

magnetic media are secured by alarms
and other internal security devices in
locked rooms with guards on duty on an
around-the-clock basis. Access to the
records is available only to employees
responsible for record management and
operational employees who have a need
for such information, each of whom
holds a top secret security clearance; (2)
The file jackets field offices are located
in locked filing cabinets and when
employees are not on duty, in locked
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rooms. Access to the system is limited
to employees holding top secret security
clearances.

RETENTION AND DISPOSAL:
The retention schedule is as follows:

(1) All judicial case records are retained
for a period of 30 years; (2) Applicant
security and background investigation
records of Secret Service employees are
retained for 20 years after retirement or
separation of the employee from Secret
Service employment; (3) Applicant
investigation records relating to
employees of Bureaus of the Treasury
Department other than the Secret
Service, are retained for 20 years; (4) All
other records, the disposition of which
are not otherwise specified, are retained.
No destruction authorized. Magnetic
media indices are retained for an
indefinite period of time. Disposal:
Disposal of records is by burning,
shredding, maceration, pulping, and
electronic deletion.

SYSTEM MANAGER(S) AND ADDRESS:
Assistant Directors, Office of

Investigation and Office of Inspection,
1800 G St., NW, Washington, DC 20223.

NOTIFICATION PROCEDURE:
The Director of the U.S. Secret Service

has exempted this system from the
provisions of 5 U.S.C. 552a(e)(4)(G).

RECORD ACCESS PROCEDURES:
The Director of the U.S. Secret Service

has exempted this System from the
provisions of 5 U.S.C. 552a(e)(4)(H).

CONTESTING RECORD PROCEDURES:
See ‘‘Record access procedures’’

above.

RECORD SOURCE CATEGORIES:
The Director of the U.S. Secret Service

has exempted this system from the
provisions of 5 U.S.C. 552a(e)(4)(I).

EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system is exempt from 5 U.S.C.

552a (c)(3), (d), (e)(4)(G), (e)(4)(H),
(e)(4)(I) and (f) of the Privacy Act
pursuant to 5 U.S.C. 552a (j) and (k).

TREASURY/USSS .007

SYSTEM NAME:
Protection Information System—

Treasury/USSS.

SYSTEM LOCATION:
(a) United States Secret Service, 1800

G St., NW, Washington, DC 20223; (b)
Presidential Protective Division, U.S.
Secret Service, Room 1, Old Executive
Office Building, Washington, DC 20500;
(c) Vice-Presidential Protection
Division, U.S. Secret Service, Room 295,
Executive Office Building, Washington,

DC 20500. (d) Dignitary Protective
Division, U.S. Secret Service, 1310 L St.,
NW, Suite 500, Washington, DC 20005;
(e) Special Services Division, U.S.
Secret Service, Washington Navy Yard,
2nd and M St., SE, Bldg. 216,
Washington, DC 20374;(f) Johnson
Protective Division, U.S. Secret Service,
PO Box 927, Stonewall, TX 78671; (g)
Ford Protective Division, U.S. Secret
Service, PO Box 955, Rancho Mirage,
CA 92270–955; (h) U.S. Secret Service
Uniformed Division, Room 320, 1310 L
St., NW, Washington, DC 20005; (i)
Technical Security Division, 1709 New
York Avenue, NW., Washington, DC
20500. (j) Carter Protective Division,
U.S. Secret Service, PO Box 308, Plains,
GA 31780; (k) Reagan Protective
Division, 2121 Avenue of the Stars, Fox
Plaza, 34th Floor, Century City, CA
90067; (l) WAVES Center, Old Executive
Office Bldg., Room 065. (m) Bush
Protective Division, U. S. Secret Service
PO Box 79797, Houston, Texas 77279–
9797, (n) White House Section, U.S.
Secret Service Old Executive Office
Bldg., Rm. 23, Washington, DC 20500.
Components of this System are
geographically dispersed throughout
Secret Service field offices. (See below,
United States Secret Service Appendix
A, listing the addresses of Secret Service
field offices.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

(a) Individuals who have been or are
currently the subject of a criminal
investigation by the U.S. Secret Service
or another law enforcement agency for
the violation of certain criminal statutes
relating to the protection of persons or
the security of properties; (b)
Individuals who are the subjects of
investigative records and reports
supplied to the Secret Service by
Federal, state, and local law
enforcement agencies, foreign or
domestic, other non-law enforcement
governmental agencies, or private
institutions and individuals; (c)
Individuals who are the subjects of non-
criminal protective and background
investigations by the Secret Service and
other law enforcement agencies where
the evaluation of such individuals, in
accordance with criteria established by
the Secret Service, indicates a need for
such investigations; (d) Individuals who
are granted ingress and egress to areas
secured by the Secret Service, or to
areas in close proximity to persons
protected by the Secret Service,
including but not limited to invitees,
passholders, tradesmen, and law
enforcement, maintenance or service
personnel; (e) Individuals who have
attempted or solicited unauthorized

entry into areas secured by the Secret
Service; individuals who have sought an
audience or contact with persons
protected by the Secret Service or who
have been involved in incidents or
events which relate to the protective
functions of the Secret Service; (f)
Individuals who are witnesses,
protectees, suspects, complainants,
informants, defendants, fugitives,
released prisoners, and correspondents
who have been identified by the Secret
Service or from information supplied by
other law enforcement agencies,
governmental units, private institutions,
and members of the general public in
connection with the performance by the
Secret Service of its authorized
protective functions.

CATEGORIES OF RECORDS IN THE SYSTEM:

(a) Records containing information
compiled for the purpose of identifying
individual criminal offenders and
alleged offenders and consisting only of
identifying data and notations of arrest,
the nature and disposition of criminal
charges, sentencing, confinement,
release, and parole or probation status;
(b) Records containing information
compiled for the purpose of a criminal
investigation, including reports of
informants and investigators, which are
associated with an identifiable
individual; (c) Records containing
reports relative to an individual
compiled at various stages of the
process of enforcement of certain
criminal laws from arrest or indictment
through release from supervision; (d)
Records containing information
supplied by other Federal, state, and
local law enforcement agencies, foreign
or domestic, other non-law enforcement
governmental agencies, private
institutions and persons concerning
individuals who, because of their
activities, personality traits, criminal or
mental history, or history of social
deviancy, may be of interest to the
Secret Service in connection with the
performance by that agency of its
protective functions; (e) Records
containing information compiled for the
purpose of identifying and evaluating
individuals who may constitute a threat
to the safety of persons or security of
areas protected by the Secret Service; (f)
Records containing information
compiled for the purpose of background
investigations of individuals, including
but not limited to, passholders,
tradesmen, maintenance or service
personnel who have access to areas
secured by or who may be in close
proximity to persons protected by the
Secret Service.
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AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
The protective authority is contained

in 18 U.S.C. 3056 and section 1 of Pub.
L. 90–331, (18 U.S.C. 871; 18 U.S.C.
1751). The protective and security
authority of the U.S. Secret Service
Uniformed Division is contained in 3
U.S.C. 202.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

The routine uses are as follows: (1)
Disclosure to the Department of Justice
and other Federal, state, and local
governmental agencies having a
prosecutive function for the use of
attorneys, magistrates, and judges; and
parole and probation authorities for the
purpose of prosecuting, sentencing, and
determining the parole and probation
status of criminal offenders or suspected
criminal offenders; and for civil and
other proceedings involving Secret
Service Protective functions; (2)
Disclosure to personnel of other Federal,
state and local law enforcement
agencies, foreign or domestic, for the
purpose of developing information on
subjects involved in Secret Service
protective investigations and
evaluations and for the purpose of
protective intelligence briefings of
personnel of other law enforcement and
governmental agencies assisting the U.S.
Secret Service in the performance of its
protective functions; (3) Disclosure to
personnel of Federal, state, and local
governmental agencies, foreign or
domestic, where such disclosures are
considered reasonably necessary for the
purpose of furthering Secret Service
efforts to investigate the activities of
those persons considered to be of
protective interest; (4) Disclosure to
personnel of Federal, state, and local
law enforcement agencies and other
governmental agencies, foreign or
domestic, where there is a showing of a
reasonable need to accomplish a valid
enforcement purpose; (5) Disclosure to
personnel of private institutions and to
private individuals of identifying
information pertaining to actual or
suspected criminal offenders or other
individuals considered to be of
protective interest for the purpose of
furthering Secret Service efforts to
evaluate the danger such individuals
pose to persons protected by that
agency; (6) Records indicating a
violation or potential violation of law,
whether civil, criminal, or regulatory in
nature, and whether arising by general
statute or particular program statute, or
by regulation, rule, or order issued
pursuant thereto, may be disclosed to
the appropriate agency, whether
Federal, state, local or foreign, charged

with the responsibility of investigating
or prosecuting such violation or charged
with enforcing or implementing the
statute, or rule, regulation, or order
issued pursuant thereto; (7) Disclosures
in the course of presenting evidence to
a court, magistrate or administrative
tribunal and disclosures to opposing
counsel in the course of discovery
proceedings for the purpose of
enforcing, or prosecuting, a violation or
potential violation of law, whether civil,
criminal or regulatory in nature and
whether arising by general statute or
particular program statute, or by
regulation, rule or order issued pursuant
thereto; (8) Disclosures and/or responses
to Federal, state or local agencies
maintaining civil, criminal or other
relevant law enforcement information or
other pertinent information, such as
current licenses, if necessary to obtain
information relevant to an agency
decision concerning the hiring or
retention of an employee, the issuance
of a security clearance, the issuance of
a contract, grant or other benefit, to the
extent that the information is relevant
and necessary to the requesting agency’s
decision on the matter; (9) Disclosures
of information relating to criminal and
civil proceedings to the news media in
accordance with the guidelines
contained in 28 CFR 50.2. (10)
Disclosure to a student participating in
a Secret Service student volunteer
program, where such disclosure is
necessary to further the efforts of the
Secret Service.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
All records are contained in file

jackets, microfilm, or microfiche.
Portions of the information contained in
the records are maintained in on-line
computer data files located at
Headquarters and in the Old Executive
Office Building.

RETRIEVABILITY:
This System is indexed by case

number and other case related data in
master and magnetic media indices.
Access to the physical files is by case
number, both at Headquarters and the
field offices.

SAFEGUARDS:
(1) The file jackets and magnetic

media are secured in locked rooms
secured by alarms and other internal
security devices with guards on duty on
a twenty four hour basis. Access to the
records is available only to employees
responsible for record management and
operational employees who have a need

for such information, each of whom
holds a top secret security clearance; (2)
The file jackets in field offices are
located in locked filing cabinets and in
locked and alarmed rooms when
employees are not on duty. Access to
the system is limited to employees of
the Secret Service holding top secret
security clearances.

RETENTION AND DISPOSAL:

The retention schedule for records is
as follows: (1) All judicial case records
are retained for a period of 30 years. In
cases where periodic checkups are
conducted in protective intelligence
cases, the retention period is computed
from the date of the final check-up. (2)
All other protective intelligence case
records including protective surveys
and non-judicial protective intelligence
cases are routinely retained for a period
of five years; (3) Disposal of records
contained in this System is by burning
or shredding.

SYSTEM MANAGER(S) AND ADDRESS:

Assistant Director, Office of Protective
Research, Assistant Director Protective
Operations, U.S. Secret Service, 1800 G
St., NW, Washington, DC 20223.

NOTIFICATION PROCEDURE:

In accordance with the provisions of
5 U.S.C. 552a (j) and (k) the Director of
the U.S. Secret Service has exempted
this System from the provisions of 5
U.S.C. 552a(e)(4)(G).

RECORD ACCESS PROCEDURES:

In accordance with the provisions of
5 U.S.C. 552a (j) and (k) the Director of
the U.S. Secret Service has exempted
this System from the provisions of 5
U.S.C. 552a(e)(4)(H).

CONTESTING RECORD PROCEDURES:

See ‘‘Record access procedures’’
above.

RECORD SOURCE CATEGORIES:

In accordance with the provisions of
5 U.S.C. 552a (j) and (k) the Director of
the U.S. Secret Service has exempted
this System from the provisions of 5
U.S.C. 552a(e)(4)(I).

EXEMPTIONS CLAIMED FOR THE SYSTEM:

This system is exempt from 5 U.S.C.
552a (c)(2), (c)(3), (c)(4), (d), (e)(3),
(e)(4)(G), (e)(4)(H), (e)(4)(I), (e)(5), (e)(8),
(f) and (g) of the Privacy Act pursuant
to 5 U.S.C. 552a (j) and (k).

TREASURY/USSS .008

SYSTEM NAME:

Public Affairs Record System—
Treasury/USSS.
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SYSTEM LOCATION:
U.S. Secret Service, 1800 G St., NW,

Washington, DC 20223.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

(a) Persons who are private citizens
who correspond requesting information
relating to the Secret Service; (b)
Persons who are members of the news
media, authors and publishers
requesting information about the Secret
Service; (c) Members of Congress who
make inquiries with the Secret Service;
(d) Persons who are recipients of the
Secret Service Honor Award, who have
received recognition from or assisted the
Secret Service.

CATEGORIES OF RECORDS IN THE SYSTEM:

(a) Records of inquiries received from
the general public, the communication
media and the press relative to Secret
Service activities; (b) Records of awards
presented by the Secret Service; (c)
Records of Congressional inquiries and
correspondence.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
18 U.S.C. 3056 and Treasury

Department Order Number 173–3, dated
October 29, 1965.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

The routine uses are as follows: (1)
Disclosures and/or responses to
members of Congress and/or the general
public. (2) Disclosure to a student
participating in a Secret Service student
volunteer program, where such
disclosure is necessary to further the
efforts of the Secret Service.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Records comprising this System are
maintained in file jackets.

RETRIEVABILITY:

Records are filed alphabetically and
chronologically.

SAFEGUARDS:

The records are secured in locked
filing cabinets and/or in locked rooms,
with guards on duty on a twenty four
hour basis. Access is available only to
employees responsible for management
of the system and operational
employees who have a need for such
information, each of whom holds a top
secret security clearance.

RETENTION AND DISPOSAL:
Records in this system are maintained

in accordance with mandatory General

Services Administration, Records
Schedule 14, Items 1–7. Disposal of
records is by burning, shredding, and
electronic deletion.

SYSTEM MANAGER(S) AND ADDRESS:
Assistant Director, Office of

Government Liaison and Public Affairs,
U.S. Secret Service, 1800 G St., NW,
Room 805, Washington, DC 20223.

NOTIFICATION PROCEDURE:
Individuals who wish to present a

request as to whether this system
contains records pertaining to them
should address inquiries to: Freedom of
Information and Privacy Acts Officer,
U.S. Secret Service, 1800 G St., NW,
Room 720, Washington, DC 20223.

RECORD ACCESS PROCEDURES:

Requests for information contained in
the System should be addressed to:
Freedom of Information and Privacy
Acts Officer, U.S. Secret Service, 1800 G
St., NW, Room 720, Washington, DC
20223.

CONTESTING RECORD PROCEDURES:
See ‘‘Record access procedures’’

above.

RECORD SOURCE CATEGORIES:
(a) The general public, the news

media and members of Congress who
correspond with the Secret Service; (b)
Persons who have received awards or
honors from the Secret Service.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/USSS .009

SYSTEM NAME:

Training Information System—
Treasury/USSS.

SYSTEM LOCATION:

James J. Rowley Training Center,
Laurel, MD 20707, and 1310 L St., NW,
Room 904, Washington, DC 20005.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals who are now or were
Secret Service employees and officers of
the U.S. Secret Service Uniformed
Division.

CATEGORIES OF RECORDS IN THE SYSTEM:

Records containing the type and dates
of training programs of the U.S. Secret
Service employees, officers of the U.S.
Secret Service Uniformed Division
including course control documents and
lesson plans for classes conducted by
the Office of Training.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

18 U.S.C. 3056.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure to a student participating
in a Secret Service student volunteer
program, where such disclosure is
necessary to further the efforts of the
Secret Service, otherwise, disclosures
are not made outside of the Agency.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records are maintained on cards and

in a computer database.

RETRIEVABILITY:
Records are filed alphabetically.

SAFEGUARDS:
Records are secured in locked rooms

with alarms when employees are not on
duty. Access is available only to
employees responsible for management
of the records and operational
employees who have a need for such
information, each of whom holds a top
secret security clearance.

RETENTION AND DISPOSAL:
Records are currently disposed of at

varying intervals in accordance with
record retention schedules approved by
the National Archives and Records
Administration (NARA).

SYSTEM MANAGER(S) AND ADDRESS:
Assistant Director, Office of Training,

U.S. Secret Service, Room 900, 1310 L
St., NW, Washington, DC 20005.

NOTIFICATION PROCEDURE:
Individuals who wish to present a

request as to whether this system
contains records pertaining to them
should address inquiries to: Freedom of
Information and Privacy Acts Officer,
U.S. Secret Service, 1800 G St., NW,
Room 720, Washington, DC 20223.

RECORD ACCESS PROCEDURES:
Requests for information contained in

the system should be addressed to:
Freedom of Information and Privacy
Acts Officer, U.S. Secret Service, 1800 G
St., NW, Room 720, Washington, DC
20223.

CONTESTING RECORD PROCEDURES:
See ‘‘Record access procedures’’

above.

RECORD SOURCE CATEGORIES:
(a) Individuals who are now or were

Secret Service employees, officers of the
U.S. Secret Service Uniformed Division;
(b) Individuals from other Federal, state
and local law enforcement agencies.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.
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USSS Appendix A

U.S. Secret Service field offices and
resident offices:

Western Bank Building, 505 Marquette
Street, NW, Suite 1700, Albuquerque, NM
87102.

6100 Rockside Woods Blvd., Room 440,
Cleveland, OH 44131–2334.

Equitable Building, PO Box 54407, Atlanta,
GA 30308.

Strom Thurmond Federal Bldg., 1835
Assembly Street, Suite 1425, Columbia, SC
29201.

Federal Office Building, 300 East 8th
Street, Suite 972, Austin, TX 78701.

500 South Front Street, Suite 800,
Columbus, OH 43215.

100 S. Charles Street, 11th Floor,
Baltimore, MD 21201.

125 East John W. Carpenter Fwy, Suite
#300, Irving, TX 75062.

Daniel Bldg., 15 South 20th St., Suite 1125,
Birmingham, AL 35233.

1660 Lincoln Street, Suite 1430, Denver,
CO 80264.

Thomas P. O’Neill, Jr. Federal Bldg., 10
Causeway Street, Suite 791, Boston, MA
02222–1080.

Patrick V. McNamara Building, Suite 1000,
477 Michigan Avenue, Detroit, MI 48226.

610 Main St., Suite 300, Buffalo, NY 14202.
Mesa One Building, 4849 North Mesa,

Suite 210, El Paso, TX 79912.
1 Valley Square, Suite 910, Charleston, WV

25301.
330 Ionia Ave., NW, Suite 302, Grand

Rapids, MI 49503–2350.
One Fairview Center, 6302 Fairview Rd.,

Suite 400, Charlotte, NC 28210.
300 Ala Moana Boulevard; Room 6–210,

PO Box 50046, Honolulu, HI 96850.
Gateway IV Building, 300 Riverside Plaza,

Suite 1200 North, Chicago, IL 60606.
602 Sawyer St., Suite 500, Houston, TX

77007.
John Weld Peck Federal Building, 550

Main Street, Room 6118, Cincinnati, OH
45202.

575 N. Pennsylvania Street, Suite 211,
Federal Bldg., Indianapolis, IN 46204.

Federal Bldg., 100 West Capitol Street,
Suite 840, Jackson, MS 39269.

7820 Arlington Expressway, Suite 500,
Jacksonville, FL 32211.

Hale Boggs Federal Building, 501 Magazine
St., Room 807, New Orleans, LA 70130.

1150 Grand Avenue, Suite 510, Kansas
City, MO 64106.

PO Box 16027, Federal Station, Las Vegas,
NV 89101.

7 World Trade Center, 9th Fl., New York,
NY 10048–1901.

111 Center Street, Suite 1700, Little Rock,
AR 72201.

35 Pinelawn Road, Suite 216E, Melville,
NY 11747.

Federal Building, Suite 640, 200 Granby
Street, Norfolk, VA 23510.

RoyBal Federal Bldg., 17th Fl., 255 E.
Temple Street, Los Angeles, CA 90012.

Lakepointe Towers, Suite 650, 4013 NW
Expressway, Oklahoma City, OK 73116.

135 W. Central Blvd., Suite 670, Orlando,
FL 32801.

377 Federal Building, 600 Dr. Martin
Luther King, Jr., Place, Louisville, KY 40202.

Old Federal Bldg; 106 S. 15th Street, Room
905, Omaha, NE 68102.

5350 Poplar Ave., Suite 204, Memphis, TN
38119.

8375 Northwest 53rd Street, Suite 100,
Miami, FL 33166.

600 Arch Street, 7236 Federal Bldg;
Philadelphia, PA 19106–1676.

572 Federal Courthouse, 517 E. Wisconsin
Ave., Milwaukee, WI 53202.

3200 North Central Ave., Suite 2180,
Phoenix, AZ 85012.

218 U.S. Courthouse, 110 South 4th Street,
Minneapolis, MN 55401.

William S. Moorehead Federal Bldg., 1000
Liberty Avenue, Room 835, Pittsburgh, PA
15222.

182 Saint Francis Street, Suite 200, Mobile,
AL 36602.

121 Southwest Salmon Street, Suite 1330,
Portland, OR 97204, (503) 326–2162.

801 Broadway Street, U.S. Courthouse 658,
Nashville, TN 37203, (615) 736–5841.

The Federal Center, 380 Westminster St.,
Suite 343, Providence, RI 02903, (401) 331–
6456.

Headquarters Plaza—West Tower, Suite
700, One Speedwell Ave., Morristown, NJ
07960, (973) 984–5760.

Main St Centre, 600 East Main Street, Suite
1910, Richmond, VA 23240, (804) 771–2274.

265 Church Street, Suite 1201, New Haven,
CT 06510, (203) 865–2449.

4407 Bland Road, Suite 210, Raleigh, NC
27609.

PO Box 1525, Riverside, CA 92502.
501 J Street, Suite 530, Sacramento, CA

95814, (916) 498–5141.
301 E Genese, Suite 200, Saginaw, MI

48607.
U.S. Courts and Customshouse, 280 South

1st St., Suite 2050, San Jose, CA 95113.
200 W. Santa Ana Blvd., Suite 500, Santa

Ana, CA 92701.
1114 Market Street, Room 924, St. Louis,

MO 63101.
57 West 200 South, Suite 450, Salt Lake

City, UT 84101.
1050 Connecticut Ave., NW, Suite 1000,

Washington, DC 20036.
727 E. Durango, Room B410, Federal

Building, San Antonio, TX 78206.
550 West C St., Suite 660, San Diego, CA

92101.
345 Spear St., Suite 530, San Francisco, CA

94105.
1510 F D Roosevelt Ave., Suite 3B,

Guaynabo, PR 00968.
890 Federal Building, 915 Second Avenue,

Seattle, WA 98174.
601 W. Riverside Avenue, Suite 1340,

Spokane, WA 99201.
400 West Monroe, Suite 301, Springfield,

IL 62704.
501 East Polk St., Room 1101, Tampa, FL

33602.
Suite 800, 505 South Flagler Drive, West

Palm Beach, FL 33401.
140 Grand St., Suite 300, White Plains, NY

10601.
1 Rodney Square, Room 414, 920 King St.,

Wilmington, DE 19801.
Ventnor Professional Campus, 6601

Ventnor Ave., Suite 501, Ventnor City, NJ
08406.

JFK International Airport, Bldg. #75, Room
246, Jamaica, NY 11430.

Suite 508, 7 Laurens St., NCNB Plaza,
Greenville, SC 29601.

American Embassy/USSS—London,
England PSC 801, Box 64, FPO AE 09498–
4064.

American Embassy/USSS—Manila,
Philippines FPO AP 96515.

American Embassy/USSS—Paris, PSC 116,
Box D306, APO AE 09777–5000.

American Embassy/USSS—Rome, Italy
PSC 59, Box 62, USSS, APO AE 09624.

American Embassy, Box 64, APO AP
96546.

U.S. Embassy—Bogota, Unit 5116, APO AA
34038.

American Embassy, Bonn, PSC 117, Box
300, APO AE 09080.

U.S. Consulate General, PSC 464, Box 30,
FPO AP 96522–0002.

United States Consulate General, PSC 59,
Milan, 100 Milan, APO AE 09624.

U.S. Consulate, Montreal, PO Box 847,
Champlain, NY 12919–0847.

American Embassy, Nicosia, PSC 815, FPO
AE 09836.

U.S. Embassy, PO Box 5000, Ogdensburg,
NY 13669.

BILLING CODE: 6720–01–P

Office of Thrift Supervision

TREASURY/OTS .001

SYSTEM NAME:
Confidential Individual Information

System—Treasury/OTS.

SYSTEM LOCATION:
Enforcement Division, Office of Thrift

Supervision, 1700 G Street, NW,
Washington, DC 20552. Computerized
records of Suspicious Activity Reports
(SAR), with status updates, are managed
by FinCEN pursuant to a contractual
agreement, and are stored at the Internal
Revenue Service’s Computing Center in
Detroit, Michigan. Authorized personnel
at the Federal financial regulatory
agencies have on-line access to the
computerized database managed by
FinCEN through individual work
stations that are linked to the database
central computer.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Directors, officers, employees, agents,
borrowers, and persons participating in
the conduct of the affairs of entities
regulated by the OTS who have been
involved in suspected criminal activity
or suspicious financial transactions and
referred to law enforcement officials;
and other individuals who have been
involved in irregularities, violations of
law, or unsafe or unsound practices
referenced in documents received by
OTS in the exercising of its supervisory
functions.

These records also contain
information concerning individuals who
have filed notices of intention to acquire
control of a savings association;



69959Federal Register / Vol. 63, No. 242 / Thursday, December 17, 1998 / Notices

controlling persons of companies that
have applications to acquire control of
a savings association; and organizers of
savings associations who have sought
Federal Savings and Loan Insurance
Corporation (FSLIC) or Saving
Association Insurance Fund (SAIF)
insurance of accounts or federal
charters.

CATEGORIES OF RECORDS IN THE SYSTEM:
Application information and inter-

agency and intra-agency
correspondence, memoranda and
reports. The SAR contains information
identifying the financial institution
involved, the suspected person, the type
of suspicious activity involved, the
amount of loss known, and any
witnesses.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
12 U.S.C. 1464; 44 U.S.C. 3101.

PURPOSE(S):
The overall system serves as a central

OTS repository for investigatory or
enforcement information related to the
responsibility of OTS to examine and
supervise savings associations. It also
serves to store information on
applicants to acquire, control, or insure
a savings association in connection with
OTS’s regulatory responsibilities.

The system maintained by FinCEN
serves as the database for the
cooperative storage, retrieval, analysis,
and use of information relating to
Suspicious Activity Reports made to or
by the Federal financial regulatory
agencies and FinCEN to various law
enforcement agencies for possible
criminal, civil or administrative
proceedings based on known or
suspected violations affecting or
involving persons, financial institutions,
or other entities under the supervision
or jurisdiction of such Federal financial
regulatory agencies.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Information in these records may be
used to: (1) Provide the Department of
Justice with periodic reports on the
number, amount, individual identity
and other details concerning
outstanding potential criminal
violations of the law that have been
referred to the Department; (2) Provide
the Federal financial regulatory agencies
and FinCEN with information relevant
to their operations; (3) Provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation; (4)
Provide information or records to any
appropriate governmental agency or

self-regulatory organization charged
with the responsibility of administering
law or investigating or prosecuting
violations of law or charged with
enforcing or implementing a statute,
rule, regulation, order, policy, or
license; (5) Disclose, when considered
appropriate, information to a bar
association, or other professional
organizations performing similar
functions, for possible disciplinary
action; (6) Disclose information when
appropriate to international and foreign
governmental authorities in accordance
with law and formal or informal
international agreements; and (7)
Provide information to any person with
whom the OTS contracts to reproduce,
by typing, photocopying or other means,
any record within this system for use by
the OTS and its staff in connection with
their official duties or to any person
who is utilized by the OTS to perform
clerical or stenographic functions
relating to the official business of the
OTS.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records are maintained on magnetic

media and in paper files.

RETRIEVABILITY:
Computer output and file folders are

retrievable by indexes of data fields,
including name of financial institution
and individual’s name.

SAFEGUARDS:
Paper files are stored in lockable

metal file cabinets with access limited
to authorized individuals. Computer
disks maintained at OTS are accessed
only by authorized personnel. The
database maintained by FinCEN
complies with applicable security
requirements of the Department of the
Treasury. On-line access to the
information in the database is limited to
authorized individuals, and each
individual has been issued a non-
transferable identifier or password.

RETENTION AND DISPOSAL:
Records are periodically updated to

reflect changes and maintained as long
as needed.

SYSTEM MANAGER(S) AND ADDRESS:
Deputy Chief Counsel for

Enforcement, Office of Thrift
Supervision, 1700 G Street, NW,
Washington, DC 20552.

NOTIFICATION PROCEDURE:
The system is exempt from

notification and record-access
requirements and requirements that an

individual be permitted to contest its
contents under 5 U.S.C. 552a (j)(2) and
(k)(2) as relating to investigatory
material compiled for law enforcement
purposes.

RECORD ACCESS PROCEDURE:

See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:

See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:

Suspicious activity reports and
related historical information and
updating forms compiled by financial
institutions, the OTS, and other Federal
financial regulatory agencies for law
enforcement purposes. The OTS will
also include information from
applicants, inter-agency and intra-
agency correspondence, memoranda,
and reports.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

This system is exempt from 5 U.S.C.
552 a(c)(3), (d)(1), (d)(2), (d)(3), (d)(4),
(e)(1), (e)(4)(G), (H) and (I), and (f) of the
Privacy Act pursuant to 5 U.S.C. 552a
(j)(2) and (k)(2).

TREASURY/OTS .002

SYSTEM NAME:

Correspondence/Correspondence
Tracking.

SYSTEM LOCATION:

Office of Thrift Supervision,
Department of the Treasury, 1700 G
Street, NW., Washington, DC 20552.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

White House and Executive Office of
the President officials, Members of
Congress, Treasury Department officials,
the general public, and businesses.

CATEGORIES OF RECORDS IN THE SYSTEM:

Incoming correspondence addressed
to the Director of OTS, letters from
members of Congress transmitting
letters from constituents or making
inquiries; OTS responses; OTS
memoranda and notes used to prepare
responses; and information concerning
internal office assignments, processing
and response to the correspondence.

PURPOSE(S):

To maintain written records of
correspondence addressed to the
Director of OTS and Congressional
correspondence; to track the progress of
the response; to document the
completion of the response to the
incoming correspondence.
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ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSE OF SUCH USES:

(1) Disclosures may be made to a
Congressional office from the records of
an individual in response to an inquiry
made at the request of the individual to
whom the record pertains; (2)
Information may be disclosed to the
appropriate governmental agency
charged with the responsibility of
administering law or investigating or
prosecuting violations of law or charged
with enforcing or implementing a
statute, rule, regulation, order or license.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:

Records are maintained in magnetic
media and in paper files.

RETRIEVABILITY:

Records are maintained by name of
individual; assignment control number.

SAFEGUARDS:

Access to paper records is limited to
authorized personnel with a direct need
to know. Some paper records are
maintained in locked file cabinets in a
secured office with access limited to
those personnel whose official duties
require access. Access to computerized
records is limited, through the use of a
password, to those whose official duties
require access.

RETENTION AND DISPOSAL:

Computerized records relating to non-
congressional correspondence are
retained for two (2) years after the
Director’s term. Computerized records
relating to congressional
correspondence are kept permanently.
Paper records are retained for two (2)
years after the Director’s or member of
Congress’ term, then transferred directly
to the National Archives.

SYSTEM MANAGER(S) AND ADDRESS:

Director, Congressional Affairs. See
‘‘Location’’ for address.

NOTIFICATION PROCEDURE:

Individuals wishing to be notified if
they are named in this system or gain
access to records maintained in this
system must submit a request
containing the following elements: (1)
Identify the record system; (2) identify
the category and type of records sought;
and (3) provide at least two items of
secondary identification (date of birth,
employee identification number, dates
of employment or similar information).
Address inquiries to Manager,
Dissemination Branch, Office of Thrift

Supervision, 1700 G Street, NW,
Washington, DC 20552.

RECORDS ACCESS PROCEDURE:
See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:
Congressional letters and responses

from a Member of Congress and/or a
constituent.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/OTS .003

SYSTEM NAME:
Consumer Complaint System.

SYSTEM LOCATION:
Office of Thrift Supervision,

Department of the Treasury, 1700 G
Street, NW., Washington, DC 20552. See
appendix A for appropriate local
address of OTS Regional Offices.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Persons who submit inquiries or
complaints concerning federally insured
depository institutions, service
corporations, and subsidiaries.

CATEGORIES OF RECORDS IN THE SYSTEM:
Consumer’s name, savings

association’s docket number, case
number as designated by a Consumer
Complaint Case number. Within these
categories of records, the following
information may be obtained:
Consumer’s address, source of inquiry
or complaint, nature of the inquiry or
complaint, nature of the inquiry or
complaint designated by instrument and
complaint code, information on the
investigation and resolution of inquiries
and complaints.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
15 U.S.C. 57a(f), 5 U.S.C. 301.

PURPOSE(S):
OTS uses this system to track

individual complaints and to provide
additional information about each
institution’s compliance with regulatory
requirements.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSE OF SUCH USES:

(1) Information may be disclosed to
officials of regulated savings
associations in connection with
investigation and resolution of
complaints and inquiries; (2) relevant
information may be made available to
appropriate law enforcement agencies or
authorities in connection with

investigation and/or prosecution of
alleged civil, criminal and
administrative violations; (3)
disclosures may be made to a
Congressional office in response to an
inquiry made at the request of the
individual to whom the record pertains;
(4) disclosures may be made to other
Federal and nonfederal governmental
supervisory or regulatory authorities
when the subject matter is within such
other agency’s jurisdiction.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
Records are maintained in paper files

and on magnetic media.

RETRIEVABILITY:
By name of individual, complaint

case number, savings association name,
docket number, district complaint code,
instrument code, source code or by
some combination thereof.

SAFEGUARDS:
Paper records are maintained in

locked file cabinets with access limited
to those personnel whose official duties
require access. Access to computerized
records is limited, through use of the
system passwords, to those whose
official duties require access.

RETENTION AND DISPOSAL:
Active paper files are maintained

until the case is closed. Closed files are
retained six (6) years then destroyed.

SYSTEM MANAGER(S) AND ADDRESS:
Manager, Consumer Programs. See

‘‘Location’’ for address.

NOTIFICATION PROCEDURE:
Individuals wishing to be notified if

they are named in this system or gain
access to records maintained in this
system must submit a request
containing the following elements: (1)
Identify the record system; (2) identify
the category and type of records sought;
and (3) provide at least two items of
secondary identification (date of birth,
employee identification number, dates
of employment or similar information).
Address inquiries to Manager,
Dissemination Branch, Office of Thrift
Supervision, 1700 G Street, NW,
Washington, D.C. 20552.

RECORD ACCESS PROCEDURES:
See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:
Inquirer or complainant (or his or her

representative which may include a
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member of Congress or an attorney);
savings association officials and
employees; compliance/safety and
soundness examiner(s); and other
supervisory records.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/OTS .004

SYSTEM NAME:
Criminal Referral Database.

SYSTEM LOCATION:
Office of Thrift Supervision,

Department of the Treasury, 1700 G
Street, NW., Washington, DC 20552. See
appendix A for appropriate local
address of OTS Regional Offices.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals suspected of having
committed crime(s) and individuals
indicted or convicted of crime(s) against
or involving savings associations.

CATEGORIES OF RECORDS IN THE SYSTEM:
Criminal referrals.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
12 U.S.C. 1464; 44 U.S.C. 3101.

PURPOSE(S):
This system lists all matters referred

to the Department of Justice for possible
criminal proceedings.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSE OF SUCH USES:

Information may be disclosed to the
appropriate governmental agency
charged with the responsibility of
administering law or investigating or
prosecuting violations of law or charged
with enforcing or implementing a
statute, rule, regulation, order or license.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
Records are maintained in paper files

and on magnetic media.

RETRIEVABILITY:
Records are filed by name of

individual, savings institution or
referral control number.

SAFEGUARDS:
Paper records are maintained in

locked file cabinets. Access is limited to
personnel whose official duties require
such access and who have a need to
know the information in a record for a
job-related purpose. Access to
computerized records is limited,
through use of a password, to those
whose official duties require access.

RETENTION AND DISPOSAL:
Records are periodically updated to

reflect changes, and maintained in
electronic form as long as needed for the
purpose for which the information was
collected. Records will then be disposed
of in accordance with applicable law.

SYSTEM MANAGER(S) AND ADDRESS:
Chief Counsel, Office of Enforcement.

See ‘‘System location’’ for address.

NOTIFICATION PROCEDURE:
This system is exempt from

notification and record-access
requirements and requirements that an
individual be permitted to contest its
contents under 5 U.S.C. 552a(j)(2) and
(k)(2) as relating to investigatory
material compiled for law enforcement
purposes.

RECORDS ACCESS PROCEDURE:
See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:
Criminal Referral forms compiled for

law enforcement purposes.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system is exempt from 5 U.S.C.

552a(c)(3), (d)(1), (d), (e)(1), (e)(4)(G),
(H) and (I), and (f) of the Privacy Act
pursuant to 5 U.S.C. 552a(j)(2) and
(k)(2).

TREASURY/OTS .005

SYSTEM NAME:
Employee Counseling Services.

SYSTEM LOCATION:
Office of Thrift Supervision,

Department of the Treasury, 1700 G
Street, NW., Washington, DC 20552. See
appendix A for appropriate local
address of OTS Regional Offices.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Employees who seek counseling
services.

CATEGORIES OF RECORDS IN THE SYSTEM:
Counseling records.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301, 44 U.S.C. 3101.

PURPOSE(S):
To provide a history and record of the

employee counseling session(s) and to
assist the counselor in identifying and
resolving employee problem(s).

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSE OF SUCH USES:

This system will have minimal effect
on individual privacy because access is

limited to the employee counseling
program counselor. Under special and
emergency circumstances records may
be released to medical personnel,
research personnel, and as a result of a
court order.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:

Records are maintained in paper files.

RETRIEVABILITY:
Records are retrieved by a number

assigned to employee.

SAFEGUARDS:

Records are maintained in locked file
cabinet. Access is limited to the
employee counselor.

RETENTION AND DISPOSAL:
Records are retained and disposed of

in accordance with the appropriate
National Archives and Records
Administration General Records
Schedules.

SYSTEM MANAGER(S) AND ADDRESS:
Manager, Human Resources Branch.

See ‘‘System location’’ for address.

NOTIFICATION PROCEDURE:
Individuals wishing to be notified if

they are named in this system or gain
access to records maintained in this
system must submit a request
containing the following elements: (1)
Identify the record system; (2) identify
the category and type of records sought;
and (3) provide at least two items of
secondary identification (date of birth,
employee identification number, dates
of employment or similar information).
Address inquiries to Manager,
Dissemination Branch, Office of Thrift
Supervision, 1700 G Street, NW,
Washington, D.C. 20552.

RECORD ACCESS PROCEDURES:

See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:

Employees and counselors.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/OTS .006

SYSTEM NAME:

Employee Locator File.

SYSTEM LOCATION:

Office of Thrift Supervision,
Department of the Treasury, 1700 G
Street, NW., Washington, DC 20552. See
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appendix A for appropriate local
address of OTS Regional Offices.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

All present employees of the OTS and
persons whose employment has been
terminated within the last six months.

CATEGORIES OF RECORDS IN THE SYSTEM:
Employee’s name, present address,

telephone number, and the name,
address, and telephone number of
another person to notify in case of
emergency.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301, 44 U.S.C. 3101.

PURPOSE(S):
This system provides current

information on employee’s address and
emergency contact person.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSE OF SUCH USES:

(1) Disclosure of information may be
made to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (2) medical personnel
in case of an emergency.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
Records are maintained in paper files

and on magnetic media.

RETRIEVABILITY:
Records are filed by name of

individual.

SAFEGUARDS:
Paper records are maintained in

locked file cabinets. Access is limited to
those personnel whose official duties
require such access and who have a
need to know information in a record
for a particular job-related purpose.
Access to computerized records is
limited, through use of a password, to
those whose official duties require
access.

RETENTION AND DISPOSAL:
Records are maintained until

termination of employee’s employment
with OTS. After termination, records are
retained for six months then destroyed.

SYSTEM MANAGER(S) AND ADDRESS:
Manager, Human Resources Branch.

See ‘‘System location’’ for address.

NOTIFICATION PROCEDURE:
Individuals wishing to be notified if

they are named in this system or gain
access to records maintained in this

system must submit a request
containing the following elements: (1)
Identify the record system; (2) identify
the category and type of records sought;
and (3) provide at least two items of
secondary identification (date of birth,
employee identification number, dates
of employment or similar information).
Address inquiries to Manager,
Dissemination Branch, Office of Thrift
Supervision, 1700 G Street, NW,
Washington, D.C. 20552.

RECORD ACCESS PROCEDURES:
See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:
The individual whose record is being

maintained.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/OTS .007

SYSTEM NAME:
Employee Parking.

SYSTEM LOCATION:
Office of Thrift Supervision,

Department of the Treasury, 1700 G
Street, NW., Washington, DC 20552.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

All OTS employees (and their
corresponding car pool members) who
apply for agency controlled parking.

CATEGORIES OF RECORDS IN THE SYSTEM:
Information is contained in parking

applications and computerized reports
and consists of (for each rider): Name,
home address, office phone number,
and place of employment (of non-OTS
riders). For OTS employees only: work
hours, supervisor’s name, office code,
social security number and years of
service.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301, 44 U.S.C. 3101.

PURPOSE(S):
To control and maintain parking

applications and spaces.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSE OF SUCH USES:

No disclosures are made outside of
OTS.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
Records are maintained in paper files

and on magnetic media.

RETRIEVABILITY:

Records are filed by parking pass
number, name of OTS employee and
social security number.

SAFEGUARDS:

Paper records are maintained in
locked file cabinets. Access is limited to
personnel whose official duties require
such access and who have a need to
know the information in a record for a
job-related purpose. Access to
computerized records is limited,
through use of a password, to those
whose official duties require access.

RETENTION AND DISPOSAL:

Records are retained and disposed of
in accordance with National Archives
and Records Administration General
Records Schedules.

SYSTEM MANAGER(S) AND ADDRESS:

Executive Director, Administration.
See ‘‘System location’’ for address.

NOTIFICATION PROCEDURE:

Individuals wishing to be notified if
they are named in this system or gain
access to records maintained in this
system must submit a request
containing the following elements: (1)
Identify the record system; (2) identify
the category and type of records sought;
and (3) provide at least two items of
secondary identification (date of birth,
employee identification number, dates
of employment or similar information).
Address inquiries to Manager,
Dissemination Branch, Office of Thrift
Supervision, 1700 G Street, NW,
Washington, D.C. 20552.

RECORD ACCESS PROCEDURES:

See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:

See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:

Applications submitted by OTS
employees and non-OTS riders.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/OTS .008

SYSTEM NAME:

Employee Training Database.

SYSTEM LOCATION:

Office of Thrift Supervision,
Department of the Treasury, 1700 G
Street, NW., Washington, DC 20552.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

All employees of the Office of Thrift
Supervision.
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CATEGORIES OF RECORDS IN THE SYSTEM:
Individual employee records are

maintained by name, course taken,
social security number, position,
division, and manager name.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301 and 44 U.S.C. 3101.

PURPOSE(S):
To maintain necessary information on

training taken by employees through
outside sources and vendors.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSE OF SUCH USES:

Records are not disclosed outside of
OTS.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
Records are maintained on magnetic

media.

RETRIEVABILITY:
Records are filed by individual name,

social security number and course
taken.

SAFEGUARDS:
Access to computerized records is

limited, through use of a password, to
those persons whose official duties
require access.

RETENTION AND DISPOSAL:
Records are retained and disposed of

in accordance with National Archives
and Records Administration General
Records Schedules.

SYSTEM MANAGER(S) AND ADDRESS:
Manager, Training and Professional

Development Branch. See ‘‘System
location’’ for address.

NOTIFICATION PROCEDURE:
Individuals wishing to be notified if

they are named in this system or gain
access to records maintained in this
system must submit a request
containing the following elements: (1)
Identify the record system; (2) identify
the category and type of records sought;
and (3) provide at least two items of
secondary identification (date of birth,
employee identification number, dates
of employment or similar information).
Address inquiries to Manager,
Dissemination Branch, Office of Thrift
Supervision, 1700 G Street, NW,
Washington, D.C. 20552.

RECORD ACCESS PROCEDURES:
See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:
Personnel records and training

request forms completed by employee.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/OTS .010

SYSTEM NAME:
Inquiry/Request Control.

SYSTEM LOCATION:
Office of Thrift Supervision,

Department of the Treasury, 1700 G
Street, NW., Washington, DC 20552.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Persons who make inquiries, request
for records, or information concerning
activities of the OTS, regulated financial
institutions and related individuals and
organizations; e.g., holding companies,
service corporations, directors of thrift,
advisors or representatives of thrift
industry and also requests for records
under the Freedom of Information Act/
Privacy Act(FOIA/PA).

CATEGORIES OF RECORDS IN THE SYSTEM:
Selected items of information

extracted from incoming inquiry, and
records concerning internal office case
assignments, processing and resolution
of the inquiry/request.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301.

PURPOSE(S):
To internally control work flow and

assignments; to track progress of the
inquiry/request; and to provide
statistical information for budgetary,
resource allocation, and statutory
reporting purposes.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSE OF SUCH USES:

Disclosure of information may be
made to a Congressional office in
response to an inquiry made at the
request of the individual to whom the
records pertains.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
Records are maintained in paper files

and magnetic media.

RETRIEVABILITY:
Records are maintained by individual

name, case control number, subject of
inquiry, savings and loan association
and/or financial institution, docket
number, receipt date, inquiry code,
disposition code, or any combination
thereof.

SAFEGUARDS:

Paper records are maintained in
secured offices with access limited to
those personnel whose official duties
require access. Access to computerized
records is limited, through use of a
password, to those whose official duties
require access.

RETENTION AND DISPOSAL:

Records are retained and disposed of
in accordance with National Archives
and Records Administration General
Records Schedules.

SYSTEM MANAGER(S) AND ADDRESS:

Manager, Dissemination Branch. See
‘‘System location’’ for address.

NOTIFICATION PROCEDURE:
Individuals wishing to be notified if

they are named in this system or gain
access to records maintained in this
system must submit a request
containing the following elements: (1)
Identify the record system; (2) identify
the category and type of records sought;
and (3) provide at least two items of
secondary identification (date of birth,
employee identification number, dates
of employment or similar information).
Address inquiries to Manager,
Dissemination Branch, Office of Thrift
Supervision, 1700 G Street, NW,
Washington, D.C. 20552.

RECORD ACCESS PROCEDURES:
See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:

See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:
Incoming inquiry or request (by mail,

fax, or telephone), internal case
assignment notations, case control, and
close-out forms.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/OTS .011

SYSTEM NAME:
Positions/Budget.

SYSTEM LOCATION:

Office of Thrift Supervision,
Department of the Treasury, 1700 G
Street, NW., Washington, DC 20552. See
appendix A for appropriate local
address of OTS Regional Offices.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

All current employees of the Office of
Thrift Supervision.

CATEGORIES OF RECORDS IN THE SYSTEM:

Individual employee records are kept
by office and agency as follows: Name,



69964 Federal Register / Vol. 63, No. 242 / Thursday, December 17, 1998 / Notices

title, entered on duty date, service
computation date, occupation series,
social security number, grade, current
salary, location of employee, date of last
promotion, and eligibility for
promotion. Records are kept for each
office (and, where appropriate, for the
agency) on number of vacancies,
authorized position ceilings, and
number of employees.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301, 44 U.S.C. 3101.

PURPOSE(S):
The system allows the OTS Budget

Division the ability to track positions by
Office to assure that assigned Full-Time
Equivalent ceilings are not exceeded
and remain within the limits set by the
Director of the OTS. The system also
provides information to each office
which can be used in developing their
calendar year compensation budget.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSE OF SUCH USES:

Information may be disclosed to the
appropriate governmental agency
charged with the responsibility of
administering law or investigating or
prosecuting violations of law or charged
with enforcing or implementing a
statute, rule, regulation, order, or
license.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:

Records are maintained in paper files
and on magnetic media.

RETRIEVABILITY:
Records are filed by name of

individual.

SAFEGUARDS:
Paper records are maintained in file

folders in secured areas. Access is
limited to personnel whose official
duties require such access and who
have a need to know the information in
a record for a particular job-related
purpose. Access to computerized
records is limited, through use of a
password, to those whose official duties
require access.

RETENTION AND DISPOSAL:
Records are retained and disposed of

in accordance with National Archives
and Records Administration General
Records Schedules.

SYSTEM MANAGER(S) AND ADDRESS:
Director, Planning, Budget and

Finance Division. See ‘‘System
location’’ for address.

NOTIFICATION PROCEDURE:
Individuals wishing to be notified if

they are named in this system or gain
access to records maintained in this
system must submit a request
containing the following elements: (1)
Identify the record system; (2) identify
the category and type of records sought;
and (3) provide at least two items of
secondary identification (date of birth,
employee identification number, dates
of employment or similar information).
Address inquiries to Manager,
Dissemination Branch, Office of Thrift
Supervision, 1700 G Street, NW,
Washington, DC 20552.

RECORD ACCESS PROCEDURES:
See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:
Personnel records.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/OTS .012

SYSTEM NAME:
Payroll/Personnel System and Payroll

Records.

SYSTEM LOCATION:
Office of Thrift Supervision,

Department of the Treasury, 1700 G
Street, NW., Washington, DC 20552. See
appendix A for appropriate local
address of OTS Regional Offices.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

All current Office of Thrift
Supervision (OTS) employees and all
former employees of the OTS, within
the past three years.

CATEGORIES OF RECORDS IN THE SYSTEM:
Information pertaining to (1)

employee status, grade, salary, pay plan,
hours worked, hours of leave taken and
earned, hourly rate, gross pay, taxes,
deductions, net pay, location, and
payroll history; (2) employee’s
residence, office, social security
number, and address; (3) Personnel
actions (SF–50), State employees’
withholding exemption certificates,
Federal employees’ withholding
allowance certificates (W4), Bond
Allotment File (SF–1192), Federal
Employee’s Group Life Insurance (SF–
2810 and 2811), Savings Allotment-
Financial Institutions, Address File
(OTS Form 108), Union Dues Allotment,
time and attendance reports, individual
retirement records (SF–2806), Combined
Federal Campaign allotment, direct
deposit, health benefits, and thrift

investment elections to either the
Federal Thrift Savings Plan (TSP–1) or
OTS’ Financial Institutions Thrift Plan
(FITP–107 and K 1–2).

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301, 44 U.S.C. 3101.

PURPOSE(S):

Provides all the key personnel and
payroll data for each employee which is
required for a variety of payroll and
personnel functions.

ROUTINE USES OF RECORDS MAINTAINED IN THE

SYSTEM, INCLUDING CATEGORIES OF USERS AND

THE PURPOSE OF SUCH USES:

(1) In the event that records
maintained in this system of records
indicate a violation or potential
violation of law, whether civil, criminal
or regulatory in nature, and whether
arising by general statute or particular
program statute, or by regulation, rule or
order pursuant thereto, the relevant
records in the system of records may be
referred, as a routine use, to the
appropriate agency, whether Federal,
state, local, or foreign, charged with the
responsibility of implementing the
statute, or rule or regulation or order
issued pursuant thereto; (2) a record
from this system may be disclosed as a
routine use to other Federal agencies
and the Office of Personnel Management
if necessary for or regarding the
payment of salaries and expenses
incident to employment at the Office of
Thrift Supervision or other Federal
employment, or the vesting,
computation, and payment of retirement
or disability benefits; (3) a record from
this system may be necessary to support
the assessment, computation, and
collection of federal, state, and local
taxes, in accordance with established
procedures; (4) disclosure of
information may be made to a
Congressional office in response to an
inquiry made at the request of the
individual to whom the record pertains;
(5) records from this system may be
disclosed to the Office of Child Support
Enforcement, Administration for
Children and Families, Department of
Health and Human Services, for the
purpose of locating individuals to
establish paternity, establishing and
modifying orders of child support, and
identifying sources of income, and for
other child support enforcement actions
as required by the Personal
Responsibility and Work Opportunity
Reconciliation Act (Welfare Reform
Law, Pub. L. 104–193).
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POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:

Records are maintained on magnetic
media, microfiche, and in paper files.

RETRIEVABILITY:

Records are filed by individual name,
social security number and by office.

SAFEGUARDS:

Paper and microfiche records are
maintained in secured offices and
access is limited to personnel whose
official duties require such access and
who have a need to know the
information in a record for a particular
job-related purpose. Access to
computerized records is limited,
through the use of a password, to those
whose official duties require access.

RETENTION AND DISPOSAL:

Records are retained and disposed of
in accordance with National Archives
and Records Administration General
Records Schedules.

SYSTEM MANAGER(S) AND ADDRESS:

Manager, Human Resources Branch.
See ‘‘System location’’ for address.

NOTIFICATION PROCEDURE:

Individuals wishing to be notified if
they are named in this system or gain
access to records maintained in this
system must submit a request
containing the following elements: (1)
Identify the record system; (2) identify
the category and type of records sought;
and (3) provide at least two items of
secondary identification (date of birth,
employee identification number, dates
of employment or similar information).
Address inquiries to Manager,
Dissemination Branch, Office of Thrift
Supervision, 1700 G Street, NW,
Washington, DC 20552.

RECORD ACCESS PROCEDURES:

See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:

See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:

Personnel and payroll records of
current and former employees.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/OTS .013

SYSTEM NAME:

Personnel Security and Suitability
Program.

SYSTEM LOCATION:
Office of Thrift Supervision,

Department of the Treasury, 1700 G
Street, NW., Washington, DC 20552.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Current and former government
employees and applicants applying for
employment with the Office of Thrift
Supervision.

CATEGORIES OF RECORDS IN THE SYSTEM:
Background investigations, limited

background investigations, minimal
background investigations, national
agency check investigations, periodic re-
investigations, and FBI and other agency
name checks: investigative information
relating to personnel investigations
conducted by the Department of the
Treasury, the Office of Personnel
Management, and other Federal
agencies and departments on pre-
placement and post-placement basis to
make suitability for employment
determinations and for granting security
clearances. Card records, automated
data systems, or logs comprised of
notices of personnel security and
suitability investigations reflecting
identification data on incumbents and
former employees, and record type of
E.O. 10450 investigations and degree
and date of security clearance, if any.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
Executive Order 10450, sections 2 and

3; Executive Order 12356, part 4;
Executive Order 10577; 5 U.S.C. 3301;
and 5 CFR parts 731, 732 and 736.

PURPOSE(S):
The purpose of the records in the

Personnel Security and Suitability
System is to enable the OTS to
determine and document each
employee’s suitability or security risk
for selection, employment and
continued employment according to
appropriate Federal regulations.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSE OF SUCH USES:

These records and information in
these records may be used to disclose
information to departmental and agency
officials or other Federal agencies as
relevant to or necessary for making
suitability or employability retention or
security clearance determinations.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
File folders, logs and index cards.

RETRIEVABILITY:
Records are retrieved by name.

SAFEGUARDS:

Records are stored in locked metal
containers and in locked rooms. They
are limited to officials who have a need
to know in the performance of their
official duties. Officials are required to
sign an access form.

RETENTION AND DISPOSAL:

Records are retained and disposed of
in accordance with National Archives
and Records Administration General
Records Schedules.

SYSTEM MANAGER(S) AND ADDRESS:

Manager, Human Resources Branch.
See ‘‘System location’’ for address.

NOTIFICATION PROCEDURE:

Individuals wishing to be informed if
they are named in this system or gain
access to records maintained in the
system must submit a written, signed
request containing the following
elements: (1) Identify the record system;
(2) identify the category and type of
records sought; and (3) provide at least
two items of secondary identification
(date of birth, employee identification
number, dates of employment, or
similar information). Address inquiries
to Manager, Dissemination Branch,
Office of Thrift Supervision, 1700 G
Street, NW, Washington, DC 20552.

RECORDS ACCESS PROCEDURE:

See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:

See ‘‘Record Access Procedures’’
above.

RECORD SOURCE CATEGORIES:

The information is obtained from
current and former employees, co-
workers, neighbors, acquaintances,
educational records and instructors, and
police and credit record checks.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

APPENDIX A

Addresses of Office of Thrift Supervision
Regional Offices:

Northeast Region: 10 Exchange Place, 18th
Floor, Jersey City, NJ 07302.

Southeast Region: 1475 Peachtree Street,
NE, Atlanta, GA 30309.

Central Region: 200 Madison Street, Suite
1300, Chicago, IL 60606.

Midwest Region: 122 W. John Carpenter
Freeway, Suite 600, Irving, TX 75039.

West Region: One Montgomery Street,
Suite 400, San Francisco, CA 94104.

[FR Doc. 98–31632 Filed 12–16–98; 8:45 am]
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