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DEPARTMENT OF HOMELAND SECURITY 
APPROPRIATIONS FOR FISCAL YEAR 2005 

TUESDAY, MARCH 9, 2004 

U.S. SENATE, 
SUBCOMMITTEE OF THE COMMITTEE ON APPROPRIATIONS, 

Washington, DC. 
The subcommittee met at 10:09 a.m., in room SD–124, Dirksen 

Senate Office Building, Hon. Thad Cochran (chairman) presiding. 
Present: Senators Cochran, Stevens, Gregg, Byrd, and Leahy. 

DEPARTMENT OF HOMELAND SECURITY 

STATEMENT OF ASA HUTCHINSON, UNDER SECRETARY, BORDER AND 
TRANSPORTATION SECURITY DIRECTORATE 

OPENING STATEMENT OF SENATOR THAD COCHRAN 

Senator COCHRAN. The hearing will please come to order. Today 
we continue our review of the President’s fiscal year 2005 budget 
request for the Department of Homeland Security. We’re specifi-
cally considering at this hearing the programs and activities within 
the Border and Transportation Security Directorate. Our objective 
is to provide the resources the Border and Transportation Security 
Directorate requires to manage its responsibilities and to carry out 
its mission successfully. 

The President is requesting a total of $14.4 billion in discre-
tionary funding for programs and activities managed by the direc-
torate, which includes the US VISIT project, Customs and Border 
Protection, Immigration and Customs Enforcement, the Transpor-
tation Security Administration, and the Federal Law Enforcement 
Training Center. 

I’m pleased to welcome to this hearing the Under Secretary for 
Border and Transportation Security, Mr. Asa Hutchinson. Before 
calling on him, I’m happy to yield to Senator Byrd and other sen-
ators who may wish to make opening statements. Senator Byrd. 

STATEMENT OF SENATOR ROBERT C. BYRD 

Senator BYRD. Thank you. Mr. Chairman, you are very kind to 
delay the hearing until I arrived, and I say this with respect to the 
other senators as well. I have a problem some mornings in getting 
to my station on time. I hope that in the future you will not delay 
the hearings on my account. Please go ahead, and I will under-
stand. You are always punctual, and I would prefer that you not 
delay hearings on my account. 
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Welcome, Mr. Under Secretary. Last week, the Department of 
Homeland Security celebrated its first anniversary. Much has been 
accomplished. The integration and restructuring of the 22 agencies 
continues. The hard-working men and women of your Department 
continue to perform their important jobs. But I remain concerned 
that there are real vulnerabilities facing this Nation that require 
immediate responses. 

Last December, Secretary Ridge said, quote, ‘‘The strategic indi-
cators, including al Qaeda’s continued desire to carry out attacks 
against our homeland, are greater now than at any point since Sep-
tember 11th.’’ So Mr. Chairman, I would think that the Adminis-
tration would want to address such a threat with a robust front 
line of defense. Yet, as I review the budget, I find numerous exam-
ples of a defense that relies more on paper, more on studies, more 
on reports, rather than on the layered defense that the President 
and the Secretary often describe in their homeland security speech-
es. 

Let me just give a few examples. More than 5.7 million con-
tainers are brought into this country each year through our ports. 
Yet, we inspect only 5 percent of these. Most American air pas-
sengers would be shocked to learn that, while they and their bag-
gage are subjected to often rigorous inspections, the vast majority 
of the cargo carried in the belly of the plane in which they are fly-
ing is not inspected. The Department claims that they have a so- 
called known-shipper program that is secure for air cargo, but this 
is a paper process. TSA personnel review paperwork from the ship-
pers rather than the actual cargo. 

TSA has yet to even initiate a pilot program for air cargo inspec-
tion. We approved funds last September to hire 100 air cargo in-
spectors to carry out real inspections and yet, 6 months later, very 
few inspectors have been hired. 

On January 5, 2004, the new visa tracking system known as US 
VISIT began operations at 115 airports and 14 seaports. As envi-
sioned when first mandated in 1996, this system is supposed to 
track the entry and exit of visa holders and other visitors to our 
country. It has been declared a success by the Department, except 
few realize that, while we are capturing data on people entering 
this country at the 115 airports, we are getting voluntary informa-
tion on people exiting the United States at only one airport. We 
need to do a better job in order to know exactly who is exiting, as 
well as entering, the United States. 

At the same time, we need to ensure that sufficient funds are 
provided to integrate the various existing biometric databases. We 
need to make sure that the US VISIT system and the Border Pa-
trol IDENT system are compatible with the FBI’s Integrated Auto-
mated Fingerprint Identification System. 

Last year, pursuant to the Maritime Transportation Security Act, 
U.S. ports were required to submit security plans to the Depart-
ment. But to actually make this country safer, money must be pro-
vided to help the ports implement those plans. Instead, the Presi-
dent is proposing to cut port security grant funding by over 60 per-
cent. 

The Federal Air Marshal Service did not have sufficient re-
sources this year to maintain the number of air marshals on tar-
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geted domestic and international flights, and because the Adminis-
tration has proposed no increase for next year, a bad problem could 
become worse next year. 

I want to make sure that this subcommittee and this Congress 
provide real homeland security to the American people, not just as-
surances on paper. The President has told his agencies not to seek 
supplemental appropriations this year, but I don’t think that home-
land security can wait. To this end I will be sending a letter to the 
Secretary today urging him to propose a reallocation of existing re-
sources from nonessential pay accounts to increase funding for port 
security grants and for the Federal Air Marshals Program right 
away. I will be discussing these issues today and I’m looking for-
ward to hearing from our witness on these and other issues. 

Thank you, Mr. Chairman. 
Senator COCHRAN. Thank you, Senator Byrd. Senator Leahy. 

STATEMENT OF SENATOR PATRICK J. LEAHY 

Senator LEAHY. Thank you, Mr. Chairman. I know I’ve served 
with both of you for well over a quarter of a century on this com-
mittee, and I couldn’t help but think at the beginning of it, it’s nice 
to know that there are a few of us who still show senatorial cour-
tesies, and both the senior senator from Mississippi and the senior 
senator from West Virginia constantly show those courtesies, and 
I appreciate that. 

Mr. Secretary, I enjoyed chatting with you this morning earlier. 
Sometimes people forget that, along with all the serious matters, 
we have even more serious matters, like how are the children, how 
are the grandchildren, and a lot of things like that to catch up on. 
And of course, I see the Under Secretary both in this committee 
and also in the Judiciary Committee. And I told you before, you 
have one of the most challenging jobs in the Department of Home-
land Security, and I am grateful for your accessibility to Congress 
during the Department’s first year. There were some who thought 
when you formed the new department you would no longer want 
to be accessible, and I think your own experience here on the Hill 
does you well, because you have always been accessible. 

I told you when you first took the job you were lucky because you 
would be inheriting a number of fine employees in my home State 
of Vermont where we have a very substantial presence. You told 
me at that time you would make good use of them, and you have 
kept your word. I am particularly pleased that you and Michael 
Garcia, who also traveled with you to Vermont, have recognized the 
tremendous value of the Law Enforcement Support Center, LESC, 
in South Burlington, Vermont. This LESC provides information to 
State and local police departments throughout the Nation regard-
ing immigration status and identities of aliens suspected, arrested 
or convicted of criminal activity, and operates 24 hours a day 7 
days a week. 

I was over there after a large snowfall and someone said, what 
do you do in a case like this where you have close to 3 feet of snow 
that fell in the last 24 hours. And they said, well, you know, what 
do you do about getting to work? And they said what do you mean, 
this shift comes in at this time and this shift comes in at this time. 
I think it took them a while to realize that the people from out of 
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State were asking what do you do about the snow. Well, you shovel 
it and you go to work. But, the other thing that was most inter-
esting was that they accept the dedication and responsibility for 
the country, and I know it makes me very happy and I’m sure it 
does you and the others. 

I joined Mr. Garcia last August to announce expanding capabili-
ties in the LESC and I look forward to continue working on this 
project. 

I have a couple concerns and I will submit some questions on the 
record. I’m concerned about the Department’s response to those 
who fled Haiti in recent weeks. I think Haitians intercepted at sea 
receive entirely different screening. All interdicted Cubans are indi-
vidually interviewed regarding fear of persecution. I understand 
that only those Haitians who loudly protest, the so-called shout 
test, receive such an interview. And when you see on the television 
news every night Haitians being shot down in the street, you have 
to have some concern. I understand also the Department intends 
to continue regular deportation proceedings against Haitians in the 
United States, notwithstanding the strife and basic lack of law and 
order in Haiti. I join with Senators Kennedy and Durbin and will 
have some questions on that. 

Secondly, I know Congress has set an October deadline for Na-
tions who take part in the visa waiver program to include biometric 
identifiers in their passports. It is a very helpful thing to have but 
I understand that only a small handful of the 27 countries that are 
participating in the program are expected to meet the deadline. As 
a result, visitors from these countries will need to either obtain 
visas, which would dramatically increase the workload here and 
abroad for our officials and certainly would dramatically impact 
tourism, and might lead to reciprocal action against American trav-
elers. One of my questions will be whether we should extend that 
deadline, or whether you think such an extension would com-
promise our security. 

And lastly, I know that you’re working to meet another deadline 
that Congress has established, the December 31st deadline for 
screening travelers in our 50 busiest land port of entries. Many 
worry whether that can be done, and whatever you want to add on 
to that I would appreciate. 

Mr. Chairman, as I mentioned, very soon I have to go to another 
committee, but again, the Under Secretary has always been respon-
sive in questions and so with your permission, I will insert some-
thing for the record. 

Senator COCHRAN. Without objection, it will be printed in the 
record. We appreciate you being here and your work for this com-
mittee. 

The subcommittee has received statements from Senators Camp-
bell and Hollings which will be placed in the record. 

[The statements follow:] 

PREPARED STATEMENT OF SENATOR BEN NIGHTHORSE CAMPBELL 

Thank you Mr. Chairman and I’d like to thank our witnesses for taking the time 
to come talk to us today. 

My constituents and the entire Nation are looking to this Committee to provide 
the necessary funds to protect those who travel our country’s skies, seas, rails, and 
roads. It is your directorate that is responsible for making sure that law enforce-
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ment officials and first responders have the technology they need to ensure our 
country’s safety. 

This country is the world leader in technology development and that is to our ad-
vantage when protecting the nation. But as I fly back to Colorado every weekend, 
and wait in line at the baggage screeners and walk through the metal detectors, 
I wonder if these procedures really ensure my safety. I wonder if we are really using 
the best technology available. 

Colorado is the home of many small technology companies that, in my view, have 
developed a number of cost-effective, time saving, and life saving technologies that 
I am certain have not yet gotten into the right hands. I have done my best to send 
them to meet with your directorate, but I don’t know the extent of their success. 
I hope that you will elaborate on how you work with small technology firms. 

I also know that with some of the technology chosen, that you are doing your best 
to watch the bottom line. But when you are doing the job of equipping those who 
protect us, shouldn’t they have the best technology available, not just the cheapest? 

I support every dollar that Congress has given to the Department of Homeland 
Security. I believe that we have made great advancements quickly by upgrading se-
curity procedures, response plans, and better training personnel to react and re-
spond in times of need. But I think that we need to pay more attention to whether 
this money is being put to the best use possible. 

Again, thank you, Mr. Chairman. I look forward to hearing the testimonies of our 
guests and I will have a number of questions to ask at the appropriate time. 

PREPARED STATEMENT OF SENATOR ERNEST F. HOLLINGS 

I am pleased that the Department of Homeland Security has taken administrative 
control of the Federal training facility in Charleston. As you know, a temporary 
overflow training facility for basic training of Border Patrol recruits started in 1996 
at the old Navy Base in Charleston. Legislation we passed here in Congress dras-
tically increased the Border Patrol training needs, as it significantly increase the 
number of agents deployed to protect our borders. The Charleston facility was due 
to close in 2004, but through the fiscal year 2003 Commerce, Justice and State Ap-
propriations Bill, we officially designated Charleston as a permanent Federal train-
ing center. 

We also secured funding—over $14 million—for the Charleston Border Patrol 
Academy to improve the infrastructure for the training center. After we committed 
to these improvements, the Department of Homeland Security took ownership of the 
facility through the Federal Law Enforcement Training Center (FLETC), which suit-
ed me. 

After a year of cooperation, coordination and our support the Coast Guard Mari-
time Law Enforcement Academy was officially established in February 2004 at 
FLETC-Charleston by the Coast Guard Commandant. We have been able to direct 
some important functions to Charleston, and this is one of them. 

Senator COCHRAN. Mr. Secretary, we have your prepared state-
ment, which we appreciate your submitting to the committee. It 
will be printed in the hearing record, and we invite you to make 
any remarks you think will be helpful to the committee’s under-
standing of this budget request. You may proceed. 

STATEMENT OF UNDER SECRETARY ASA HUTCHINSON 

Mr. HUTCHINSON. Thank you, Mr. Chairman, and Senators Byrd 
and Leahy, thank you for your gracious comments this morning. 
We appreciate what I view as a partnership with this committee, 
your counsel, advice, and admonitions from time to time are help-
ful, and certainly we receive those with appreciation. I also want 
to thank the committee for most recently approving the US VISIT 
fiscal year 2004 spend plan that allows us to move forward. Thank 
you for your prompt action on that request and again, the admoni-
tions that you gave. 

With your support, I believe we have made some significant 
progress toward meeting our congressional mandates for homeland 
security and for meeting the expectations of the American people. 
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The $16 billion budget request for BTS marks a 10 percent in-
crease over the 2004 budget and is a reflection of this President’s 
commitment to border security, transportation security, and other 
areas of enforcement within my arena. 

BTS, as you know, has a number of agencies within it. It com-
prises the largest directorate with 110,000 employees that are 
doing an outstanding job day in and day out. If you look back over 
the last year, one of the major initiatives that we have carried out 
would be strengthening our border security through the one face at 
the border initiative—training officers to perform three formerly 
separate inspection functions. We’ve also expanded the container 
security initiative, and the Customs-Trade Partnership Against 
Terrorism program provides security in the global supply chain. 

I believe that we have increased the safety of air travel by in-
creasing the effectiveness of the Federal Air Marshal program, es-
tablishing a Federal flight deck officer program, increasing the bag-
gage screening efforts, developing a comprehensive air cargo secu-
rity plan, and new requirements in that regard. We have developed 
new technologies such as US VISIT and the SEVIS, or the program 
that identifies and tracks foreign visitors and students. We have 
pursued and increased our investigatory capabilities for identifying, 
apprehending and removing those who violate our immigration 
laws, illegally employ undocumented workers, and traffic in human 
cargo. 

So, we have done a number of things through the last year, in-
cluding increasing our training capabilities through the Federal 
Law Enforcement Training Center. If you look at the 2005 budget 
that the President has submitted, it continues to build upon this 
foundation by increasing our efforts to secure our borders and our 
transportation systems. 

Under the Customs and Border Protection budget we seek an 
overall increase of $223 million, including a $25 million increase 
for the container security initiative that allows us to do a more ex-
pansive job of prescreening cargo before it reaches our shores. It 
provides for a $15 million increase in the Customs-Trade Partner-
ship Against Terrorism program. A $20 million increase for im-
provements in the National Targeting Center, which has been a 
very effective risk assessment tool for arriving international air 
passengers and shipment of goods to our country. Our US VISIT 
program will continue to work to complete the first increment of 
US VISIT, as well as expand its capabilities to the 50 busiest land 
ports, and the budget that has been submitted for fiscal year 2005 
is consistent with the development of that program. 

To date, the program has had a significant amount of success in 
increased security with 125 criminal watch list alerts, 51 criminal 
apprehensions, and we have processed over 2 million visitors since 
January 5. 

Across BTS agencies over $100 million has been requested for de-
tection systems between our ports of entry, including expansion of 
the P–3 aircraft which provide important detection and monitoring 
capabilities. We’ve continued to build on our aviation security with 
a TSA budget that has an increase of $892 million, which is 20 per-
cent over the comparable 2004 level, and includes $20 million for 
credentialing systems such as the transportation worker identifica-
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tion card, hazardous materials transporters, and foreign student pi-
lots. It includes funding for the CAPP II program and very impor-
tantly, $159 million to enhance the training programs for our 
screener personnel. 

I’m very pleased with the submission on the ICE budget that 
provides an increase of $300 million over 2004 that will allow us 
to enhance our enforcement efforts, including $10 million to sup-
port the new Visa Security Unit program that will help us overseas 
to add a security perspective to the visa issuance in working with 
the State Department. We’ve enhanced by $23 million our capa-
bility for investigations performed by special agents devoted to im-
migration enforcement, including establishing stronger work site 
enforcement, consistent with the President’s proposal for a tem-
porary worker program. It also includes $100 million for increase 
in detention and removal of illegal aliens, a very important part of 
our efforts. 

PREPARED STATEMENT 

Finally, the Department’s infrastructure is supported by the in-
vestment in the Federal Law Enforcement Training Center to sup-
port our security and training programs, not just for homeland se-
curity agencies, but for a broader range of Federal law enforcement 
agencies that utilize its services. The budget request provides for 
a $5 million increase in funding for that agency. 

So with that outline, Mr. Chairman, I look forward to the discus-
sion this morning and look forward to the continued cooperation 
with this committee. 

[The statement follows:] 

PREPARED STATEMENT OF ASA HUTCHINSON 

Mr. Chairman, Senator Byrd and Members of the Subcommittee: I am honored 
and pleased to appear before the Committee to present the President’s fiscal year 
2005 budget for the Border and Transportation Security (BTS) Directorate. I want 
to thank you for your strong support of BTS components, especially for the resources 
you provided in fiscal year 2004, and look forward to working with you in the com-
ing months on our fiscal year 2005 budget. 

The $16 billion BTS request represents a 10 percent increase in resources over 
the comparable fiscal year 2004 budget, and reflects the Department’s strong and 
continued commitment to the security of our homeland. The fiscal year 2005 budget 
is a $1.5 billion increase over fiscal year 2004, and it includes funding for new and 
expanded programs in border and port security, transportation security, immigra-
tion enforcement, and training. 

The Border and Transportation Security Directorate made great strides during 
the first year of operations. Over 110,000 employees and a budget of $14 billion 
were reassembled and brought under BTS. The Directorate was quickly established 
and successfully began operations on March 1, 2003—bringing together the legacy 
agencies and programs that now make up BTS—Customs and Border Protection 
(CBP), Immigration and Customs Enforcement (ICE), Transportation Security Ad-
ministration (TSA), Federal Law Enforcement Training Center (FLETC), and the 
United States Visitor and Immigrant Status Indicator Technology (US VISIT) pro-
gram. Customs, border, immigration, transportation security and training activities 
have been rejuvenated under their new agencies, increasing the effectiveness of our 
dedicated employees. BTS continues to create new ways to enhance security by 
sharing information and intelligence and by coordinating operations within the De-
partment among levels of governments, and horizontally across agencies and juris-
dictions. Through the hard work of our dedicated and talented employees, America 
is more secure and better prepared than we were 1 year ago. 

In addition to the stand-up of the Directorate, we have achieved many results 
since our creation, including: 
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—providing fused and enhanced security coordination among our components and 
other Federal, State and local security providers and stakeholders, especially 
during Operation Liberty Shield and the recent holiday season, including the 
establishment of the Transportation Security Coordination Center (TSCC) to co-
ordinate intelligence sharing and command and control activities for our na-
tional transportation sector; 

—strengthening border security through the ‘‘One face at the border’’ initiative, 
which is cross-training officers to perform three formerly separate inspections— 
immigration, customs, and agriculture—allowing us to target our resources to-
ward higher risk travelers; 

—expanding the container security initiative (CSI) and Customs-Trade Partner-
ship Against Terrorism (C–TPAT) to provide improved security to the global 
supply chain; 

—instituting new cutting edge systems, like US VISIT, to identify and track for-
eign visitors and students, recording the entry and exit of foreign visitors to 
strengthen our immigration system; 

—safeguarding air travel from the terrorist threat by: increasing the presence of 
Federal Air Marshals, establishing a Federal Flight Desk Officer program, insti-
tuting 100 percent checked baggage screening, issuing new regulations for en-
hanced air cargo security, expanding the use of explosives detection canine 
teams, checking names of master cockpit air crew lists, and streamlining and 
training Federal passenger and baggage screeners deployed at airports across 
the Nation; 

—eliminating potential weaknesses in security by suspending transits without 
visa (TWOV); 

—negotiating an agreement with the European Union with respect to Passenger 
Name Record (PNR); 

—negotiating a memorandum of understanding with the Department of State to 
ensure a coordinated and increasingly effective visa issuance process; and 

—establishing a visa security office to provide oversight and guidance on Section 
428 of the Homeland Security Act, including establishing two offices in Saudi 
Arabia to review 100 percent of visa applications; 

—standing up a SEVIS tiger team to process foreign students during the summer 
2003 back-to-school season; and 

—effecting improvements in security capabilities, capacity, training, and infra-
structure. 

Fiscal Year 2005 Budget Request 
The fiscal year 2005 budget for the Directorate builds upon the significant invest-

ments and accomplishments effected and in progress. 
Strengthening Border and Port Security 

Securing our border and transportation systems continues to be an enormous 
challenge. Ports-of-entry (POE) into the United States stretch across 7,500 miles of 
land border between the United States and Mexico and Canada, 95,000 miles of 
shoreline and navigable rivers, and an exclusive economic zone of 3.4 million square 
miles. Each year more than 500 million people, 130 million motor vehicles, 2.5 mil-
lion railcars, and 5.7 million cargo containers must be processed at the border and 
POE. 

In fiscal year 2003, CBP processed 412.8 million passengers and pedestrians ar-
riving in the United States—327 million at land borders, 70.8 million at inter-
national airports, and 15 million at sea ports. The fiscal year 2005 CBP budget 
seeks $2.7 billion for border security inspections and trade facilitation at ports of 
entry and $1.8 billion for border security and control between ports of entry. 

During fiscal year 2005, we will continue to strengthen our border and port secu-
rity. The CBP budget seeks an overall increase of $223 million to maintain and en-
hance border and port security activities, including the expansion of pre-screening 
cargo containers in high-risk areas and the detection of individuals attempting to 
enter the United States illegally. 

Specifically, the budget includes an increase of $25 million for the Container Secu-
rity Initiative (CSI) which focuses on pre-screening cargo before it reaches our 
shores, and an increase of $15.2 million for Customs Trade Partnership Against Ter-
rorism (C–TPAT). C–TPAT focuses on partnerships all along the entire supply 
chain, from the factory floor, to foreign vendors, to land borders and seaports. As 
of late January 2004, nearly 3,000 importers, 600 carriers, and 1,000 brokers and 
freight forwarders are participating in C–TPAT, surpassing the Department’s origi-
nal goal of participation of the top 1,000 importers. 
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As well as continuing development for secure trade programs, the budget also 
seeks an increase of $20.6 million to support improvements for the National Tar-
geting Center and for multiple targeting systems that focus on people, cargo and 
conveyances. These systems use information from diverse sources to provide auto-
mated risk assessments for arriving international air passengers, shipments of 
goods to our country, and land border passenger traffic. 

The United States Visitor and Immigrant Status Indicator Technology (US VISIT) 
program’s goals are to enhance the security of our citizens and our visitors; facilitate 
legitimate travel and trade across our borders; ensure the integrity of our immigra-
tion system; and respect the privacy of our welcomed visitors. US VISIT represents 
a major milestone in our efforts to reform our borders. We deployed the first incre-
ment of US VISIT on time, on budget, and met the mandates established by Con-
gress, including biometric capabilities ahead of schedule. The budget seeks a total 
of $340 million in fiscal year 2005, an increase of $12 million over the fiscal year 
2004 level for the program. As of late February, over 1.5 million foreign nationals 
had been processed for entry, generating 125 watch list alerts, and resulting in 51 
criminals apprehended. The 2005 funding will further strengthen border security, 
and enable modernization of border management systems and capabilities. Specifi-
cally, funding will be used to expand the entry system to 115 land POEs, beyond 
the busiest 50 that will be covered by the US VISIT program in fiscal year 2004. 
Funding will also be used to expand implementation of an exit solution at our air 
and seaports. Alternatives are being developed and tested, and will be implemented 
at 80 airports and 14 seaports in fiscal year 2004. 

Within the BTS component budgets, over $100 million is included for detection 
systems, a critical element in the war on terrorism. The CBP budget seeks an in-
crease of $64.2 million to enhance land-based detection and monitoring of movement 
between ports, and $10 million to deploy and operate unmanned aerial vehicles. In 
order to protect the homeland against radiological threats, the CBP budget seeks 
$50 million for radiation detection monitors and equipment. The ICE budget request 
includes an increase of $28 million to increase the flight hours of P–3 aircraft by 
200 percent. In addition to providing vital detection and monitoring capabilities in 
the source and transit zones containing mountainous terrain, thick jungles and 
large expanses of water, the P–3 provides an important capability for domestic air-
space security missions. 
Improving Aviation Security 

We have made great strides in rebuilding and reinvigorating of our aviation trans-
portation security system. We have made significant investments in baggage screen-
ing technology—over $2 billion to purchase and install Explosives Detection Systems 
machines (EDS) and Explosives Trace Detection machines (ETD) to the nation’s air-
ports—and established a robust technology research and development program. We 
have deployed 45,000 Federal passenger and baggage screeners at the Nation’s air-
ports, expanded the National Explosives Detection Canine Team program, and 
trained pilots to be Federal Flight Deck Officers. 

The fiscal year 2005 TSA budget seeks an increase of $892 million to enhance 
transportation security, a 20 percent increase over the comparable fiscal year 2004 
level. Specifically, to strengthen interwoven, concentric layers of transportation se-
curity, the budget requests increases of $20 million for credentialing systems (i.e., 
Transportation Worker Identification Credential, Hazardous Materials transporters, 
and foreign student pilots); $25 million for operating the Computer Assisted Pas-
senger Prescreening II System; and $113 million to and improve screener perform-
ance through training and the deployment of information technology. A substan-
tially improved air cargo security and screening program was implemented last 
year, and the $85 million request sustains funding to continue program enhance-
ments and associated air cargo screening technology research and development. We 
are providing another $400 million for EDS equipment to improve airport oper-
ational efficiency. 
Enhancing Immigration Security and Enforcement 

The ICE budget request of $4 billion, which is an increase of $300 million over 
the fiscal year 2004 level, seeks to strengthen immigration security and enforce-
ment. Comprehensive immigration security and enforcement extends beyond efforts 
at and between the ports-of-entry into the United States. It extends overseas, to 
keep unwelcome persons from arriving in our country, and removing persons now 
illegally residing in the United States. Pursuant to section 428 of the Homeland Se-
curity Act, and the Memorandum of Understanding between the Departments of 
Homeland Security and State, the ICE fiscal year 2005 budget request of $14 mil-
lion includes an increase of $10 million to support a new visa security unit (VSU). 
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The BTS personnel stationed at overseas posts, including Saudi Arabia, will con-
tinue to work cooperatively with U.S. Consular Officials to enhance security and the 
integrity of the visa process. 

As announced on January 7, 2004, the Administration is committed to enhanced 
immigration integrity and border security. My Directorate will be working to imple-
ment a program that meets those goals, while benefiting the economy. Current ICE 
immigration enforcement programs and the enhancements in the fiscal year 2005 
ICE budget request support and are consistent with a number of elements in this 
initiative, particularly worksite enforcement. Specifically, the fiscal year 2005 re-
quest includes an increase of $23 million to more than double the number of inves-
tigations currently performed by ICE—providing an additional 200 investigators. 
With these resources, ICE will be able to facilitate the implementation of the Presi-
dent’s temporary worker program initiative by establishing a traditional worksite 
enforcement program that offers credible deterrence to the hiring of unauthorized 
workers. 

The request also includes nearly a $100 million increase for the detention and re-
moval of illegal aliens. Detention and Removal of illegal aliens present in the United 
States is critical to the enforcement of our immigration laws, and the requested 
funding will expand ongoing fugitive apprehension efforts, the removal from the 
United States of jailed illegal aliens, and additional detention and removal capacity. 

As part of our overall immigration enforcement strategy, ICE will continue to ana-
lyze data generated through the Student and Exchange Visitor Information System 
(SEVIS) and US VISIT program to detect individuals who are in violation of the Na-
tion’s immigration laws and pose a threat to homeland security. The fiscal year 2005 
budget requests $16 million to support these compliance efforts. 

Immigration fraud poses a severe threat to national security and public safety be-
cause it enables terrorists, criminals, and illegal aliens to gain entry and remain 
in the United States. An aggressive, focused, and comprehensive investigations and 
prosecutions program will detect, combat and deter immigration fraud. The $25 mil-
lion included in the fiscal year 2005 budget will provide stable funding to the bene-
fits fraud program by replacing funding previously provided through the Immigra-
tion Examinations Fee Account. 
Building Departmental Infrastructure 

The fiscal year 2005 request includes an increase of $5 million for the Federal 
Law Enforcement Training Center to support our security program enhancements 
and capability sustainment. The FLETC not only serves Federal client groups, but 
also provides training to State and local law enforcement providers. In addition, to 
enhance global law enforcement efforts, FLETC develops and offers a curriculum 
that includes international applications. 
Conclusion 

Our homeland is safer and more secure than it was a year ago, thanks in part 
to the dedicated and talented team we have in BTS which excels at coordinating 
and effecting cross-component activities. Through their efforts, and with the support 
of our partners in government and the public and private sectors, we will continue 
to substantially improve our nation’s security. I thank the Congress for its support, 
which has been critical to bringing us to this point. With your continued support 
for our fiscal year 2005 budget, we will continue to improve the security of our na-
tion. 

I am grateful to be here today to outline our efforts for a safer and more secure 
America. Thank you for inviting me to appear before you today, and I look forward 
to answering your questions. 

US VISIT 

Senator COCHRAN. Thank you very much, Mr. Secretary. 
Last week President Bush met with President Vicente Fox of 

Mexico and announced that citizens of Mexico who hold border 
crossing cards and are frequent visitors will not have each entry 
recorded into the US VISIT database. Can you tell us more about 
how this new policy will be implemented by your directorate? 

Mr. HUTCHINSON. Thank you, Mr. Chairman. I would emphasize 
that for those who have a border crossing card, we already have 
their fingerprints in our database and they have undergone a ter-
rorist screen or a security screen in order to be able to receive this 
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border crossing card. And, if they would utilize this card for long- 
term visa purposes they would be enrolled in US VISIT just like 
our visitors are at the airports. It will take us a little bit longer 
to develop a program in which we can record each entry and exit 
and we hope to utilize radio frequency technology to pilot and to 
develop that capability. Our concern, of course, would be that with 
over 100 million crossings of Mexicans using this laser visa or bor-
der crossing card, it would be difficult to enroll each one of them 
in US VISIT under the current circumstances. So, that is the con-
sideration for not tracking them in that fashion but rather, using 
it as we have at our airports and seaports, for those who would uti-
lize it as a regular visa to stay in our country for a longer period 
of time. 

Senator COCHRAN. The budget states that an exit capability is 
expected to be deployed at up to 80 airports and 14 seaports this 
year. Can you give us a report on the exit pilots that are currently 
running as a part of US VISIT? 

Mr. HUTCHINSON. Yes, Mr. Chairman, and before I answer that 
specifically, I want to emphasize that we have an exit capability for 
all our airports and seaports through the APID or advanced pas-
senger information database, transmitted from the airlines. So, we 
have a record of the departure of those people who would be foreign 
citizens leaving our country. Therefore, we could track whether 
they have overstayed their visas or not. So we have that capability 
biographically. What we are piloting in the Baltimore International 
Airport is an exit capability that will also biometrically confirm 
their departure from this country. 

It is being piloted in Baltimore and thus far, it has been a very 
successful program. I heard testimony from the airport director 
there who applauds the program and the cooperation we have had, 
and particularly the fact that we have personnel there that will 
help a foreign visitor to utilize the system. 

We are piloting other different ways to implement an exit proce-
dure. Those will be developed and put into place by June of this 
year, so by the end of this year we hope to have a complete evalua-
tion of what is the best exit procedure for our airports that would 
expand upon our current biographical capability. 

Senator COCHRAN. The US VISIT program office is reviewing the 
proposals for the prime integration contract. What are the plans to 
meet the deadline for deploying the entry and exit capabilities to 
the 50 busiest land ports by the end of this calendar year? 

Mr. HUTCHINSON. We do anticipate that the integrator contract 
would be awarded in the May time frame. That still leaves us a 
significant amount of time to utilize their capabilities. But in the 
meantime, through our US VISIT program office we’re able to con-
tinue to deploy to the 50 busiest land ports our exit solution that 
would be used as secondary, similar to what we’re doing at our air-
ports. And so a great deal of work can be done to fulfill the man-
date this year even before the integrator is brought on board. What 
they will primarily focus on would be looking at the radio fre-
quency technology and how that can be used to quickly track the 
entry and exit without clogging those borders. We have some pre-
liminary ideas, but the integrator support will be very critical in 
developing a final solution on that. 
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Senator COCHRAN. Senator Byrd, I’m prepared to yield to you for 
any questions you have. I noticed the presence of the distinguished 
senator from New Hampshire. Before proceeding, I was wondering 
if you could yield to him for any opening statement. 

Senator BYRD. Yes, I would like to hear his opening statement. 
Senator GREGG. I have no opening statement, Mr. Chairman. 
Senator COCHRAN. Senator Byrd. 

TSA 

Senator BYRD. Thank you. Mr. Secretary, your TSA budget pro-
posal for 2005 requests just $143 million out of a total request of 
$5 billion for non-aviation related activities. The Aviation and 
Transportation Security Act requires that the TSA protect all 
modes of transportation, not just aviation. Take mass transit for an 
example. 

On February 6, individuals opposed to policies of the Russian 
government exploded a bomb deep inside a tunnel of the Moscow 
subway system, killing more than 40 people. The Tokyo subway 
was attacked with sarin gas in 1995. Subsequent analysis of the at-
tack concluded that up to 8,000 deaths could have occurred if the 
attack had been executed as planned. We should not focus all of 
our attention on the threats posed by the 9/11 attacks. There con-
tinues to be significant threats to the New York City Subway Sys-
tem, the Washington Metro, the Chicago Transit Authority, and 
other mass transit systems. 

In testimony to the Senate Intelligence Committee on February 
24, FBI Director Mueller stated that our transportation systems 
across the country, particularly the subways and bridges in major 
cities, as well as airlines, have been a continual focus of al Qaeda 
targeting. Despite this reality, there is a huge disparity between 
what you have requested for aviation, compared to what you have 
requested for the other modes of transportation. 

You have made no proposal for mass transit security grants, no 
request for bus security grants, no request for truck security 
grants, and port security grants, have been reduced from the $124 
million which Congress provided to only $46 million, and the De-
partment proposed to transfer away from TSA that remaining 
grant program to an agency with no transportation security exper-
tise. 

Now, how can you fulfill the mandate of protecting all modes of 
transportation without requesting funds for this purpose? Given 
what you are proposing, how do you intend to be accountable to the 
American people for ensuring transportation security? 

Mr. HUTCHINSON. Thank you, Senator Byrd, and we agree with 
your concerns about the other modes of transportation and that 
they should not be neglected. We are looking at a different type of 
relationship and solution for the other modes of transportation 
versus our 100 percent inspection regime, a focus in aviation secu-
rity. And so at TSA, we do have a relationship with the different 
modes of transportation. We are working on assessments and 
standards setting. We’re working with other directorates and other 
agencies to accomplish the security that you highlighted. 

For example, the subways, that is a transportation system with 
a number of players in that arena, including the IAIP directorate, 
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or Information Analysis and Infrastructure Protection directorate, 
and our Science and Technology directorate, looking for some tech-
nological solutions to help detect and prevent those type of harmful 
attacks. And so we are coordinating our efforts with them, as well 
as working with our TSA officials who have that standard setting 
responsibility. We will continue to develop that relationship and 
seek additional funding as is necessary to expand that mission. 

Senator BYRD. Mr. Secretary, you haven’t answered my question. 
I’m concerned about the lack of funding for the security of those 
other modes of transportation. I listened very carefully, but I didn’t 
get an answer to my question. 

Mr. HUTCHINSON. Would you like me to proceed again, Senator 
Byrd? 

Senator BYRD. Yes. Would you like me to ask the question again? 
Mr. HUTCHINSON. I think I got the gist of the question. We have 

a staff at headquarters of 120 inspectors. They are charged with 
the responsibility of looking at these other modes of transportation, 
working with local communities, setting standards for them, and 
working with other agencies—for example, the Department of 
Transportation. We are protoneuron with the industry stakeholders 
as well for information sharing with regards to threats to these dif-
ferent modes of transportation. We are looking to the Science and 
Technology Directorate to identify the security threat and devel-
oping the technology that would help detect those hazardous mate-
rials threats to our subway systems. And the same is true for the 
other modes of transportation that you mentioned. 

Senator BYRD. I don’t think I got the answer yet. I’ll ask the 
question again. You may not want to answer it, and I say this re-
spectfully to you. 

Your TSA budget proposal for fiscal year 2005 requests only $143 
million out of a total request of $5 billion for non-aviation related 
activities. The Aviation and Transportation Security Act requires 
the TSA to protect all modes of transportation, not just aviation. 
How can you fulfill the mandate of protecting all modes of trans-
portation without requesting funds for this purpose? Given what 
you are proposing, how do you intend to be accountable to the 
American people for ensuring transportation security? 

I believe it is a mistake to weaken the non-aviation functions of 
TSA. On February 25, Congressman Sabo and I wrote to Secretary 
Ridge and urged him not to transfer the TSA grant programs, port 
security grants, truck security grants, bus security grants, and Op-
eration Safe Commerce, as well as FEMA’s Emergency Manage-
ment Performance grants from TSA to the offices of State and local 
government coordination. The deadline for making that transfer 
could be as early as March 26th, and I want to personally make 
the same points to you. I urge you and the Secretary to give serious 
consideration to the concerns expressed in our letters. 

Mr. HUTCHINSON. And Senator Byrd, I very respectfully agree 
with your concerns and clearly you could look at this as a com-
prehensive solution to security, we’re looking at a shared responsi-
bility in that regard, and not exclusively that of TSA. And we are 
still sorting through some of that division of responsibility. But we 
believe that the budget allows sufficient support from a head-
quarters level of the standard setting, the regulations that need to 
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be looked at, and the partnership that we might have with the De-
partment of Transportation and with the Coast Guard, who has a 
major role in the mission of port security. 

Now, I realize that there has been some concern expressed about 
the transfer of the grant programs from TSA to the State and local 
administration within the Department, but I have been assured 
and feel confident that we are implementing the steps necessary to 
make sure that the TSA expertise on port security is utilized for 
the administration of those grants. 

Senator BYRD. Mr. Chairman, may I ask another question at this 
point or do you wish to proceed? 

Senator COCHRAN. Senator Byrd, we’ve taken up just about be-
tween 10 and 15 minutes in this round, and I was going to recog-
nize Senator Gregg for any questions, and then we have a chance 
for another round. 

Senator BYRD. Thank you. 
Senator COCHRAN. Senator Gregg. 

US VISIT 

Senator GREGG. Thank you, Mr. Chairman, and thank you, Sen-
ator Byrd, for your courtesy. Mr. Secretary, the US VISIT program 
is obviously the core to your effort to try to get some control over 
who’s coming into the country and you have already explained the 
program. As I understand the program, basically there will be two 
fingerprints taken, the thumb and—— 

Mr. HUTCHINSON. Two index. 
Senator GREGG. The index fingers of both hands, and that will 

be electronically and digitally taken. And here’s my question. We 
spent in another committee, CJS, which I chair, and it’s a fabulous 
facility up in West Virginia, a huge amount of money, literally hun-
dreds of millions if not billions of dollars on developing a finger-
print database for the Nation called IAFIS, which is under the con-
trol of the FBI. It’s my understanding that the US VISIT finger-
prints will not be compatible with that database, that the manner 
in which the fingerprints are being taken is not compatible, with-
out a significant amount of increased work load. In other words, 
the turnaround time on an IAFIS fingerprint is very brief. If you’re 
fingerprinted under the IAFIS system it’s almost an instantaneous 
turnaround time. If you’re fingerprinted under your system it’s 35 
times longer, assuming you can do the workload at all to get that 
fingerprint confirmation back, and really the two systems aren’t 
compatible, they simply aren’t compatible. 

I guess my question to you is why would we set up—I can under-
stand that you don’t want to make getting into and out of the coun-
try too complicated and that’s why you probably went to the two- 
finger fingerprinting and a flat screen versus a rolled approach, 
which is what the IAFIS was built on. But why did we spend all 
this money to create this database if you folks aren’t going to struc-
ture a system that takes advantage of it? 

Mr. HUTCHINSON. Thank you, Senator Gregg. And first, I have 
had numerous conversations with the FBI and the head of their 
fingerprint division, and we certainly want to move in coordination 
with each other. But for example, the IAFIS system has 44 million 
prints in it, most of them of U.S. citizens, many of them whose 
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crimes have expired, and just a whole host of reasons that they 
might be in there. As our US VISIT program is developed, it is not 
designed for U.S. citizens but for foreign visitors. So we take a slice 
of what is in the IAFIS database and put it in our IDENT system 
so that it can be checked, so there is that limited capability. Now 
as we expand our program, hopefully there will be more 
connectivity there. 

But in addition right now, to connect to IAFIS you have to have 
10 rolled prints, and we cannot have 10 rolled prints at our ports 
of entry because of processing time as people come in. As the tech-
nology develops so that we can perhaps have 10 or 8 scanned 
prints in a quick fashion, then we hope to be able to gravitate to 
that, so we can then interconnect with the IAFIS. But it is a prob-
lem not just for the US VISIT, but also the State Department, be-
cause they have deployed technology overseas for the two index fin-
gers since that was the agreement between the Attorney General, 
the Secretary of State, and the Secretary of Homeland Security. 

So it is a process issue because of the time constraints. It is a 
systems issue in terms of what it takes to interact with the IAFIS 
program. And it’s a technology problem that we hope technology 
will be able to help us with in the coming years. In terms of the 
processing time, it takes us 8 seconds for our two digital finger-
prints to get a response from our system. It would not be any dif-
ferent if we were connecting it to the IAFIS system. And if there 
is a question where we connect with secondary, where we can con-
nect with IAFIS, we can take the rolled prints as to any additional 
information that we need from them. 

Senator GREGG. What you’re saying is that we’re building from 
scratch a new system which is going to be essentially independent 
of IAFIS in that they won’t be able to access IAFIS directly. Yes, 
there are 44 million fingerprints in IAFIS, which is one heck of a 
database, and obviously the vast majority of them are American 
citizens who have somehow come into a position where they would 
be subject to that scrutiny. But a huge percentage, a huge number 
are international fingerprints, and I just, it’s going to be hard for 
me as a legislator if we have an event in this country and an indi-
vidual comes into this country who went through the US VISIT 
program, got fingerprinted, but didn’t show up because your pro-
gram doesn’t have a big enough database yet to pick the person 
out. We find out after the person has done some destructive event 
in this country that that person’s fingerprints are sitting there at 
IAFIS and we knew that he was a bad guy. 

So I understand the technology problem. I understand the prac-
tical problem of having to roll everybody coming into the country. 
And I can see where you made the decision and that you know, 
you’re going to have to start from scratch building a database. But 
there’s got to be a better answer here to getting these two con-
verged. If it takes dollars in order to do the technology conversions 
in order to get IAFIS to a digital capability where it can handle 
your type of needs, we’ll do it. Because quite honestly, your issue 
is a heck of lot bigger than any other issue the FBI has today. 

That fingerprint database of 44 million should be used to protect 
this country against terrorism. That should be its primary purpose 
today. Granted, it was created to protect us and deal with criminal 
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events in this Nation, but that isn’t what it should be used for. It 
is a huge resource sitting there that should be used to protect us 
from people coming into this country to do us harm, and it should 
be integrated with your system, totally integrated. 

And so, I guess your answer to me was, well, we can’t integrate 
because we’re not there yet. My question to you is what do we need 
to get there and how quickly can we get there? 

Mr. HUTCHINSON. And that’s the right approach to it, Senator. 
We, first of all, are wanting to gravitate to 8 scanned prints, which 
would be, I believe compatible for entry into the IAFIS system. 
That will take us some time because that’s something the State De-
partment has to work on as well, and we have to partner with 
them on the technology. 

Senator GREGG. We can bring the State Department along. 
Mr. HUTCHINSON. The other suggestion that I would have is that 

we utilize the services of the National Institutes of Standards, 
NIST, that evaluated our system, what its capabilities were, and 
I think that their counsel would be helpful in not just looking at 
what we need to do to make these compatible, but who needs to 
make some adjustments. For example, should IAFIS develop a sys-
tem that does not just simply have to take 10 rolled prints. Can 
they develop a system that is interacting to the 8 scanned prints 
or the 10 scanned prints. I hope they would look at that solution 
as well. 

Senator GREGG. That’s fine, NIST is a wonderful technical agen-
cy and I suppose we could hold a hearing on this, we could have 
CJS and maybe do a joint hearing, and bring all the different par-
ties to this fingerprint issue together and try to get movement. But 
we shouldn’t have to do that. This administration should have a 
game plan which is in place and which is signed off on by the three 
key parties, State, yourself and the FBI, and which says this is the 
time frame, this is the technology changes we have to make, and 
this is what it’s going to cost us. You should be coming to us with 
that plan so that we can fund it and we can hold you accountable 
to that time frame. Saying that we should call NIST and say well, 
NIST, will you tell FBI to straighten out, IAFIS is not the answer. 
The answer is that you folks, because you are the administration, 
should be doing this. I mean, that’s what administrations do. Con-
gresses shouldn’t have to do that. 

And I’m really discouraged about this. We spent so much time 
getting this—database up and running and now it’s being 
marginalized in the most singly important thing we have to do as 
a country, which is defend ourselves from people coming in who are 
our enemies. It’s just very hard for me to figure out why we aren’t 
more aggressively pursuing a resolution of those issues, rather 
than you’re going your way setting up your database and saying 
well, we can’t get into IAFIS because we can’t roll 10 prints, and 
the FBI is out there saying they can’t do it with digital and they 
aren’t going to do two prints, and they aren’t going to convert their 
system because it’s too expensive and too complicated for them to 
do it. And then we’re supposed to go call NIST up and say really, 
who has the answer here. You guys should have the answer and 
it should be given to us. 
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So what I’m going to ask you for is for you to gather the Secre-
taries of Homeland Security and State and the Attorney General, 
and get us a statement of policy as to how you’re going to get the 
FBI fingerprinting databases coordinated so that they all are inte-
grated and can communicate with each other in a time frame that’s 
going to occur before we’re attacked again. 

Mr. HUTCHINSON. Thank you, Senator. That’s a fair request and 
we will certainly be delighted to work and develop that joint strat-
egy. 

Senator GREGG. Thank you. 
Senator COCHRAN. Mr. Secretary, just as a way of following up 

on Senator Gregg’s questions, I’m curious to know what funds the 
Department intends to dedicate to this project, the integration of 
the systems during fiscal year 2004 and what account is being used 
to fund the project. Do you have that information or would you like 
to submit that for the record? 

Mr. HUTCHINSON. We probably will supplement the answer that 
I will give now. But first, and as Secretary Ridge testified—I be-
lieve it was before you, but it might have been the House Appro-
priations subcommittee, is the existing need for integration so that 
the Border Patrol agents can access IAFIS. The funding is in place 
to do that and it is pledged to be accomplished by the end of this 
year, and I think the Secretary indicated that we will scrounge 
around if there needs to be a few extra dollars to achieve that goal, 
but we’re committed to making sure the information integration 
with IAFIS is accomplished. 

In reference to Senator Gregg’s comments and questions, that in-
tegration will be funded out of the $340 million in 2004 for US 
VISIT. That’s the budget that we have to work with to accomplish 
objectives of 2004, as well as moving toward any integration, and 
of course, any other funding would come from the State Depart-
ment’s budget and the Department of Justice. 

[The information follows:] 

INTEGRATION OF DATABASE SYSTEMS IN FISCAL YEAR 2004 

Therefore, to accelerate the implementation of IDENT/IAFIS capability within the 
Department, we intend to reallocate $4 million of the remaining funds provided in 
Public Law 107–117. The $4 million, when combined with fiscal year 2003 funds al-
ready provided ($3.5 million obligated for IDENT/IAFIS as part of increment 1 
Entry-Air/Sea), will allow BTS to implement IDENT with 10 print capabilities in 
secondary processing areas at 115 airports, 14 seaports and 50 of the largest land 
border ports. In addition, this funding will support implementation of the IAFIS/ 
IDENT 10 print capability at 70 percent of the Border Patrol stations. The remain-
ing land ports of entry, 30 percent of the Border Patrol stations and major ICE loca-
tions (to be identified) will receive this capability in 2005. 

Senator COCHRAN. One observation is that if this project is not 
receiving the support and attention required to get it to completion, 
should a separate project office be set up to implement the pro-
gram? 

Mr. HUTCHINSON. I would not suggest so. We have a very effec-
tive project office in US VISIT that has the capability. And I don’t 
mean simply to recite challenges in this effort, but you know, we 
had a choice this year of recognizing that we could have an added 
security value by putting our fingerprint scanners at our primary 
ports of entry and we did this, and we’re looking at when we 
change it down the road to a broader capability, we probably lost 
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a million dollars for those fingerprint scanners. So for the added se-
curity value, it was a good decision to make, but we recognized at 
the time that we’re going to have to gravitate to probably 8 prints 
at a minimum, for a number of reasons. So we recognize the need 
to move to that standard and that will be a part of the US VISIT 
oversight responsibilities. 

Senator COCHRAN. Is there a final deployment schedule to roll 
out version two of the integration project to all Border Control fa-
cilities or when can these facilities expect the roll-out to be com-
pleted? 

Mr. HUTCHINSON. There is, and that will be completed by the end 
of this year. I believe we have IAFIS at 20 Border Patrol stations. 
I think we have about another hundred that are on schedule to be 
given the connectivity to IAFIS, and so that should be completed 
on schedule by the end of the year. 

Senator COCHRAN. Senator Byrd. 
Senator BYRD. Thank you. I particularly was interested in Sen-

ator Gregg’s and your questions, and the answers. 
Last month a few days after the Democratic primary, the Presi-

dent went to Charleston, South Carolina, to crow a little about his 
efforts to improve the security of the ports. I must say that I found 
this kind of a political event to be somewhat disingenuous. The 
President signed the Maritime Transportation Security Act on No-
vember 14, 2002. That law authorized initiatives to improve secu-
rity at our ports, but I’m not convinced that the Administration has 
done that much since then to actually make our ports safer. Given 
the huge demand for port security funds, why is this Administra-
tion only requesting $46 million to actually secure our ports? 

PORT SECURITY 

Mr. HUTCHINSON. Senator Byrd, it’s because we believe that 
there is a shared responsibility, both in terms of the private sector, 
and the port authorities, and the Federal Government spurs that 
on, sets the example, funds a significant portion of the projects, 
which I believe that we have done. Last year I think there were 
two rounds of port security grants, so there was a very substantial 
amount that was invested last year, and it was a combination of 
grants to port authorities but also to the private sector. But, we do 
not believe it’s exclusively a Federal Government responsibility to 
do all of the port security investment, the private sector has a re-
sponsibility, as well as the governmental port authorities. 

Besides the port grants, we are also investing substantially in 
port security in terms of the activities of the Coast Guard, the Cus-
toms and Border Protection, and the other agency responsibilities 
related to the ports. 

Senator BYRD. Well, I know that we are going to continue to hear 
that answer. We still inspect less than 5 percent of the 5.7 million 
containers that come into our ports each year. The President took 
credit for making available $179 million this year in funding for 
grants for port security. He failed to mention that he did not re-
quest a dime of those funds. He failed to mention that the Coast 
Guard port directors, who actually have responsibility for safety, 
estimated that $1.25 billion would be needed in the first year and 
$5.4 billion would be needed over the next 10 years to comply with 
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the new Federal regulations mandated by the Maritime Transpor-
tation Security Act. He failed to mention that last year he opposed 
my amendment to provide $460 million in port security grants. He 
failed to mention that his budget for fiscal year 2005 proposed to 
cut port security grants by 60 percent, from $124 million to $46 
million, when the last competition for grants resulted in over $987 
million in applications from ports nationwide. 

Now I’m afraid something terrible is going to happen one of these 
days, and then what will be said? Our ports must compete with 
other ports, including ports in other countries. If these security 
costs result in higher prices, assuming the costs are going to have 
to be borne by industry, are you and the President not concerned 
that business may go elsewhere, costing U.S. jobs? 

Mr. HUTCHINSON. Well, I think that first of all, we’ve discussed 
significantly the port security grants and the philosophy behind the 
amount that is requested. You also raised the question of the fact 
that only 5 percent of the 6 million sea containers are inspected 
that come into our ports. I think this is, again, a philosophical 
question as to whether you inspect 5 percent, 10 percent, 15 per-
cent, or 100 percent. And I suppose if we inspected 20 percent of 
all the cargo, there would be those who would argue it ought to be 
100 percent, that argument exists right now. I think it’s a better 
decision to try to make sure we inspect the right 5 percent or right 
10 percent, or whatever that number is, and that we inspect all of 
those, 100 percent of those containers that indicate a risk to our 
Nation. 

So that is the strategy that we’re developing. We are not under-
estimating your concerns and what we know as threats to our 
ports. We take that very seriously, and that’s why the Coast Guard 
has conducted more than 36,000 port security patrols. That’s why 
we have imposed the regulations that require the security plans by 
the vessel operators and the port authorities, all to enhance the se-
curity, in addition to the partnership that we have in the cash in-
vestments for port security. 

CAPPS II 

Senator BYRD. Mr. Secretary, the fiscal year 2004 Appropriations 
Act included a provision requiring the General Accounting Office to 
review the privacy and security of the proposed CAPPS II airline 
system. The GAO recently submitted a report to us that stated that 
your Department has met only one of the eight criteria set out by 
Congress before you could move ahead with deployment of the sys-
tem. I understand that the Department concurs with the GAO’s 
findings. Where is DHS now in testing of the CAPPS II system? 

Mr. HUTCHINSON. Senator, we are actually months away from ac-
tual testing data for CAPPS II. We are obviously aware of the air-
lines’ concern about voluntarily sharing data, so we’re looking to 
find a vehicle of having the data that we need to query out the 
testing, and my best estimate would be that we are still a number 
of months away from doing the testing to the CAPPS II. 

Senator BYRD. Now that the GAO concluded that your Depart-
ment has not met the requirements of the law, I encourage you not 
to deploy the CAPPS II system until you have satisfied for this 
subcommittee that the requirements of the law have been met. 
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I have several questions, Mr. Chairman. I could submit several 
of these for the record at your pleasure. 

Last week the Department celebrated its 1-year anniversary. To 
commemorate the event, Secretary Ridge released a list touting the 
Department’s major accomplishments in its first year and, indeed, 
much has been accomplished. For instance, his press release notes 
that a seal has been developed to establish an identity for the De-
partment. Good. You know who you are and for whom you are 
working. The release also noted that employees received a lapel pin 
signed by the Secretary and featuring the new Department seal. 

IMMIGRATION ENFORCEMENT 

Sadly, no mention is made in the list of the Department’s accom-
plishments for the enhanced enforcement of our immigration laws. 
At best, there is a passing reference to the new Department’s reor-
ganization of the immigration enforcement functions. Especially in 
light of the President’s sweeping amnesty proposal, I’m surprised 
that the Department has nothing to report as an accomplishment 
in enforcing our existing immigration laws. Many members who 
were opposed to the creation of the Department, like myself, were 
concerned that the focus of the Department and its personnel 
would shift from traditional duties to terrorism. Why is the Depart-
ment unable to point to significant improvements and successes in 
enforcement of existing immigration laws? What specifically is your 
director doing to enhance immigration enforcement? 

Mr. HUTCHINSON. Thank you, Senator, and I’m grateful for the 
opportunity to reflect on significant achievements in the area of im-
migration enforcement. It is estimated, as you know, that there are 
8 million illegal workers in this country at the present time. It’s 
estimated that 40 percent of those are here because of visa 
overstays. And so whenever you talk about what we’ve done with 
US VISIT and being able to have a better control of those who 
come into the country and overstay their visas, that system is a 
significant accomplishment in immigration control. It produces in-
formation on people who overstay their visas and stay here in the 
country illegally. 

We have created an office of compliance within the Bureau of Im-
migration and Customs Enforcement that is responsible for receiv-
ing the information and providing leads to the field in order to de-
termine who should be processed for removal from the country. So, 
that is a huge step forward in immigration enforcement. 

In addition, we have successfully implemented the SEVIS pro-
gram, which tracks our foreign visitors coming into this country, 
and in one fall semester, as over 200,000 students came into our 
country, we apprehended over 200 that came in here who were not 
properly accepted into a university. I think our country is safer be-
cause of that effort. 

We have also, of course, put 1,000 more patrol agents on our 
northern border, and we have increased our resources on the south-
west border. The chief of police of Phoenix attributed immigration 
enforcement in Arizona and our Operation Ice Storm to a success-
ful reduction of violent crime in the Phoenix area. 
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And so at every level, from the fugitive operations to Operation 
Predator to Operation Ice Storm, I think we have done a very, very 
significant amount of work in immigration enforcement. 

Senator BYRD. Do you miss being in your old job? 
Mr. HUTCHINSON. Every once in a while I miss being up there 

on the House side. 
Senator BYRD. I think you did a good job. I watched you very 

carefully during the impeachment procedures. 
Mr. HUTCHINSON. Thank you, sir. 
Senator BYRD. I thought you kept a level head on your shoulders. 

I thank Senator Gregg for raising the issue of compatibility be-
tween US VISIT and the FBI databases. Chairman Cochran and I 
raised the issue with Secretary Ridge almost a year ago. 

BORDER PATROL: IDENT 

On a related matter, last week the Department of Justice Inspec-
tor General released a report that examined the case of a Mexican 
citizen who had been detained by the Border Patrol on two occa-
sions in January 2002 for illegally entering the United States. On 
each occasion, Border Patrol agents returned him voluntarily to 
Mexico. They did this because IDENT, the immigration agency’s 
automated fingerprint identification database and the Federal Bu-
reau of Investigation’s automated fingerprint identification data-
base were not integrated and the Border Patrol agents who appre-
hended him did not learn of his extensive criminal record or past 
deportation. If his full history had been learned, according to Bor-
der Patrol policies, he should have been detained and subjected to 
prosecution. Instead, he was returned to Mexico. Subsequently, he 
again crossed the board illegally, and made his way to Oregon in 
September of 2000 where he raped two nuns and killed one. 

In the report, the Inspector General again found delays in the ef-
fort to integrate the IDENT and IAFIS databases. While he found 
some progress in deploying an integrated version of IDENT–IAFIS, 
full integration of the two systems remains years away. Current 
projections are that the two systems will not be fully integrated 
until at least August 2008, almost 2 years behind the original 
scheduled completion date. Both the Department of Justice and the 
Department of Homeland Security say they recognize that the 
databases need to be integrated. However, the IG report found un-
certainty as to who is responsible for the overall management of 
the integration project. It states that Justice and Homeland have 
yet to enter into a memorandum of understanding delineating the 
specific roles and responsibilities of each agency in the project. 

Can you give us an update on your plans for developing a memo-
randum of understanding with the Justice Department so that this 
project can move forward? 

Mr. HUTCHINSON. Yes, sir, and that certainly points out that 
there is much work that remains to be done, and I’m grateful for 
the opportunity to recite some of the efforts that we have imple-
mented, but we are the first to acknowledge that there is much 
more to be done and this is certainly a perfect example of it. The 
IG is correct, to wait until 2008 would be absolutely wrong and in-
tolerable, so under Secretary Ridge’s leadership we are going to get 
it done this year. We want to avoid this type of tragic circumstance 
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in the future, and it was a tragic circumstance of this particular 
case, and it shows the extraordinary cost of not having all of the 
information needed for our Border Patrol agents. 

We have that system at 20 sites now, and we’re going to add 100 
this year and get them connected. And if there’s a few left after 
that, we’ll find the money to get it done. We have accelerated the 
schedule to get it done this year. We want to look at more opportu-
nities to give our agents in the field, and inspectors, all the tools 
they need, particularly this type of access to the FBI database. 

Senator BYRD. Thank you. Thank you very much, Mr. Chairman. 

TRADE ENFORCEMENT 

Senator COCHRAN. Thank you, Senator Byrd. 
Mr. Secretary, something that your State and my State is inter-

ested in is our domestic fish industries, catfish and other activities 
relating to the production of aquaculture resources. I was recently 
informed that the Customs and Border Protection officials took 6 
months to review and comment on a request for new tariff codes 
for Vietnamese exports of fish into the United States. I’ve written 
to Secretary Ridge about this issue, but I would like to bring this 
to your attention personally and receive any comment that you 
have about a commitment to trade enforcement, which in my view 
should remain a high priority for the Border and Transportation 
Security Directorate. I hope you will look into the problems that 
may exist in the Department regarding catfish dumping or trade 
rules that need to be enforced aggressively by the directorate. 

Mr. HUTCHINSON. Thank you, and I certainly share the same 
concern, coming from Arkansas, in reference to the enforcement of 
our trade laws on this commodity as well as others. I don’t know 
the specific answer on why it took 6 months to review that tariff 
code and I would be happy to provide a specific answer to you. We 
have made a commitment not to reduce our resources and commit-
ment to trade enforcement, and we have a good partnership with 
the Department of the Treasury to carry on those trade enforce-
ment efforts. I’m co-chairman of the Coe Act, which is the partner-
ship with industry in their advisory committee on how we handle 
our trade rules, so we will get a specific answer to you on that 
question. 

[The information follows:] 

VIETNAMESE EXPORTS OF FISH INTO THE UNITED STATES 

CBP processing time for 484(f) requests varies depending on the complexity of the 
request and the purpose of the request. While most requests are processed within 
the 6-month period, exceptional requests have taken longer. (As a comparison, the 
484(f) committee received a request for a statistical breakout for low-melt polyester 
fiber on June 30, 2000, which was not approved until May of 2001 for implementa-
tion on July 1, 2001. While rare, these situations do occur.) The request for these 
fish breakouts was one of these exceptional requests. 

The 484(f) request received by CBP was submitted in advance of the Federal Reg-
ister Notice published on August 12, 2003, referenced in the requestor’s submission, 
and the instructions to CBP issued on September 12, 2003. Those documents needed 
to be reviewed in conjunction with the requestor’s submission because CBP is the 
agency responsible for collecting the antidumping duties under the order and identi-
fying attempted evasion of the order. This 484(f) request was also intended to allow 
the domestic industry to monitor specific foreign competition. 

The first problem was that CBP (and the ITC, based on their report) did not agree 
with the requestor as to the proper classification of the imported species of fish and 
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therefore, the proposed breakouts. This is not an unusual occurrence. Since the 
484(f) committee usually tries to meet the purpose of the request even if the com-
mittee does not technically agree with the request, the issue for CBP was how to 
meet the requestor’s goals. 

CBP found that the specific imported fish were more subject to misclassification 
than other commodities for which breakouts have been requested. This fact meant 
we needed to be able to segregate these fish from the other fish properly classified 
in the various subheadings. 

CBP also had to reconcile the recent change to the FDA labeling requirements 
with CBP import laws, regulations, and policies and enforcement capabilities. 

CBP needed to take into consideration our informed compliance responsibilities to 
importers under the MOD ACT followed by our enforcement capabilities. We also 
considered our ability to physically identify non-compliant fish, our ability to target 
shipments for sampling and maintain the physical integrity of the perishable sam-
ple through the laboratory analysis process, and whether other agency requirements 
would be effected by any of the breakouts. We also took into consideration concur-
rent work being done by the Bureau of Immigration and Customs Enforcement. Fi-
nally, we applied our knowledge of certain techniques that have been used to avoid 
payment of higher duties on other perishable commodities. 

All of these considerations are not routinely necessary during our review of 484(f) 
requests and required information from multiple CBP offices and time to correlate 
the elements into a plan. Once the facts were finalized, CBP responded to the other 
484(f) members with our proposal. 

Note that CBP met with the requestor’s representatives on February 27, 2004 and 
were able to come up with a new proposal that will meet their needs for trade data 
and allow CBP to more easily enforce the current antidumping order and verify 
trade data. At the same time, this proposal will allow implementation prior to the 
resolution of the classification issue. The requestor will provide some additional in-
formation to CBP at which point we will forward the proposal to the other com-
mittee members (Census and the ITC.) We anticipate that our proposal will be satis-
factory to the other committee members and the new breakouts will be implemented 
no later than July 1, 2004. 

FEDERAL AIR MARSHALS 

Senator COCHRAN. Thank you very much. In connection with 
Federal air marshals, I notice that the budget request is essentially 
flat for the Air Marshals program. Is this a concern to you? Do you 
think an adequate level of resources are available under the budget 
request to fund pay raises and other inflationary costs that may 
occur with this program? 

Mr. HUTCHINSON. We did get hit with the pay increases that are 
built into the budget that had to be absorbed. We have a strong 
commitment to the Federal Air Marshals program. That’s one of 
the reasons we took a number of steps to add some additional capa-
bilities to supplement the air marshals with other Federal agents 
who travel, including cross-training additional ICE agents and a 
partnership with the Secret Service. We believe that with those 
force multipliers out there, and with the continued commitment to 
the air marshals, that the President’s budget is sufficient in that 
area. 

We are, you know, for this year, looking at a number of different 
areas to make sure that there is no any significant diminishing of 
our commitment to the air marshals. 

NORTHERN BORDER AIR WING 

Senator COCHRAN. The Air and Marine Operations program has 
been stretched pretty thin for the last 2 years. Long-term repetitive 
details for personnel and assets are being used to protect the north-
ern border and the national capitol region. The appropriations for 
fiscal year 2004 included resources for the establishment of a per-
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1 Funds from these two appropriations were combined to purchase one medium lift helicopter. 

manent northern border air wing. Will you tell us what the status 
of establishing this air wing is, when will there be permanent em-
ployees on board, and when will aircraft be purchased, for example. 
Are you going to have to continue to rely on detailees to cover the 
northern border and the national capitol region if you go forward 
with the establishment of this air wing? 

Mr. HUTCHINSON. I think it’s important that we have that air 
wing capability on the northern border, and we are actively pur-
suing it. The assets that are deployed, you know, are from our ex-
isting resources, but the 2005 budget does request $28 million for 
P–3 aircraft surveillance that will help in regard to our interdiction 
efforts, and also the assets that we need for the CAPP or the pro-
tection of our air space. So there are some funds designated in the 
2005 budget for this purpose. 

As to the exact time frame on the deployment and the establish-
ment of the air wing for the northern border, Senator, I will have 
to get back to you. 

[The information follows:] 

EXACT TIMEFRAME ON THE DEPLOYMENT AND ESTABLISHMENT OF THE NORTHERN 
BORDER AIR WING 

The fiscal year 2003 War Supplemental provided $20.5 million to launch the Bel-
lingham Air Branch, the first of five Northern Border Branches. Planned allocation 
is as follows: $2.5 million for personnel transfers, $12.6 million 1 for medium lift hel-
icopter acquisition and $6.6 million for multi-role enforcement aircraft. Staffing will 
be provided through a combination of new hires and the transfer of experienced per-
sonnel from other AMO field locations. 

In fiscal year 2004, AMO received $35.2 million in Operations and Maintenance 
(O&M) funding to launch AMO’s Northern Border Branch in Plattsburgh, NY. 
Planned allocation is as follows: $10 million 1 for medium lift helicopter acquisition 
and $6.6 million for multi-role enforcement aircraft, $9.7 million for facility and $2.7 
million for aircraft spares. An additional $5.4 million was appropriated in Salaries 
and Expenses funding to cover the cost of 36 personnel. 

Plattsburgh and Bellingham each will be equipped with three aircraft, including 
one Multi-Role Enforcement Aircraft (Pilatus PC–12 fixed-wing), one Medium Lift 
Helicopter and one Light Enforcement Helicopter. 

The two PC–12 Pilatus aircraft have already been purchased and delivery is ex-
pected in May 2004/early fiscal year 2005, respectively. Contracts have not yet been 
awarded for the two Medium Lift Helicopters and Light Enforcement Helicopters re-
quired for full activation of Bellingham and Plattsburgh. Currently, the UH–60 
Black Hawk is fulfilling the MLH role and the AS350 is fulfilling the LEH role at 
other AMO branch locations. 

The President’s fiscal year 2005 budget includes $35.2 million to launch the third 
Northern Border Branch. 

AMO will continue to rely principally on detailees to execute the ongoing National 
Capital Region (NCR) Airspace mission. AMO has sustained the NCR mission by 
transferring funding, personnel and equipment from other missions and require-
ments. 

LONG-RANGE RADAR SYSTEM 

Senator COCHRAN. We are looking forward to getting a report 
from the Air and Marine Operations officials on the current radar 
situation around the country. What is the total amount that the 
FAA had in its budget for operating the long-range radar system? 
Can you tell us how much is being requested by other agencies 
across the government by agency, and is there any particular rea-
son that new resources are being requested in the fiscal year 2005 
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budget to allow the Department to assume this FAA responsibility, 
as opposed to a transfer from the FAA budget? 

Mr. HUTCHINSON. You’re not speaking of our TARS, you’re speak-
ing of the long-range—— 

Senator COCHRAN. The long-range radar system. 
Mr. HUTCHINSON. I don’t know the answer as to why that is not 

being transferred from the FAA, but clearly that is a priority to 
have that capability for the protection of our borders. 

TSA: PORT SECURITY GRANTS 

Senator COCHRAN. The Transportation Security Administration’s 
budget has 54 percent of the request dedicated for aviation pas-
senger and baggage screeners pay, benefits, training and human 
resource services. There are other grant programs administered by 
the TSA dealing with trucking security, port security grants, and 
operation of safe commerce that are slated to be moved to the Of-
fice for Domestic Preparedness under the reorganization of the De-
partment. The 2005 budget proposes to reduce or terminate fund-
ing for these programs. My question is, will the Transportation Se-
curity Administration continue to have responsibility for security 
over all sectors of transportation or will aviation security continue 
to be the main focus of the agency? 

Mr. HUTCHINSON. Well, in terms of budget, clearly aviation 
would be the main focus of the agency, but in terms of responsibil-
ities and partnerships, the other modes of transportation are very 
important to us. I know that for example, in reference to Amtrak, 
there is a close partnership there, we have some pilot projects 
where we are working with Amtrak to enhance security, and we 
believe that we would exercise this through standard setting, best 
practices and regulation if necessary. 

In reference to the grant programs, the expertise still resides in 
TSA. And even though the grant program is being transferred to 
the Office for Domestic Preparedness in Homeland Security, we 
will be connected in terms of evaluating those grants, and helping 
to set the priorities for those in terms of security, and that would 
be true for the other grants in the transportation modes. 

Senator COCHRAN. So there will be coordination and an active 
role for the Transportation Security Administration in coordinating 
with the Office for Domestic Preparedness for the administration of 
those programs? 

Mr. HUTCHINSON. Absolutely, Mr. Chairman. That’s essential 
and that was the understanding when that transfer was made. 

Senator COCHRAN. Is there an indication that additional funds 
may be made available within the existing grant programs for port 
security grants in the Office for Domestic Preparedness? 

Mr. HUTCHINSON. I think that the grant level is as suggested in 
the 2005 budget, but I know that in 2003 there were a number of 
rounds that had built up and been announced for the port security 
grants. I don’t know exactly the layout planned for 2004, but as far 
as I know, that amount of grant money is fixed based upon the al-
location in the 2004 budget. 
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TSA: SCREENERS 

Senator COCHRAN. The Aviation and Transportation Security Act 
provided that the Federal Government be responsible for screening 
operations for airline passengers at airports throughout the coun-
try, and there was a pilot program established at five airports to 
utilize private screeners in place of Federal screeners. One of these 
is located in Mississippi. The law provides for the ability of airports 
to apply to the Department of Homeland Security to opt out of 
using Federal screeners and to use qualified private screening com-
panies at the end of a 3-year period, and that will be coming up 
in November of this year. When do you anticipate results of the De-
partment’s study on the private screening companies to be made 
available from these five airports that have been participating in 
the program? 

Mr. HUTCHINSON. I think there are two things I would empha-
size. One, it is important to get the results from those five airports 
that were the subject of that pilot for private screening. I would ex-
pect that information within the coming months so it can be evalu-
ated. The second part of the equation is the criteria that we would 
use for determining how we respond to those airports that might 
request to opt out. And, I have asked for that plan and that pro-
gram to be developed and reported back to me for review. With 
both of those issues resolved, I think in the coming months we 
should have an indication as to the results and the direction we 
can go. 

Senator COCHRAN. There is some indication that the funding 
might not be sufficient to provide additional airports with the 
funds to use private screeners. There is $119 million in this year’s 
appropriated account for private screening programs, but only a 
$10 million increase requested for 2005. Do you anticipate a need 
for additional funding if airports apply to use private screeners? 

Mr. HUTCHINSON. I would think the assumption is that it would 
be a level costing. I don’t think we would anticipate a private 
screening capability or authorization to be based on an increase in 
funding for that airport. 

FLETC 

Senator COCHRAN. The Federal Law Enforcement Training Cen-
ter was given responsibility for the Charleston, South Carolina 
training facility in this fiscal year 2004. This facility was pre-
viously operated and maintained by the Border Patrol. Has the De-
partment of Homeland Security developed the level of funding that 
should be transferred to the Federal Law Enforcement Training 
Center to operate this location, and if so, when will this transfer 
take place? 

Mr. HUTCHINSON. The transfer has effectively taken place. The 
FLETC has taken over the responsibility for that facility and the 
Border Patrol operations. It is being handled out of the regular por-
tion of the budget. I am not aware of any specific needs that would 
require increased funding. 
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TRANSIT WITHOUT VISA PROGRAM 

Senator COCHRAN. Senator Stevens, I appreciate your being able 
to come to the hearing. You’re recognized for any statements or 
questions you may have of the witness. 

Senator STEVENS. I’m here, Mr. Chairman, and good morning, 
Senator Byrd, primarily because my staff has told me that there 
is an intent of Homeland Security to implement new regulations to 
replace the transit without visa program. This, I’m told it’s called 
the TWOV program, falls apart every time the alert status is 
raised, and has led numerous carriers to bypass U.S. airports, par-
ticularly our Anchorage airport, which is the largest cargo landing 
airport in the United States today. There is significant loss of reve-
nues for the airports because the foreign carriers will not respond 
as quickly as the changes come about in our programs. 

And we had significant capability for intelligence gathering op-
portunities when those flights came through. As a matter of fact, 
our people cooperated totally with the intelligence people to make 
sure that we gained all the information we possibly could get from 
any activity with regard to the shipments. 

But we have had one international carrier that has suspended its 
stop in Anchorage three times now since 9/11. Every time the 
TWOV program is raised because of risk status, they just cancel 
out. We want to join with you, and with the whole country in terms 
of homeland protection, but it does seem to me that we ought to 
have some sort of regimen that will take into account the necessity 
to maintain these flights on a regular schedule. 

Right after 9/11, as you know, many of them cancelled in Alaska 
altogether and went to Canada. Those same flights left Canada and 
put the burden for checking the flights on the carriers in the inte-
rior of the midwest, rather than in the area of Alaska where we 
have substantial qualified people for that activity. Because it’s such 
a large airport and handles so much volume of cargo, it can get the 
job done quickly, much more quickly than a smaller airport which 
does not have that volume and is not used to doing the check as 
the first stop in the United States. Are you familiar with this at 
all? 

Mr. HUTCHINSON. Yes, sir. In reference to the transit without 
visa program, it was suspended because of specific threat informa-
tion that we had. It was suspended. We recognized the adverse eco-
nomic consequences that this had on the Anchorage airport, which 
has a significant transit without visa passenger load. We imme-
diately started working with the airlines to determine what secu-
rity measures could be put into place that would allow us to re-
institute a similar type of program that would not have the secu-
rity vulnerabilities. 

We have developed an answer and a program that we could put 
into place, which would reinstitute similar portions of that type of 
program, and would allow the transiting of some of the inter-
national passengers through our airports again. We are circulating 
that plan in the interagency process, and we do hope that we will 
be able, in the near future, to have a resolution of that. We under-
stand the economic consequences, we do want to have the security 
measures in place before it is reinstituted. 
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And you’re right, Senator, it was complicated by the fact that 
over the holidays we did have a specific threat to the aviation in-
dustry, which would not have been a good time to redeploy that 
program or a similar one. 

Senator STEVENS. These are the so-called ATP regulations? 
Mr. HUTCHINSON. Yes, sir. 
Senator STEVENS. Will they be promulgated in a way that they 

will not change on an orange alert? 
Mr. HUTCHINSON. That is correct. These would be designed so 

that they provide the security measures that are necessary and 
they would allow for a constant program. Now I can tell you that, 
you know, if we have a specific threat information and we see there 
is a vulnerability that we didn’t even think about, it’s within the 
realm of possibility that we might have to take an additional secu-
rity step in orange that would impact that program. But that is not 
the design, the design is that it would have a constant flow because 
it has the security measures in place. 

Senator STEVENS. On the last recess I went to Anchorage and I 
went through the whole new wing of the airport that has been de-
signed in total compliance with your Department. As a matter of 
fact, we have a problem because your Department requested and 
received over some $40 million from the amount of money that was 
put up to build the terminal. For the Homeland Security facilities 
within the new addition, they had to be finished before the ter-
minal could be finished. And so they all agreed, and I now have 
the task of getting another $40 million, and that’s another fight 
down the road. 

But the problem is that it was designed to handle the regulations 
that were in effect, and now those regulations, if they are changed, 
will require an additional kind of management of the cargo. We’re 
not talking about a very heavy passenger load internationally. This 
is primarily cargo. There are very few passengers on those planes 
and in many instances none. What we’re looking at is the cargo 
problem. I’m told that there are 6.5 miles of tracks that are sus-
pended from the ceiling that carry this cargo so it has a chance to 
be inspected, and then it can go back on the plane. I don’t think 
anywhere else in the United States has that design. 

But, by the changes in this ATP, what happens is that they go 
to Vancouver or go to another place, Calgary, and then they go to 
land in some podunk that doesn’t have any facility at all. So we 
are over intensifying regulation in an area that, I believe, has the 
most modern baggage and cargo inspection in the country today, 
and should have with the volume of cargo we have coming through 
there. I urge you to consider what the change in regulations does 
to that installation. It puts cargo into places ultimately, if it’s going 
to continue on to the United States, if it’s destined for what we call 
the South 48, it’s going to completely disrupt this process and put 
enormous burdens on small airports when we’re prepared to take 
the total burden but for the continued change in the regulations. 

Mr. HUTCHINSON. We’ll certainly look at the concern that you 
raise, and recognize the investment in security that has already 
been made. I think the proposed plan, that again is in interagency 
circulation, looks not just at the physical security arrangement, but 
addresses some other vulnerabilities dealing with the passengers 
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that would travel under that program. So, there are really two 
parts to the security concerns. One would be the passengers who 
transit themselves, and the other part would be the physical secu-
rity measures that would be placed at the airports. Obviously there 
has been a substantial investment in Anchorage and that should 
be taken into consideration. 

Senator STEVENS. I know you must travel a lot, but have you 
traveled to Alaska since this new position you’ve got? 

Mr. HUTCHINSON. Senator, I have not had that privilege. I know 
my brother has at your invitation, but I have not been there, and 
I look forward to that opportunity. 

Senator STEVENS. I would hope that you would see fit to make 
that trip soon because these facilities are almost completed now 
and this new addition is almost completed, and I just think it’s 
going to be unfortunate if we have invested all this money and 
then find out it will not comply because of a change in regulations. 

As a matter of fact I just might arrange, Mr. Chairman, for a lit-
tle extracurricular activities for our friend from Homeland Security 
if you come up soon. The sooner the better. 

Mr. HUTCHINSON. Thank you, Senator, for that invitation. 
Senator STEVENS. I do hope you will come, I’m serious. 
Mr. HUTCHINSON. I will say that if you have any concerns when 

we put these regulations out, I will then make sure I go up there 
to ensure everything is taken into consideration. I will say we don’t 
want to have an adverse impact on what’s already been done up 
there. 

Senator STEVENS. I’d like to go with you. I’d like to show you 
these things and get the people out there who designed them in 
compliance with existing regulations, and see if the regulations 
must change, how we can quickly meet those regulations without 
taking more of the AIP money. 

Mr. HUTCHINSON. We will be glad to work with you and your 
staff to make sure that that’s handled in the proper way. 

Senator STEVENS. Thank you very much, Mr. Chairman. 
Senator COCHRAN. Thank you, Senator Stevens. Senator Byrd, do 

you have anything further? 

FEDERAL AIR MARSHALS 

Senator BYRD. Mr. Secretary, your budget request for the Fed-
eral Air Marshals is essentially a flat line request similar to last 
year’s funding level. Yet, on two occasions in less than a year, late 
last summer and again over the recent winter holidays, you in-
creased the threat level to code orange, in large part because intel-
ligence and other indicators led you to believe that there were en-
hanced threats to the United States via airplanes flying into or 
over this country. 

However, based on budget briefings with my staff, I understand 
that the resources directed to this program are not sufficient to 
hire the number of air marshals that should be hired to maintain 
a more robust presence on targeted flights. 

As I mentioned in my opening statement, I wrote to Secretary 
Ridge today urging him to propose to this committee a transfer of 
excess salary funds to the Federal Air Marshals Program. I urge 
you to make that proposal soon. 
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Mr. HUTCHINSON. Senator, we’re happy to receive your letter, 
evaluate it and make an appropriate response. We recognize the 
importance of Federal air marshals and I know that last year, 
wherever there was a concern expressed about an adverse impact 
on their work force, we did find the funds to make sure that didn’t 
happen, and certainly this year we will make sure that there is a 
robust commitment there, and we look forward to receiving your 
letter. 

Senator BYRD. I have further questions for the record, Mr. Chair-
man. 

Senator COCHRAN. Thank you, Senator. 
Mr. Hutchinson, we appreciate very much your excellent service 

in the Department of Homeland Security and your cooperation with 
our subcommittee. Senators may submit written questions, I have 
some that I will submit, as does Senator Byrd, and there may be 
others. We ask that you respond to the questions within a reason-
able time. 

ADDITIONAL COMMITTEE QUESTIONS 

Senator BYRD. I thank Secretary Hutchinson for his appearance, 
for his good work, and hope that he will come to West Virginia on 
his way to Alaska. 

Mr. HUTCHINSON. Thank you, Senator. I have been to West Vir-
ginia. 

Senator BYRD. We have a beautiful place down there called the 
Greenbrier. 

Mr. HUTCHINSON. I have enjoyed those rooms. 
[The following questions were not asked at the hearing, but were 

submitted to the Department for response subsequent to the hear-
ing:] 

QUESTIONS SUBMITTED BY SENATOR THAD COCHRAN 

U.S. VISITOR AND IMMIGRANT STATUS INDICATOR TECHNOLOGY (US VISIT) 

Question. Last week, President Bush met with President Vicente Fox of Mexico 
and announced that citizens of Mexico who hold border crossing cards and are fre-
quent crossers of the border will not have each entry recorded into the US VISIT 
database. Please provide a more detailed explanation of this policy? 

Answer. The Department of Homeland Security is committed to developing a solu-
tion for the processing of Border Crossing Card (BCC) holders. 

—Most Mexican citizens who travel to and from the United States regularly may 
apply for a multi-use travel document, B1/B2 Visa/BCC also known as a ‘‘laser 
visa’’, which serves as either a BCC or a B1/B2 visa. Mexican citizens who use 
the travel document only as a BCC will not initially be subject to US VISIT 
processing during primary inspection inasmuch as their biometric data 
(fingerscans and photographs) have already been captured during the BCC 
issuance process. This is an interim solution for the land border while the De-
partment explores the long term solution to record the entry and exit of persons 
crossing our land ports of entry. 

—When admitted under the BCC program, Mexican citizens may stay in the 
United States for up to 72 hours and travel within the ‘‘border zone’’ (within 
25 miles of the border in Texas, California and New Mexico, and 75 miles of 
the border in Arizona). Approximately 6.8 million Mexican nationals today uti-
lize a BCC to make approximately 104 million crossings per year when using 
the card as a BCC card only. 

—Prior to issuing a BCC to a Mexican citizen, the Department of State conducts 
biographic and biometric checks on the individual. The fingerscans and photo-
graph of the Mexican citizen are then embedded into the BCC. A holder of a 
BCC is inspected to determine that he or she is the rightful bearer of the docu-
ment when crossing through a U.S. port of entry. 
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—As the next phase of US VISIT is implemented at southern land ports of entry 
by the end of 2004, if a Mexican citizen chooses to use the BCC as a B1/B2 visa 
(traveling outside the ‘‘border zone’’ and/or staying longer than 72 hours in the 
United States), he or she will undergo US VISIT processing at the land border 
secondary inspection areas. 

Question. Customs and Border Protection is in the process of deploying readers 
for the border crossing cards. What will be the policy as to when border crossing 
cards are read? Will the readers be integrated into US VISIT eventually? 

Answer. In certain circumstances, Homeland Security’s Customs and Border Pro-
tection (CBP) officers may have reason to believe the person presenting the BCC 
is not the person to whom it was issued. At that point, the individual is sent to sec-
ondary inspection to determine if there are any problems with the BCC, which could 
include running the BCC through a biometric reader or processing the person 
through US VISIT. 

IDENT/IAFIS INTEGRATION PROJECT 

Question. The Department of Justice Office of Inspector General issued a report 
on the progress made in integrating the biometric systems of the Department of 
Homeland Security and the Department of Justice. While the report does not make 
specific recommendations to the Department of Homeland Security, it does state 
that the IDENT/ENFORCE project team reports through the US VISIT program of-
fice. Further, it indicates that some of the delay in implementing the integration 
is due to the emphasis that is being placed on the roll-out of US VISIT. Is this 
project receiving enough support and attention? Should a separate project office be 
set up to implement this program? 

Answer. The implementation of IDENT/IAFIS is a top priority at both DHS and 
DOJ, and a working group has been developed of representatives from DOJ, FBI, 
CBP, ICE, USCIS and US VISIT to define plans for completion of IDENT/IAFIS im-
plementation at all 115 Air, 14 Sea, 165 Land Border POEs, as well as all Border 
Patrol Stations and specified ICE locations. 

Question. Have you finalized a deployment schedule to roll-out Version 1.2 of the 
IDENT/IAFIS integration project to all Border Patrol facilities? When will the 
Version 1.2 roll out be completed? 

Answer. Currently a comprehensive plan to complete implementation of Version 
1.2 of the IDENT/IAFIS integration project is being developed including components 
from FBI, DOJ, CBP, ICE, USCIS and US VISIT. The implementation of 70 percent 
of Border Patrol Facilities is scheduled for the end of this year, and the remaining 
30 percent by the end of next year. 

Question. What consideration is being given to rolling out the Real Time Image 
Quality software developed for US VISIT to other IDENT stations in order to im-
prove the quality of the fingerprint being captured? 

Answer. The use of the real time image quality capture inside of US VISIT has 
been a significant enhancement to US VISIT. This capture improvement has really 
enhanced US VISIT and expanding this to IDENT is currently a system change re-
quest for the contractors to implement. 

Question. What funds will the Department be dedicating to this project in fiscal 
year 2004, and what account will fund this project? 

Answer. US VISIT is working to obtain approval to utilize $4 million (which re-
mains unexpended) from the $10.1 million received as part of the 2002 Counter Ter-
rorism funding (Public Law 107–117). 

Question. What funds are requested for fiscal year 2005? 
Answer. $3 million from base resources will be used in fiscal year 2005 to com-

plete IDENT/IAFIS deployment. 

72-HOUR RULE—SOUTHWEST BORDER 

Question. As the Border and Transportation Security Directorate moves forward 
with implementing the US VISIT system, what is the Department’s position on re-
vising the 72-hour rule to allow Mexican citizens that have been cleared to possess 
a border crossing card to stay in the United States for a longer period of time? 

Answer. While the Department of State adjudicates the application for a Border 
Crossing Card (BCC), DHS is responsible for establishing the policy surrounding the 
use and eligibility of such a visa document. 

Many Mexican citizens who travel to and from the United States regularly apply 
for a multi-use travel document, also known as a ‘‘laser visa,’’ which serves as either 
a BCC or a B1/B2 visa. Mexican citizens who use the travel document only as a 
BCC will not initially be subject to US VISIT processing during primary inspection 
inasmuch as their biometric data (fingerscans and photographs) is captured during 
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the BCC issuance process. This is an interim solution for the land border while the 
Department explores the long term solution to record the entry and exit of persons 
crossing our land ports of entry. As the next phase of US VISIT is implemented at 
southern land ports of entry by the end of 2004, if a Mexican citizen chooses to use 
the BCC as a B1/B2 visa (traveling outside the ‘‘border zone’’ and/or staying longer 
than 72 hours in the United States), he or she will undergo US VISIT processing 
at the land border secondary inspection areas. Readers for BCC’s will be deployed 
at the 50 busiest land ports of entry by the end of June 2004. 

Question. When does the Department plan to move forward with revising the 
rule? 

Answer. We hope to complete our review soon. Once the review of the BCC docu-
ment is complete, we’ll be able to make a more informed decision regarding this 
rule. 

STAFFING OF UNDER SECRETARY’S OFFICE 

Question. The Border and Transportation Security Directorate oversees 20 percent 
of the entire Department’s budget—with such disparate areas as trade enforcement, 
airport screening, protection of Federal facilities, and training inspectors. Not only 
is the responsibility wide, but it includes arguably the organization with the most 
difficult management problems. For the last year, the Under Secretary for Border 
and Transportation Security’s office has relied heavily on detailees from within the 
Department and even from organizations outside of the Department of Homeland 
Security. Currently, 56 percent of the filled positions in the office are staffed by 
detailees. Have you been able to move ahead with hiring permanent employees? Do 
you expect the office to be fully staffed by permanent employees by the end of fiscal 
year 2004? 

Answer. We have aggressively pursued the permanent staffing for the Office of 
the Under Secretary. We have entered into an interagency agreement with the Of-
fice of Personnel Management to provide dedicated position classification and staff-
ing services to this office and fully expect to have selections made for all permanent 
staff by the end of fiscal year 2004. 

Question. Is the Under Secretary’s office staffed properly to allow it to oversee and 
coordinate such a board reach of programs? 

Answer. The Under Secretary’s office is properly staffed to oversee the Direc-
torate’s programs. We appreciate your recognition of the challenges within the first 
year: forming the new bureaus of Customs and Border Protection (CBP) and Immi-
gration and Customs Enforcement (ICE); fielding US VISIT system requirements on 
time and within budget; maturing the Transportation Security Administration; and 
reorienting Federal Law Enforcement Training Center’s mission focus to meet the 
needs of the new Department. The Department continually assesses its effectiveness 
and efficiency, and we will promptly communicate any additional resource require-
ments, as necessary, to ensure we can meet our mission requirements. 

RESEARCH AND DEVELOPMENT FUNDING 

Question. The budget proposes to transfer additional research and development 
programs out of the components within the Border and Transportation Security Di-
rectorate to the Science and Technology Directorate, but it does not transfer all of 
the programs. Have all of these research and development programs been identified? 
Are there more programs that should be transferred to the Science and Technology 
Directorate, such as the Transportation Security Lab within the Transportation Se-
curity Administration, or the Research, Evaluation and Development Branch within 
the Bureau of Customs and Border Protection? 

Answer. The budget proposes to transfer some Border and Transportation Secu-
rity Directorate research and development programs to the Science and Technology 
Directorate to help improve the effectiveness and efficiency for certain programs. 
The other programs have synergies or considerations that require additional consid-
eration before change is recommended. 

Question. Do you feel that good working relationships have been established be-
tween the Border and Transportation Directorate and the Science and Technology 
Directorate? Are the needs of the Border and Transportation Security Directorate 
being met? 

Answer. Yes. Since the start up of the Department, we have worked hand in hand 
with the Science and Technology Directorate. The Science and Technology Direc-
torate has established a Border and Transportation Security Portfolio Manager. We 
also have a joint BTS and S&T Technology Working Group that is developing a 
technology roadmap for BTS to ensure we leverage technology in the most appro-
priate manner. 



33 

PERFORMANCE-BASED PAY SYSTEM 

Question. The Department’s budget for fiscal year 2005 includes resources to im-
plement the performance-based pay system. Did the Border and Transportation Se-
curity Directorate play a role in creating the framework for this system? Will the 
needs of the Border and Transportation Security Directorate be served by this new 
system? 

Answer. The Border and Transportation Security Directorate did play a role in 
creating the framework for this system which is being designed to meet the needs 
of all components of the Department. In April 2003, the Secretary and the Director 
of the Office of Personnel Management established a DHS/OPM HR Systems Design 
Team composed of DHS managers and employees, HR experts from DHS and OPM, 
and professional staff from the agency’s three largest Federal employee unions. The 
DHS employees on this 48 member team represented a cross-section of the Depart-
ment including employees from the following components within the Border and 
Transportation Security Directorate: the Bureau of Immigration and Customs En-
forcement; the Federal Law Enforcement Training Center; the Transportation Secu-
rity Administration; and the Bureau of Customs and Border Protection. 

During April and July of 2003, this team entered a research and outreach phase, 
examining promising and successful practices and conducting a series of town hall 
meetings and focus groups across the country in order to inform employees about 
the design process and to solicit employee’s perceptions of current HR policies. 
These outreach sessions included employees from across DHS, including a rep-
resentative sample of employees from the Border and Transportation Security Direc-
torate. 

As a result of the work of the Systems Design Team, 52 options were presented 
to a Senior Review Committee whose members included two top officials from the 
Border and Transportation Security Directorate: Robert Bonner, Commissioner of 
Customs and Border Protection; and James Loy, then Administrator, Transportation 
Security Administration. 

One of the roles of this Committee was to discuss the work of the Design Team 
and to express views that would inform decisions to be made subsequently by DHS 
Secretary Ridge and OPM Director James regarding which systems should be imple-
mented within DHS. The Committee members agreed that any new HR system for 
DHS must be mission-focused and that its design must facilitate mission perform-
ance and that HR options might need to be tailored to specific parts of DHS. 

The proposed regulations published in the Federal Register on February 20, 2004, 
reflect the thoughtful review and consideration by Secretary Ridge and Director 
James of all input received during the process as outlined above. It was determined 
that the regulations, as proposed, would best meet the needs of the Border and 
Transportation Security Directorate, as well as the Department as a whole. 

Question. What are the estimates for how much it will cost to implement the new 
performance-based pay compensation system within the Border and Transportation 
Security Directorate? 

Answer. $102.5 million requested in the President’s Budget for implementation of 
the new HR system Department wide. BTS’ share of implementation costs is covered 
in this request. Costing for design and deployment of the new HR system was iden-
tified based on independent government cost estimates that were developed to plan 
for the anticipated systems integration contract. Other agencies of similar size and 
complexity, notably Treasury, were benchmarked in projecting team size and skill 
levels and associated labor rates. Cost breakouts were estimated based on detailed 
GSA labor category descriptions and a skill analysis of the types and levels of con-
tract employees that will be needed to support this effort. Major breakdown of costs 
includes: $27 million for program management, oversight and evaluation; $31 mil-
lion for training and communications to support system implementation; $42 million 
for detailed systems design and implementation support (business process re-
engineering, compensation expertise, etc.); and $2.5 million to fund the HQ perform-
ance pool. 

As additional background for each of the major funding categories: Centralized 
program management funding is required to manage appropriate cost, schedule, and 
control activities at the Departmental level, ensuring that the system investment is 
managed appropriately and at a good value. Program management funding will also 
provide for OMB-required earned value management, as well as risk management 
and evaluative activities. A centralized program management philosophy, rather 
than each component attempting to manage their own implementation, is critical in 
keeping program costs down and in ensuring consistency of deployment across the 
enterprise. 
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Training funds are absolutely essential in ensuring that the new HR flexibilities 
achieve the desired results. Funding is provided to adequately train all DHS execu-
tives, managers and supervisors on aspects of the new system and their responsibil-
ities as leaders in the DHS environment. Training funding will also provide for 
awareness and change management activities to ensure that all DHS employees un-
derstand system changes. Funding will support a comprehensive HR certification 
program to ensure that DHS HR professional are prepared for system changes and 
new job responsibilities. 

Funding for detailed systems design and implementation support is required to 
provide access to experts that will assist in designing the particulars of the new 
DHS performance management system, job evaluation system (including the cre-
ation of job clusters), compensation system (including new pay ranges and market 
pay processes), linkages for pay and performance, and development of competencies 
for DHS positions. This detailed expertise is required to ensure that DHS designs 
a program that appropriately links pay, competencies and performance and through 
that linkage DHS performance is enhanced. 

We are projecting fully loaded life cycle costs of $408.5 million for complete system 
implementation. It is important to note that the $102.5 million is requested for full 
implementation of the new system (including project management, systems design, 
training and communications, etc.), not just the training aspects of system imple-
mentation. Major components of this figure include $102.5 million for system imple-
mentation, $10 million for Coast Guard performance pool, an estimated $165 million 
for other component performance pools, and a 6-year life cycle cost of $131 million 
for human resources information technology. 

Question. Is there a timeline as to when each of the components of the Border 
and Transportation Security Directorate will transition to this new compensation 
system? If so, what is it? 

Answer. Current plans provide for all components of the Border and Transpor-
tation Security Directorate, which are covered by the proposed regulations, to be 
converted to a new compensation system in January of 2006. 

TETHERED AEROSTAT RADAR SYSTEM 

Question. The information provided by the Tethered Aerostat Radar System, 
known as TARS, is a critical component in the Department’s efforts to interdict il-
licit air traffickers. Do you believe that the Department of the Defense is providing 
sufficient support to the TARS program to enable the Air and Marine Program to 
effectively carry out its mission? 

Answer. The TARS program has declined from 14 operational sites to 8 oper-
ational sites (Lajas, Puerto Rico, is due back on-line in May). Recent close coordina-
tion and meetings between the Department of Homeland Security and the Deputy 
Assistant of Defense for Counter Narcotics have resulted in frank and open discus-
sions related to TARS. The dialogue is productive and ongoing at this time, and 
DHS’ requirements have been acknowledged by DOD. DHS believes that this critical 
system supports homeland security and provides a critical detection and monitoring 
capability. That mission is a DOD responsibility. The DHS position is that Congress 
properly assigned the mission to DOD and funded TARS to meet the mission re-
quirements. 

Question. Does the Bureau of Immigration and Customs Enforcement have the 
necessary expertise and personnel to take over the management and maintenance 
of the TARS program? 

Answer. That mission is a DOD responsibility. The DHS position is that Congress 
properly assigned the mission to DOD and funded TARS to meet the mission re-
quirements. 

TRANSPORTATION SECURITY FOR ALL MODES 

Question. Three major grant programs currently administered by the Transpor-
tation Security Administration involving trucking security, port security grants, and 
Operation Safe Commerce are slated to be moved to the Office for Domestic Pre-
paredness under the Department’s announced reorganization of grant programs. 
The fiscal year 2005 budget proposes to reduce or terminate funding for these pro-
grams. 

What funding will be available within the Maritime and Land Security operations 
for fiscal year 2005 to increase security for railways, roadways, and all other modes 
of transportation in light of the Administration’s proposal to terminate funding for 
intercity bus and trucking grants? 

Answer. The responsibility of securing our Nation’s rail and mass transit systems 
is a shared one. DHS, DOT, and other Federal agencies are working together to en-
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hance rail and transit security in partnership with the public and private entities 
that own and operate the Nation’s rail and transit systems. The DHS grant program 
for improving rail and transit security in urban areas has awarded or allocated over 
$115 million since May 2003. Additionally, the Administration has requested $24 
million for TSA to advance security efforts in the maritime and surface transpor-
tation arenas, and has requested that $37 million of the Federal Transit Adminis-
trations Urban Security Bus grants be available for security related projects. In ad-
dition, DHS will conduct the following activities and initiatives to strengthen secu-
rity in surface modes: 

—Implement a pilot program to test new technologies and screening concepts to 
evaluate the feasibility of screening luggage and carry-on bags for explosives at 
rail stations and aboard trains; 

—Develop and implement a mass transit vulnerability self-assessment tool; 
—Continue the distribution of public security awareness material (i.e., tip cards, 

pamphlets, and posters) for motorcoach, school bus, passenger rail, and com-
muter rail employees; 

—Increase passenger, rail employee, and local law enforcement awareness 
through public awareness campaigns and security personnel training; 

—Ensure compliance with safety and security standards for commuter and rail 
lines and better help identify gaps in the security system in coordination with 
DOT, with additional technical assistance and training provided by TSA; 

—Continue to work with industry and State and local authorities to establish 
baseline security measures based on current industry best practices and with 
modal administrations within the DOT as well as governmental and industry 
stakeholders, to establish best practices, develop security plans, assess security 
vulnerabilities, and identify needed security enhancements; and 

—Study hazardous materials (HAZMAT) security threats and identify best prac-
tices for transport of HAZMAT. 

Question. How will the Transportation Security Administration coordinate with 
the Office for Domestic Preparedness on the grant programs (trucking security, port 
security grants, intercity bus grants, and Operation Safe Commerce) that will be 
moved pursuant to the reorganization? 

Answer. It is anticipated that TSA will continue to provide the necessary oper-
ational expertise for the grant programs through participation in pre-award man-
agement functions. These functions include determination of eligibility and evalua-
tion criteria, solicitation and application review procedures, selection recommenda-
tions and post award technical monitoring. TSA will also continue to leverage exist-
ing transportation expertise by working with industry stakeholders and DOT modal 
administrations to ensure that Federal security grants facilitate the seamless inte-
gration of security planning activities by industry stakeholders and governmental 
stakeholders at the regional, State, and local levels. 

Question. In addition to the $169 million made available for the port security 
grant program by the Transportation Security Administration, $75 million was 
made available in fiscal year 2003 by the Office for Domestic Preparedness for the 
same purpose. Do you anticipate that funds will be made available once again for 
port security grants within the existing grant programs in the Office for Domestic 
Preparedness? 

Answer. The fiscal year 2005 President’s budget requests $46 million for Port Se-
curity Grants under the Office for Domestic Preparedness. 

TSA’S ROLE WITHIN THE DEPARTMENT OF HOMELAND SECURITY 

Question. Over 54 percent of the President’s budget request for the Transportation 
Security Administration for fiscal year 2005 is dedicated for aviation passenger and 
baggage screeners’ pay, benefits, training, and human resource services. Last year, 
Admiral Loy testified that the Transportation Security Administration was devel-
oping a National Transportation System Security Plan (NTSSP) to explain ‘‘its’ vi-
sion to complete the important task of ensuring the security of all modes of trans-
portation, not just the aviation sector’’. 

Will the Transportation Security Administration continue to have responsibility 
for security over all sectors of transportation or will aviation security continue to 
be the main focus for TSA? 

Answer. Ensuring that our Nation’s transportation systems are secure must be ac-
complished through effective partnering between appropriate Federal, State, local 
and private industry entities. Although TSA was created in the wake of the Sep-
tember 11 attacks and charged with responsibility for ensuring that all modes of 
transportation are secured, the Administration has consistently held that that this 
responsibility must involve the coordination of appropriate Federal, State, local and 



36 

private industry partners, many of whom were already in the business of providing 
security for their particular piece of the transportation puzzle. TSA’s main charge, 
both under ATSA and now as part of the DHS family, is to coordinate these efforts 
under the guidance of the Secretary and the Under Secretary for Border and Trans-
portation Security, identifying gaps and working with appropriate partners to en-
sure that existing security gaps are filled. 

Recognizing this, the Department of Homeland Security (DHS) has requested sub-
stantial resources in fiscal year 2005 across the agencies within the Department in-
volved with securing transportation modes other than aviation, including resources 
in the Coast Guard and Customs and Border Protection (CBP) for ports, maritime 
security, and cargo security; in Information Analysis and Infrastructure Protection 
(IAIP) for vulnerability assessments, intelligence, and infrastructure protection for 
all sectors including transportation; and in Emergency Preparedness & Response 
(EP&R) for emergency response to only name a few. In addition to working with 
other DHS components, TSA works closely with our sister Federal agencies outside 
of DHS to ensure that all government resources are maximized. For example, under 
the leadership of BTS and DHS, TSA is coordinating key standards-setting efforts 
in areas such as transit and rail security, and is working closely with modal admin-
istrations of the Department of Transportation to help leverage their existing re-
sources and security efforts to accomplish security goals. 

Question. When can we expect the National Transportation System Security Plan 
and what role will the Transportation Security Administration play in securing all 
modes of transportation? 

Answer. TSA’s role in securing the transportation system begins at the system or 
sector-wide level, across the individual modes, thus ensuring consistency and consid-
eration of inter-modal issues (such as assets, incidents, or supply chains that strad-
dle multiple modes, and inter-modal exercises). The Department of Homeland Secu-
rity (DHS) has assigned TSA primary Sector Specific Responsibility (SSR) for the 
Transportation Sector as DHS implements Homeland Security Presidential Direc-
tive 7 (HSPD–7), which directs the establishment of ‘‘a national policy for Federal 
departments and agencies to identify and prioritize United States critical infrastruc-
ture and key resources and to protect them from terrorist attacks.’’ In accordance 
with DHS’s HSPD–7 implementation plan, TSA is developing the Transportation 
Sector Specific Plan (SSP). A first draft of the SSP is due to DHS by early summer, 
2004 (at the same time when SSPs from the other 12 sectors of critical infrastruc-
ture are also due). In developing the transportation SSP, TSA is working under BTS 
guidance and with partners in the U.S. Coast Guard and the Department of Trans-
portation (DOT). The SSP will discuss how Federal and private-sector stakeholders 
will communicate and work together; how important assets in the transportation 
sector will be identified, assessed, and prioritized; how protective programs will be 
developed; how progress in reducing risk will be measured; and how R&D will be 
prioritized in the sector. In the Transportation Sector, the SSP will further these 
efforts currently underway and help ensure that they are systematic, complete, and 
consistent with the efforts in the other 12 sectors. 

Prior to the issuance of HSPD–7, TSA was TSA was developing the National 
Transportation System Security Plan (NTSSP). Its purpose was to provide a system-
atic sector-wide approach to Transportation Security, to pull all Federal partners 
into the effort together, and to provide guidance to the writers of Modal Security 
Plans. Now HSPD–7 is driving an economy-wide systematic approach to Infrastruc-
ture Protection, including the Transportation SSP described above. The SSP will be 
expanded into a ‘‘new’’ NTSSP, by adding additional chapters (some already drafted 
in the ‘‘old’’ NTSSP) to complete the original intent of the NTSSP. This includes 
guiding development of Modal Security Plans, providing explicit links to other Fed-
eral plans such as the National Response Plan (NRP) and the National Incident 
Management System (NIMS), and other operational guidance. On behalf of DHS 
and in conjunction with other Federal agencies, the completed NTSSP will guide 
and integrate a family of security plans to prevent, mitigate, and respond to inten-
tional disruption of the Nation’s transportation systems while ensuring freedom of 
movement for people and commerce. 

Parts of the draft ‘‘old’’ NTSSP are already in use, as the USCG drafts the MTSA- 
mandated Maritime Transportation Security Plan, and as other modal security 
plans begin development. A draft of the ‘‘new’’ NTSSP should be completed by the 
end of summer, 2004. 

TSA’s role within each sector will vary from mode to mode. In aviation security, 
TSA has the operational and regulatory lead role. TSA’s efforts in non-aviation secu-
rity over the past 2 years have focused on greater information sharing between in-
dustry and all levels of government, assessing vulnerabilities in non-aviation sectors 
to develop new security measures and plans, increasing training and public aware-
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ness campaigns, and providing greater assistance and funding for non-aviation secu-
rity activities. In partnership with other component agencies of DHS and in coordi-
nation with DOT, State, local and private sector partners, TSA will continue to le-
verage existing security initiatives, coordinate the development of national perform-
ance-based security standards and guidance; identify areas where regulations may 
be necessary to improve the security of passengers, cargo, conveyances, transpor-
tation facilities and infrastructures; and identify areas where better compliance with 
established regulations and policies can be achieved. TSA will work with DHS com-
ponents, modal administrators within DOT, and its government and industry stake-
holders to continue these efforts, establish best practices, develop security plans, as-
sess security vulnerabilities, and identify needed security enhancements. 

Question. The Homeland Security Act of 2002 requires the Transportation Secu-
rity Administration be maintained as a distinct entity within the Department of 
Homeland Security for 2 years from the date of enactment with the sunset of the 
Transportation Security Administration as a distinct entity within the Border and 
Transportation Security Directorate to occur November 2004. How do you envision 
the Transportation Security Administration’s role within the Department of Home-
land Security if not maintained as a separate distinct entity in the Border and 
Transportation Security Directorate? 

Answer. The Homeland Security Act requires that TSA be maintained as a dis-
tinct entity for 2 years after enactment. As an integral part of the Border and 
Transportation Security Directorate, TSA is currently providing a robust security 
framework in the aviation environment and coordinating closely with other DHS 
and DOT partner agencies both to identify security vulnerabilities in other modes 
of transportation and identify appropriate mitigation strategies to reduce those 
vulnerabilities. Further, TSA is coordinating Federal efforts to develop the transpor-
tation chapter of the National Critical Infrastructure Protection Plan (NCIP) being 
developed as a result of Homeland Security Presidential Directive (HSPD) number 
7. At this time there are no plans to alter TSA’s status as a distinct entity within 
the BTS Directorate; however, the Secretary continually reviews the missions and 
programs of each DHS component to ensure that they complement, rather than du-
plicate the missions of any other. In the event that the Secretary decides, under au-
thority conferred upon him by Section 872 of the Homeland Security Act, to reorga-
nize any of the components of the Department including the TSA, appropriate notifi-
cation will be provided to relevant Congressional committees by the President. 

FEDERAL SCREENER OPT-OUT PROGRAM 

Question. The Aviation and Transportation Security Act passed shortly after the 
terrorist attacks of September 11, 2001, provided for the ability of airports to apply 
to the Department of Homeland Security to opt-out of using Federal screeners and 
to use qualified private screening companies at the end of a 3-year period which oc-
curs this November 2004. 

When do you anticipate the results of the Department’s study on the private 
screening companies that have been providing passenger screening at the five air-
ports participating in the pilot program will be made available? 

Answer. TSA hired BearingPoint to conduct an independent performance evalua-
tion of the private contractor screening compared to Federal screening. The study 
evaluated performance in security, compared costs, and analyzed customer/stake-
holder satisfaction. It concluded that TSA has succeeded in developing and exe-
cuting a pilot program that both meets the Congressional requirements and ensures 
outstanding security. Results of the study were made public on April 22, 2004 and 
are available on TSA’s web site at http://www.tsa.gov/interweb/assetlibrary/Sum-
marylReport.pdf. 

Question. Do you feel that there will be a large number of airports that will apply 
to use private screeners rather than continue to use Federal screeners? 

Answer. Under ATSA, individual airports may, starting on Nov 19, 2004, submit 
proposals to ‘‘opt out’’ of having Federal passenger and baggage screening and to 
return to private companies providing those security services under contract to and 
close oversight by TSA. TSA continues to work with its key stakeholders for the de-
velopment of an application process for airports who are interested in opting out. 
TSA is in the early stages of developing an efficient, understandable, and effective 
procedure for opt-out applications and is currently drafting the specific contents of 
the opt-out guidance. At this time, it is still unclear how many airports will seek 
to opt out. Most airports are awaiting additional details regarding the application 
process and parameters of the program before making a decision. Should an airport 
request to opt out, its application must be assessed and approved by the TSA Ad-
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ministrator. TSA is committed to ensuring a fair, supportive transition program that 
recognizes the outstanding skills of TSA’s current work force. 

Question. With the opt-out date approaching rapidly, when do you anticipate pro-
viding guidelines, application procedures, and approval criteria for the airports that 
are trying to decide whether or not to apply to use private screening companies? 

Answer. TSA is currently working to develop guidelines for the opt-out program. 
TSA hopes to release initial guidance in late May or early June. This guidance will 
consist of an overview of issues such as, indemnification and reimbursement to con-
tractors, the application and award process, and delineating clear roles and author-
ity for TSA headquarters, the Federal Security Directors and their staff, and the air-
ports and contractors, that will help airports gauge their level of interest in the opt- 
out program. 

Question. With $119 million provided this year for the private screening pilot pro-
grams and only a $10 million increase requested for fiscal year 2005, how do you 
anticipate providing funding for additional airports that may apply to use private 
screeners? 

Answer. The Administration did not request a separate funding line item for pri-
vate screening for precise reason that we cannot predict in advance what airport 
interest will be in an opt-out program. All funding requested was rolled up into one 
screener line, and it is critical that the Congress provide maximum flexibility to al-
locate resources. Supporting budget documents showed a level of $130 million purely 
for display and comparability purposes. This amount will provide sufficient re-
sources to maintain contract screener operations at the five pilot airports through 
the end of fiscal year 2005. Actual funding needs for contract screening operations 
may be higher or lower depending on a variety of factors such as the current evalua-
tion of contract screening, the program’s future deployment and management struc-
ture, the level of interest garnered from the airport community, and the time it 
takes to smoothly transition airports into and/or out of contract screening. TSA will 
adjust resources between Federal and contract screeners as necessary. 

FEDERAL LAW ENFORCEMENT TRAINING CENTER 

Question. The United States Coast Guard and the Federal Law Enforcement 
Training Center recently announced plans to transfer the United States Coast 
Guard’s Maritime Law Enforcement School to the Federal Law Enforcement Train-
ing Center in Charleston, South Carolina. What impact will this proposed change 
have on the Department of Homeland Security and what additional fiscal year 2005 
funding will this consolidation require? 

Answer. At the U.S. Coast Guard’s request, the Maritime Law Enforcement 
School located at Coast Guard Training Center Yorktown, VA, and the Boarding 
Team Member School located at Coast Guard Training Center Petaluma, CA, will 
be merged, relocated and commissioned as the Coast Guard Maritime Law Enforce-
ment (MLE) Academy at the Federal Law Enforcement Training Center in Charles-
ton, SC, by October 1, 2004. Both the Coast Guard and the entire Department of 
Homeland Security (DHS) will benefit by this consolidation of law enforcement 
training functions. To reflect the increase in Coast Guard mission capabilities and 
training requirements, the MLE Academy will be established to provide expanded 
training for their personnel in support of maritime homeland security and law en-
forcement. The MLE Academy will provide for the training of maritime law enforce-
ment capabilities central to all Coast Guard maritime security missions. The MLE 
Academy will also provide training to local and State law enforcement personnel in 
support of the Federal Boat Safety Act. It will cost approximately $4 million to relo-
cate the Coast Guard MLE Schools to the FLETC Charleston. This includes one new 
building, a personal defensive tactics building. The FLETC will fund $2 million for 
construction and renovations. The U.S. Coast Guard will fund approximately $2 mil-
lion for transportation of existing equipment, relocation of personnel, dependents 
and household goods, boarding platform training aids, installation of a simunitions 
lab and telecommunications infrastructure. 

The Coast Guard will move 50 positions (FTP) to Charleston, SC. The positions 
come from the USCG training centers at Yorktown, VA (36) and Petaluma, CA (14). 

The Coast Guard estimates it will train 1,872 students annually. 
The affiliation and co-location with of the Coast Guard with the FLETC provides 

them a first step towards standardization. It will enhance their law enforcement 
training and promote better coordination among field activities with their sister 
agencies. Both the Coast Guard and the entire Department of Homeland Security 
(DHS) will benefit by this consolidation of law enforcement training functions. The 
Homeland Security Act consolidated 22 agencies in creating the Department of 
Homeland Security, and established Law Enforcement as one its core missions. The 
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Maritime Transportation Security Act (MTSA) directed the integration of standards 
and training curriculum for ‘‘maritime security professionals.’’ 

QUESTIONS SUBMITTED BY SENATOR RICHARD C. SHELBY 

Question. Over the last two funding cycles, Congress has provided $85 million to 
the TSA for development, tech evaluations, pilot programs, and rollout of a Trans-
portation Worker Indentification Card (TWIC). How many TWIC cards have been 
issued to date? What has the TSA spent this $85 million on? 

Answer. The Consolidated Appropriations Resolution, 2003, provided $35M for the 
Transportation Worker Identification Credential (TWIC) and Registered Traveler 
(RT) programs. Of this total, $25 million was initially assigned to TWIC, and $10 
million was assigned to RT. TWIC spent a total of $15 million on planning and exe-
cuting the Technology Evaluation Phase. TSA internally reallocated $5 million and 
returned the remaining $5 million to the Treasury. The $10 million for RT was sub-
sequently reallocated internally. The fiscal year 2004 Appropriation Act provided 
$50 million to TWIC to support planning and execution of the Prototype Phase. Our 
most recent analysis indicates that $50 million is sufficient for this task. To date 
no operational TWIC cards have been issued. It is estimated that up to 200,000 
cards may be issued during the Prototype Phase. 

Question. When Congress tasked TSA and the Department of Transportation with 
developing a plan to protect our transportation infrastructure, Secretary Mineta 
moved forward with a vision for how a transportation credential should work. Un-
fortunately, implementation appears to have been hindered by poor leadership and 
a shifting idea of what TWIC should be and how it should be implemented. Where 
is the problem? 

Answer. TWIC development continues to move forward as planned. During the 
early stages of the development process, data, technical information and lessons 
learned were gathered from a wide range of sources including industry stakeholders 
and other Federal credentialing projects. The RFP for the TWIC Prototype Phase 
will be released in the immediate future. The proposed plan leverages the stake-
holder relationships established over the past 24 months and during the Technology 
Evaluation Phase, as well as a partnership with the State of Florida for the network 
of deep-water ports. The goal of the prototype is to evaluate the full range of TWIC 
business processes within a representative operational environment. The plan in-
cludes facilities and workers from all transportation modes and is focused in three 
regions, Philadelphia-Wilmington, Los Angeles-Long Beach, and the Florida ports. 

Various card production options were evaluated within the context of system re-
quirements. Centralized card production using existing Federal card production fa-
cilities that meet all of the system requirements was determined to be the most cost 
effective solution for the prototype phase. Key factors in the evaluation included: 
physical security and controlled access to the production process; secure supply 
chains for card stock and special security features (e.g. holograms, special inks, se-
cret keys); standardization of training; and, economies of scale with high capacity 
production machines. Centralized card production will be further evaluated during 
the prototype, and the final evaluation report will include a detailed analysis on all 
card production options and a recommendation for DHS decision. 

Question. According to your written testimony, you have combined the 
credentialing under one program and have requested $20 million for that line item. 
I am told that this request is nearly $100 million below the level TSA needs to im-
plement the program for only the highest risk areas and fully $150 million below 
the level needed for full and timely implementation system wide. How do you plan 
to make up this shortfall? 

Answer. The fiscal year 2005 President’s Request includes $50 million in fee 
spending authority for the TWIC program. As prototype planning continues, we 
have continued to explore questions surrounding the population size, technological 
requirements, and methods for achieving rapid implementation. This planning will 
be shared with Congress once completed. 

Question. It is my understanding that while the fiscal year 2003 bill required a 
thorough evaluation of all technologies, the $85 million would be adequate to evalu-
ate and establish a basic framework and prototype for a TWIC. Why now are you 
asking for more money to complete this part of the project? 

Answer. The funds that have been provided by Congress have enabled TSA to 
complete the planning and technology evaluation phases and will enable TSA to exe-
cute the Prototype Phase. In anticipation of a successful completion of the prototype 
with positive results, TSA is requesting $50 million in fiscal year 2005 to begin 
TWIC implementation. 
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Question. Does TSA anticipate establishing a fee for the access and administration 
of the TWIC? If so what will this fee fund? When can we expect these programs 
to be fully underway? 

Answer. The TWIC concept is a Federally-led public-private partnership to im-
prove security across the transportation system. Accordingly, as authorized by Con-
gress, TSA envisions that a fee would be collected for each credential issued and 
would fund the cost of enrollment, card production and issuance, identity manage-
ment, network infrastructure, and revocation alerts. Transportation facilities will be 
responsible for access control systems and any modifications that they choose to 
make in accordance with their own security plans. 

The Prototype Phase is planned to be implemented over 7 months. Upon comple-
tion of Prototype, DHS will review the data and decide how best to implement the 
findings. TSA anticipates that we could begin shortly thereafter to execute that deci-
sion. 

Question. As I remember the original timetable, our ports and greater transpor-
tation system should now be operating under a credentialing system that will pro-
vide increased security through use of a TWIC card and the requisite card readers 
and databases. The TSA TWIC website outlines the three goals of the program as 
to: improve security, enhance commerce, and protect personal privacy. Has the 
lengthy process in some way increased the potential of accomplishing these goals? 
What are we getting for increased costs and missed deadlines? 

Answer. The evolution of the program will result in a more robust Prototype 
Phase that incorporates a process for collecting data that will allow the exploration 
of multiple options for TWIC implementation, including detailed cost-benefit anal-
ysis, assessment of feasibility of use by facilities multiple disparate business prac-
tices, and more inclusive, in-depth consultations with stakeholders. 

Question. What have you done to ensure the security of the card? Can you offer 
me assurances that the security efforts you have taken will stand up to the test? 

Answer. TWIC views security from a system perspective. TWIC is not just a se-
cure ID card, but it is also an identity management solution that leverages ad-
vanced security technology and procedures to deliver an overall chain of trust. Both 
the Technology Evaluation Phase and the upcoming Prototype Phase include exten-
sive evaluation of security features, and security testing and evaluation will be an 
ongoing part of the TWIC program. 

For the card specifically, TWIC is using advanced security features that leverage 
the strength of the core technology. The surface-based technology will include spe-
cial inks, security overlays and complex visual design features that will counter at-
tempts to forge or tamper. The Integrated Computer Chip (ICC) is based on the 
NIST Government Smart Card Specification and complies with a number of security 
protocols and validations. The ICC includes encryption, secret keys, and active de-
fenses. TWIC will also use a biometric securely embedded in the ICC to link the 
individual positively to the completed background check and to updates to that 
background check. 

Question. Concerns have been raised that TWIC will hinder rather than enhance 
commerce. Can you provide data on what kind of delays will occur due to TWIC ac-
cess requirements? 

Answer. One of TWIC’s three goals is the enhancement of commerce. The TWIC 
architecture was developed using extensive stakeholder inputs. The TWIC Inte-
grated Project Teams (IPT) have been working with regional stakeholders to develop 
site level implementation plans, which will enhance commerce at these sites. During 
the Technology Evaluation Phase, access control transaction times were measured 
using a range of technologies. These results were incorporated into the planning for 
the Prototype Phase, which will further refine the process. The Prototype Phase 
evaluation report will include extensive data on all aspects of access control trans-
actions, including time and impact to the commercial process. 

Question. Delays are causing problems down the line for my, and I am sure many 
other senators, constituents. Recently, I was asked by one of my constituents wheth-
er they should move forward with their own credentialing system upgrades. I was 
remiss to inform him that it did not appear TWIC would be available for use in the 
foreseeable future. My constituent informed me that because of these delays he 
would be forced to move forward with upgrades of his own that may or may not 
work within the TWIC system. It seems ridiculous to force constituents committed 
to security to invest in multiple technologies. Mr. Secretary, that does not appear 
to enhance commerce to me, does it to you? Are we supposed to have a seamless 
system? 

Answer. TSA shares your determination to maximize the benefits of TWIC while 
minimizing financial or technological burdens on stakeholders. Consequently, a 
guiding principle in the design of TWIC is that the credential be interoperable with 
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existing security systems. TWIC envisions a secure identity management tool that 
can be used in existing access control systems. TSA is communicating with stake-
holders in order to update them on the direction of our work and thereby assist 
them to make informed decisions about security investments. 

Question. In addition, I am always concerned about the privacy of individuals. 
Many have raised concerns about the TWIC and its relationship to a national ID 
system. How will you protect the information? How will you guarantee the security 
of the personal information required to attain the TWIC? 

Answer. Protection of personal privacy is one of the program’s key goals, having 
been seamlessly integrated in planning from the initial system design. The DOT 
lead privacy advocate was a member of the original design team. The TWIC team 
has and will continue to work with the DHS and TSA Privacy Officers to ensure 
that TWIC remains faithful to our stated goals. 

TWIC recognizes that acceptance of the credential is inexorably linked to the hold-
er’s confidence that his or her privacy will be respected. TWIC is designed to operate 
on the minimum amount of personal information, which will be securely stored and 
encrypted. Access to personal information will be controlled and auditable. All infor-
mation that will be gathered is subject to a formal privacy impact assessment. 

Question. The focus of TSA and the Directorates funding is towards Airline Secu-
rity. As I understand it, the TWIC will increase security across the transportation 
system as a whole. In fact, at some point Admiral Loy characterized TWIC as a 
‘‘Flagship Program’’. If this is a ‘‘Flagship Program’’, what is the delay in implemen-
tation? What are you doing to fix this problem? 

Answer. TWIC remains an important initiative for DHS and TSA. The longer 
timeline is indicative of the need to explore different options on how best to imple-
ment an identity management system for transportation workers across multiple fa-
cilities, consultation with stakeholders, and to incorporate learning into the develop-
ment process. 

Question. Mr. Secretary, what have you done to ensure that evaluation of TWIC 
moves forward in a manner that does provide the tax payer with a safe and secure 
transportation system, while improving the flow of commerce and constantly ensur-
ing our citizens privacy? 

Answer. We recognize the urgency of the advancing this program. The Prototype 
Phase is scheduled to begin in the summer of 2004 and last 8 months. We are com-
mitted to a fast track process for review of the results of the Prototype Phase and 
making final decisions on implementation. 

QUESTIONS SUBMITTED BY SENATOR ROBERT C. BYRD 

CAPPS II—AIRLINE PASSENGER INFORMATION SYSTEM 

Question. Mr. Secretary, the fiscal year 2004 Homeland Security Appropriations 
Act included a provision requiring the General Accounting Office (GAO) to review 
the privacy and security of the proposed CAPPS II airline passenger pre-screening 
system. Last month, the GAO submitted a report to us that stated that your Depart-
ment has met only one of the eight criteria that we set out before you could move 
ahead with deployment of the system. 

I understand that the Department concurs with GAO’s findings. Where is DHS 
now in testing of the CAPPS II system? What is your timeframe? How long do you 
expect to test the system? 

Answer. Seven of the eight areas identified by the Congress could not be certified 
by the GAO as having been completed, as they are contingent on testing of 
CAPPSII. System testing can only begin once TSA obtains a significant quantity of 
PNR data from airlines or from U.S. Customs and Border Protection (CBP) under 
the terms of an agreement DHS reached with the European Commission for CBP’s 
use of such data. However, the agreement has not yet been ratified by the European 
Parliament. Once PNR data is received for testing purposes, 30 days is required for 
evaluation of the data. Testing will then be conducted for 30 days, followed by 30 
days for analysis of the test results. Once testing is complete, the seven remaining 
areas of interest to the Congress can be certified by the GAO. 

CAPPS II—TESTING 

Question. One of the concerns about the testing of the proposed CAPPS II system 
has been the lack of access to actual traveler data to test the system. Airlines have 
been reluctant to voluntarily provide data because of the very real concerns of pri-
vacy groups about how that data will be used. Some have stated that this lack of 
data for testing is one of the reasons why some of the specific criteria laid out in 
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the Appropriations Act have not been met. There is some speculation that the De-
partment is planning to issue regulations to compel airlines to provide data for the 
purposes of testing. 

Can you confirm for the Subcommittee whether the Department is planning to 
compel airlines to provide data on travelers for the purposes of testing CAPPS II? 
Will you provide this Subcommittee notice of your plans prior to making any public 
notice? Also, of the funds requested for this program in the fiscal year 2005 budget 
request, what is requested solely for additional testing of the program—as opposed 
to implementation and operation of the system? 

Answer. TSA plans to use the Notice of Proposed Rulemaking (NPRM) vehicle to 
seek public comment on the collection of Passenger Name Record (PNR) data for the 
operation of the CAPPS II program, and would likely issue an order compelling the 
collection of historical PNR data for testing purposes simultaneously with publica-
tion of that NPRM. Each of these documents would require regulated parties to take 
reasonable steps to ensure that passengers are provided notice of the purpose for 
which the information is collected, the authority under which it is collected, and any 
consequences associated with a passenger’s failure to provide the information. 

As mentioned above, system testing can only begin once TSA obtains a significant 
quantity of PNR data from airlines or from U.S. Customs and Border Protection 
(CBP) under the terms of an agreement DHS reached with the European Commis-
sion for CBP’s use of such data. However, the agreement has not yet been ratified 
by the European Parliament. 

There are two components to the plan for CAPPS II testing: testing with historical 
PNR data and full system testing that would take place once connectivity is estab-
lished with an airline to test with live data. TSA estimates the cost associated with 
completing system and performance testing at $5 million. This involves testing to 
the system ‘‘end to end’’ to validate the ability of the system to receive all of the 
different types of records from the airlines and post the results of the risk assess-
ment to the boarding pass. Once system testing has been completed, performance 
testing is required to verify that the time required to complete each end-to-end 
transaction meets the system performance standards. 

FINGERPRINT DATABASE INTEGRATION: VASTLY DELAYED AND DANGEROUS 

Question. Last week, Department of Justice Inspector General Glenn A. Fine re-
leased a report that examined the case of a Mexican citizen, Victor Manual Batres, 
who had been detained by the Border Patrol on two occasions in January 2002 for 
illegally entering the United States. Both the Department of Justice and the De-
partment of Homeland Security say they recognize that the databases need to be 
integrated, however the IG report found uncertainty as to who is responsible for the 
overall management of the integration project. It states that Justice and Homeland 
have yet to enter into a memorandum of understanding delineating the specific roles 
and responsibilities of each agency in the project. It also finds that the integration 
project recently has been slowed by the attention placed by Homeland on other tech-
nology projects, such as US VISIT. You may recall that I raised this issue with Sec-
retary Ridge last year when he met with Senator Cochran and me to discuss finger-
print database integration as it related to US VISIT. Last week, Secretary Ridge 
acknowledged this problem and pledged to find $4 million this year to begin to ‘‘fix’’ 
it. From which sources will you find these funds and when can we expect to receive 
a reprogramming or transfer proposal? 

Answer. The Department of Homeland Security is committed to accelerating im-
plementation of IDENT/IAFIS 10 fingerprint capability for enforcement processing 
at ports of entry, and at Border Patrol locations and Immigration and Customs En-
forcement offices. 

While we begin planning our implementation plan, we plan on using $4 million 
of the remaining funds provided in Public Law 107–117 (fiscal year 2002 counter- 
terrorism funding) for IDENT/IAFIS implementation. The $4 million, when com-
bined with fiscal year 2003 funds already provided ($3.5 million obligated for 
IDENT/IAFIS), will allow BTS to implement IDENT with 10 print capabilities in 
secondary inspection at 115 airports, 14 seaports and 50 of the largest land border 
ports. In addition, this funding will support implementation of the IAFIS/IDENT 10 
print capability at 70 percent of the Border Patrol stations. The remaining land 
ports of entry, 30 percent of the Border Patrol stations and major ICE locations (to 
be determined) will receive this capability early in calendar year 2005. Funding for 
fielding these capabilities is estimated to be approximately $3 million, including the 
implementation of IDENT/IAFIS at Border Patrol stations will provide the capa-
bility to biometrically identify and/or perform status verifications on individuals sus-
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pected of illegally crossing the border. Implementation at ICE offices will support 
investigation of individuals apprehended for overstays and/or watch list hits. 

Question. The IG report made a series of recommendations to expedite integration 
of IDENT/IAFIS. Does this mean that your Department will take the lead responsi-
bility in merging these data bases so that similar tragedies can be prevented in the 
future? How long will a full integration take and how much is it likely to cost? 

Answer. Yes, the Department of Homeland Security will work with the Depart-
ment of Justice to accelerate our integration into the FBI’s IAFIS (10 print, criminal 
history) and the legacy INS IDENT (2-print, immigration) systems. An integrated 
workstation has already been developed. It has been deployed to a limited number 
of sites. DHS intends to complete deployment of this capability in 2005. The total 
cost for fielding the capability is expected to be $7 million and will be funded within 
existing resources. 

FEDERAL AIR MARSHALS: STAFFING 

Question. Your budget request for the Federal Air Marshals is essentially a flat- 
line request similar to last year’s funding level. Yet on two occasions in less than 
a year—late last summer and again over the recent winter holidays—you increased 
the threat level to Code Orange—in large part because intelligence and other indica-
tors lead you to believe there were enhanced threats to the United States via air-
planes flying into or over this country. 

However, based on budget briefings with my staff, I understand that the resources 
directed to this program are not sufficient to hire the number of Air Marshals that 
should be hired to maintain a more robust presence on targeted flights. If that is 
indeed accurate, why are you not requesting more funding for hiring additional air 
marshals, expanding their training, and increasing the tools at their disposal for 
protection of airplanes and their passengers? 

Answer. The Department of Homeland Security (DHS) continues to view the Fed-
eral Air Marshal Service (FAMS) as a fundamental component of our national secu-
rity plan and overall counter-terrorism efforts. The services provided by the FAMS 
are integral to our efforts to instill and sustain public confidence in our civil avia-
tion system and for providing an expanded law enforcement capability in our skies 
that previously did not exist. In fact, within the span of roughly two and a half 
years the FAMS has fielded a trained work force of literally thousands of Federal 
Air Marshals to protect America’s citizens and interests in our commercial air trans-
portation system. 

In this same time, DHS has also worked with the Congress to invest in, develop 
and implement a layered security plan that encompasses the coordinated efforts of 
an entire spectrum of Federal, State and local agencies. These agencies are working 
together to provide an array of intelligence, enforcement and protection services to 
our civil aviation system, our borders and to other areas vital to the Nation. Under 
this strategy, we have established mechanisms and programs designed specifically 
to complement one another within the limited resources afforded to the Department. 
For example, DHS has invested in cutting edge technology to airport and baggage 
screening activities; we have hardened cockpit doors; we have established a Federal 
flight deck officer training program; and we are continuously working to apply the 
latest intelligence information in shaping our decision-making and response to ter-
rorist threats. 

The Department has also evaluated how to best use Federal Air Marshals to ex-
pand their effectiveness and overall impact. The FAMS was recently transferred 
from the Transportation Security Administration (TSA) to the U.S. Immigration and 
Customs Enforcement (ICE). This fusion of the FAMS into ICE not only establishes 
an integrated enforcement presence in the aviation sector; it enhances ICE’s overall 
capabilities and resources to enforce its mission, which is to detect and prevent 
vulnerabilities or violations that threaten the Nation’s homeland security. Further-
more, this realignment has made possible other initiatives such as the Mission 
Surge Program, which will pair Federal Air Marshals with ICE agents during peak 
threat periods, such as the Code Orange alerts or other such events. 

In addition to Mission Surge, the Department is also evaluating ways to capitalize 
on the presence of thousands of Federal law enforcement personnel using the civil 
aviation system to travel on a daily basis. Although these personnel cannot replace 
a Federal Air Marshal, they are armed and capable of providing a level of security 
in the case of an in-flight event. This initiative, known as the Force Multiplier Pro-
gram, is in its infancy. 

Through this layered approach, the Department continues to make significant 
progress in our counter-terrorism efforts and capabilities. The Department will con-
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tinue to work with you and other members of the Congress towards addressing your 
concerns and best meeting the Nation’s homeland security requirements. 

US VISIT: FULL DISCLOSURE 

Question. Last year Secretary Ridge took the old visa tracking system known as 
‘‘entry-exit’’ and as one of his first acts he gave it a snazzy new name befitting the 
new Department—US VISIT—or the United States Visitor and Immigrant Status 
Indicator Technology. He also committed that US VISIT would be operational at all 
of our Nation’s international airports and seaports by January 1, 2004. After some 
lobbying by the airlines, who were concerned about possible problems standing up 
the system—and leery of the prospect of long lines of weary holiday travelers, he 
pushed back the operational day to January 5. By all accounts, the system worked, 
there were few technical glitches and, as you noted in your testimony, some bad ac-
tors have been caught by the new system. That is all to the good—as we want to 
know who is entering and existing our country. Indeed, Congress first started call-
ing for an ‘‘entry-exit’’ system back in 1996. 

But there seems to be a disconnect. There seems to be a bit of over-selling of this 
program by the Secretary and the Department and the Administration. It is true 
that we are capturing information and checking fingerprints and photos with visa 
holders who are entering our country at 115 airports and 14 seaports—but do not 
pop the champagne just yet. At how many airports are we currently capturing infor-
mation to verify who is exiting the country? One. At only one airport out of 115 are 
we learning who is exiting our country. The same holds true of exit information at 
our seaports—one out of 14. 

Secretary Hutchinson, this troubles me. I am troubled that an extremely impor-
tant security program—and one that I support—is being inaccurately represented. 
It is being presented as more than it truly is. And I am concerned that if the Sec-
retary and the Department can make the claim that they met the deadline to get 
this program started—when only half of the job is done for this first phase, how 
can we and the American people know that the next deadline is truly met? And, 
if you cannot meet your own self-imposed deadline for a relatively-easy system in 
a controlled environment (people waiting to board a plane), how can we be certain 
that you will meet your next deadline which we understand is verifying the entry 
and exit of visa holders at our 50 largest land border ports-of-entry? 

Answer. As stated in the record, the first Congressional mandate for an electronic 
entry and exit system was in 1996. In 2000, the Immigration and Naturalization 
Data Management Improvement Act (DMIA) fully amended and replaced section 
110 of the Illegal Immigration Reform and Immigrant Responsibility Act of 1996. 
Under the provisions of the DMIA, the Administration is required to integrate all 
authorized or required alien arrival and departure data that are in electronic format 
in existing systems maintained (at that time) by the Department of Justice and the 
Department of State. The DMIA also set forth timelines for this integration and de-
ployment effort. 

On January 5, 2004, the deployment of the newly integrated systems containing 
alien entry and departure data was successfully launched to all of our Nation’s 
international airports of entry, as well as to 14 of the Nation’s largest sea ports at 
which international travelers arrive. Although, not required by statute, the Sec-
retary sought to improve on the mandate and requested that all non-immigrants 
with non-immigrant visas entering at these locations should also have their finger-
prints scanned so that checks of additional databases containing information on 
aliens could also be made. We are also piloting the capture of biometric data at the 
point of departure. The collection of data from the pilot sites is expected to continue 
until early in fiscal year 2005, with plans to initiate exit installation in fiscal year 
2005 based upon the solutions identified. 

Building upon these successes, US VISIT functionality will be deployed to the top 
50 land border ports of entry in accordance with the timelines set forth in DMIA. 
US VISIT will work with the to-be-awarded prime contractor to develop the proc-
esses, infrastructure and technology required to capture similar data upon entry 
and exit at the land borders in a way that will minimize any deleterious effect on 
the flow of goods and peoples across our borders. 

TERRORIST WATCHLIST INTEGRATION 

Question. One of the most important items on the Department’s list of unfinished 
business is the integration of terrorist watchlists. Earlier this year, Secretary Ridge 
said the list would be fully functional ‘‘by mid-May.’’ Because many of the agencies 
you oversee—such as the Transportation Security Administration, Customs and Bor-
der Protection, and Immigration and Customs Enforcement—rely daily on accurate 
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information about the potential threats to this country posed by individuals on these 
lists, I would imagine that the integration of this information would be a priority. 

What is the status of the watch list integration and what are you doing to ensure 
that rapid progress is being made on this important national security project? 

Answer. Integration of terrorist watchlists is proceeding. The Terrorist Screening 
Center (TSC) has been established with its own consolidated database comprising 
information from the Terrorist Threat Integration Center (TTIC). TTIC is collecting 
information from all the agencies holding watchlists to verify the information and 
add names and data to TSC’s list. 

INTEROPERABILITY GRANTS 

Question. According to ‘‘A Needs Assessment of the U.S. Fire Service’’, a report 
conducted by FEMA in conjunction with the National Fire Protection Administra-
tion, only one-fourth of all fire departments can communicate with all of their res-
cue partners. The Council on Foreign Relations’ June, 2003 study on Homeland Se-
curity Needs estimated that the need for interoperable communications equipment 
funding was $6.8 billion over the next 5 years. The February 2003 National Task 
Force on Interoperability report entitled ‘‘Why Can’t We Talk’’ found that ‘‘in many 
jurisdictions radio communications infrastructure and equipment can be 20–40 
years old. Different jurisdictions use different equipment and different radio fre-
quencies that cannot communicate with each other. There are limited uniform 
standards for technology and equipment.’’ 

Last year, the Administration proposed and Congress agreed to drop homeland se-
curity funding specifically for interoperability grants. Once again, the President has 
proposed no specific funding for interoperable grants and the $85 million Depart-
ment of Justice program for law enforcement interoperable grants is proposed for 
elimination. The Secretary recently announced a very modest interim solution to the 
interoperable problem. Yet, the Administration assumes that State and local govern-
ments will use their first responder grants for this purpose and requests no specific 
funding for the estimated $50 million cost for the interim solution. 

The President is proposing to reduce first responder grants by over $700 million 
and government-wide by $1.5 billion. With these cuts, why do you believe States will 
be able address both the interoperable communication problem as well as the fund-
ing shortfall in first responder requirements? 

Answer. The President’s fiscal year 2005 budget request provides significant sup-
port for the mission and programs administered by the Office for Domestic Pre-
paredness. As you know, The Homeland Security Act of 2002 (Public Law 107–296) 
designated ODP as the principal Federal agency responsible for the preparedness 
of the United States for acts of terrorism, including coordinating preparedness ef-
forts at the Federal level, and working with all State, local, tribal, parish, and pri-
vate sector emergency response providers on all matters pertaining to combating 
terrorism, including training, exercises, and equipment support. 

The President’s request includes $3.561 million, which is a $3.3 million increase 
from the fiscal year 2004 request. With these resources, ODP will be able to main-
tain its role in enhancing the security of our Nation. The two primary means 
through which ODP provides funds to States and the Nation’s emergency prevention 
and response community are the Homeland Security Grant Program (HSGP) and 
the Urban Areas Security Initiative (UASI). The President’s fiscal year 2005 budget 
request includes $750 million for HSGP and more than $1.4 billion for UASI. With 
these funds, states, urban areas, and other units of local government can undertake 
a wide range of domestic preparedness activities, including the purchase of special-
ized equipment. Interoperable communications equipment is an allowable expense 
and falls within the HSGP and USAI funding requirements. In fact, to facilitate 
communications interoperability, ODP strongly encourages all new or upgraded 
radio systems and new radio equipment purchased with these funds be compatible 
with a suite of standards called ANSI/TIA/EIAA–102 Phase 1 (Project 25). These 
standards have been developed to allow for backward compatibility with existing 
digital and analog systems and provide for interoperability in future systems. 

Overall, though, I think it is important to remember that we are operating in a 
fiscal and security environment where we must ensure maximum security benefits 
are derived from every security dollar. To do that, we must be able to take a new 
look at the way in which we allocate resources. Additionally, given the Department’s 
improved ability to analyze risks, threats, and vulnerabilities, the Department is 
better able to provided targeted funds to increase the security of the Nation. The 
Department will continue to work with the States and territories to provide the re-
sources they need—equipment acquisition funds, training and exercise support, and 
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technical assistance—to deter, prevent, respond to, and recover from acts of ter-
rorism. 

GRANT CONSOLIDATION WITHIN ODP 

Question. On January 26, your Department exercised authority granted to you 
under Sec. 872 of the Homeland Security Act which permits the movement and con-
solidation of functions without congressional approval. Your proposal would consoli-
date the administration of 24 grant programs into a single office. During briefings 
for my staff, your aides justified this move as a way to address a strong interest 
by the States in a ‘‘one-stop shopping’’ center for all grants. I have serious concerns 
about the decision to transfer ALL Transportation Security Administration grant 
programs from TSA to the Office of Domestic Preparedness. 

Many of us in Congress have been concerned that while we passed legislation cre-
ating the Transportation Security Administration—this Administration has treated 
it as the Aviation Security Administration. TSA was created to focus on securing 
ALL modes of transportation—buses, and trucking, and seaports—not just aviation. 
Aviation security is a primary concern, of course, but it cannot be the only concern. 
We on this Committee have had to cajole and wheedle and scrape together what 
few precious resources we could find to fund grant programs to address port secu-
rity, and bus security, and trucking security and the safe flow of commerce traveling 
by sea. Now, you are shifting those programs to another agency with little expertise 
in transportation issues and proposing to eliminate funding for several of the pro-
grams. If these TSA grant funds are moved out of TSA’s budget and away from its 
operational control, the President might just as well abolish the agency. Change the 
agency’s name to the Only Aviation Security Administration. 

Why do you want to move these TSA grant funds to the ‘‘one-stop shop’’? Are you 
not concerned that TSA will lose its ‘‘all transportation’’ focus if its grant funds are 
removed from its budget? 

Answer. The move to create a one stop shop for grants is based upon input from 
the user or grantee community and is designed to enhance coordination of the mul-
titude of preparedness and security grants currently administered by the Depart-
ment (ODP, FEMA and TSA). The one-stop shop consolidation will allow DHS to 
gain a global perspective on all of the grants to ensure that redundancies are mini-
mized, funds are directed to the highest best use and DHS can proactively make 
recommendations to States, localities and other recipients on mutual aid and dual 
use opportunities. 

Moving the TSA grants to SLGCP will provide DHS with concrete benefits. First, 
it will allow the substantial bulk of the TSA personnel who are not impacted by the 
consolidation to focus on their core mission of transportation security. Next, it cre-
ates internal (to DHS) and external (to recipients) improved efficiencies because 
only one DHS team (SLGCP) will interact with grant recipients rather than two 
separate teams (one at SLGCP and one at TSA) and, more importantly, recipients 
who apply for more than one type of grant (e.g. a UASI and a TSA grant) will only 
need to deal with one DHS team (SLGCP). 

Final policy responsibility for grant guidance and grant distribution will reside 
with the Office of State and Local Government Coordination & Preparedness. How-
ever, overall hazards and transportation security policy input will remain with 
FEMA, TSA, as well as the Coast Guard, and MARAD. And, to ensure the con-
tinuing involvement of TSA in the grant process, ODP will create a distinct office 
dedicated specifically to transportation related grants. This office will work closely 
with TSA in developing transportation security grant policy. 

STATE FORMULA GRANTS 

Question. Mr. Secretary, State formula grants have been the largest source of 
homeland security money for State and local governments. In fiscal year 2003, Con-
gress provided $2.1 billion for State formula grants, and in fiscal year 2004 provided 
nearly $2.2 billion for this purpose. 

Your 2005 budget request drastically changes the scope of State formula grants. 
You request only $1.2 billion for the program, choosing instead to invest $1.4 billion 
into the urban areas security initiative, which targets specific cities. Your request 
also changes the way in which State formula grants are distributed. Your budget 
does not distribute funds according to the PATRIOT ACT requirement that all 
States get a portion of funds, but rather according to ‘‘terrorism risk factors.’’ I am 
sympathetic to your proposal to shift money from the State grant program to grants 
to high threat urban areas. Most of the funds should be targeted to the areas where 
the risk is highest. However, for the funds that remain in the State grant program, 
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I believe the PATRIOT ACT formula should be retained. Will you keep the small 
State minimum for State grants as required by the PATRIOT ACT? 

This proposal effectively turns the State homeland security grants into an exten-
sion of the Urban Areas Security Initiative. I agree that it is important to target 
resources to areas at greatest risk, but it is equally important that we ensure that 
every State has they resources needed to build up a basic homeland security infra-
structure. This budget does not achieve both goals. 

Answer. I strongly support the idea that homeland security is a national responsi-
bility shared by all States, regardless of size. That is why I firmly believe that there 
should be a minimum level of preparedness across the county and that every State 
should receive some level of assistance from the Department of Homeland Security. 

Further, I strongly support the President’s fiscal year 2005 budget request that 
provides for additional factors to be considered when making determinations on how 
to distribute homeland security funds to States and localities. While I support the 
concept behind the PATRIOT Act—that every State should receive minimum levels 
of support—I firmly believe that funding allocations decisions should be based on 
a number of other factors not included in the PATRIOT Act formula, including the 
presence of critical infrastructure and other significant risk factors. With the input 
that the Department is receiving from the States through their updated homeland 
security strategies, and with the more robust intelligence analysis and data collec-
tion capabilities within the Department, the Department will be better able to 
prioritize support for your efforts to prevent, prepare for, and respond to terrorist 
incidents. The President’s fiscal year 2005 request recognizes this enhanced ability, 
and provides the Secretary of Homeland Security the latitude and discretion to de-
termine appropriate funding levels to the States. 

GRANT APPLICATIONS 

Question. Please provide the Subcommittee with a list of the number of applica-
tions (and the total amount requested) for port security, bus security, truck security, 
Operation Safe Commerce, hazmat security and fire grants per grant-making round 
and the amounts awarded on State by State basis. 

Answer. The following table provides the number of applications received and the 
total amount requested for port security, bus security, truck security and Operation 
Safe Commerce per grant round: 

Grant Program 
Number of Appli-
cations/Proposals 

Received 

Total Amount Re-
quested 

Port Security Round 1 ............................................................................................................. 856 $696,957,362 
Port Security Round 2 ............................................................................................................. 1,112 995,905,305 
Port Security Round 3 ............................................................................................................. 1,042 987,282,230 
Intercity Bus Security .............................................................................................................. 84 45,611,455 
Truck Security .......................................................................................................................... 16 70,984,782 
Operation Safe Commerce ...................................................................................................... 33 97,966,809 

The following table provides the dollar amount of grants awarded by State: 
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AIR CARGO: PILOT PROGRAM 

Question. I understand that the bulk of air cargo carried on narrow-body aircraft 
is broken down—as opposed to being containerized in larger containers. What per-
centage of U.S. flights carrying air cargo are made on narrow-body aircraft? Has 
TSA started physically screening these broken-down forms of air cargo using explo-
sive detection devices—even if only in a pilot program as strongly urged by the Con-
gress in the fiscal year 2004 Homeland Security Act? If not, why not? When do you 
intend to initiate such a program—given that the bill was signed into law on Octo-
ber 1, 2003—over 5 months ago? 

Answer. TSA does not compile statistics regarding the percentage of U.S. flights 
carrying air cargo utilizing narrow-body aircraft. Last November, TSA instituted 
mandatory cargo screening requirements for air carriers. The screening require-
ments apply to cargo transported on both wide body and narrow body aircraft—in-
cluding ‘‘break bulk’’ shipments transported on narrow body aircraft. TSA is final-
izing a protocol, which will allow the air carriers to utilize Explosive Trace Detection 
equipment to screen cargo. TSA is also currently conducting a pilot program of Ex-
plosive Detection Systems ability to screen cargo for explosives. As TSA’s cargo 
screening requirements continue to evolve TSA will continue to test and analyze the 
feasibility of using additional explosive detection capabilities for cargo. 

FLETC BUDGET: CHARLESTON 

Question. For many years, the FLETC has used facilities at the former Navy base 
in Charleston, SC as a satellite training location for training law enforcement per-
sonnel from the Border Patrol and other agencies because it was unable to accom-
modate them at its two main training facilities. Last year, prior to the creation of 
the Department of Homeland Security and the consolidation and reorganization of 
numerous agencies, Congress appropriated and the President signed into law ap-
proximately $14 million for the Border Patrol Academy at Charleston. I understand 
that FLETC proposes to move all Border Patrol training to its main facility at 
Glynco, GA and use the Charleston location for training for other agencies. How-
ever, that move is not likely to occur for nearly 2 more years. There is considerable 
confusion over the use of the funds provided by Congress for construction activities 
at Charleston. It is clear that the Congress intended for these funds to be used in 
Charleston. Will you commit that these funds will be spent in Charleston as di-
rected by Congress and provide the Subcommittee with a plan for allocating those 
funds? 

Answer. The FLETC will use the funds in the amount of $13,896,000.00 for 
projects in Charleston. The Core of Engineers spent approximately $104,000 for de-
sign prior to the administrative transfer of Charleston to the FLETC. A summary 
of the projects are: 

—Construction of Tactical Training Mat Rooms for defensive tactics training for 
the USCG Marine Law Enforcement Academy; 

—Renovation of new wing in Building 654 for administrative space for the USCG 
Marine Law Enforcement Academy; 

—Renovation of four classrooms in building 61 for classroom space for the USCG 
Marine Law Enforcement Academy; 

—Renovation of old wing in Building 654 for administrative, conferencing and 
training space for the FLETC and Partner Organizations’ training management 
and operations staffs; 

—Construction of Indoor Firing Range to provide training and re-qualifying stu-
dents in firearms proficiency; and 

—Construction of Security/Communications system that will allow the FLETC 
Charleston to provide efficient and cost effective training while utilizing the lat-
est state of the art technologies. 

FLETC BUDGET: FACILITIES OPERATING FUNDS 

Question. I am a strong supporter of consolidated Federal law enforcement train-
ing—in part because of the budgetary savings which can be achieved. During site 
visits by my staff to the FLETC facilities in SC and GA, they were told that the 
Border Patrol’s training budget for activities at Charleston was $34 million in fiscal 
year 2004 and is proposed to be $42 million in fiscal year 2005. Is that correct? If 
so, where will these funds come from? Are the agencies going to transfer funds to 
FLETC or will FLETC bill them for training? Without clear indications of funding 
streams to pay for the operation of the facility in Charleston being placed in the 
FLETC budget—or in the budgets of the agencies attendant at these facilities—how 
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can you ensure that consolidated training will work efficiently and that these facili-
ties will operate robustly and effectively? 

Answer. The Border Patrol has been providing the funding to operate the Charles-
ton facility since the late nineties. The amounts provided by the Border Patrol in-
cluded resources for TDY of agents that are not applicable to the operations of 
Charleston by the FLETC. The final amount has not been determined but the cur-
rent estimate is approximately $21 million to operate Charleston. In addition, 25 
FTE will be necessary to operate the facility and the source of those FTEs are being 
determined. A transfer of funds from the Border Patrol to the FLETC will be nec-
essary to align responsibilities with Federal appropriations. The FLETC is currently 
evaluating the resources required for the additional basic training programs to be 
conducted in Charleston for three new Partner Organizations. These new agencies 
are United States Coast Guard Marine Law Enforcement Academy, The Administra-
tive Office of the U.S. Courts and the Defense Logistics Agency. The FLETC will 
not be able to operate the Charleston training site without these resources. 

FLETC: CAPITOL POLICE TRAINING COSTS 

Question. What are the costs FLETC has borne for non-basic training conducted 
at the Cheltenham facility for the United States Capitol Police for fiscal years 2002– 
2004 and what are the anticipated costs for the same training for fiscal year 2005? 
What are the annual basic training costs? 

Answer. The Capitol Police have historically provided some follow-on basic train-
ing for their officers at locations in the Washington DC area. This training was not 
done at a FLETC location, was never paid for by the FLETC, and therefore is not 
in the FLETC’s base funding. This is consistent with other Partner Organizations 
such as the United States Secret Service which provides its follow-on basic training 
at their Beltsville location. Now that the Capitol Police is conducting agency specific 
basic training at a FLETC location, namely Cheltenham, for consistency purposes, 
this funding could be included as part of FLETC’s annual workload projections. The 
precise amount of funding would need to be negotiated with the U.S. Capitol Police. 

U.S. CAPITOL POLICE OPERATIONAL EXPENSES AT FLETC’S CHELTENHAM FACILITY 

Service Building 3 
Fiscal year 2003 

Building 31 
Fiscal year 2003 

Buildings 31, 
231, 40 

Fiscal year 2004 

Electricity ................................................................................................... $5,554 $49,365 $52,364 
Fuel Oil ....................................................................................................... 5,361 21,259 25,516 
Security ...................................................................................................... 1,908 16,960 17,990 
Telephone Service ...................................................................................... 10,106 ........................ ........................
Telephone Service ...................................................................................... ........................ 11,731 ........................
Telephone Service ...................................................................................... ........................ ........................ 10,169 
Telephone Lease ......................................................................................... ........................ 84,844 84,844 
Refuse Disposal ......................................................................................... 600 900 900 
Water/Sewer ............................................................................................... 1,636 14,537 15,420 
General Janitorial ....................................................................................... 7,326 65,113 69,069 
Additional Trash Pulls (Daily) .................................................................... ........................ 5,172 5,172 

Total .............................................................................................. 32,491 269,880 1 281,445 

1 Estimate. 

FLETC: OTHER ISSUES 

Question. Approximately 60 percent of the FLETC workforce is comprised of con-
tract employees. From perimeter security guards and role players used in training 
scenarios to food service workers and the maid service, these employees word hard 
and perform much needed services. Given the exceedingly high percentage of con-
tract employees, does the Department expect FLETC to conduct further efforts to 
contract out yet even more work? 

Answer. The FLETC has developed a plan for competitive sourcing to be in com-
pliance with the A–76 circular. At this time, the positions planned for study include 
13 Automotive Mechanics in fiscal year 2005; 21 Media Support positions and 30 
Facilities Management positions in fiscal year 2006; 4 Critical Incident Stress Man-
agement positions and 9 Property Management positions in fiscal year 2007; and 
20 Human Resources positions and 36 IT/Training Devices/AV positions in fiscal 
year 2008. 
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Question. The horrific events of 9/11 resulted in a massive increase in hiring of 
Federal law enforcement personnel. These new hires required training and Congress 
provided temporary authority to re-hire retired Federal annuitants to assist in 
training activities. I am told that these annuitants are providing FLETC and the 
Department excellent and valuable service based on their years of skill and real life 
experience. However, this authority will soon expire and I understand that a signifi-
cant portion of FLETC’s training would be negatively affected if it lost this author-
ity. Do you plan to request that Congress extend this authority either permanently 
or for another 5 years? 

Answer. The FLETC intends to recommend to the Administration an extension to 
its rehired annuitant hiring authorization and waiver to dual compensation. Histori-
cally, it has been very challenging for FLETC to recruit highly qualified law enforce-
ment instructors with a Federal criminal investigative, GS–1811, background be-
cause the FLETC has no authority to pay law enforcement availability (LEAP) com-
pensation. Any current Federal criminal investigator interested in an instructor po-
sition at the FLETC must be willing to take a 25 percent cut in his/her annual sal-
ary when accepting a FLETC position. In addition, retaining their law enforcement 
‘‘6c’’ retirement status sometimes becomes an issue, and they also lose their privi-
leges to use government vehicles for response necessities. 

Prior to the tragic events of 9/11, the FLETC had been working vigorously with 
its former department, Department of the Treasury, and Office of Personnel Man-
agement officials to gain approval to implement the rehired annuitant hiring flexi-
bilities contained within the Federal personnel management system. As mentioned 
above, the FLETC had been seeking this approval in order to overcome the recruit-
ment and retention challenges associated with staffing Law Enforcement Specialist 
(Instructor), GS–1801, positions with applicants possessing extensive Federal crimi-
nal investigative backgrounds. Furthermore, the FLETC intended to maximize the 
provisions of the program by recruiting recent 1811 retirees who could share the lat-
est law enforcement techniques and practices being utilized in the field. 

The need for the majority of FLETC instructors to possess a criminal investigative 
background has been and continues to be validated through management studies 
and student feedback surveys. Instructors having this background gain instant 
credibility with their students because they are able to share real world experiences 
and demonstrate the application of skills and information being taught. In addition, 
the FLETC’s mission has continued to expand post 9/11 into areas such as 
counterterrorism, antiterrorism and transportation security training which require 
attracting even more specialized expertise in a highly competitive market. There-
fore, it is essential that the FLETC continue to take advantage of this proven hiring 
flexibility in its efforts to maintain a highly qualified law enforcement training in-
structor workforce. Reverting back to traditional instructor recruiting and staffing 
practices would adversely impact and unduly hamper this effort. 

TSA: SLOW MOVEMENT OF APPROPRIATED FUNDS 

Question. In the fiscal year 2004 Homeland Security Appropriations Act, Congress 
provided $7 million for hazardous materials security and the truck tracking pro-
gram, $10 million for intercity bus security grants, and $22 million for the trucking 
industry security program. That bill was signed into law in October. Nearly 6 
months later those funds have not yet been released. Since security for these other 
modes of transportation are so important, why has TSA been sitting on these funds? 

Answer. In the coming months, TSA plans to request proposals for funding or an-
nounce awards for a number of programs. These include: 

—TSA anticipates issuing a Request for Applications (RFA) for both the fourth 
round of Port Security Grants Program ($50 million remaining from fiscal year 
2004) and Intercity Bus Security grants by late spring, 2004, with final award-
ing of grants expected in late summer. 

—A fourth quarter fiscal year 2004 release of the RFA is anticipated for both the 
Highway Watch Program and Operation Safe Commerce, with final award an-
ticipated in the fall. 

—TSA intends to announce Request for Proposals for the Truck Tracking Project 
in early summer. Final award is anticipated in early fall, 2004. 

—Award for Nuclear Detection and Monitoring is anticipated by mid-summer, 
2004. 

PORT SECURITY 

Question.The deputy assistant director of the FBI’s counterterrorism office stated 
in January that our Nation’s seaports remain vulnerable targets for attack. ‘‘The in-
telligence we have certainly points to ports as a key vulnerability. I can’t be more 
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specific about the threats of attacks. We have received information that indicates 
there is an interest.’’ 

If there is an ‘‘interest’’ in attacking our ports, why does the Administration con-
tinue to refuse to give our seaports the resources they require to secure our ports? 
Why is only $46 million requested for port security grants when the port directors 
tell us that $1.125 billion will be needed in the first year and $5.4 billion will be 
needed over the next 10 years to comply with the new Federal regulations mandated 
by the Maritime Transportation Security Act. 

Additionally, during the most recent port security grant competition (December 
2003), over half of the funding for port security grants was awarded to private com-
panies. A tremendous need for port security funding also exists for port authorities 
and State and local agencies. What approach are you taking to allocate the funding 
between these different entities? Additionally, what type of checks and balances do 
you have in place to ensure that private companies are not receiving a dispropor-
tionate share of this port security funding? 

Answer. In Port Security Grants Round 3, consistent with provisions of the Mari-
time Transportation Security Act of 2002, the Transportation Security Administra-
tion, U. S. Coast Guard and the Maritime Administration determined that regulated 
facilities should receive preference. The vast majority of regulated facilities are pri-
vate companies. However, public entities were well represented with awards total-
ing 45.3 percent of the available funds. 

In general, port security grant funds are dispersed through a competitive grant 
process. The multi-level, interagency review ensures that these funds go to the high-
est national security needs. 

—Eligible grant applicants are limited to critical national seaports as stipulated 
in the fiscal year 2002 DOD Supplemental Appropriations (Public Law 107–117) 
and referred to in subsequent appropriations. This designation included: 
—Controlled ports—Ports which have access controls for vessels from certain 

countries due to national security issues 
—Strategic ports, as designated by a Maritime Administration port planning 

order 
—A nationally important economic port or terminal responsible for a large vol-

ume of cargo movement or movement of products that are vital to U.S. eco-
nomic interests as required for national security 

—Ports, terminals, and U.S. passenger vessels responsible for movement of a 
high number of passengers 

—Ports or terminals responsible for the movement of hazardous cargo. 
—All grant applicants must have a completed security assessment and tie the 

vulnerabilities identified in the assessment to the mitigation strategies re-
quested in the application. 

—Subject matter experts from the U.S. Coast Guard (USCG), the Maritime Ad-
ministration (MARAD), and TSA conduct a multi-level review of all port secu-
rity grant applications. 
—Field level review is conducted by the USCG Captain of the Port and MARAD 

Regional Director to validate applicant eligibility and prioritize all proposals 
within their zone, utilizing the CG Port Security Risk Assessment Tool 
(PSRAT). 

—National level review is conducted by representatives from the USCG, 
MARAD, and TSA based upon published evaluation criteria. All eligible pro-
posals from the field level review are prioritized on a national level. 

—Executive level review board of agency representatives examines the rec-
ommended proposals from an overarching national perspective. 

—Senior level selection board (currently TSA Administrator or his representative, 
USCG Commandant or his representative, MARAD Administrator) provides 
the final approval of the proposed grantees/projects. 

INTEGRATED FINGERPRINT SYSTEMS 

Question. Mr. Secretary, Senator Cochran and I met last year in the Capitol to 
discuss our concerns about the plans for obtaining only two fingerprints of visitors 
to the United States as a means to fulfill the biometric component portion of the 
entry-exit visa tracking system you have named US VISIT. I suggested that I was 
concerned that capturing only two fingerprints might make it more difficult to com-
pare these two new prints with more extensive existing fingerprint databases such 
as the FBI’s Integrated Automated Fingerprint Identification System (IAFIS). In 
fact your own Department’s Inspector General report dated December 31, 2003 
noted that the Department of Justice has worked for several years to integrate your 
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Department’s two-print system—known as the automated biometric identification 
system, or IDENT—with the FBI’s IAFIS system. 

The IG states that, ‘‘This integration is critical to identifying illegally entering 
aliens on lookout lists or with criminal histories, but progress has been slow.’’ 

What is the status of the integration of these systems? Can you give the Com-
mittee a progress report on the integration of these systems? 

Answer. Prior to the establishment of the Department on Homeland Security, 
DOJ, working with the FBI and INS, began work on a project to integrate the FBI’s 
IAFIS (10 print, criminal history) and the INS’ IDENT (2-print, immigration) sys-
tems. 

Since that time, an integrated IDENT/IAFIS workstation has been developed. 
DHS intends to accelerate deployment in 2004 and complete deployment by the end 
of calendar year 2005. To accelerate the implementation of IDENT/IAFIS capability 
within the Department, we intend to seek a reallocation of $4 million of the remain-
ing funds provided in Public Law 107–117. The $4 million, when combined with fis-
cal year 2003 funds already provided ($3.5 million obligated for IDENT/IAFIS), will 
allow BTS VISIT to implement IDENT with 10 print capabilities in secondary proc-
essing areas at 115 airports, 14 seaports and 50 of the largest land border ports. 
In addition, this funding will support implementation of the IAFIS/IDENT 10 print 
capability at 70 percent of the Border Patrol stations. The remaining land ports of 
entry, 30 percent of the Border Patrol stations and major ICE locations (to be identi-
fied) will receive this capability in 2005. The implementation of IDENT/IAFIS at 
Border Patrol stations will provide the capability to biometrically identify and/or 
perform status verifications on individuals suspected of illegally crossing the border. 
Implementation at ICE offices will support investigation of individuals apprehended 
for overstays and/or watch list hits. 

IMMIGRATION 

Question. The Enhanced Border Security and Visa Entry Reform Act requires all 
immigration databases to be made interoperable and, eventually, combined into the 
Chimera data system, which is to include all known immigration, law enforcement, 
and intelligence data on aliens. What progress has been made thus far on creating 
the Chimera data system? 

Answer. On the 28th of October 2002, the Immigration and Naturalization Service 
published an informational document regarding a comprehensive information tech-
nology planning and infrastructure modernization program called ‘‘Atlas’’. That doc-
ument was entitled the ‘‘Atlas Business Case’’ and provided a concise high-level 
view that demonstrated the INS’ confidence in Atlas’ strategic, technical, and finan-
cial merits. The business case reflected investment principles, emulation of industry 
best practices, and compliance with the Clinger-Cohen Act of 1996, as well as with 
other related legislative and government guidance. 

Consistent with the urgencies of the Government’s post-September 11 security 
agenda, the Atlas Business Case was subsequently socialized and promoted within 
the Department of Justice and sent to the Hill for budgetary consideration. It was 
understood that the Atlas Program would be the fundamental IT infrastructure 
foundation on which INS business applications would operate. In its business case, 
the INS illustrated that the successful Atlas transformation strategy would hinge 
upon a robust IT infrastructure containing a secure, scalable backbone that would 
support all INS business processes. Atlas, it was shown, would also provide data-
base interoperability at the infrastructure level and support data sharing at the ap-
plications level. From the beginning, the Atlas design strategy also supported 
emerging Department of Homeland Security (DHS) requirements. Unlike the pre-
vious environment, Atlas was proposed to reside within an integrated Enterprise Ar-
chitecture (EA) that would harmonize the following: 

—System hardware, including mainframes and servers 
—Data services, including data and voice circuits 
—Data communication equipment, including servers, switches, local area net-

works (LAN), wide area networks (WAN), routers, and cabling 
—Computer security, information assurance activities and enterprise information. 

This, specifically, is the area that would later come to be identified as the focus 
area for the suggested Chimera project. 

—Workstations, including personal computers and laptops and enterprise-wide 
software (i.e., office automation, e-mail, operating system, etc.) 

—Operational support to maintain and operate the modernized IT infrastructure 
Perhaps in contemplation of partitioning and re-tasking of the INS and its re-

sources, or perhaps in calculating the initial complexity and cost of implementing 
Atlas, a counter-suggestion was made in committee and transmitted back to the De-
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partment of Justice and the INS that certain specific information security and as-
surance attributes of Atlas could be separately expedited and put into action under 
a new initiative tentatively labeled ‘‘Chimera’’. 

However, other program initiatives under way at INS and the new Department 
of Homeland Security were also addressing the same security concerns. In par-
ticular, the ‘‘US VISIT’’ program had pursued the same set of concerns and an ac-
tive, high-precision approach for addressing critical information security and assur-
ance requirements. 

Because of the US VISIT Program’s ongoing and comprehensive approach to infor-
mation security and assurance requirements within the DHS sphere of immigration- 
related operations, Chimera has been suspended and is being revisited to determine 
its potential as a duplicative effort. 

Question. As part of the 1990 Immigration Act, Congress authorized general ar-
rest authority for all immigration law enforcement officers. INS never developed 
regulations to implement this authority. Has DHS developed such regulations? 

Answer. Yes, ICE issued a memo implementing general arrest authority for the 
ICE Office of Investigations and Detention and Removal in November 2003. 

Question. Representatives of the Department of Homeland Security Council (union 
of legacy INS employees) reported at a press conference on March 3 that no more 
than 5 percent of Immigration and Customs enforcement personnel have received 
cross-training. When does DHS expect to complete cross-training of all existing per-
sonnel? What percentage of all needed cross-training is funded in the President’s 
budget proposal? 

Answer. OI conducted a manual survey the last week of March 2004. At that time 
830 Special Agents had completed the cross-training. This accounts for 19 percent 
of the OI workforce of 4,463 which is targeted for cross-training in this fiscal year. 
The Automated Class Management System is expected to be on-line by the end of 
April, 2004. At that time, training statistics will be more readily available. 

OI has established a target to complete the cross-training for all non-supervisory 
Special Agents GS–05 through GS–13 by the end of fiscal year 2004. This cross- 
training will be accomplished using a train-the-trainer format with initial training 
being conducted at the Federal Law Enforcement Training Center. 

Cross-training beyond this priority group and into fiscal year 2005 will be funded 
out of base appropriations. 

Question. A pay disparity of a full grade exists between Immigration Special 
Agents (GS–12) and Customs Special Agents (GS–13). It appears that the new regu-
lations proposed by the Administration would hide this disparity within a pay scale, 
rather than addressing it directly. Is this correct and, if so, what impact is this dis-
parity having on morale within ICE 

Answer. On April 13, 2004, Mr. Garcia announced that new Criminal Investigator 
(CI) position descriptions had been classified and all ICE GS–1811 series employees 
would be assigned to them by May 2004. The new journey-level position, which is 
established at the GS–13 level, will be applied at that time to all qualifying criminal 
investigators. As a result, the approximately 1,200 former Immigration and Natu-
ralization Service (INS) personnel affected by this pay gap will be eligible for imme-
diate promotion to GS–1811–13 on May 2, 2004. 

OTHER ISSUES 

Question. Does the fiscal year 2005 budget assume the reauthorization of COBRA 
which is set to expire on March 31, 2005? 

Answer. Public Law 108–121 reauthorized COBRA through March 1, 2005. The 
fiscal year 2005 budget assumes that COBRA will be reauthorized beyond the 
March 1st expiration date. 

Question. What is the net increase in discretionary funding (excluding supple-
mental appropriations) for the Department of Homeland Security Bureau of Cus-
toms and Border Protection Salaries & Expenses between fiscal year 2004 and fiscal 
year 2005? Looking at the fiscal year 2005 budget it appears that the increase is 
just over 4 percent barely enough to cover for inflation. 

Answer. There is a $210 million net increase in discretionary funding for CBP’s 
Salaries and Expenses between fiscal year 2004 and fiscal year 2005. This net in-
crease includes $185 million in program increases and $350 in increases for 
annualizations of prior year pay raises and other inflation related costs. These in-
creases are offset by a $23.7 million decrease for a DHS-wide savings initiative, ter-
mination of one-time costs associated with fiscal year 2004 program increases and 
the fiscal year 2004 rescission. 

Question. What is the Department doing to correct the problem of the Department 
not paying legacy Customs Inspectors and new CBP officers for their required work 
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on the 60 day of basic training at the Federal Law Enforcement Training Center 
(FLETC)? 

Answer. We do pay employees covered by the Fair Labor Standards Act (FLSA) 
overtime while engaged in training at FLETC for 6-day weeks. The Government 
Employee and Training Act (GETA) prohibits us from paying non- FLSA employees 
under FLSA provision. Our COPRA covered front-line personnel are not subject to 
FLSA. COPRA was specifically designed for Customs Officers and is the exclusive 
pay act for our Customs legacy personnel. Our agency position on this matter was 
recently sustained in an arbitration decision. 

QUESTIONS SUBMITTED BY SENATOR DANIEL K. INOUYE 

Question. Recently, a week-long convention of Asian life insurance providers and 
sales representatives scheduled to convene in Honolulu this August was cancelled. 
The convention was expected to produce more than $17 million in visitor spending, 
$1.41 million in State taxes, and rent 6,500 hotel room nights. The cancellation was 
not due to lack of interest by prospective attendees, but instead was due to the prob-
lems caused by the extended visa issuance process. Your Department has been 
working with the State Department to enhance security and the integrity of the visa 
process. Your budget requests an increase of $10 million to support a new visa secu-
rity unit. How will this unit help to ensure that visas are processed quickly to en-
sure that Hawaii will be able to host similar conventions in the future? 

Answer. BTS is working with the State Department to assure that the provisions 
of the law known as Section 428 are implemented. The ICE VSU will be deploying 
Visa Security Officers to selected foreign posts; will be working to enhance State De-
partment Consular officer training; will be working to improve the Visa Security Ad-
visory Opinion (SAO) process; and develop with the State Department the appro-
priate employee performance plan oversight of Consular Officers by DHS. All of 
these efforts will improve the integrity of the visa issuance process and assure that 
visa applicants receive the appropriate level of review. 

The Department of Homeland Security’s (DHS) visa security operations are lo-
cated exclusively in Saudi Arabia at this time. Since beginning our operations in 
Saudi Arabia, thousands of visas applications have been reviewed by DHS officers. 
From over 3,500 applications, approximately 27 have been delayed for reasons of se-
curity. Most visa applications in Saudi Arabia are acted upon within 48 hours. This 
is in compliance with congressional language as to 100 percent review of visa appli-
cations in Saudi Arabia. 

It is anticipated, DHS will dedicate staff to the SAO process, which in turn will 
further aid to expedite requests and ensure timely security screening on behalf of 
our officers in the field. 

Question. The budget justifications for the US VISIT program discuss the deploy-
ment plan for the full program. In furtherance of complete implementation, a Re-
quest for Proposals was published last November with bids due this January. How 
many proposals were received? In light of the proposals you received, is the budget 
request sufficient for full implementation of the program, including the meeting of 
your statutory deadlines for deployment to the 165 identified points of entry? 

Answer. We received three bids for the Prime integrator contract. 
With the resources in the fiscal year 2004 appropriation, and provided approval 

of the fiscal year 2005 President’s request, US VISIT will have the resources nec-
essary to the meet the statutory deadline (US VISIT functionality in secondary) for 
the 50 largest land border ports by December 31, 2004 and the 115 remaining land 
sites by December 31, 2005. 

Question. The budget request includes an increase of $23 million for Immigration 
and Customs Enforcement. This increase is intended to more than double the num-
ber of investigators and facilitate the implementation of the President’s proposal for 
a temporary worker program. According to your testimony, in furtherance of the 
President’s proposal, you would establish a traditional worksite enforcement pro-
gram to deter the hiring of unauthorized workers. What efforts are currently being 
undertaken to detect, deter, and punish employers who hire undocumented workers? 

Answer. Enforcement efforts targeting companies that break the law and hire ille-
gal workers will need to increase in order to ensure the integrity of the temporary 
worker system. The President’s Immigration proposal provides for an enhanced 
worksite enforcement program, and the $23 million requested for fiscal year 2005 
will allow ICE to enhance its worksite enforcement efforts and provide credible de-
terrence to the hiring of unauthorized workers. ICE worksite enforcement investiga-
tions generally involve a review of company employment records to verify the immi-
gration status of workers and to determine if the employer has committed any viola-
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tions. ICE agents also conduct extensive outreach initiatives to educate employers 
about their legal responsibilities. 

Additionally, the Basic Pilot Program, an automated system administered by 
USCIS, enables employers to verify the immigration status of newly hired workers. 
It is currently available in six states, but is planned for availability to employers 
in all 50 states by the end of this year. This is a voluntary program and is provided 
at no cost to employers. Information on the Basic Pilot Program is available to the 
public on the USCIS website. 

Question. The Visa Waiver Program is a critical element of the Hawaii tourism 
industry as it allows citizens of 27 countries to enter for non-immigrant purposes 
without a visa. However, by October 26, all Visa Waiver countries must certify that 
the new passports they are issuing contain biometric identifiers. How many of the 
27 countries are currently expected to meet this deadline? Would you support ex-
tending the biometric passport deadline in order to avoid major disruptions in travel 
to the United States from key tourism markets in Europe and Asia? What is the 
Directorate doing to work with the foreign governments in the visa waiver program 
to encourage compliance? 

Answer. Due to a variety of factors, the Departments of Homeland Security and 
State have requested a 2-year extension for the October 26, 2004 deadline for ma-
chine readable, biometric passports. The problem is not lack of will or commitment, 
but challenging scientific and technical issues. Due to technical challenges that in-
clude the durability of chip technology and the feasibility of facial recognition tech-
nology in an operational environment, few, if any, of the 27 countries participating 
in the Visa Waiver Program (VWP) will be able to meet the October 26, 2004 dead-
line. In fact, the standards have not yet been set. Therefore, a 2-year extension is 
being requested to make it possible for countries to comply with this mandate. 

The Department of Homeland Security has been working very closely with foreign 
governments to develop the optimum solution that enhances security for all without 
impeding legitimate travel and tourism. All citizens traveling under the Visa Waiver 
Program will be enrolled in US VISIT upon entry through an air or sea port after/ 
on September 30, 2004. 

QUESTIONS SUBMITTED BY SENATOR ERNEST F. HOLLINGS 

SEAPORT SECURITY IMPLEMENTATION COSTS 

Question. Commissioner Bonner announced with much fanfare, that we would 
sign agreements with major foreign ports, under the ‘‘Container Security Initiative’’, 
so that we could inspect containers in foreign seaports. It is my understanding, that 
while this sounds quite smart, there are a lot of practical problems. For instance, 
foreign nations use their own security equipment for security to protect their own 
ports, and they have not been all that forthcoming in providing their security equip-
ment for our use. 

Can you tell me, how many marine containers underwent physical inspection, in 
foreign ports as a result of the ‘‘Container Security Initiative’’? What does this rep-
resent as a portion of the total that was physically inspected? 

What is the budget for the implementation of non-intrusive inspection equipment 
at U.S. ports, and how does it compare with the budget for the ‘‘Container Security 
Initiative’’? 

Answer. All cargo moving through a CSI port is screened by CBP using our multi-
layered targeting and risk analysis systems. All high-risk cargo is inspected for 
weapons of mass destruction before being laden on a vessel bound for the United 
States in a CSI port. Physical inspection statistics for containers will be provided 
by the General Accounting Office in the forthcoming review of the CSI program. 

As of April 23, 2004, U.S. Customs and Border Protection has deployed approxi-
mately $73.9 million worth of large-scale, non-intrusive inspection systems and radi-
ation portal monitors to U.S. seaports. The Container Security Initiative (CSI) was 
appropriated $61.7 million in the President’s 04 budget, of which approximately $12 
million has been allocated for non-intrusive inspection equipment for the CSI over-
seas ports. 

Question. The budget for FTE’s for full time positions was set at 220 for the 
Transportation Security Administration’s Maritime and Land Division, yet it is my 
understanding that to date, this Division is only operating with 160. 

You have a number of responsibilities, such as conducting criminal background 
investigations, that are languishing. What is taking so long in hiring the remaining 
60 Full Time Employee positions that, I understand are budgeted for the Transpor-
tation Security Administration’s Maritime and Land Division but not yet hired? 
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Answer. The Office of Maritime and Land Security (MLS) within the Transpor-
tation Security Administration currently has 169 full-time employees on board. We 
do not anticipate at this time hiring additional FTE. 

With reference to criminal background check responsibility, since security threat 
assessments of certain individuals within the transportation system are a critical 
component of our mission, TSA created a Credentialing Program Office (CPO) to 
consolidate TSA background check activity across all modes of transportation. The 
CPO has established processes for conducting background checks, adjudicating re-
sults and for follow-on coordination with the law enforcement and intelligence com-
munities. TSA is already required to conduct criminal history records checks on air-
port security screening personnel, individuals with unescorted access to secure areas 
of airports, and other security personnel—pursuant to Section 114(f)(12) of the Avia-
tion and Transportation Security Act, Public Law No. 107–71, 115 Stat. 587 and 49 
USC § 44936 (a)(1)(A). In addition to the extensive background checks that TSA cur-
rently undertakes in aviation security, TSA has been delegated responsibility for 
conducting security threat assessments on commercial drivers seeking hazardous 
material endorsements for transporting hazardous materials in commerce pursuant 
Section 1012 of the Uniting and Strengthening America by Providing Appropriate 
Tools Required to Intercept and Obstruct Terrorism (USA PATRIOT) Act, Public 
Law 107–56, October 25, 2001, 115 Stat. 272. Implementing the Alien Flight Stu-
dent Program will be consistent with work already underway by TSA through the 
CPO. 

ARMING PILOTS 

Questions. Last week, Denver news stations were reporting that commercial air-
line pilots that have been armed with semi-automatic pistols through the Federal 
Flight Deck Officer (FFDO) program were misplacing or losing weapons at an 
alarming rate. According to Channel 9 News, the Transportation Security Adminis-
tration (TSA) and Airline Pilots Security Alliance were the source of information in-
dicating that in the last 60 days approximately 300 weapons had been misplaced 
by FFDOs. 

My understanding is that a Southwest Airline Pilot lost his weapon while it was 
being transported in the lockbox system that is designed to protect it while trav-
eling, and that most of the guns reported as ‘‘misplaced’’ came under similar cir-
cumstances. 

Are the reports of misplaced and lost weapons by FFDOs accurate? Do you believe 
the current procedures for FFDO firearm transport are proper? How many FFDOs 
have actually lost or misplaced their weapons since the program began? What steps 
need to be taken to responsibly ensure that armed pilots do not lose or misplace 
their guns? 

Answer. TSA takes seriously its obligation to ensure that FFDO firearms and 
lockboxes do not fall into the hands of individuals not authorized to handle such 
items. The FFDO program office works closely with carriers to ensure that training 
is provided to crewmembers and baggage handlers to ensure proper handling and 
storage of lockboxes. In some instances, lockboxes have been identified as not placed 
in the precise location expected, but with the exception of the one reported incident, 
the lockbox has always been quickly retrieved without endangering the traveling 
public. 

There has only been one incident involving an FFDO firearm that was lost and 
not recovered. TSA takes this incident very seriously and is pursuing an investiga-
tion. It must be considered in light of the thousands of FFDO missions flown every 
week and the number of incidents where weapons are lost or stolen in law enforce-
ment activities. 

COCKPIT DOORS 

Questions. For 2 years, I was repeatedly told that it was not possible to devise 
an affordable system that would properly allow a pilot to leave the flight deck with-
out also potentially allowing a terrorist to have access to the cockpit. Now, United 
Airlines has come forward and announced a ‘‘Secondary Barrier Project’’ that they 
have committed to install fleet-wide. 

United Airlines has committed to install—fleet-wide—barriers that have already 
been certified to help prevent a potential terrorist access to the cockpit. They will 
be cheap (under $10,000) and quick to install (overnight). I believe they will provide 
a much greater degree of security, and apparently it was shown to the TSA with 
great enthusiasm. 

Are you aware of United’s effort? Do you believe the installation of second doors 
or barriers improve the security on commercial airliners? Has TSA considered re-
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quiring all commercial airlines to install similar devices? Would their installation 
allow TSA to change other security directives and perhaps lower the cost of aviation 
security? 

Answer. TSA is aware of and applauds United’s initiative in this effort. TSA will 
work closely with the air carriers to better understand the security effectiveness, 
structural feasibility, and costs associated with installing similar devices throughout 
the commercial aviation fleet. Once a thorough examination in these areas has been 
completed, TSA will assess the appropriateness of requiring installation of sec-
ondary cockpit doors relative to existing security measures and determine what, if 
any, alterations should be made to the overall aviation security program. 

RAIL SECURITY 

Question. Border and Transportation Security Directorate is charged with, ‘‘secur-
ing our Nation’s transportation systems.’’ How much funding is planned in your Di-
rectorate’s fiscal year 2005 budget for rail security? 

Answer. The responsibility of securing our Nation’s rail and mass transit systems 
is a shared one. DHS, DOT, and other Federal agencies are working together to en-
hance rail and transit security in partnership with the public and private entities 
that own and operate the Nation’s rail and transit systems. The DHS Urban Area 
Security Grant program has awarded or allocated over $115 million to improve secu-
rity for mass transit and rail systems since May 2003. Additionally, the Administra-
tion has requested $24 million for TSA to advance security efforts in the maritime 
and surface transportation arenas, and has requested that $37 million of the Fed-
eral Transit Administrations Urban Security Bus grants be available for security re-
lated projects. In addition, DHS will conduct the following activities and initiatives 
to strengthen security in surface modes: 

—Implement a pilot program to test the new technologies and screening concepts 
to evaluate the feasibility of screening luggage and carry-on bags for explosives 
at rail stations and aboard trains; 

—Develop and implement a mass transit vulnerability self-assessment tool; 
—Continue the distribution of public security awareness material (i.e., tip cards, 

pamphlets, and posters) for motorcoach, school bus, passenger rail, and com-
muter rail employees; 

—Increase passenger, rail employee, and local law enforcement awareness 
through public awareness campaigns and security personnel training; 

—Ensure compliance with safety and security standards for commuter and rail 
lines and better help identify gaps in the security system in coordination with 
DOT, with additional technical assistance and training provided by TSA; 

—Continue to work with industry and State and local authorities to establish 
baseline security measures based on current industry best practices and with 
modal administrations within the DOT as well as governmental and industry 
stakeholders, to establish best practices, develop security plans, assess security 
vulnerabilities, and identify needed security enhancements; and 

—Study hazardous materials (HAZMAT) security threats and identify best prac-
tices for transport of HAZMAT. 

FEDERAL LAW ENFORCEMENT TRAINING CENTER 

Question. The Federal Law Enforcement Training Center (FLETC) established a 
temporary overflow training facility for basic training of Border Patrol recruits in 
1996 at the old Navy Base. Border Patrol training needs drastically increased due 
to legislation passed by Congress to significantly increase the number of agents de-
ployed. 

The facility was due to close in 2004, however Congress included a provision in 
the fiscal year 2003 Commerce, Justice and State Appropriations Bill which offi-
cially designated Charleston as a permanent Federal training center absolving the 
end date of the Charleston site as a temporary facility. Congress also secured $14 
million in the fiscal year 2003 Commerce, Justice and State Appropriations Bill for 
the Charleston Border Patrol Academy to improve the infrastructure for the train-
ing center. 

Since the Federal Law Enforcement Training Center (FLETC) has taken adminis-
trative control of the site in Charleston, how much of the $14 million has being 
transferred from Customs and Border Protection to FLETC for use in Charleston? 

Answer. A Reimbursable Agreement (RA) between the FLETC and Immigration 
and Custom Enforcement (ICE) has been prepared in the amount of $13,896,000. 
The FLETC has signed the agreement with a statement of work attached and for-
warded to ICE for approval. The Core of Engineers spent approximately $104,000 
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for design prior to the administrative transfer of Charleston to the FLETC. A sum-
mary of the Charleston projects are: 

—Construction of Tactical Training Mat Rooms for defensive tactics training; 
—Renovation of new wing in Building 654 for administrative space for the USCG 

Marine Law Enforcement Academy; 
—Renovation of four classrooms in building 61 for classroom space for the USCG 

Marine Law Enforcement Academy; 
—Renovation of old wing in Building 654 for administrative, conferencing and 

training space for the FLETC and Partner Organizations’ training management 
and operations staffs; 

—Construction of Indoor Firing Range to provide training and re-qualifying stu-
dents in firearms proficiency; and 

—Construction of Security/Communications system that will allow FLETC 
Charleston to provide efficient and cost effective training while utilizing the lat-
est state of the art technologies. 

QUESTIONS SUBMITTED BY SENATOR PATRICK J. LEAHY 

TSA 

Question. I am very concerned about numerous reports of mismanagement I have 
heard with TSA Human Resources and its contractors, currently Accenture. I am 
aware of one Burlington, Vermont, Screener Manager and as many as 80 Screener 
Managers at Dulles who were promoted to their positions on February 9, 2003, yet 
they have still not received the full back pay for their promotions. 

I have been waiting since November 6, 2003, for a written explanation as to why 
the Burlington, Vermont, employee has not received any back pay. Apparently, the 
Office of Chief Counsel is still reviewing the matter. 

The best explanation I have heard so far—just informal, nothing in writing—was 
that the airports were not authorized to make all of the promotions on February 
9, 2003, but went ahead and made them anyway. At best, this sounds to me like 
a big communications problem between TSA, its HR contractor, and the airports. 
At worst, this sounds like the employees were misled. Unfortunately, it is the people 
who have been performing the work who are getting the raw end of the deal. 

Could you please update me on this situation and explain what is being done to 
remedy the back pay issue? 

Answer. A reply to your letter regarding the constituent in Burlington was sent 
to you in March 2004. A copy of the letter, dated March 19, 2004, was faxed to your 
office on April 21, 2004. To summarize what TSA stated in the letter, we could not 
backdate your constituent’s promotion because TSA policy stipulates that pro-
motions do not become effective until they receive final approval by the necessary 
TSA officials. This policy is based in part on a U.S. Comptroller General precedent. 

Taking care of our employees is a very high priority for TSA. It is very important 
to TSA that its employees receive the compensation for the jobs that they are per-
forming and that those who were promoted to the Lead and Supervisory Screener 
positions were promoted appropriately. At Dulles, all appropriate promotions were 
made, and all one-time awards were paid. TSA believes that all of these issues at 
Dulles have now been fully resolved. 

The issues involving lead and supervisory positions at Dulles resulted when 
screeners were offered promotions inappropriately. At the time this situation oc-
curred, TSA was transitioning from its initial human resources service contractor 
to the current contractors and was building a fully functioning human resources or-
ganization, including program management of the contractors. Dulles posted job an-
nouncements internally for the positions of Lead Screeners and Supervisory Screen-
ers with a closing date of December 20, 2002. Unfortunately, at that time, the FSD 
organization at airports did not have delegated authority to conduct recruitment 
and assessment processes, which includes the authority to promote existing employ-
ees at the airport. 

TSA’s Office of Human Resources did not become aware of the issue until May, 
2003. TSA worked expeditiously to develop a solution whereby all individuals who 
were inappropriately promoted at Dulles were provided compensation with a one- 
time monetary award, consisting of the difference between their screener salary and 
the salary that they would have received for the period they were ‘‘promoted.’’ Addi-
tionally, TSA ‘‘re-announced’’ the supervisory screener positions, and screeners who 
were inappropriately promoted were afforded full and fair opportunity to compete 
for the positions. TSA provided affected screeners the one-time award regardless of 
whether they succeeded or not in being promoted under the valid procedure. 
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HAITI 

Question. I am concerned by the Department’s response to those who have fled 
Haiti in recent weeks. Haitians intercepted at sea have received entirely inadequate 
screening for asylum. For example, while all interdicted Cubans are individually 
interviewed regarding their fear of persecution, only those Haitians who loudly pro-
test their return—the so-called ‘‘shout test’’—receive such an interview. I joined with 
Senators Kennedy and Durbin in writing to the President last week to protest and 
seek changes in this and other policies. (A) Will you provide individual interviews 
to all Haitians interdicted at sea? (B) Will you suspend deportations against Hai-
tians currently in the United States until the political situation in Haiti improves? 

Answer. Haitians manifesting a fear of return are and will continue to be inter-
viewed by a USCIS Asylum Pre-Screening Officer (APSO). In accordance with De-
partment of State direction, DHS will continue to conduct non-criminal Haitian re-
movals. 

DATABASE INTEGRATION 

Question. The Washington Post yesterday editorialized about a report Inspector 
General Fine issued last week on the slow pace of the integration of IDENT and 
IAFIS, the fingerprint identification databases of the former INS and the FBI. The 
report examined the case of Victor Manual Batres, a Mexican national with a crimi-
nal history who was twice simply returned to Mexico by Border Patrol agents whose 
database did not identify him as a wanted man. Batres eventually entered the coun-
try illegally, and then raped two nuns in Oregon, killing one. The Inspector General 
reported that the integration that would give Border Patrol agents access to the FBI 
database was 2 years behind schedule, and was not expected to be completed until 
2008. Last week’s report is the third OIG report in the last 4 years to highlight var-
ious aspects of this problem. (A) Why has progress on this issue been so slow? (B) 
When can we expect that Border Patrol agents will have access to the immigration 
and criminal histories in one database? (C) When will DHS enter into an MOU with 
DOJ about how this integration will happen? 

Answer. The Department of Homeland Security is committed to accelerating im-
plementation of IDENT/IAFIS 10 fingerprint capability for enforcement processing 
at ports of entry, Border Patrol locations, and Immigration and Customs Enforce-
ment offices. 

While we begin planning our implementation plan, we plan on using $4 million 
of the remaining funds provided in Public Law 107–117 (fiscal year 2002 counter- 
terrorism funding) for potential use for IDENT/IAFIS implementation. The $4 mil-
lion, when combined with fiscal year 2003 funds already provided ($3.5 million obli-
gated for IDENT/), will allow BTS to implement IDENT with 10 print capabilities 
in secondary processing areas at 115 airports, 14 seaports and 50 of the largest land 
border ports. In addition, this funding will support implementation of the IAFIS/ 
IDENT 10 print capability at 70 percent of the Border Patrol stations. The remain-
ing land ports of entry, 30 percent of the Border Patrol stations and major ICE loca-
tions (to be determined) will receive this capability early in calendar year 2005. 
Funding for fielding these capabilities is estimated to be approximately $3 million, 
but a clearer estimate will be provided as the planning and implementations pro-
ceed. Completing the implementation of IDENT/IAFIS at Border Patrol stations will 
provide the capability to biometrically identify and/or perform status verifications on 
individuals suspected of illegally crossing the border. Implementation at ICE offices 
will support investigation of individuals apprehended for overstays and/or watch list 
hits. 

The Department of Homeland Security will work with the Department of Justice 
to accelerate our integration into the FBI’s IAFIS (10 print, criminal history) and 
the legacy INS IDENT (2-print, immigration) systems. An integrated workstation 
has already been developed. It has been deployed to a limited number of sites. DHS 
intends to complete deployment of this capability in 2005. 

QUESTION SUBMITTED BY SENATOR PATTY MURRAY 

Question. Thank you Mr. Chairman. 
I’m pleased to join you, Senator Byrd, and the rest of our colleagues in welcoming 

Mr. Hutchinson today. 
He has been handed a tough task in a very difficult time. I know he is committed 

to keeping our country safe, and I thank him for his leadership. 
Mr. Hutchinson, the Federal Government—and specifically your Department—has 

done an admirable job of providing resources and training to help secure the threats 
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to our Northern Border. As a result of increased activity on the border, more indi-
viduals are being apprehended for crimes at or near the border but handed over to 
local law enforcement. 

However, the prosecution, defense, court and detention costs are very high. And, 
our local governments have been left with the responsibility for providing law en-
forcement services to most areas at and near the international border. 

One example from Washington State is Whatcom County and the City of Blaine— 
the areas that rests on the Northern Border of Washington State on Interstate 5. 
This community is responsible for 112 miles of border, including 89-miles of a 
shared land border with Canada and a 23-mile coastal border. 

As you know, the Department of Homeland Security operates five land points-of- 
entry within the county. Additionally, there are three international airports and sev-
eral marine ports of entry within Whatcom County’s jurisdiction. 

Mr. Hutchinson, terrorists, armed drug and weapons smugglers, and wanted fugi-
tives regularly traverse residential neighborhoods at or near the border, creating 
huge threats to public safety and demands on local law enforcement. 

In Whatcom County, more than 85 percent of all criminal apprehensions made by 
Federal law enforcement agents at or near our border are turned over to the county. 
In fact, last year Whatcom County spent approximately $3 million on Federal de-
ferred cases, and this year they estimate their costs will rise to $4 million. 

In these difficult fiscal times for local communities these extra burdens are having 
serious impacts on their budgets. But unlike the communities of Buffalo and De-
troit, my small, rural county is staggering under the increased pressure on its budg-
et. 

Mr. Hutchinson, the Southwest Border Initiative provides financial support to 
communities along the southern border who are experiencing this very problem. 
However, Whatcom County, which is the least populated northern border county 
with a major crossing has seen no such relief. 

I can’t stress to you enough the impact $4 million has on a community of this 
size. 

I believe a similar program should be established for Northern Border States, par-
ticularly those State that have high traffic volumes, such as Washington State. 

Mr. Hutchinson, are you aware of this inequity between southern and northern 
border communities, and how is your Department prepared to help? 

Answer. Senator Murray, thank you for bringing this important issue to my atten-
tion. As you know, some of the initiatives undertaken to improve homeland security 
have produced unintended consequences. Tighter border security should lead to 
more interdictions and arrests. But, while the National Strategy for Homeland Secu-
rity specifies that costs and performance are to be a shared responsibility, we cer-
tainly are not advocating that local jurisdictions take on a disproportionate share 
of the burden in that regard. Therefore we welcome your reports that outline these 
potential inequities. I understand that the U.S. Attorney and our ICE officers have 
met with your county officials to find a more balanced approach to performing this 
important workload, including the prospects that the arrestee’s initial appearance 
occur in the Bellingham Magistrate’s Court. While those potential solutions may not 
lead to the full relief sought, they are a step in the right direction while the Federal 
budget addresses this increased workload. 

SUBCOMMITTEE RECESS 

Senator COCHRAN. Our next hearing of the subcommittee on the 
budget request for the Department of Homeland Security will be 
held on Tuesday, March 23 in this same room. At that time the 
Commandant of the United States Coast Guard, Admiral Thomas 
Collins, and the Acting Administrator of the Transportation Secu-
rity Administration, Mr. David Stone, will be here to discuss the 
budget request for the programs under their jurisdictions. 

Until then this subcommittee will stand in recess. 
[Whereupon, at 11:47 a.m., Tuesday, March 9, the subcommittee 

was recessed, to reconvene at 10 a.m., Tuesday, March 23.] 
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