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Paso, Texas (Mr. SYLVESTRE REYES),
with his extensive background in bor-
der issues.

At the same time, in the other body,
Senator CHAFEE and Senator INHOFE
have been very, very supportive in get-
ting this bill through the Senate.

I would also at this time like to
strongly praise my colleague and rank-
ing member, the gentleman from Ohio
(Mr. SHERROD BROWN) for his aid in
making this bill possible, and my col-
league, the gentleman from California
(Mr. HENRY WAXMAN).

Mr. Speaker, this bill is a model, not
only for those of us in the House to be
able to work in a bipartisan way to ad-
dress environmental problems, but also
a model of the fact that we are no
longer going to ignore the environ-
mental challenges along our frontiers.
In fact, it is refective of the strategy
that we are going to use the economic
opportunities of international trade as
a vehicle to focus on environmental
problems that have been ignored for all
too long.

Mr. Speaker, I would like to state
quite clearly my appreciation to the
entire governmental structure in
Washington, for once addressing these
problems, faced by those of us who live
along the border. I look forward to
working together with my colleagues
on both sides of the aisle, and working
with the Republic of Mexico, and Can-
ada, in making sure that current and
future problems, faced such as smog
problems along the border are ad-
dressed, along with many others. I
think this can be a vehicle that we can
use as a blueprint here in the House of
Representatives and in the Senate and
hopefully in our continuing relation-
ships with our neighbors to the north
and south.

I ask Members’ support for H.R. 8. It
is a common-sense approach to ad-
dressing an important public health
issue, and at the same time assessing
what more can be done to make sure
that we properly address those remain-
ing issues that have not been addressed
comprehensively. Mr. Speaker, I ask
for the passage of H.R. 8.

Mr. BROWN of Ohio. Mr. Speaker, I
have no further requests for time, and
I yield back the balance of my time.

Mr. BLILEY. Mr. Speaker, I have no
further requests for time, and I yield
back the balance of my time.

The SPEAKER pro tempore (Mr.
NEY). The question is on the motion of-
fered by the gentleman from Virginia
(Mr. BLILEY) that the House suspend
the rules and concur in the Senate
amendments to H.R. 8.

The question was taken; and (two-
thirds having voted in favor thereof)
the rules were suspended and the Sen-
ate amendments were concurred in.

A motion to reconsider was laid on
the table.
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CHILD ONLINE PROTECTION ACT
Mr. TAUZIN. Mr. Speaker, I move to

suspend the rules and pass the bill
(H.R. 3783) to amend section 223 of the
Communications Act of 1934 to require
persons who are engaged in the busi-

ness of selling or transferring, by
means of the World Wide Web, material
that is harmful to minors to restrict
access to such material by minors, and
for other purposes, as amended.

The Clerk read as follows:
H.R. 3783

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in
Congress assembled,
SECTION 1. SHORT TITLE.

This Act may be cited as the ‘‘Child Online
Protection Act’’.

TITLE I—PROTECTION FROM MATERIAL
THAT IS HARMFUL TO MINORS

SEC. 101. CONGRESSIONAL FINDINGS.
The Congress finds that—
(1) while custody, care, and nurture of the

child resides first with the parent, the wide-
spread availability of the Internet presents
opportunities for minors to access materials
through the World Wide Web in a manner
that can frustrate parental supervision or
control;

(2) the protection of the physical and psy-
chological well-being of minors by shielding
them from materials that are harmful to
them is a compelling governmental interest;

(3) to date, while the industry has devel-
oped innovative ways to help parents and
educators restrict material that is harmful
to minors through parental control protec-
tions and self-regulation, such efforts have
not provided a national solution to the prob-
lem of minors accessing harmful material on
the World Wide Web;

(4) a prohibition on the distribution of ma-
terial harmful to minors, combined with le-
gitimate defenses, is currently the most ef-
fective and least restrictive means by which
to satisfy the compelling government inter-
est; and

(5) notwithstanding the existence of pro-
tections that limit the distribution over the
World Wide Web of material that is harmful
to minors, parents, educators, and industry
must continue efforts to find ways to protect
children from being exposed to harmful ma-
terial found on the Internet.
SEC. 102. REQUIREMENT TO RESTRICT ACCESS

BY MINORS TO MATERIALS COM-
MERCIALLY DISTRIBUTED BY
MEANS OF THE WORLD WIDE WEB
THAT ARE HARMFUL TO MINORS.

Part I of title II of the Communications
Act of 1934 (47 U.S.C. 201 et seq.) is amended
by adding at the end the following new sec-
tion:
‘‘SEC. 231. RESTRICTION OF ACCESS BY MINORS

TO MATERIALS COMMERCIALLY DIS-
TRIBUTED BY MEANS OF WORLD
WIDE WEB THAT ARE HARMFUL TO
MINORS.

‘‘(a) REQUIREMENT TO RESTRICT ACCESS.—
‘‘(1) PROHIBITED CONDUCT.—Whoever know-

ingly and with knowledge of the character of
the material, in interstate or foreign com-
merce by means of the World Wide Web,
makes any communication for commercial
purposes that is available to any minor and
that includes any material that is harmful
to minors shall be fined not more than
$50,000, imprisoned not more than 6 months,
or both.

‘‘(2) INTENTIONAL VIOLATIONS.—In addition
to the penalties under paragraph (1), whoever
intentionally violates such paragraph shall
be subject to a fine of not more than $50,000
for each violation. For purposes of this para-
graph, each day of violation shall constitute
a separate violation.

‘‘(3) CIVIL PENALTY.—In addition to the
penalties under paragraphs (1) and (2), who-
ever violates paragraph (1) shall be subject
to a civil penalty of not more than $50,000 for
each violation. For purposes of this para-
graph, each day of violation shall constitute
a separate violation.

‘‘(b) INAPPLICABILITY OF CARRIERS AND

OTHER SERVICE PROVIDERS.—For purposes of
subsection (a), a person shall not be consid-
ered to make any communication for com-
mercial purposes to the extent that such per-
son is—

‘‘(1) a telecommunications carrier engaged
in the provision of a telecommunications
service;

‘‘(2) a person engaged in the business of
providing an Internet access service;

‘‘(3) a person engaged in the business of
providing an Internet information location
tool; or

‘‘(4) similarly engaged in the transmission,
storage, retrieval, hosting, formatting, or
translation (or any combination thereof) of a
communication made by another person,
without selection or alteration of the con-
tent of the communication, except that such
person’s deletion of a particular communica-
tion or material made by another person in
a manner consistent with subsection (c) or
section 230 shall not constitute such selec-
tion or alteration of the content of the com-
munication.

‘‘(c) AFFIRMATIVE DEFENSE.—
‘‘(1) DEFENSE.—It is an affirmative defense

to prosecution under this section that the
defendant, in good faith, has restricted ac-
cess by minors to material that is harmful to
minors—

‘‘(A) by requiring use of a credit card, debit
account, adult access code, or adult personal
identification number;

‘‘(B) by accepting a digital certificate that
verifies age; or

‘‘(C) by any other reasonable measures
that are feasible under available technology.

‘‘(2) PROTECTION FOR USE OF DEFENSES.—No
cause of action may be brought in any court
or administrative agency against any person
on account of any activity that is not in vio-
lation of any law punishable by criminal or
civil penalty, and that the person has taken
in good faith to implement a defense author-
ized under this subsection or otherwise to re-
strict or prevent the transmission of, or ac-
cess to, a communication specified in this
section.

‘‘(d) PRIVACY PROTECTION REQUIREMENTS.—
‘‘(1) DISCLOSURE OF INFORMATION LIMITED.—

A person making a communication described
in subsection (a)—

‘‘(A) shall not disclose any information
collected for the purposes of restricting ac-
cess to such communications to individuals
17 years of age or older without the prior
written or electronic consent of—

‘‘(i) the individual concerned, if the indi-
vidual is an adult; or

‘‘(ii) the individual’s parent or guardian, if
the individual is under 17 years of age; and

‘‘(B) shall take such actions as are nec-
essary to prevent unauthorized access to
such information by a person other than the
person making such communication and the
recipient of such communication.

‘‘(2) EXCEPTIONS.—A person making a com-
munication described in subsection (a) may
disclose such information if the disclosure
is—

‘‘(A) necessary to make the communica-
tion or conduct a legitimate business activ-
ity related to making the communication; or

‘‘(B) made pursuant to a court order au-
thorizing such disclosure.

‘‘(e) DEFINITIONS.—For purposes of this
subsection, the following definitions shall
apply:

‘‘(1) BY MEANS OF THE WORLD WIDE WEB.—
The term ‘by means of the World Wide Web’
means by placement of material in a com-
puter server-based file archive so that it is
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publicly accessible, over the Internet, using
hypertext transfer protocol or any successor
protocol.

‘‘(2) COMMERCIAL PURPOSES; ENGAGED IN THE
BUSINESS.—

‘‘(A) COMMERCIAL PURPOSES.—A person
shall be considered to make a communica-
tion for commercial purposes only if such
person is engaged in the business of making
such communications.

‘‘(B) ENGAGED IN THE BUSINESS.—The term
‘engaged in the business’ means that the per-
son who makes a communication, or offers
to make a communication, by means of the
World Wide Web, that includes any material
that is harmful to minors, devotes time, at-
tention, or labor to such activities, as a reg-
ular course of such person’s trade or busi-
ness, with the objective of earning a profit as
a result of such activities (although it is not
necessary that the person make a profit or
that the making or offering to make such
communications be the person’s sole or prin-
cipal business or source of income). A person
may be considered to be engaged in the busi-
ness of making, by means of the World Wide
Web, communications for commercial pur-
poses that include material that is harmful
to minors, only if the person knowingly
causes the material that is harmful to mi-
nors to be posted on the World Wide Web or
knowingly solicits such material to be post-
ed on the World Wide Web.

‘‘(3) INTERNET.—The term ‘Internet’ means
the combination of computer facilities and
electromagnetic transmission media, and re-
lated equipment and software, comprising
the interconnected worldwide network of
computer networks that employ the Trans-
mission Control Protocol/Internet Protocol
or any successor protocol to transmit infor-
mation.

‘‘(4) INTERNET ACCESS SERVICE.—The term
‘Internet access service’ means a service that
enables users to access content, information,
electronic mail, or other services offered
over the Internet, and may also include ac-
cess to proprietary content, information, and
other services as part of a package of serv-
ices offered to consumers. Such term does
not include telecommunications services.

‘‘(5) INTERNET INFORMATION LOCATION
TOOL.—The term ‘Internet information loca-
tion tool’ means a service that refers or
links users to an online location on the
World Wide Web. Such term includes direc-
tories, indices, references, pointers, and
hypertext links.

‘‘(6) MATERIAL THAT IS HARMFUL TO MI-
NORS.—The term ‘material that is harmful to
minors’ means any communication, picture,
image, graphic image file, article, recording,
writing, or other matter of any kind that is
obscene or that—

‘‘(A) the average person, applying contem-
porary community standards, would find,
taking the material as a whole and with re-
spect to minors, is designed to appeal to, or
is designed to pander to, the prurient inter-
est;

‘‘(B) depicts, describes, or represents, in a
manner patently offensive with respect to
minors, an actual or simulated sexual act or
sexual contact, an actual or simulated nor-
mal or perverted sexual act, or a lewd exhi-
bition of the genitals or post-pubescent fe-
male breast; and

‘‘(C) taken as a whole, lacks serious lit-
erary, artistic, political, or scientific value
for minors.

‘‘(7) MINOR.—The term ‘minor’ means any
person under 17 years of age.’’.
SEC. 103. NOTICE REQUIREMENT.

(a) NOTICE.—Section 230 of the Communica-
tions Act of 1934 (47 U.S.C. 230) is amended—

(1) in subsection (d)(1), by inserting ‘‘or
231’’ after ‘‘section 223’’;

(2) by redesignating subsections (d) and (e)
as subsections (e) and (f), respectively; and

(3) by inserting after subsection (c) the fol-
lowing new subsection:

‘‘(d) OBLIGATIONS OF INTERACTIVE COM-
PUTER SERVICE.—A provider of interactive
computer service shall, at the time of enter-
ing an agreement with a customer for the
provision of interactive computer service
and in a manner deemed appropriate by the
provider, notify such customer that parental
control protections (such as computer hard-
ware, software, or filtering services) are
commercially available that may assist the
customer in limiting access to material that
is harmful to minors. Such notice shall iden-
tify, or provide the customer with access to
information identifying, current providers of
such protections.’’.

(b) CONFORMING AMENDMENT.—Section
223(h)(2) of the Communications Act of 1934
(47 U.S.C. 223(h)(2)) is amended by striking
‘‘230(e)(2)’’ and inserting ‘‘230(f)(2)’’.
SEC. 104. STUDY BY COMMISSION ON ONLINE

CHILD PROTECTION.
(a) ESTABLISHMENT.—There is hereby es-

tablished a temporary Commission to be
known as the Commission on Online Child
Protection (in this section referred to as the
‘‘Commission’’) for the purpose of conducting
a study under this section regarding methods
to help reduce access by minors to material
that is harmful to minors on the Internet.

(b) MEMBERSHIP.—The Commission shall be
composed of 19 members, as follows:

(1) INDUSTRY MEMBERS.—The Commission
shall include—

(A) 2 members who are engaged in the busi-
ness of providing Internet filtering or block-
ing services or software;

(B) 2 members who are engaged in the busi-
ness of providing Internet access services;

(C) 2 members who are engaged in the busi-
ness of providing labeling or ratings services;

(D) 2 members who are engaged in the busi-
ness of providing Internet portal or search
services;

(E) 2 members who are engaged in the busi-
ness of providing domain name registration
services;

(F) 2 members who are academic experts in
the field of technology; and

(G) 4 members who are engaged in the busi-
ness of making content available over the
Internet.

Of the members of the Commission by reason
of each subparagraph of this paragraph, an
equal number shall be appointed by the
Speaker of the House of Representatives and
by the Majority Leader of the Senate.

(2) EX OFFICIO MEMBERS.—The Commission
shall include the following officials:

(A) The Assistant Secretary (or the Assist-
ant Secretary’s designee).

(B) The Attorney General (or the Attorney
General’s designee).

(C) The Chairman of the Federal Trade
Commission (or the Chairman’s designee).

(c) STUDY.—
(1) IN GENERAL.—The Commission shall

conduct a study to identify technological or
other methods that—

(A) will help reduce access by minors to
material that is harmful to minors on the
Internet; and

(B) may meet the requirements for use as
affirmative defenses for purposes of section
231(c) of the Communications Act of 1934 (as
added by this Act).

Any methods so identified shall be used as
the basis for making legislative rec-
ommendations to the Congress under sub-
section (d)(3).

(2) SPECIFIC METHODS.—In carrying out the
study, the Commission shall identify and
analyze various technological tools and
methods for protecting minors from material

that is harmful to minors, which shall in-
clude (without limitation)—

(A) a common resource for parents to use
to help protect minors (such as a ‘‘one-click-
away’’ resource);

(B) filtering or blocking software or serv-
ices;

(C) labeling or rating systems;
(D) age verification systems;
(E) the establishment of a domain name for

posting of any material that is harmful to
minors; and

(F) any other existing or proposed tech-
nologies or methods for reducing access by
minors to such material.

(3) ANALYSIS.—In analyzing technologies
and other methods identified pursuant to
paragraph (2), the Commission shall exam-
ine—

(A) the cost of such technologies and meth-
ods;

(B) the effects of such technologies and
methods on law enforcement entities;

(C) the effects of such technologies and
methods on privacy;

(D) the extent to which material that is
harmful to minors is globally distributed and
the effect of such technologies and methods
on such distribution;

(E) the accessibility of such technologies
and methods to parents; and

(F) such other factors and issues as the
Commission considers relevant and appro-
priate.

(d) REPORT.—Not later than 1 year after
the enactment of this Act, the Commission
shall submit a report to the Congress con-
taining the results of the study under this
section, which shall include—

(1) a description of the technologies and
methods identified by the study and the re-
sults of the analysis of each such technology
and method;

(2) the conclusions and recommendations
of the Commission regarding each such tech-
nology or method;

(3) recommendations for legislative or ad-
ministrative actions to implement the con-
clusions of the committee; and

(4) a description of the technologies or
methods identified by the study that may
meet the requirements for use as affirmative
defenses for purposes of section 231(c) of the
Communications Act of 1934 (as added by
this Act).

(e) STAFF AND RESOURCES.—The Assistant
Secretary for Communication and Informa-
tion of the Department of Commerce shall
provide to the Commission such staff and re-
sources as the Assistant Secretary deter-
mines necessary for the Commission to per-
form its duty efficiently and in accordance
with this section.

(f) TERMINATION.—The Commission shall
terminate 30 days after the submission of the
report under subsection (d).

(g) INAPPLICABILITY OF FEDERAL ADVISORY
COMMITTEE ACT.—The Federal Advisory
Committee Act (5 U.S.C. App.) shall not
apply to the Commission.
SEC. 105. EFFECTIVE DATE.

This title and the amendments made by
this title shall take effect 30 days after the
date of enactment of this Act.

TITLE II—CHILDREN’S ONLINE PRIVACY
PROTECTION

SEC. 201. DEFINITIONS.
In this title:
(1) CHILD.—The term ‘‘child’’ means an in-

dividual under the age of 13.
(2) OPERATOR.—The term ‘‘operator’’

means any person operating a website on the
World Wide Web or any online service for
commercial purposes, including any person
offering products or services for sale through
that website or online service, involving
commerce—
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(A) among the several States or with 1 or

more foreign nations;
(B) in any territory of the United States or

in the District of Columbia, or between any
such territory and—

(i) another such territory; or
(ii) any State or foreign nation; or
(C) between the District of Columbia and

any State, territory, or foreign nation.

For purposes of this title, the term ‘‘opera-
tor’’ does not include any non-profit entity
that would otherwise be exempt from cov-
erage under section 5 of the Federal Trade
Commission Act (15 U.S.C. 45).

(3) COMMISSION.—The term ‘‘Commission’’
means the Federal Trade Commission.

(4) DISCLOSURE.—The term ‘‘disclosure’’
means, with respect to personal informa-
tion—

(A) the release of personal information col-
lected from a child in identifiable form by an
operator for any purpose, except where such
information is provided to a person other
than the operator who provides support for
the internal operations of the website and
does not disclose or use that information for
any other purpose; and

(B) making personal information collected
from a child by a website or online service
directed to children or with actual knowl-
edge that such information was collected
from a child, publicly available in identifi-
able form, by any means including by a pub-
lic posting, through the Internet, or
through—

(i) a home page of a website;
(ii) a pen pal service;
(iii) an electronic mail service;
(iv) a message board; or
(v) a chat room.
(5) FEDERAL AGENCY.—The term ‘‘Federal

agency’’ means an agency, as that term is
defined in section 551(1) of title 5, United
States Code.

(6) INTERNET.—The term ‘‘Internet’’ means
collectively the myriad of computer and
telecommunications facilities, including
equipment and operating software, which
comprise the interconnected world-wide net-
work of networks that employ the Trans-
mission Control Protocol/Internet Protocol,
or any predecessor or successor protocols to
such protocol, to communicate information
of all kinds by wire or radio.

(7) PARENT.—The term ‘‘parent’’ includes a
legal guardian.

(8) PERSONAL INFORMATION.—The term
‘‘personal information’’ means individually
identifiable information about an individual
collected online, including—

(A) a first and last name;
(B) a home or other physical address in-

cluding street name and name of a city or
town;

(C) an e-mail address;
(D) a telephone number;
(E) a Social Security number;
(F) any other identifier that the Commis-

sion determines permits the physical or on-
line contacting of a specific individual; or

(G) information concerning the child or the
parents of that child that the website col-
lects online from the child and combines
with an identifier described in this para-
graph.

(9) VERIFIABLE PARENTAL CONSENT.—The
term ‘‘verifiable parental consent’’ means
any reasonable effort (taking into consider-
ation available technology), including a re-
quest for authorization for future collection,
use, and disclosure described in the notice,
to ensure that a parent of a child receives
notice of the operator’s personal information
collection, use, and disclosure practices, and
authorizes the collection, use, and disclo-
sure, as applicable, of personal information
and the subsequent use of that information

before that information is collected from
that child.

(10) WEBSITE OR ONLINE SERVICE DIRECTED
TO CHILDREN.—

(A) IN GENERAL.—The term ‘‘website or on-
line service directed to children’’ means —

(i) a commercial website or online service
that is targeted to children; or

(ii) that portion of a commercial website
or online service that is targeted to children.

(B) LIMITATION.—A commercial website or
online service, or a portion of a commercial
website or online service, shall not be
deemed directed to children solely for refer-
ring or linking to a commercial website or
online service directed to children by using
information location tools, including a direc-
tory, index, reference, pointer, or hypertext
link.

(11) PERSON.—The term ‘‘person’’ means
any individual, partnership, corporation,
trust, estate, cooperative, association, or
other entity.

(12) ONLINE CONTACT INFORMATION.—The
term ‘‘online contact information’’ means an
e-mail address or another substantially simi-
lar identifier that permits direct contact
with a person online.
SEC. 202. REGULATION OF UNFAIR AND DECEP-

TIVE ACTS AND PRACTICES IN CON-
NECTION WITH THE COLLECTION
AND USE OF PERSONAL INFORMA-
TION FROM AND ABOUT CHILDREN
ON THE INTERNET.

(a) ACTS PROHIBITED.—
(1) IN GENERAL.—It is unlawful for an oper-

ator of a website or online service directed to
children, or any operator that has actual
knowledge that it is collecting personal in-
formation from a child, to collect personal
information from a child in a manner that
violates the regulations prescribed under
subsection (b).

(2) DISCLOSURE TO PARENT PROTECTED.—
Notwithstanding paragraph (1), neither an
operator of such a website or online service
nor the operator’s agent shall be held to be
liable under any Federal or State law for any
disclosure made in good faith and following
reasonable procedures in responding to a re-
quest for disclosure of personal information
under subsection (b)(1)(B)(iii) to the parent
of a child.

(b) REGULATIONS.—
(1) IN GENERAL.—Not later than 1 year after

the date of the enactment of this Act, the
Commission shall promulgate under section
553 of title 5, United States Code, regulations
that—

(A) require the operator of any website or
online service directed to children that col-
lects personal information from children or
the operator of a website or online service
that has actual knowledge that it is collect-
ing personal information from a child—

(i) to provide notice on the website of what
information is collected from children by the
operator, how the operator uses such infor-
mation, and the operator’s disclosure prac-
tices for such information; and

(ii) to obtain verifiable parental consent
for the collection, use, or disclosure of per-
sonal information from children;

(B) require the operator to provide, upon
request of a parent whose child has provided
personal information to that website or on-
line service—

(i) a description of the specific types of
personal information collected from the
child by that operator;

(ii) notwithstanding any other provision of
law, the opportunity at any time to refuse to
permit the operator’s further use or mainte-
nance in retrievable form, or future online
collection, of personal information on that
child; and

(iii) a means that is reasonable under the
circumstances for the parent to obtain any

personal information collected from that
child;

(C) prohibit conditioning a child’s partici-
pation in a game, the offering of a prize, or
another activity on the child disclosing more
personal information than is reasonably nec-
essary to participate in such activity;

(D) require the operator of such a website
or online service to establish and maintain
reasonable procedures to protect the con-
fidentiality, security, and integrity of per-
sonal information collected from children;
and

(E) permit the operator of such a website
or online service to collect, use, and dissemi-
nate such information as is necessary—

(i) to protect the security or integrity of
its website;

(ii) to take precautions against liability;
(iii) to respond to judicial process; and
(iv) to provide information to law enforce-

ment agencies or for an investigation on a
matter related to public safety.

(2) WHEN CONSENT NOT REQUIRED.—Verifi-
able parental consent under paragraph
(1)(A)(ii) is not required in the case of—

(A) online contact information collected
from a child that is used only to respond di-
rectly on a one-time basis to a specific re-
quest from the child and is not used to re-
contact the child and is not maintained in
retrievable form by the operator;

(B) a request for the name or online con-
tact information of a parent or child that is
used for the sole purpose of obtaining paren-
tal consent or providing notice under this
section and where such information is not
maintained in retrievable form by the opera-
tor if parental consent is not obtained after
a reasonable time;

(C) online contact information collected
from a child that is used only to respond
more than once directly to a specific request
from the child and is not used to recontact
the child beyond the scope of that request—

(i) if, before any additional response after
the initial response to the child, the operator
uses reasonable efforts to provide a parent
notice of the online contact information col-
lected from the child, the purposes for which
it is to be used, and an opportunity for the
parent to request that the operator make no
further use of the information and that it
not be maintained in retrievable form; or

(ii) without notice to the parent in such
circumstances as the Commission may deter-
mine are appropriate, taking into consider-
ation the benefits to the child of access to
information and services, and risks to the se-
curity and privacy of the child, in regula-
tions promulgated under this subsection; or

(D) the name of the child and online con-
tact information (to the extent necessary to
protect the safety of a child participant in
the site)—

(i) used only for the purpose of protecting
such safety;

(ii) not used to recontact the child or for
any other purpose; and

(iii) not disclosed on the site,

if the operator uses reasonable efforts to pro-
vide a parent notice of the name and online
contact information collected from the
child, the purposes for which it is to be used,
and an opportunity for the parent to request
that the operator make no further use of the
information and that it not be maintained in
retrievable form.

(c) ENFORCEMENT.—Subject to sections 203
and 205, a violation of a regulation pre-
scribed under subsection (a) shall be treated
as a violation of a rule defining an unfair or
deceptive act or practice prescribed under
section 18(a)(1)(B) of the Federal Trade Com-
mission Act (15 U.S.C. 57a(a)(1)(B)).

(d) INCONSISTENT STATE LAW.—No State or
local government may impose any liability
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for commercial activities or actions by oper-
ators in interstate or foreign commerce in
connection with an activity or action de-
scribed in this title that is inconsistent with
the treatment of those activities or actions
under this section.
SEC. 203. SAFE HARBORS.

(a) GUIDELINES.—An operator may satisfy
the requirements of regulations issued under
section 202(b) by following a set of self-regu-
latory guidelines, issued by representatives
of the marketing or online industries, or by
other persons, approved under subsection (b).

(b) INCENTIVES.—
(1) SELF-REGULATORY INCENTIVES.—In pre-

scribing regulations under section 202, the
Commission shall provide incentives for self-
regulation by operators to implement the
protections afforded children under the regu-
latory requirements described in subsection
(b) of that section.

(2) DEEMED COMPLIANCE.—Such incentives
shall include provisions for ensuring that a
person will be deemed to be in compliance
with the requirements of the regulations
under section 202 if that person complies
with guidelines that, after notice and com-
ment, are approved by the Commission upon
making a determination that the guidelines
meet the requirements of the regulations
issued under section 202.

(3) EXPEDITED RESPONSE TO REQUESTS.—The
Commission shall act upon requests for safe
harbor treatment within 180 days of the fil-
ing of the request, and shall set forth in
writing its conclusions with regard to such
requests.

(c) APPEALS.—Final action by the Commis-
sion on a request for approval of guidelines,
or the failure to act within 180 days on a re-
quest for approval of guidelines, submitted
under subsection (b) may be appealed to a
district court of the United States of appro-
priate jurisdiction as provided for in section
706 of title 5, United States Code.
SEC. 204. ACTIONS BY STATES.

(a) IN GENERAL.—
(1) CIVIL ACTIONS.—In any case in which the

attorney general of a State has reason to be-
lieve that an interest of the residents of that
State has been or is threatened or adversely
affected by the engagement of any person in
a practice that violates any regulation of the
Commission prescribed under section 202(b),
the State, as parens patriae, may bring a
civil action on behalf of the residents of the
State in a district court of the United States
of appropriate jurisdiction to—

(A) enjoin that practice;
(B) enforce compliance with the regula-

tion;
(C) obtain damage, restitution, or other

compensation on behalf of residents of the
State; or

(D) obtain such other relief as the court
may consider to be appropriate.

(2) NOTICE.—
(A) IN GENERAL.—Before filing an action

under paragraph (1), the attorney general of
the State involved shall provide to the Com-
mission—

(i) written notice of that action; and
(ii) a copy of the complaint for that action.
(B) EXEMPTION.—
(i) IN GENERAL.—Subparagraph (A) shall

not apply with respect to the filing of an ac-
tion by an attorney general of a State under
this subsection, if the attorney general de-
termines that it is not feasible to provide the
notice described in that subparagraph before
the filing of the action.

(ii) NOTIFICATION.—In an action described
in clause (i), the attorney general of a State
shall provide notice and a copy of the com-
plaint to the Commission at the same time
as the attorney general files the action.

(b) INTERVENTION.—

(1) IN GENERAL.—On receiving notice under
subsection (a)(2), the Commission shall have
the right to intervene in the action that is
the subject of the notice.

(2) EFFECT OF INTERVENTION.—If the Com-
mission intervenes in an action under sub-
section (a), it shall have the right—

(A) to be heard with respect to any matter
that arises in that action; and

(B) to file a petition for appeal.
(3) AMICUS CURIAE.—Upon application to

the court, a person whose self-regulatory
guidelines have been approved by the Com-
mission and are relied upon as a defense by
any defendant to a proceeding under this sec-
tion may file amicus curiae in that proceed-
ing.

(c) CONSTRUCTION.—For purposes of bring-
ing any civil action under subsection (a),
nothing in this title shall be construed to
prevent an attorney general of a State from
exercising the powers conferred on the attor-
ney general by the laws of that State to—

(1) conduct investigations;
(2) administer oaths or affirmations; or
(3) compel the attendance of witnesses or

the production of documentary and other
evidence.

(d) ACTIONS BY THE COMMISSION.—In any
case in which an action is instituted by or on
behalf of the Commission for violation of
any regulation prescribed under section 202,
no State may, during the pendency of that
action, institute an action under subsection
(a) against any defendant named in the com-
plaint in that action for violation of that
regulation.

(e) VENUE; SERVICE OF PROCESS.—
(1) VENUE.—Any action brought under sub-

section (a) may be brought in the district
court of the United States that meets appli-
cable requirements relating to venue under
section 1391 of title 28, United States Code.

(2) SERVICE OF PROCESS.—In an action
brought under subsection (a), process may be
served in any district in which the defend-
ant—

(A) is an inhabitant; or
(B) may be found.

SEC. 205. ADMINISTRATION AND APPLICABILITY
OF ACT.

(a) IN GENERAL.—Except as otherwise pro-
vided, this title shall be enforced by the
Commission under the Federal Trade Com-
mission Act (15 U.S.C. 41 et seq.).

(b) PROVISIONS.—Compliance with the re-
quirements imposed under this title shall be
enforced under—

(1) section 8 of the Federal Deposit Insur-
ance Act (12 U.S.C. 1818), in the case of—

(A) national banks, and Federal branches
and Federal agencies of foreign banks, by the
Office of the Comptroller of the Currency;

(B) member banks of the Federal Reserve
System (other than national banks),
branches and agencies of foreign banks
(other than Federal branches, Federal agen-
cies, and insured State branches of foreign
banks), commercial lending companies
owned or controlled by foreign banks, and
organizations operating under section 25 or
25(a) of the Federal Reserve Act (12 U.S.C.
601 et seq. and 611 et. seq.), by the Board; and

(C) banks insured by the Federal Deposit
Insurance Corporation (other than members
of the Federal Reserve System) and insured
State branches of foreign banks, by the
Board of Directors of the Federal Deposit In-
surance Corporation;

(2) section 8 of the Federal Deposit Insur-
ance Act (12 U.S.C. 1818), by the Director of
the Office of Thrift Supervision, in the case
of a savings association the deposits of which
are insured by the Federal Deposit Insurance
Corporation;

(3) the Federal Credit Union Act (12 U.S.C.
1751 et seq.) by the National Credit Union

Administration Board with respect to any
Federal credit union;

(4) part A of subtitle VII of title 49, United
States Code, by the Secretary of Transpor-
tation with respect to any air carrier or for-
eign air carrier subject to that part;

(5) the Packers and Stockyards Act, 1921 (7
U.S.C. 181 et. seq.) (except as provided in sec-
tion 406 of that Act (7 U.S.C. 226, 227)), by the
Secretary of Agriculture with respect to any
activities subject to that Act; and

(6) the Farm Credit Act of 1971 (12 U.S.C.
(2001 et seq.) by the Farm Credit Administra-
tion with respect to any Federal land bank,
Federal land bank association, Federal inter-
mediate credit bank, or production credit as-
sociation.

(c) EXERCISE OF CERTAIN POWERS.—For the
purpose of the exercise by any agency re-
ferred to in subsection (a) of its powers under
any Act referred to in that subsection, a vio-
lation of any requirement imposed under
this title shall be deemed to be a violation of
a requirement imposed under that Act. In
addition to its powers under any provision of
law specifically referred to in subsection (a),
each of the agencies referred to in that sub-
section may exercise, for the purpose of en-
forcing compliance with any requirement
imposed under this title, any other authority
conferred on it by law.

(d) ACTIONS BY THE COMMISSION.—The Com-
mission shall prevent any person from vio-
lating a rule of the Commission under sec-
tion 202 in the same manner, by the same
means, and with the same jurisdiction, pow-
ers, and duties as though all applicable
terms and provisions of the Federal Trade
Commission Act (15 U.S.C. 41 et seq.) were
incorporated into and made a part of this
title. Any entity that violates such rule
shall be subject to the penalties and entitled
to the privileges and immunities provided in
the Federal Trade Commission Act in the
same manner, by the same means, and with
the same jurisdiction, power, and duties as
though all applicable terms and provisions of
the Federal Trade Commission Act were in-
corporated into and made a part of this title.

(e) EFFECT ON OTHER LAWS.—Nothing con-
tained in this title shall be construed to
limit the authority of the Commission under
any other provisions of law.
SEC. 206. REVIEW.

Not later than 5 years after the effective
date of the regulations initially issued under
section 202, the Commission shall—

(1) review the implementation of this title,
including the effect of the implementation of
this title on practices relating to the collec-
tion and disclosure of information relating
to children, children’s ability to obtain ac-
cess to information of their choice online,
and on the availability of websites directed
to children; and

(2) prepare and submit to Congress a report
on the results of the review under paragraph
(1).
SEC. 207. EFFECTIVE DATE.

Sections 202(a), 204, and 205 of this title
take effect on the later of—

(1) the date that is 18 months after the date
of enactment of this Act; or

(2) the date on which the Commission rules
on the first application for safe harbor treat-
ment under section 203 if the Commission
does not rule on the first such application
within one year after the date of enactment
of this Act, but in no case later than the date
that is 30 months after the date of enact-
ment of this Act.

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentleman from
Louisiana (Mr. TAUZIN) and the gen-
tleman from Massachusetts (Mr. MAR-
KEY) each will control 20 minutes.
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The Chair recognizes the gentleman

from Louisiana (Mr. TAUZIN).
GENERAL LEAVE

Mr. TAUZIN. Mr. Speaker, I ask
unanimous consent that all Members
may have 5 legislative days within
which to revise and extend their re-
marks and to include extraneous mate-
rial on this legislation.

The SPEAKER pro tempore. Is there
objection to the request of the gen-
tleman from Louisiana?

There was no objection.
Mr. TAUZIN. Mr. Speaker, I yield

myself 5 minutes.
Mr. Speaker, I rise in support of H.R.

3783, the Child Online Protection Act.
Last month the Committee on Com-
merce overwhelmingly approved this
bill. The bill as adopted would simply
make it illegal to sell pornography to
minors on the World Wide Web unless
and until an adult verification system
is in place.

Let me make it clear, the bill does
not try to control the sale of that ma-
terial to adults. Neither does it say one
cannot sell it to a minor for whom an
adult says it is okay. It simply says
that insofar as the sale of material to
a minor, that the producer of that
product cannot do so without the con-
sent of the parents in an adult verifica-
tion system that actually works.

It directs the FTC to promulgate reg-
ulations within a year of the date of
the act prohibiting commercial
websites and online operators from col-
lecting personally identifying informa-
tion from children 12 and under, unless
certain requirements are met. This is
an FTC agreement that has been
reached and supported and already
adopted on the other side that we have
added by amendment to this bill.

Further, the public posting of chil-
dren’s identifying information in chat
rooms and other online forums may
pose safety concerns, and the bill sim-
ply protects against those things hap-
pening.

The bill requires four simple things.
It requires ample notice to make sure
that operators provide clear, promi-
nent, understandable notice on their
sites of what information they are col-
lecting from children, how they will
use it, and disclosure practice for that
information.

Second, it states that operators must
obtain parental consent; and third,
that operators must prohibit induce-
ments to provide personal information
from the children by games and con-
tests; and that operators must disclose
the specific types of information col-
lected to a parent, and offer the parent
the opportunity to opt out of future
use of that information.

For those who are still denying that
the legislation is not needed, I ask
them to go back to their offices and
surf the net for a few minutes. If Mem-
bers take a few minutes, Members will
see that H.R. 3783 really attempts to
solve a real, not a perceived, problem.

If Members go to an Internet search
engine such as Yahoo, type in ‘‘porn’’

or ‘‘sex’’, under porn I am told we will
receive more than 105,000 matches, and
under sex, receive 670,000 matches.
Within seconds Members can retrieve
information from any one of these hits,
and they will display, in many cases,
pornographic material.

Some sites will have warnings, 18 or
older. Other sites ask for credit cards
or information prior to entering, but
virtually all the sites contain teasers
that display sexual behavior, in an at-
tempt to lure us into that site, us or
our children. Imagine, now, a Member’s
8-year-old son or daughter is accessing
that same information.

The bill that we are considering
today makes an honest attempt, with-
out interference with the first amend-
ment, to provide that our sons or
daughters will not easily access this in-
formation without our consent. It is ef-
fective because it focuses on the com-
mercial seller of pornography, and it
uses a constitutionally already verified
protection phrase, ‘‘harm to children,’’
rather than the obscenity phrase that
was attempted in the 1996 act and was
rejected by the Supreme Court.

In short, H.R. 3783 attempts to ad-
dress all the issues raised by the Su-
preme Court. It has a narrow prohibi-
tion, tighter definition, and a realiza-
tion that the applicability of the law
may change as technology is involved.

I want to particularly commend the
gentleman from Ohio (Mr. OXLEY), the
vice chairman of the Subcommittee on
Telecommunications, Trade, and Con-
sumer Protection, who is the principal
author and who has worked so dili-
gently with all members of the com-
mittee to make sure it came out with
unanimous consent, and with condi-
tions and language that we think is
supportable in any court challenge.

I want to thank the gentleman from
Virginia (Chairman BLILEY) for his
leadership on this issue. He knows, as
we all know, that this is a real prob-
lem, and this bill attempts to solve it
in a real simple but meaningful way.

Mr. Speaker, I encourage Members to
support H.R. 3783, and I reserve the bal-
ance of my time.

Mr. MARKEY. Mr. Speaker, I yield
myself such time as I may consume.

Mr. Speaker, today we bring to the
floor the Child Online Protection Act,
the bill that has been introduced by my
good friend, the gentleman from Ohio
(Mr. OXLEY), the gentleman from Penn-
sylvania (Mr. GREENWOOD), the gen-
tleman from New York (Mr. MANTON),
under the leadership of the gentleman
from Louisiana (Mr. TAUZIN) and the
chairman of the full committee, the
gentleman from Virginia (Mr. BLILEY).

The legislation that we are bringing
to the floor also includes the child pri-
vacy protection provisions similar to
those of my bill, H.R. 4667, the Elec-
tronic Privacy Bill of Rights Act of
1998.
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As many know, Senator BRYAN has
similar child privacy legislation mov-

ing through the Senate, and hopefully
we can enact children’s privacy legisla-
tion before Congress adjourns this
year.

I want to thank the gentleman from
Virginia (Chairman BLILEY) and the
gentleman from Louisiana (Chairman
TAUZIN) and the gentleman from Ohio
(Mr. OXLEY) and others for agreeing to
add this provision here at the end of
this session.

The first part of the legislation we
consider this afternoon is designed to
protect children from Internet fare
that is inappropriate for them. Mr.
Speaker, there is no question that
there is content out on the Internet
that is harmful to children and that
they ought not to have access to such
on-line fare from their computers.

In the previous session of Congress,
the Communications Decency Act pro-
vision of the Telecommunications Act
established a national indecency stand-
ard that the Court struck down be-
cause it was overly vague and broad,
and I agreed with that decision. I op-
posed the Communications Decency
Act out here on the floor.

The standard in the bill before us
today is ‘‘harmful to minors,’’ much
narrower than the Communications
Decency Act. Yet like the CDA, the bill
would propose a national standard
rather than a community-based stand-
ard of what harmful to minors means.

The legislation before us raises a
number of difficult policy questions
such as whether a policy of commu-
nity-by-community-based standards of
harmful to minors is at all possible in
a global medium, whether the Internet
requires national treatment for what is
harmful to minors across the country.

The legislation also tacitly deter-
mines that filtering or blocking soft-
ware cannot do the job of protecting
minors, and, therefore, the government
needs to step in and regulate access to
certain Internet content.

I have long believed that technology
can offer a solution to some of the
problems that technology itself cre-
ates. Software filtering technology and
other blocking technology can help to
provide parents some tools for shield-
ing children from inappropriate on-line
fare.

In addition, I believe that other solu-
tions may also help to mitigate against
minors gaining access to Websites that
parents want to shield from young chil-
dren. I commend the gentleman from
Ohio (Mr. OXLEY) for going to great
lengths to listen to the concerns that
many of us have and thank him for the
adjustments that he has made in the
legislation to meet some of those con-
cerns.

While many of us still have concerns
over the scope and the timing of some
of these provisions, I hope that as we
proceed and further discuss these pro-
visions with our friends in the Senate,
we can address how we define the scope
of those entities that are providing in-
appropriate content and properly dis-
tinguish them from those entities that
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are solely conduits for accessing that
information; further talk about alter-
natives such as filtering; and perhaps
address the timing of when certain pro-
visions become effective; and adjust
the commission in the bill to make its
membership more bipartisan and re-
flective of the bipartisan manner in
which this body deals with tele-
communications issues generally.

Mr. Speaker, the second part of the
bill, as the chairman of the sub-
committee has pointed out, addresses
the issue of child privacy on the Inter-
net. The issue of privacy in the Infor-
mation Age, and in particular chil-
dren’s privacy protection, is quite
timely as the Nation becomes ever
more linked by communications net-
works such as the Internet.

It is important as we tackle these
issues now, before we travel down the
information superhighway too far and
realize perhaps that we made a wrong
turn, that we had a chance to build in
protection for kids before this tech-
nology took too much control over the
lives of kids across our country.

In general, I believe that Congress
ought to embrace a three-part com-
prehensive policy of privacy for chil-
dren in our country:

Number one, that every parent
should have knowledge about informa-
tion which is being gathered about
children in our country. As we know,
many of these Websites attach cookies,
attach this technology which allows
them to gather the information about
children without the knowledge of
those children or parents. I believe
that every family should know when
information is being gathered about
their children.

Secondly, notice that those compa-
nies, that those individuals plan on
reusing that information for purposes
other than that which was originally
intended by the family, by the chil-
dren.

And thirdly, that the family, that the
consumer, that the children, have a
right to say no, that they do not want
this information to be reused other
than that purpose for which the family
had, the children using the Internet at
that time.

These provisions in this bill are very
consistent with those larger principles.
The Senate has included language that
is nearly identical; not quite, but very
close in their bill. It gives us a chance
to deal with this children’s issue, this
privacy issue, and I would hope that
the full House today would adopt the
bill in its entirety.

I thank the gentleman from Louisi-
ana (Mr. TAUZIN), chairman of the sub-
committee, again for his graciousness
in helping us to add that provision.

Mr. TAUZIN. Mr. Speaker, will the
gentleman yield?

Mr. MARKEY. I yield to the gen-
tleman from Louisiana.

Mr. TAUZIN. Mr. Speaker, just to
make everyone clear on the fact that
the gentleman from Massachusetts
(Mr. MARKEY) is the principal author of

these on-line privacy provisions, and
they come, as he has pointed out, with
full recommendation of the FTC and
many consumer and family and chil-
dren’s support groups around America.
I have a long list.

I also wanted to add that the provi-
sions do include a safe harbor provision
which says to the industry that if they
can come up with a better provision,
they can submit it to the FTC, and
that would be the one that would be
used. That is a very good type of provi-
sion that we like to include in this
type of Internet legislation.

Mr. MARKEY. Mr. Speaker, reclaim-
ing my time, I just think it is good
electronic ethics for Website operators
to know that they have a responsibil-
ity to children in our country. They
should obtain parental consent. And I
thank all who have helped to work on
that issue, the gentleman from Louisi-
ana (Mr. TAUZIN) the gentleman from
Virginia (Mr. BLILEY) the gentleman
from Ohio (Mr. OXLEY). On our side, the
gentleman from Michigan (Mr. DIN-
GELL) and his staff have worked with us
very closely to craft this in a way
which we believe does really meet this
very great concern that is rising across
the country.

Mr. Speaker, I reserve the balance of
my time.

Mr. TAUZIN. Mr. Speaker, I yield 3
minutes to the gentleman from Ohio
(Mr. OXLEY) the principal author of the
main part of this legislation which pro-
tects against pornography and children
on the Net.

(Mr. OXLEY asked and was given
permission to revise and extend his re-
marks.)

Mr. OXLEY. Mr. Speaker, I rise
today in support of the Child On-line
Protection Act and as an advocate for
a child’s right to explore the World
Wide Web without exposure to graphic
pornography.

Currently more than 60,000 Websites
featuring sexually explicit and obscene
material are available to unsuspecting
children. While the Internet can be a
positive tool for the education and en-
tertainment of our children, it can also
be a window to the dark world of por-
nography. Minors can readily access
obscene material intentionally or unin-
tentionally and be lured into dangerous
situations. Children cannot safely
learn in a virtual red light district.

Common sense and 40 years of re-
search in the field of child development
clearly demonstrate that exposure to
sexually explicit material is detrimen-
tal to the healthy psychological devel-
opment of children.

Current law does not prevent adult
Websites from providing sexually ex-
plicit images to children. Commercial
distributors of pornography offer free
teaser pages to lure potential cus-
tomers into viewing more. A child may
innocently search for key words like
‘‘dollhouse,’’ ‘‘toys’’ or ‘‘pet,’’ and be
led into numerous sexually explicit
sites.

That is why COPA enjoys broad bi-
partisan support today, and I specifi-

cally would like to express my appre-
ciation to my original cosponsor, the
gentleman from Pennsylvania (Mr.
GREENWOOD), as well as the gentleman
from Virginia (Chairman BLILEY), the
gentleman from Louisiana (Chairman
TAUZIN) for bringing this bill to the
floor today, the ranking member of my
subcommittee, the gentleman from
New York (Mr. MANTON), the gen-
tleman from Massachusetts (Mr. MAR-
KEY), who has added the protections
also in the privacy side that we ap-
plaud, and the gentleman from Califor-
nia (Mr. COX). Their input allowed us
to clarify the intent of H.R. 3783 and
eliminate any vagueness.

The gentleman from Washington (Mr.
WHITE) particularly deserves particular
recognition for helping to refine the
bill to protect Internet service provid-
ers for liability for content which they
do not produce.

I also want to express my support for
Chairman Bliley’s addition of child pri-
vacy protection language to the bill
and express my sincere thanks to the
gentleman from Massachusetts (Mr.
MARKEY) for his good work in this area.

Mr. Chairman, COPA employs the
constitutionally tested ‘‘harmful to
minors’’ standard recognized and
upheld in Federal courts for more than
30 years. It only applied to material
which is not protected speech for mi-
nors under the First Amendment.

COPA requires commercial on-line
pornographers to take steps to restrict
children’s access to adult material on
the Web by requiring adult verifica-
tion, such as an adult access code, PIN
number, credit card numbers, or new
technologies such as digital signatures
when they become available.

COPA does not, and I want make this
very clear, does not restrict an adult’s
ability to access pornographic Websites
and does not apply to content with re-
deeming value or regulate content. The
bill merely proposes that Web porn be
treated in the same manner as the
print media.

Unfortunately, the Web is awash in
degrading smut. There are literally
thousands of sites dedicated to every
manner of perversion and brutality.
This is nothing less than an attempt to
protect childhood. I urge all Members
to join us in supporting this legisla-
tion.

Mr. MARKEY. Mr. Speaker, I yield 1
minute to the gentleman from New
York (Mr. MANTON) coauthor of the
bill.

Mr. MANTON. Mr. Speaker, I thank
the gentleman from Massachusetts
(Mr. MARKEY) for yielding me this
time.

Mr. Speaker, I rise today in strong
support of this legislation, as amended.
I am proud to be a cosponsor of this
bill and to urge all of my colleagues to
support its passage.

The Internet is one of our society’s
most valuable educational tools and an
exciting entertainment medium for
children. It allows them to access in-
formation and learn about the world in
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a way no past generation has experi-
enced. Unfortunately, it can also be a
dangerous place for children who either
knowingly or unwittingly stumble
across pornographic material.

We can all agree that children should
not have access to pornography via the
Internet, but how to achieve this end
while upholding the First Amendment
rights of adults is a delicate task. I be-
lieve the Child On-line Protection Act
will go a long way toward protecting
children, but do so in the least restric-
tive manner, ensuring the rights of
adults are not compromised.

Mr. Speaker, this bill addresses a
very serious problem. With estimates
that close to 28,000 pornography
Websites exist today, it is clear that we
must act to keep such material from
our children.

I would like to thank both the gen-
tleman from Ohio (Mr. OXLEY) and the
gentleman from Pennsylvania (Mr.
GREENWOOD) for all of their hard work
in bringing this legislation before us
today.

Again, I urge my colleagues to sup-
port the Child On-line Protection Act.

Mr. TAUZIN. Mr. Speaker, I yield 2
minutes to the gentleman from Penn-
sylvania (Mr. GREENWOOD).

Mr. GREENWOOD. Mr. Speaker, I
thank the gentleman from Louisiana
(Mr. TAUZIN) for yielding me this time.

Mr. Speaker, and I also rise to sup-
port the Child On-line Protection Act.
In the Greenwood house, we have a
small room. It is the playroom. And as
my two little daughters, Laura and
Katy, have grown up, it has been kind
of fun to watch the transition of the
toys in their playroom.

When we got our computer, we put it
in the playroom, figuring that as time
goes by and they grow, they will shift
from the toys and spend more time
with their studies and computers. At
any given time, I can walk in the play-
room and see one of my daughters on
the computer and another playing with
her dollhouse or maybe some of her
toys inspired by Disney movies.

As the gentleman from Ohio (Mr.
OXLEY) said, the terrible problem is
that if my daughter sits at the com-
puter and types in a word like ‘‘doll-
house’’ or ‘‘toys″ or ‘‘Disney’’ even, she
could find herself at the direct access
to pornographic sites.

The Communications Decency Act
was our first effort to try to stop this
problem, a problem that every parent
in America wants us to address. Of
course that was struck down first by a
circuit court in my area, Philadelphia,
and then by the Supreme Court. So, we
looked for a new standard, and we
found the standard that meets the
Court’s guidelines in H.R. 3783.

The principle is very simple. The
First Amendment certainly protects
the right of people to have any kind of
literature in their adult bookstores,
but it certainly does not mean that
proprietors can open an adult book-
store in a mall and display their mer-
chandise on the windows of their store

visible to shoppers, including children,
in the store. It is common sense. That
is what this legislation does on the
Web.

There are adult movie theaters, so-
called adult movie theaters, where
there are pornographic films, but the
purveyors of those films cannot display
their videos on the marquee visible to
people on the sidewalk.

This legislation, by simply requiring
adult access to these sites, is consist-
ent with the First Amendment rights
outlined by the Supreme Court and cer-
tainly consistent with the will and the
wishes of every parent, including this
parent, that our children be protected
from that material and that it be ac-
cessible only by adults with the correct
code or Visa card.

Mr. Speaker, I urge support of the
legislation.

Mr. MARKEY. Mr. Speaker, I yield 3
minutes to the gentleman from Massa-
chusetts (Mr. FRANK).

Mr. FRANK of Massachusetts. Mr.
Speaker, I congratulate my colleague
from Massachusetts on the privacy pro-
tections here. They are very, very im-
portant.
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I wish they were coming up as a sepa-
rate bill, because they are attached to
a bill which I believe will be found un-
constitutional and which ought not to
be passed.

Obviously, it is important to try to
protect minors from being exploited
and abused and exposed to inappropri-
ate material on the internet. But it is
important to do that in a way that
does not interfere with the constitu-
tional right of adults to communicate
with each other. The operative part of
this bill, on page 4, says it is a crime to
make any communication for commer-
cial purposes available to any minor.
That does not mean that the commu-
nication was aimed at the minor: to
make it available to a minor. That
means an entity is held responsible for
anybody who has access to the inter-
net.

Now, here is the problem we have. We
have in this country a great deal of
free speech. If we are writing or speak-
ing or communicating ideas in a non-
electronic context, we have more free-
dom in America than in any other
country. But we began in the 1930s, be-
cause of the limited radio spectrum, a
second doctrine on freedom of expres-
sion. Freedom of expression does not
fully apply, we said, if it is electroni-
cally communicated. Well, the courts
are no longer maintaining that strict
definition, because the basis, the lim-
ited spectrum, the notion of the public
interest, does not quite control.

We are in danger now of having two
separate standards because, clearly,
this standard where we would be com-
mitting a crime if we made any com-
munication for commercial purposes
available to a minor, that was harmful
to a minor, that would not obviously
even be offered for a newspaper, for a

magazine or for a book. And the notion
that we should give a lesser standard of
constitutional protection for freedom
of expression because it is electroni-
cally communicated is not only mis-
taken, but given that we will increas-
ingly communicate with each other
electronically, it will erode our free-
dom.

In the definition of harmful to a
minor it says obscenity or another cat-
egory. This bill specifically says it reg-
ulates nonobscene material if the ma-
terial appeals on the whole to prurient
interests. And, again, it does not only
deal with material aimed at minors. If
we put something on the web that is
not obscene, and it has an appeal to
prurient interests and is then judged
harmful to minors, we can be guilty of
a crime. This will further erode the no-
tion of freedom of speech.

So I welcome the privacy protections
here, and I understand the importance
of trying to protect children, but doing
it in a way that says, and let me be
very clear that this is what this says,
nonobscene material that is constitu-
tionally protected, because the bill ex-
plicitly says it is banning obscene ma-
terial and nonobscene material if it is
harmful to minors. If we put that on
the web and a minor sees it, we can be
criminally liable even if we were not
even making any efforts to try to aim
it at the minor.

This is far too broad. I believe it will
be held unconstitutional. That is why
the Justice Department asked us to
hold off. I think it would be a grave
error to do this today.

Mr. TAUZIN. Mr. Speaker, I yield
myself such time as I may consume
just to respond.

First of all, I want to point out that
the harmful to minor standard was
upheld in 1969 by the Supreme Court
itself and that 48 States have such
standards in their State laws. Five cir-
cuit courts have already examined
those and approved those as constitu-
tional, and that is the standard used in
this bill.

Secondly, I would point out that the
owners and producers of these sites are
liable only if they are commercial op-
erators who do not put in filtering de-
vices where parents can say yes or no.
If in fact the filtering device is in
place, and the parents say it is okay
for our children to see this stuff, so be
it. It simply requires, if someone is
going to go into the commercial busi-
ness of putting material that is harm-
ful to minors under that Supreme
Court standard on the internet, that
that material must contain a filtering
device so that parents have the ability
to say yes or no.

That is the sum and substance of the
bill. And, again, I would urge its adop-
tion.

Mr. Speaker, I yield 1 minute to the
gentleman from Washington State (Mr.
WHITE).

Mr. WHITE. Mr. Speaker, I have four
children, they are 14, 12, 9 and 7. They
use the internet all the time. And I can
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tell my colleagues we do have a real
problem in terms of their access to por-
nography that might exist on the
internet.

I would also say, however, that a law
is not always the best way to solve
these problems. And I think we know
our laws do not apply in Amsterdam.
They sometimes breed a false sense of
security. And, even worse, they some-
times lock us into the wrong tech-
nology, technology that is obsolete and
will not do as good a job as technology
that might come along in the future.

So I think it is no secret to my
friends on the committee that I would
have preferred to wait a year to let the
technology community really give us
their input on this bill. The committee
felt otherwise, and I know many of my
colleagues feel otherwise. And, frankly,
working together, we have produced a
very good bill.

The main improvement that I see in
this bill, and one that we should focus
on, is we call for a commission made up
of 16 members from the technology
community and 3 members of govern-
ment who will report to us in 1 year as
to whether this is the best way to solve
this problem, or whether there are
other technologies out there that we
are not aware of that might do a better
job of helping us solve this problem.

So with that improvement, I think
this bill is a good bill, deserves our sup-
port, and I urge my colleagues to vote
for it.

Mr. TAUZIN. Mr. Speaker, may I in-
quire of the time remaining?

The SPEAKER pro tempore (Mr.
NEY). The gentleman from Louisiana
(Mr. TAUZIN) has 9 minutes remaining;
and the gentleman from Massachusetts
(Mr. MARKEY) has 8 minutes remaining.

Mr. MARKEY. Mr. Speaker, I yield
31⁄2 minutes to the gentlewoman from
Texas (Ms. SHEILA JACKSON-LEE).

Ms. JACKSON-LEE of Texas. Mr.
Speaker, I thank the gentleman for
yielding me this time and I rise vigor-
ously to support this legislation. And,
Mr. Speaker, I want to thank the gen-
tleman from Pennsylvania (Mr. GREEN-
WOOD), the gentleman from Ohio (Mr.
OXLEY), the gentleman from New York
(Mr. MANTON), the gentleman from
Massachusetts (Mr. MARKEY), the gen-
tleman from Louisiana (Mr. TAUZIN),
the gentleman from Virginia (Mr. BLI-
LEY), and as well the gentleman from
Michigan (Mr. DINGELL).

This legislation did not come
through the House Committee on the
Judiciary, but I think that we can al-
ways consider ways to ensure its con-
stitutionality. My real concern is the
children of America. As a chair of the
Congressional Children’s Caucus, and
one who has interacted frequently in
my local community as a former city
council member, recognizing the vital
role that computers play and the inter-
net plays in schools, in churches, in
homes, and in libraries, and our chil-
dren are in all those places, it is for
that very reason I do not believe this
legislation sets the bar too high to pro-
tect our children.

Frankly, it is tragic that we have to
even do this, because this is good tech-
nology. The internet and the online
services are good technology. I know
that we were together 1 or 2 years ago
in the telecommunications conference
where we tried the v-chip, and we know
what happened with that, but we are
back here trying to do it the right way
on the internet, and the internet does
have a free flow in reaching our chil-
dren.

I am particularly gratified for the
leadership of the gentleman from Mas-
sachusetts on some very vital points as
to parents. Parents, listen to this, for
information is always gathered about
our children. But with the children’s
privacy provision it is important to re-
alize that parents must have knowl-
edge about the gathering of this mate-
rial, even if it is a toy company trying
to find out what our children like to
play with. Then, the notice must be
given of the company’s or the user’s or
the gatherer’s use of that material.
And then, as well, if it is not comport-
ing with what the parents originally
thought it was going to be used for, the
gathering of that material, the parent,
the child, can say no. I think that we
are at a point in this country where
that is a responsible way to go.

As a member of the Subcommittee on
Crime of the Committee on the Judici-
ary, I can assure my colleagues that
solicitation of children over the inter-
net is a growing problem, pornography
on the internet is a growing problem,
and children’s access to the internet is
a growing problem in contrast to what
they are receiving. So I do not think
we can finish this session of Congress
without getting a bill out of the House
that emphasizes the importance of
keeping children away from porno-
graphic issues or pornographic mate-
rial, obscene materials, on the internet
and, likewise, protecting them.

So I would simply extend my thanks
for providing us with a framework
within which we can work. Let the par-
ents of America recognize that we are
giving them a tool reasonably ground-
ed in the constitutional right to pri-
vacy and the first amendment, and I
know we can work on it additionally.

I see my good friend from Louisiana
standing, and there were some points
made on this issue dealing with the
Constitution. I know we are working
very hard, because the computer indus-
try or the internet providers are a pow-
erful group, and I hope that they re-
spect what the FCC has done in work-
ing with the gentleman. We are going
to be reasonable about the amendment.

Mr. TAUZIN. Mr. Speaker, will the
gentlewoman yield?

Ms. JACKSON-LEE of Texas. I yield
to the gentleman from Louisiana.

Mr. TAUZIN. Mr. Speaker, first, let
me commend the gentlewoman for an
excellent statement and, indeed, to
confirm her statement. We have been
very careful about using the language
that the courts have already approved
on the standard, the one approved by

the Supreme Court. We have crafted
the bill so that it applies only to com-
mercial sites and not to ordinary
speakers.

Ms. JACKSON-LEE of Texas. Mr.
Speaker, reclaiming my time, I thank
the gentleman for the time and for an
excellent piece of legislation.

Mr. Speaker, thank you for the opportunity
to speak on this bill this morning. The Child
Online Protection Act will require operators of
commercial adult World Wide Web sites to
protect our children from exposure to porno-
graphic materials.

The Internet was designed by innovators, vi-
sionaries in the scientific and academic com-
munity to expand our horizons, to help us
learn about each other and to have simple ac-
cess to new information, ideas and data. The
net has now moved far beyond an educational
tool and has become a global phenomenon of
communication and commerce. Although the
Web can be a fantastic vehicle for enriching
our lives, we must also keep unwanted sexual
imagery and pornography from invading our
children’s lives.

I support this bill in that it requires the oper-
ators of commercial adult sites to act respon-
sibly in taking steps to restrict children’s ac-
cess to pornographic sites. This bill does not
restrict an adults’ right to access adult material
on the net, it simply requires that users have
a verified credit card number or adult personal
identification number to access adult mate-
rials.

Protecting our children from pornography is
a challenge, but as a parent and as Chair of
the Congressional Children’s Caucus, we must
make every effort to do so.

Mr. TAUZIN. Mr. Speaker, I yield 2
minutes to the gentleman from Penn-
sylvania (Mr. PITTS).

Mr. PITTS. Mr. Speaker, I rise in
strong support of the Child Online Pro-
tection Act. It is our duty to protect
America’s children from online pornog-
raphers.

Kids in America know computers.
They are being raised in an age where
information is at their fingertips; at
the flip of a switch or at the click of a
mouse. While internet access is an in-
credible enhancer of learning, our kids
are also put in danger of exposure to
pornographic materials.

The Child Online Protection Act
would require operators of commercial
adult worldwide web sites to take steps
to restrict children’s access to porno-
graphic materials. Opponents of this
bill will claim that we are attempting
to federally sensor the internet. This is
simply not true. In fact, the legislation
specifically states that it must not be
construed to authorize the FCC to reg-
ulate in any manner the content of any
information provided on the worldwide
web. The bill simply requires commer-
cial providers to place materials that
are harmful to minors on the other side
of adult verification technology.

Let us protect our children, let us
make the internet more family friend-
ly by passing the Child Online Protec-
tion Act today.

Mr. MARKEY. Mr. Speaker, I yield 1
minute to the gentleman from Massa-
chusetts (Mr. FRANK).
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Mr. FRANK of Massachusetts. Mr.

Speaker, as I read this, I do not believe
filtering equipment would be a com-
plete affirmative defense, as I read the
line about affirmative defenses. But I
then had a question. It says material
that is harmful to minors, and I gather
in a picture or text that would be de-
scribing sex and would appeal to pruri-
ent interests.

A question would be if a commercial
entity took the Starr report, which was
not copyrighted, and put it out on the
web as part of their business-making
enterprise, would a commercial busi-
ness that put the Starr report out on
the web and did not restrict it with fil-
tering information, would that com-
mercial enterprise be subject to a pen-
alty under this bill?

Mr. OXLEY. Mr. Speaker, will the
gentleman yield?

Mr. FRANK of Massachusetts. I yield
to the gentleman from Ohio.

Mr. OXLEY. Mr. Speaker, I thank
the gentleman. The answer is no. Be-
cause the harmful to minors, as has
been interpreted by the courts, it de-
fines harmful to minors as not covering
content which, taken as a whole, has
serious literary, artistic, political or
scientific value. And I think it is pret-
ty clear this has political content.

Mr. FRANK of Massachusetts. Re-
claiming my time, Mr. Speaker, if the
gentleman is talking about the Starr
report, I guess maybe he is right. It
certainly does not have any literary
value or scientific value or artistic
value. But from the standpoint of his
party, it has political value, so maybe
it would get off.

Mr. OXLEY. The gentleman can in-
terpret it however he wants.

Mr. MARKEY. Mr. Speaker, I yield
back the balance of my time.

Mr. TAUZIN. Mr. Speaker, I yield 1
minute to the gentlewoman from New
Mexico (Mrs. WILSON).

Mrs. WILSON. Mr. Speaker, I rise in
support of this bill, and I appreciate
this bill for a number of reasons. In my
view it is really the brown paper wrap-
per approach to the internet, where
technology has really exceeded our
ability as parents to protect our chil-
dren from things that we would like to
protect them from.

By making commercial sale against
the law in the internet without age
verification, we are really doing no
more than is required by most Circle
K’s or convenience stores, and I think
that that is the right way to approach
it.

I also appreciate that this bill in-
cludes studies on filtering and other
methods, like zoning, that may be able
to help parents and help schools with-
out prescribing an answer before we
know what the technology is capable
of.

b 1645

I think that that is also a rational
approach to solving this problem. I ap-
preciate the amendment that protects
personal information of children on-

line. As a parent, I understand the
strengths and benefits of the Internet.
But it also has the potential to exceed
our ability as parents to control the
access of our children to things that
they may not even know they are ac-
cessing.

Let us give ourselves another tool.
Let us give ourselves that electronic
brown paper wrapper.

Mr. TAUZIN. Mr. Speaker, I yield
myself such time as I may consume. I
want to point out that the gentleman
from Washington (Mr. WHITE) and I
have authored a bill that codifies in
law the concept of forbearance of regu-
lating the Internet. The FCC has vol-
untarily forborne any regulations of
the Internet and we think that is prop-
er. The bill we have offered indicates
that the FCC should continue in that
forbearance but that where and if areas
of concern arise, such as this area of
harmfulness to minors, that the Con-
gress itself should make the decisions
about how and where the Internet
should be affected by any such restric-
tions or regulations. It is for that rea-
son that we think this bill is very
much in line with the concept of the
White bill that we have earlier offered
and which we will try to pursue pas-
sage in a future Congress.

The concept again is that the Inter-
net should be as free and open as pos-
sible. Otherwise, it cannot be the place
where free expression under the first
amendment is fully utilized as we all
want it to be. But where areas exist,
such as in this area of harmfulness to
minors or areas where minors’ informa-
tion is being taken from them without
parental consent, this is the area where
Congress itself should express those
areas of concern and come up with so-
lutions. This bill is an honest attempt
to do that.

Mr. Speaker, I yield 2 minutes to the
gentleman from Florida (Mr. STEARNS).

(Mr. STEARNS asked and was given
permission to revise and extend his re-
marks.)

Mr. STEARNS. Mr. Speaker, I rise
today in support of H.R. 3783. I believe
it is fundamentally important that as
the representatives of our Nation, we
do everything we can to protect our
children from the detrimental effects
of pornography reaching their eyes.

This bill as it is is tailored to with-
stand the legal requirements estab-
lished by the Supreme Court when it
struck down the Communications De-
cency Act. The bill uses the constitu-
tionally defensible ‘‘harmful to mi-
nors’’ standard rather than the con-
stitutionally questionable ‘‘decency’’
standard. The bill prohibits businesses
from selling or transferring through
the Internet material that is harmful
to minors. Businesses would be in com-
pliance of the law and not liable to
prosecution if they adhere to some ‘‘af-
firmative defenses’’ in the conduct of
their businesses. An example of an af-
firmative defense for a company would
be requiring the use of a credit card,
debit account or some type of ‘‘adult
access code.’’

This is an integral bill that will be
good for the Nation. I urge my col-
leagues’ support.

Mr. BLILEY. Mr. Speaker, as the Commerce
Committee has learned during the course of
the 105th Congress, the Internet, and con-
sequently, electronic commerce, will only con-
tinue to develop if it is safe, secure, and pri-
vate. H.R. 3783 addresses the ‘‘safety’’ of the
Internet and provides an effective means to
help protect children online.

Pronography is widely available on the Inter-
net. According to Wired Magazine, there are
approximately 28,000 adult Web sites promot-
ing pornography and these sites generate
close to $925 million in revenues. While adults
have a right to view this material, parents,
educators, and civic groups agree that expo-
sure to pornography is not appropriate for mi-
nors. Forty-eight States agree with this as-
sessment and have adopted ‘‘harmful to
minor’’ statutes.

Whether these States require porn to be
sold behind the counter at a drug store, on
blinder racks at a convenient store, or in a
shrink wrap at a news stand, each of them
recognizes the proper role government can
play to help restrict a child’s access to inap-
propriate material. The purpose of H.R. 3783
is to extend those protections in cyberspace
by restricting the sale of material harmful to
minors over the World Wide Web.

Most opponents of legislation continue to
argue that adult verification systems are not
fool proof and that industry needs more time
to come up with effective solutions. On the
one hand, I agree that no solution is perfect,
not even requiring the sale of pornography be-
hind the counter at a drug store. On the other
hand, delaying for another year does nothing
to help the parents and educators today.

We can continue to debate the effectiveness
of filtering software, rating systems, and adult
domain name zoning, but none of these solu-
tions apply the necessary burden on the ap-
propriate industry, that is, the adult entertain-
ment industry. I applaud the efforts of the soft-
ware industry to develop filtering software and
other technological solutions, but the law
should impose duties on the source of the
problem, not the victims.

H.R. 3783 does not ‘‘burn the house to
roast the pig.’’ Adults may still view any mate-
rials on the Internet they wish, with minimal in-
convenience, and engage in adult conversa-
tions in chat rooms, e-mails, and bulletin
board services. Thus, H.R. 3783 strikes the
appropriate balance between the First Amend-
ment rights of adults and the government’s
compelling interest to protect children.

The amendment we are considering today
also contains privacy protections for kids.
These provisions generally prohibit businesses
from collecting personal information from a
child online without the parent’s consent.

Legislation will not solve all the problems.
Parents, educators, and industry must con-
tinue to play a role to ensure that kids are pro-
tected online.

I thank Mr. OXLEY and Mr. GREENWOOD for
their leadership and Mr. TAUZIN for helping to
move the bill along.

Mr. DINGELL. Mr. Speaker, we are attempt-
ing to accomplish a laudable goal in this legis-
lation. Parents are clamoring for ways to pro-
tect their kids from the onslaught of porno-
graphic material on the Internet, and Congress
has a responsibility to assist them in whatever
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ways it can. However, we have been down
this road before, and our most recent attempt
was met with a resounding rebuke from the
Supreme Court. The Communications De-
cency Act was declared unconstitutional by a
unanimous vote, and I harbor serious con-
cerns that this bill will meet the same fate.

While the notion of regulating materials
which are deemed ‘‘harmful to minors’’ sounds
appealing, it raises many practical concerns.
Who decides what materials are ‘‘harmful to
minors?’’ Should the standard be community-
based, or national? If local judgments about
the suitability of materials differ around the
country, how can a global medium such as the
Internet respond to these different views? For
example, will the Internet sale of mainstream
movies and sound recordings be subject to
the most conservative community’s view of
what is harmful to minors, exposing itself to
civil and criminal penalties in the process? If
a chill is placed on the sale of these materials,
what will be the practical effect on the growth
of electronic commerce?

These questions and many more should be
addressed before we rush to adopt an easy fix
to a complex problem. The Supreme Court is
likely to force Congress’s hand on these mat-
ters, and reiterate its demand for a more thor-
ough evaluation if and when this legislation is
enacted.

Mr. PITTS. Mr. Speaker, I rise in strong
support of the Child Online Protection Act.

It is our duty to protect America’s children
from online pornographers.

Kids in America know computers. They are
being raised in an age where information is at
their fingertips at the flip of a switch and a
click of the mouse.

While Internet access is an incredible
enhancer of learning, our kids are also put in
danger of exposure to pornographic materials.

The Child Online Protection Act would re-
quire operators of commercial adult World
Wide Web sites to take steps to restrict chil-
dren’s access to pornographic materials.

Opponents of this bill will claim that we are
attempting to federally censor the Internet.
This is simply not true. The bill simply requires
commercial providers to place materials that
are ‘‘harmful to minors’’ on the other side of
adult verification technology.

Let’s protect our children and make the
Internet more family friendly by passing the
Child Online Protection Act today.

Mr. TAUZIN. Mr. Speaker, I again
want to thank the gentleman from
Ohio (Mr. OXLEY) the principal author
of the bill and the gentleman from
Massachusetts (Mr. MARKEY) who has
indeed improved it so much with the
privacy provisions.

Mr. Speaker, I have no additional re-
quests for time, and I yield back the
balance of my time.

The SPEAKER pro tempore (Mr.
NEY). The question is on the motion of-
fered by the gentleman from Louisiana
(Mr. TAUZIN) that the House suspend
the rules and pass the bill, H.R. 3783, as
amended.

The question was taken; and (two-
thirds having voted in favor thereof)
the rules were suspended and the bill,
as amended, was passed.

The title of the bill was amended so
as to read: ‘‘A Bill to amend the Com-
munications Act of 1934 to require per-

sons who are engaged in the business of
distributing, by means of the World
Wide Web, material that is harmful to
minors to restrict access to such mate-
rial by minors, and for other pur-
poses.’’.

A motion to reconsider was laid on
the table.

f

MESSAGE FROM THE SENATE
A message from the Senate by Mr.

Lundregan, one of its clerks, an-
nounced that the Senate had passed
bills of the following titles in which
the concurrence of the House is re-
quested:

S. 505. An act to amend the provisions of
title 17, United States Code, with respect to
the duration of copyright, and for other pur-
poses.

S. 2561. An act to amend the Fair Credit
Reporting Act with respect to furnishing and
using consumer reports for employment pur-
poses.

f

REPORT ON RESOLUTION WAIVING
POINTS OF ORDER AGAINST CON-
FERENCE REPORT ON H.R. 4104,
TREASURY AND GENERAL GOV-
ERNMENT APPROPRIATIONS ACT,
1999
Mr. MCINNIS, from the Committee

on Rules, submitted a privileged report
(Rept. No. 105–790) on the resolution (H.
Res. 579) waiving points of order
against the conference report to ac-
company the bill (H.R. 4104) making
appropriations for the Treasury De-
partment, the United States Postal
Service, the Executive Office of the
President, and certain Independent
Agencies, for the fiscal year ending
September 30, 1999, and for other pur-
poses, which was referred to the House
Calendar and ordered to be printed.

f

REPORT ON RESOLUTION PROVID-
ING FOR CONSIDERATION OF
HOUSE JOINT RESOLUTION 131,
WAIVING ENROLLMENT RE-
QUIREMENTS FOR REMAINDER
OF 105TH CONGRESS WITH RE-
SPECT TO ANY BILL OR JOINT
RESOLUTION MAKING GENERAL
OR CONTINUING APPROPRIA-
TIONS FOR FISCAL YEAR 1999
Mr. MCINNIS, from the Committee

on Rules, submitted a privileged report
(Rept. No. 105–791) on the resolution (H.
Res. 580) providing for consideration of
the joint resolution (H.J.Res. 131)
waiving certain enrollment require-
ments for the remainder of the One
Hundred Fifth Congress with respect to
any bill or joint resolution making
general or continuing appropriations
for fiscal year 1999, which was referred
to the House Calendar and ordered to
be printed.

f

ANNOUNCEMENT REGARDING LEG-
ISLATION TO BE CONSIDERED
UNDER SUSPENSION OF THE
RULES TODAY
Mr. MCINNIS. Mr. Speaker, pursuant

to House Resolution 575, I announce

the following suspension to be consid-
ered today:

S. 505.

f

WAIVING POINTS OF ORDER
AGAINST CONFERENCE REPORT
ON H.R. 4104, TREASURY AND
GENERAL GOVERNMENT APPRO-
PRIATIONS ACT, 1999

Mr. MCINNIS. Mr. Speaker, by direc-
tion of the Committee on Rules, I call
up House Resolution 579 and ask for its
immediate consideration.

The Clerk read the resolution, as fol-
lows:

H. RES. 579

Resolved, That upon adoption of this reso-
lution it shall be in order to consider the
conference report to accompany the bill
(H.R. 4104) making appropriations for the
Treasury Department, the United States
Postal Service, the Executive Office of the
President, and certain Independent Agencies,
for the fiscal year ending September 30, 1999,
and for other purposes. All points of order
against the conference report and against its
consideration are waived. The conference re-
port shall be considered as read.

The SPEAKER pro tempore. The gen-
tleman from Colorado (Mr. MCINNIS) is
recognized for 1 hour.

Mr. MCINNIS. Mr. Speaker, for pur-
poses of debate only, I yield the cus-
tomary 30 minutes to the gentleman
from Massachusetts (Mr. MOAKLEY),
pending which I yield myself such time
as I may consume. During consider-
ation of this resolution, all time yield-
ed is for the purpose of debate only.

Mr. Speaker, the proposed rule for
the conference report to accompany
H.R. 4104, the Treasury, Postal Service,
and General Government Appropria-
tions bill for fiscal year 1999 waives all
points of order against the conference
report and against its consideration.
The rule provides that the conference
report will be considered as read.

Mr. Speaker, I reserve the balance of
my time.

Mr. MOAKLEY. Mr. Speaker, I thank
my very dear friend and my colleague
from Colorado (Mr. MCINNIS) for yield-
ing me the customary half-hour, and I
yield myself such time as I may con-
sume.

Mr. Speaker, I urge my colleagues to
oppose this rule and oppose the con-
ference report. I realize we are nearing
the end of our session and I understand
that tempers are growing very short,
but I am also very disappointed to hear
that my Republican colleagues on the
Treasury-Postal conference committee
have deleted some Democrat-supported
provisions, and it appears that they did
so without any Democratic participa-
tion.

As late as yesterday afternoon, dis-
cussions between Democrat and Repub-
lican conferees were ongoing and all in-
dications were that the conference re-
port would pass with a bipartisan ma-
jority. But this morning without so
much as a notice of meeting, my Demo-
cratic colleagues learned that these
Democratic provisions had been taken
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