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to remove it if there are no other op-
tions presented. If we do not modify 
title II, reluctantly I will not be able to 
support the compromise legislation 
that has been presented. 

I urge my colleagues to try to get 
this done right. This is an important 
bill. Unfortunately, it is fatally flawed 
with the legislation that is before us. 

I yield the floor. 
f 

CONCLUSION OF MORNING 
BUSINESS 

The ACTING PRESIDENT pro tem-
pore. Without objection, morning busi-
ness is closed. 

f 

FISA AMENDMENTS ACT OF 2008 

The ACTING PRESIDENT pro tem-
pore. Under the previous order, the 
Senate will resume consideration of 
H.R. 6304, which the clerk will report. 

The legislative clerk read as follows: 
A bill (H.R. 6304) to amend the Foreign In-

telligence Surveillance Act of 1978 to estab-
lish a procedure for authorizing certain ac-
quisitions of foreign intelligence, and for 
other purposes. 

The ACTING PRESIDENT pro tem-
pore. Under the previous order, the mo-
tion to proceed is agreed to and the 
motion to reconsider is made and laid 
on the table. 

The Senator from Wisconsin. 
Mr. FEINGOLD. Mr. President, I ask 

unanimous consent that the time I 
consume be allocated to the Dodd 
amendment. 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

Mr. FEINGOLD. Mr. President, I 
strongly support Senator DODD’s 
amendment to strike the immunity 
provision from this bill, and I espe-
cially thank the Senator from Con-
necticut for his leadership on this 
issue. Both earlier this year, when the 
Senate first considered FISA legisla-
tion, and again this time around, he 
has demonstrated tremendous resolve 
on this issue, and I have been proud to 
work with him. 

Some have tried to suggest that the 
bill before us will leave it up to the 
courts to decide whether to give retro-
active immunity to companies that al-
legedly participated in the President’s 
illegal wiretapping program. But make 
no mistake, this bill will result in im-
munity being granted—it will—because 
it sets up a rigged process with only 
one possible outcome. Under the terms 
of this bill, a Federal district court 
would evaluate whether there is sub-
stantial evidence that a company re-
ceived . . . 
a written request or directive from the At-
torney General or the head of an element of 
the intelligence community indicating that 
the activity was authorized by the President 
and determined to be lawful. 

We already know, from the report of 
the Senate Intelligence Committee 
that was issued last fall, that the com-
panies received exactly such a request 

or directive. This is already public in-
formation. So under the terms of this 
proposal, the court’s decision would ac-
tually be predetermined. 

As a practical matter, that means 
that regardless of how much informa-
tion the court is permitted to review, 
what standard of review is employed, 
how open the proceedings are, and 
what role the plaintiffs are permitted 
to play, it won’t matter. The court will 
essentially be required to grant immu-
nity under this bill. 

Now, our proponents will argue that 
the plaintiffs in the lawsuits against 
the companies can participate in brief-
ing to the court, and this is true. But 
they are not allowed any access to any 
classified information. Talk about 
fighting with both hands tied behind 
your back. The administration has re-
stricted information about this illegal 
wiretapping program so much that 
roughly 70 Members of this Chamber 
don’t even have access to the basic 
facts about what happened. Do you be-
lieve that? So let’s not pretend that 
the plaintiffs will be able to participate 
in any meaningful way in these pro-
ceedings in which Congress has made 
sure their claims will be dismissed. 

This result is extremely dis-
appointing. It is entirely unnecessary 
and unjustified, and it will profoundly 
undermine the rule of law in this coun-
try. I cannot comprehend why Congress 
would take this action in the waning 
months of an administration that has 
consistently shown contempt for the 
rule of law—perhaps most notably in 
the illegal warrantless wiretapping 
program it set up in secret. 

We hear people argue that the 
telecom companies should not be pe-
nalized for allegedly taking part in this 
illegal program. What you don’t hear, 
though, is that current law already 
provides immunity from lawsuits for 
companies that cooperate with the 
Government’s request for assistance, as 
long as they receive either a court 
order or a certification from the Attor-
ney General that no court order is 
needed and the request meets all statu-
tory requirements. But if requests are 
not properly documented, the Foreign 
Intelligence Surveillance Act instructs 
the telephone company to refuse the 
Government’s request, and it subjects 
them to liability if they instead decide 
to cooperate. 

When Congress passed FISA three 
decades ago, in the wake of the exten-
sive, well-documented wiretapping 
abuses of the 1960s and 1970s, it decided 
that in the future, telephone compa-
nies should not simply assume that 
any Government request for assistance 
to conduct electronic surveillance was 
appropriate. It was clear some checks 
needed to be in place to prevent future 
abuses of this incredibly intrusive 
power; that is, the power to listen in on 
people’s personal conversations. 

At the same time, however, Congress 
did not want to saddle telephone com-
panies with the responsibility of deter-
mining whether the Government’s re-

quest for assistance was legitimate. So 
Congress devised a good system. It de-
vised a system that would take the 
guesswork out of it completely. Under 
that system, which is still in place 
today, the company’s legal obligations 
and liability depend entirely on wheth-
er the Government has presented the 
company with a court order or a cer-
tification stating that certain basic re-
quirements have been met. If the prop-
er documentation is submitted, the 
company must cooperate with the re-
quest and it is, in fact, immune from li-
ability. If the proper documentation, 
however, has not been submitted, the 
company must refuse the Govern-
ment’s request or be subject to possible 
liability in the courts. 

This framework, which has been in 
place for 30 years, protects companies 
that comply with legitimate Govern-
ment requests while also protecting 
the privacy of Americans’ communica-
tions from illegitimate snooping. 
Granting companies that allegedly co-
operated with an illegal program this 
new form of retroactive immunity in 
this bill undermines the law that has 
been on the books for decades—a law 
that was designed to prevent exactly 
the type of abuse that allegedly oc-
curred here. 

Even worse, granting retroactive im-
munity under these circumstances will 
undermine any new laws we pass re-
garding Government surveillance. If we 
want companies to obey the law in the 
future, doesn’t it send a terrible mes-
sage, doesn’t it set a terrible precedent, 
to give them a ‘‘get out of jail free’’ 
card for allegedly ignoring the law in 
the past? 

Last week, a key court decision on 
FISA undercut one of the most popular 
arguments in support of immunity; 
that is, that we need to let the compa-
nies off the hook because the State se-
crets privilege prevents them from de-
fending themselves in court. A Federal 
Court has now held that the State se-
crets privilege does not apply to claims 
brought under FISA. Rather, more spe-
cific evidentiary rules in FISA govern 
in situations such as that. Shouldn’t 
we at least let these cases proceed to 
see how they play out, rather than try-
ing to solve a problem that may not 
even exist? 

That is not all. This immunity provi-
sion doesn’t just allow telephone com-
panies off the hook; it will also make it 
that much harder to get at the core 
issue I have been raising since Decem-
ber 2005, which is that the President 
broke the law and should be held ac-
countable. When these lawsuits are dis-
missed, we will be that much further 
away from an independent judicial re-
view of this illegal program. 

On top of all this, we are considering 
granting immunity when roughly 70 
Members of the Senate still have not 
been briefed on the President’s wire-
tapping program. The vast majority of 
this body still does not even know 
what we are being asked to grant im-
munity for. Frankly, I have a hard 
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time understanding how any Senator 
can vote against this amendment with-
out this information. 

I urge my colleagues to support the 
amendment to strike the immunity 
provision from the bill. 

I yield the floor. 
The ACTING PRESIDENT pro tem-

pore. The Senator from Pennsylvania. 
Mr. SPECTER. Mr. President, would 

the distinguished Senator from Wis-
consin yield for a question? 

Mr. FEINGOLD. I will. 
Mr. SPECTER. As the Senator from 

Wisconsin doubtless knows, there was a 
very extensive analysis of these issues 
by Chief Judge Walker of the San Fran-
cisco District Court handed down last 
Wednesday, and I think it was no coin-
cidence that the decision preceded just 
a few days—after everybody knew, in-
cluding Chief Judge Walker—of the 
Senate taking up this question. 

In that opinion, Chief Judge Walker 
finds the Terrorist Surveillance Pro-
gram unconstitutional. He says, flatly, 
that the language of the Foreign Intel-
ligence Surveillance Act of 1978 means 
what it says on the exclusive remedy 
for warrants, and that the President 
exceeded his article II powers as Com-
mander in Chief. 

As we all know, the Detroit District 
Court came to the same conclusion, 
was reversed by the Sixth Circuit in a 
2-to-1 opinion on standing, and then 
the Supreme Court of the United 
States handily ducked the question by 
the noncert. That is the principal con-
stitutional confrontation of our era, on 
article I powers by Congress and article 
II powers of the President as Com-
mander in Chief. They denied cert. And 
on the standing issue, as disclosed by 
the Senate opinion in the Sixth Cir-
cuit, the Supreme Court could easily 
have taken the case to resolve this big 
issue. 

But now Judge Walker has decided, 
and it is very significant, because 
Judge Walker has these more than 40 
cases pending on the effort to grant 
retroactive immunity. The case he de-
cided it on is the Oregon case where 
State secrets are involved, with the in-
advertent disclosure by the Federal 
agents. 

It is hard for me to see how you have 
a State secret which is no longer se-
cret. And you have a document, just 
electronic surveillance, which was dis-
closed, so it is no longer a secret. That 
remains to be decided under the opin-
ion of Chief Judge Walker, but he says 
there is a ‘‘rich lode’’ of material on 
the standing issue. 

These questions involve extraor-
dinarily complex matters. The Senator 
from Wisconsin knows that. He has 
been deeply involved in it. And the dis-
tinguished chairman knows that, be-
cause he has been deeply involved in 
these matters. My question to the Sen-
ator from Wisconsin is twofold: 

One, what do you see as the imme-
diate ramifications of Chief Judge 
Walker’s opinion handed down a few 
days before we are to decide it? 

And a related question: What do you 
think of the likelihood that Members 
of the Senate have had or could have 
an adequate opportunity to review that 
59-page opinion with all of its detailed 
ramifications? 

Mr. FEINGOLD. Mr. President, I 
thank the Senator for asking the ques-
tion. Yes, I referred to this decision in 
my brief comments about this amend-
ment. I think it is obviously a signifi-
cant decision. As I indicated, it deals 
with the State secrets issue. It says 
that FISA is in fact the exclusive 
means and that the evidentiary rules 
regarding FISA should control, rather 
than State secrets. That is an impor-
tant finding. But even more important 
is what the Senator from Pennsylvania 
is alluding to, which is the broader 
issue that the judge didn’t decide, but 
clearly he indicated where he would 
head on the question of whether the 
President’s TSP program was illegal— 
and I have long believed that it was il-
legal. In fact, the Senator and I were 
the first Members to comment on the 
revelation of this program in December 
of 2005 on the floor of the Senate. 

I have examined it closely myself, as 
a member of the Intelligence Com-
mittee and the Judiciary Committee, 
and I feel even more strongly today 
than I did then that this program was 
illegal and there needs to be account-
ability for that illegality. That ac-
countability can come in part from 
litigation of the kind that involved 
this district court decision, and it can 
come from other cases that are pend-
ing. But my concern, of course, is that 
if we jam this bill through, it may have 
an impact on the ability to pursue that 
underlying legal issue because of the 
effective granting of immunity to tele-
phone companies. So this decision has 
significance, but I can’t tell you that I 
know all the ramifications. 

Obviously, Members of the Senate, to 
answer your question, should review 
the opinion and have a chance to find 
out more about the opinion. But there 
are 70 Members of the Senate who 
haven’t even had the benefit of what 
you and I have had, which is the brief-
ing on the actual TSP and what hap-
pened from 2001 to 2007 with regard to 
wiretapping. 

I thank the Senator for making this 
important point about Senators being 
ready to grant this immunity without 
reviewing the litigation. 

Mr. SPECTER. Mr. President, if the 
Senator from Wisconsin will yield for 
just one more question? And that is, in 
the context, is the Senator—I asked 
him to yield for one more question, and 
I will use a microphone so perhaps he 
can hear me, perhaps some people on 
C–SPAN2 will hear me, perhaps some 
Senators will hear me, because we need 
to be heard on this subject because of 
its complexity. 

The question relates to what the Sen-
ator from Wisconsin has said. He puts 
it at some 70 Members of the Senate 
have not been briefed on the program. 
I have heard from House leadership 

that most of the Members of the House 
have not been briefed on the program. 
There has been no official determina-
tion. The language is picked up from 
the allegations of the complaint as to 
what is alleged. 

The question is, How can the Con-
gress intelligently decide—maybe that 
is too high a standard. But how can the 
Congress, especially the world’s great-
est deliberative body, the U.S. Senate— 
how can the decision be made on elec-
tronic surveillance, granting retro-
active immunity, when we don’t know 
what we are granting retroactive im-
munity to? 

The second part is, How can we fly in 
the face of the decision by the judge 
who is ruling on these cases—we are 
sending them all to him—when he, 
speaking for the court: The law of the 
case is that the terrorist surveillance 
program is unconstitutional, that it 
exceeds the authority. 

The Foreign Intelligence Surveil-
lance Act also covers the pen register 
and related items, so—not specifying 
what is involved here—whatever is in-
volved, sending it to the judge who has 
already said it is unconstitutional. 
How can we deal in an intelligent man-
ner given those two critical factors? 

Mr. FEINGOLD. Mr. President, I 
again thank the Senator from Pennsyl-
vania for his comments and question. 
Really, the only appropriate answer is 
to say ‘‘amen’’ to everything he just 
said. Think about this: To vote on any-
thing when 70 Members of the Senate 
haven’t been briefed on it seems unbe-
lievable, and then you add to it that it 
has to do with the most critical issue 
of our time: How can we best protect 
our country from those who attacked 
us while also observing the rule of law? 
That would be bad enough. But then 
you add to it, as the Senator from 
Pennsylvania has indicated, that this 
goes to the very core issue of the struc-
ture of the Constitution. Is it really 
true, as the administration puts for-
ward in defense of the TSP program, 
that article II of the Constitution 
somehow allows the executive and 
Commander in Chief power to override 
an absolutely clear, exclusive author-
ity adopted by Congress pursuant to 
Justice Jackson’s third tier of the test 
set out in his Youngstown opinion? 

All of these levels are implicated by 
this. The Senator could not be more 
correct. This is an amazingly inappro-
priate use of legislative interference, 
pushed by this administration, and 
Senators should take a very hard look 
at whether they want to be associated 
with such an attack on the rule of law 
in this country. 

I yield the floor. 
The ACTING PRESIDENT pro tem-

pore. Who yields time? The Senator 
from West Virginia. 

Mr. ROCKEFELLER. Mr. President, I 
am opposing the amendment. So I 
would be taking time from Senator 
BOND. I ask for approximately 20 min-
utes. 

The ACTING PRESIDENT pro tem-
pore. Duly noted. 
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Mr. ROCKEFELLER. Mr. President, 

my colleagues have submitted two 
amendments seeking to accomplish 
somewhat the same goal before, and in 
a sense now down to one. Senators 
DODD and FEINGOLD have an amend-
ment to strike title II of the FISA bill. 
It is very plain and simple, and they 
are very clear about that. The amend-
ments have the same effect—elimi-
nating the title that provides a mecha-
nism for a U.S. district court to decide 
whether pending suits against tele-
communications companies should be 
dismissed. 

Two other amendments with respect 
to title II, to be offered by Senator 
SPECTER and Senator BINGAMAN, will 
follow. While I address those amend-
ments in separate statements, I would 
like to say now with respect to the 
amendments that I oppose each of 
them and I urge that the Senate pass 
H.R. 6304 without amendment so that 
the delicate compromise which serves 
as best it can to protect both national 
security and privacy and civil liberties 
can, in fact, become law. 

Six and a half years ago, instead of 
consulting with Congress about 
changes that might be needed to FISA, 
the President made the very misguided 
decision to create a secret surveillance 
program that circumvented the judi-
cial review process and authorization 
required by FISA and was kept from 
the full congressional oversight com-
mittees. That is calling it running 
around the end altogether. We are 
right to be angry about the President’s 
actions, but our responsibility today is 
to look forward. That is what this bill 
is about, to make sure we have ade-
quately dealt with the numerous issues 
that have arisen from the President’s 
very poor decision, bad decision. 

The bill in front of us today accom-
plishes three important goals with re-
spect to the President’s warrantless 
program. 

First, the bill establishes a sure and 
realistic method of learning the truth 
about the President’s program—I re-
peat, learning the truth about the 
President’s program. It requires the 
relevant inspectors general—that is a 
term of art. What I mean by that is the 
inspectors general of the CIA, DOD, 
NSA, et cetera, people who oversee and 
know what is in this program alto-
gether—to submit an unclassified re-
port about the program to the Con-
gress. This report will ensure that both 
Congress and, by the way, therefore, 
obviously, the public will have as com-
plete a picture of the President’s 
warrantless surveillance program as 
possible or as messy as it may be for 
them to ingest. 

Second, the bill tightens the exclu-
sivity of the FISA law, making it im-
probable for any future President to 
argue that acting outside of FISA is 
lawful. That is huge. That means the 
President can never again, ever use 
what he has used—his all-purpose pow-
ers—and say he can just walk right 
around the end of FISA. He has to have 

a statutory authority, it has to come 
from us, and he cannot bypass FISA as 
he did altogether. 

Third, the bill addresses the problems 
the President’s decision has caused for 
the telecommunications companies 
that were told their cooperation was 
both legal and necessary to prevent an-
other terrorist attack. They were not 
told a lot, but they were certainly told 
that. The bill does not provide those 
companies with a free pass. It requires 
meaningful district court review of 
whether statutory standards for pro-
tection from liability have been met 
for the companies having relied on the 
Government’s written representations 
of legality. 

You remember there was a period 
when we were using the FISA Court to 
make these kinds of judgments, and we 
bent to the better wisdom of the House 
with respect to the district court, 
which is a more public court. So they 
have that responsibility. 

All of these pieces fit together, and 
not just because they are part of a 
larger compromise on this bill. Private 
companies that cooperated with the 
Government in good faith, as the facts 
before the congressional intelligence 
committees demonstrate they did, 
should not be held accountable for the 
President’s bad policy decisions. But if 
the court ultimately dismisses the liti-
gation against those companies, it is 
important that there be a mechanism 
for public disclosure about the Presi-
dent’s program, and it is precisely, 
therefore, in this bill that the inspec-
tors general report, which has to be 
provided to us within a year, provide 
that public accountability. 

Likewise, we can only put past ac-
tions behind us if we can be reassured 
that this will not happen again, and 
therefore the strength in the exclu-
sivity language in the FISA bill ad-
dresses that concern. That it does. 

Together, the three components of 
the bill provide accountability for the 
mistakes of the past as well as a way 
to move forward. 

Although title II in the bill before us 
today differs in important ways from 
the title II we passed out of the Senate 
this past February, the two bills ad-
dress the same underlying problems 
faced by the telecommunications com-
panies. 

Because the majority of the informa-
tion in the cases is classified, there has 
been no substantial progress in the 
cases against the telecommunications 
companies—several of them have been 
going on for years. Classified informa-
tion, they can’t have it; state secrets, 
can’t have it. The Government has not 
even allowed the telecommunications 
companies in the many pending law-
suits to disclose publicly whether they 
assisted the Government. These compa-
nies, therefore, have not been per-
mitted to invoke the defense to which 
they are entitled. But sued they are. 
The companies cannot reveal, for ex-
ample, whether they did not partici-
pate in the program. That would be a 

false accusation against some com-
pany, but they cannot say that they 
didn’t participate or that they only 
participated pursuant to a court 
order—they can’t talk about that—or 
participated in reliance on written 
Government representation of legal-
ity—cannot talk about that. The bill 
before us today allows these defenses 
to be presented to the district court, 
the public court—not the FISA Court, 
which is kind of a secret court, but to 
the district court, which is not a secret 
court. It is a public court. 

The Attorney General is authorized 
to certify to the court that particular 
statutory requirements have been met 
without requiring public acknowledg-
ment of whether particular providers 
assisted the Government. 

The bill then requires the district 
court to determine whether the Attor-
ney General’s certification is supported 
by ‘‘substantial evidence.’’ That is a 
higher, tougher standard than the 
‘‘abuse of discretion’’ test we had in 
the Senate bill. In making this assess-
ment, the district court is specifically 
authorized to review the underlying 
documents on which the Attorney Gen-
eral’s certification is based. The court 
can, therefore, ‘‘review any court or-
ders, statutory directives or certifi-
cations authorizing providers’ coopera-
tion.’’ 

Importantly, the court may also re-
view the highly classified documents 
provided to the companies indicating 
that the President had authorized the 
program and that it had been deter-
mined to be lawful. Explicitly allowing 
the court to base its decision on wheth-
er companies are entitled to liability 
protection on relevant underlying doc-
uments is an important improvement 
to the bill, and I am happy it is in it. 

Because such documents would be 
classified, any review of those docu-
ments in the litigation prior to this 
bill would have been limited to a court 
assessment of whether the documents 
were privileged. The court could not 
have relied on what the Government’s 
communications to the providers actu-
ally said in making its assessment 
about whether the cases should be dis-
missed. The court could not have relied 
on what those Government commu-
nications said—it is different. 

This bill before the Senate, therefore, 
gives the district court both an impor-
tant role in determining whether stat-
utory requirements for liability protec-
tion have been met and the tools to 
make that assessment. 

The FISA bill also provides a more 
explicit role for the parties to the liti-
gation—this is new and better—to en-
sure that they will have their day in 
court open—sort of, and so to speak— 
but they will have their day in court. 

But they will have their day in court. 
They are provided the opportunity to 
brief the legal and constitutional 
issues before the court and may submit 
documents to the court for review. 
Whatever it is they want to submit, 
they can submit. 
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A few of my colleagues have argued 

that including any sort of mechanism 
that would allow the district court to 
resolve these cases will prevent the 
public from hearing the details about 
the President’s program. But even if 
the litigation were to continue indefi-
nitely, it would never tell the full 
story. 

Lawsuits have now been pending for, 
as I indicated, over 2 years. The fight 
during all that time, and the likely 
fight in the future, has been about 
whether the plaintiffs will have access 
to any classified information about the 
program. The plaintiffs in the litiga-
tion, they have never been and will 
never be provided with wide-ranging in-
formation about the President’s classi-
fied program that would enable them 
to put together a comprehensive pic-
ture of what happened. 

This capability is reserved for those 
who have complete access to informa-
tion about the program. And that 
again is why I come back to the impor-
tance of the inspectors general aspect 
of this oversight. You can say: inspec-
tors general, them and their reports. 
Well, inspectors general can take apart 
their agencies, and they are sort of in 
there to do that. 

That is why we have asked the in-
spectors general of these relevant in-
telligence agencies, including the DOD, 
who do, in fact, have complete access 
to information about the program, to 
conduct a comprehensive review of 
that same program, the whole thing. 

The FISA bill requires a report of the 
review be submitted to the Congress in 
a year and requires that the report, 
apart from any classified annex, be 
submitted in an unclassified form that 
can be made available to the public. 

That is not a dodge, that is simply a 
fact. You cannot release classified in-
formation to the public. So this is an 
appropriate way to obtain answers to 
questions about the President’s pro-
gram and ensure the public’s account-
ability. 

Critics have also claimed that grant-
ing immunity will suggest to the tele-
communications companies that that 
compliance with the law is optional or 
that Congress believes that the Presi-
dent’s program was legal. An examina-
tion of the bill that is before us in the 
Senate would make it impossible for 
anyone to come to either conclusion. 

The administration made very 
strained arguments to circumvent ex-
isting laws in carrying out the Presi-
dent’s warrantless surveillance pro-
gram: a claim, for example, that the 
2001 authorization for use of military 
force was a statutory authorization for 
electronic surveillance outside FISA, 
even though that authorization did not 
mention electronic surveillance. 

What role did we expect tele-
communications companies to play in 
those assessments of legality? To an-
swer that question, we must consider 
the legal regime under which these 
companies were operating. Numerous 
statutes over the years have stressed 

the importance of cooperation between 
the telephone companies and the Fed-
eral Government, particularly in times 
of emergency. This has a fairly long 
history. 

FISA itself allows the Attorney Gen-
eral to authorize electronic surveil-
lance for short periods of time in emer-
gencies prior to the submission of an 
application for an order. The law, as it 
existed in 2001 and as it exists today, 
grants immunity to telecommuni-
cations companies, based solely on a 
certification from the Attorney Gen-
eral that no warrant or court order is 
required by law, that the statutory re-
quirements have been met, and that 
the specified assistance is required. 

Given the need for speedy coopera-
tion in times of emergency, Congress 
has never asked companies to question 
the Government’s legal analysis that 
their cooperation is legal and nec-
essary. Thus, although the tele-
communications companies have al-
ways been and will always be expected 
to comply with the law, Congress has 
told them, prior to 2001, that they were 
entitled to rely on representations 
from the highest levels of Government 
as to what conduct was legal. 

That is the way it worked. In the 
case of the President’s surveillance 
program, representations of legality 
were made to providers from the very 
highest levels of Government. The 
FISA bill before the Senate, therefore, 
eliminates any possible loopholes in 
existing law, ensuring that neither the 
telecommunications companies nor 
any future Presidents have any doubt 
about what is required to comply with 
the law. 

It strengthens the exclusivity lan-
guage of FISA—I have mentioned that, 
I do again—making it absolutely clear 
that the Congress does not intend gen-
eral statutes to be an exception to 
FISA’s exclusivity requirements. In 
other words, no future President can 
therefore claim that an authorization 
for use of military force allows the 
Government to circumvent FISA. 

Even more importantly for the tele-
communications companies, the bill 
before us makes it a criminal offense 
to conduct electronic surveillance out-
side of specifically listed statutes. Un-
like existing criminal and civil pen-
alties which exempt electronic surveil-
lance that is authorized by statute, the 
bill puts telecommunications compa-
nies on notice that any electronic sur-
veillance outside FISA or specifically 
listed criminal intercept provisions, in 
the future, is a criminal offense that is 
subject to civil penalties for claims 
brought by individuals who are free to 
do so. 

This clear language provides no room 
for any future President or Attorney 
General to argue that criminal and 
civil penalties should not attach for 
any circumvention of FISA. 

Now, the improvements to this bill 
address many of the concerns raised 
with the possibility that the court 
might dismiss the lawsuits against the 

telecommunications companies. The 
bill before us makes clear that Con-
gress expects compliance with the 
laws, and it assures that public ac-
countability is on the Government, 
where it belongs, and not on the com-
panies that acted in good faith in co-
operating with the Government. 

It is important to say that whatever 
the inspectors general come up with in 
their analysis of this, and believe me, 
they will be under the gun to do it 
right, that they have to report that, 
both unclassified and classified, to the 
Intelligence Committees and the Judi-
ciary Committees in both Houses. So 
the oversight factor again comes in. 

I think it is time to pass this bill and 
move forward. I urge my colleagues to 
oppose the Dodd-Feingold amendment. 

Mr. SPECTER. Mr. President, would 
the Senator yield for a question; two 
questions, very briefly? 

Mr. ROCKEFELLER. Of course. 
Mr. SPECTER. The first question re-

lates to the fact, as represented, that 
some 70 Members of the Senate will not 
have been briefed on the program. 

I have been advised by the leadership 
in the House that most of the Members 
of the House have not been briefed on 
the program. The chairman, in detail, 
went over what the telephone compa-
nies cannot do because they cannot 
make any public disclosures. 

And my question is: How can we in-
telligently grant retroactive immunity 
on a program that most Members of 
Congress do not know what we are 
granting retroactive immunity on? 

Mr. ROCKEFELLER. First of all, I 
should point out to the distinguished 
Senator from Pennsylvania that there 
was a period when members of the In-
telligence Committee, members of the 
Judiciary Committee, were not even 
able to go to the Executive Office 
Building to look at any of the orders 
that came down, President to Attorney 
General to National Security Advisor, 
then a letter to the companies. We 
were not allowed to do that. 

The chairman and the vice chairman 
were allowed to do that. Nobody else 
was. That changed. And it changed be-
cause this Senator and a number of 
others put tremendous pressure, be-
cause it was such a ridiculous situation 
that I could not even talk to my com-
mittee members about it. And so they 
expanded that to include not only com-
mittee members but also some staff 
from both the Intelligence and Judici-
ary Committees. 

So I would say to the good Senator 
that intelligence is difficult, and it is 
difficult to legislate it on the floor of 
the Senate. Let me phrase it this way. 
There is a common view held by many 
that members of the Intelligence Com-
mittee and then, to some extent, the 
Judiciary Committee, in fact, have the 
intelligence, they control the intel-
ligence, it is all theirs. 

I wish to debunk that right now. We 
control no intelligence. It is entirely 
controlled, meted out or not, by the ex-
ecutive branch. This executive branch 
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has been extremely cautious, stingy, I 
would say undemocratic, in doing this. 

The good Senator from Missouri who 
is coming in now, the vice chairman of 
the Intelligence Committee and I have 
fought like bears to expand the number 
of people who can have access to these 
programs. But I cannot argue that the 
Senator—his point is worthy of 
thought. 

I think then one has to consider, are 
the people on the Judiciary Committee 
and the people on the Intelligence 
Committee representative of good 
faith, people of reasonable intellect, 
people who know their business, and 
people who exercise fair judgment? I 
have been handed a note to say some-
thing I have already said, that the pub-
lic reporting accompanying the Senate 
Intelligence Committee bill, detailed, 
with a great deal of specificity, what 
the companies received from the Fed-
eral Government. 

That still does not allow me to argue 
the Senator’s point. It is a peculiar and 
difficult nature of legislating intel-
ligence legislation on the floor of the 
Senate. But it is not weakened by so 
doing because of what I have indicated, 
because of what the inspectors general, 
granted, not in time for this, will come 
up with, and, secondly, what I would 
call the very high standard of people 
who serve on both the Republican and 
the Democratic side of the Senate and 
House Judiciary Committee and Intel-
ligence Committee. 

Mr. SPECTER. Mr. President, my 
second question is, very briefly—— 

Mr. BOND. Mr. President, I would 
like to reclaim my time. 

The ACTING PRESIDENT pro tem-
pore. There are 34 minutes remaining 
in opposition. The Senator from West 
Virginia has the floor. 

Mr. SPECTER. Mr. President, very 
briefly on the second question, and I 
will be very brief—the chairman has 
gone over the ineffectiveness of Con-
gress in dealing with the statutory re-
quirement for notice to the Intel-
ligence Committees which wasn’t fol-
lowed. We have gone over the ineffec-
tiveness of the courts in dealing with 
enforcing the Foreign Intelligence Sur-
veillance Act, where the Supreme 
Court, as I detailed earlier, had ducked 
the question. So given the ineffective-
ness of Congress—and I know, I chaired 
the Intelligence Committee in the 
104th Congress and could find out hard-
ly anything; I found the Director of the 
CIA knew so little about what was 
going on—and then the signing state-
ments, the only recourse we have now 
is to the courts and to Chief Judge 
Walker. 

So my question to you is, if we are to 
maintain separation of powers and de-
termination of constitutionality, arti-
cle I versus article II powers, how in 
the world can we act to divest Chief 
Judge Walker of his jurisdiction in the 
case, especially in light of the opinion 
he handed down last Wednesday? 

Mr. ROCKEFELLER. I respond to the 
Senator from Pennsylvania by saying 

he indicated that Judge Walker said 
this was not a constitutional effort be-
tween 2001 and 2007, and it was not con-
stitutional. But when the Senator of-
fers his own amendment this after-
noon, I will make the point I make 
now, that even if it is determined that 
the program is unconstitutional—and 
that, for reasons I will explain after 
lunch when we do the amendment, will 
not be possible—the immunity fact is 
not compromised. It is not changed. 
You are talking about the constitu-
tionality of the White House’s action. 
This bill talks about title I and then 
title II and a couple of other titles 
which referred to protecting basic 
rights, reverse targeting, all kinds of 
things such as that, which, in fact, 
came from Senator FEINGOLD, and it is 
not involved in the constitutionality. 
It is not involved in that. Even if the 
judge ruled it unconstitutional, it 
would make no difference whatsoever 
on title II. 

Mr. SPECTER. I respect Senator 
BOND’s time, and I will pursue this 
with the chairman when my amend-
ment is called up later today. 

I thank my colleagues. 
Mrs. BOXER. I have a parliamentary 

inquiry. 
The ACTING PRESIDENT pro tem-

pore. The Senator will state it. 
Mrs. BOXER. Senator DODD has 

yielded me 10 minutes of his time to 
speak in favor of his amendment to 
strike the immunity clause. I am won-
dering how I may get recognition here 
and how much time does Senator DODD 
have left in this debate? 

The ACTING PRESIDENT pro tem-
pore. There is 43 minutes remaining for 
the Senator from Connecticut. 

Mrs. BOXER. I wonder if Senator 
BOND would allow me to take 10 min-
utes of the 43 minutes Senator DODD 
has remaining? 

Mr. BOND. Mr. President, I am happy 
to accommodate the Senator from 
California. With respect to the com-
ments by the Senator from Pennsyl-
vania, I had asked that those be re-
served for the arguments in favor of 
the amendment. How much time re-
mains on the chairman and my side of 
the aisle? 

The ACTING PRESIDENT pro tem-
pore. There is 30 minutes. 

Mr. BOND. We will reserve that and 
accommodate the Senator from Cali-
fornia. I thank the Chair and my col-
leagues. 

The ACTING PRESIDENT pro tem-
pore. Without objection, the Senator 
from California is recognized for 10 
minutes. 

Mrs. BOXER. Mr. President, I rise 
today to speak in strong support of the 
amendment offered by Senator DODD to 
strike the provision from the bill pro-
viding immunity to the telecom com-
panies who assisted President Bush 
with his warrantless surveillance pro-
gram; in essence, breaking the law 
they were supposed to live by. I also 
note that not every telecom company 
went along with this. There was at 

least one, Qwest, that refused to go 
along because they said it would break 
the law if they did so. I thank Senators 
DODD, FEINGOLD, LEAHY, and others for 
their leadership. I know these are dif-
ficult debates to have because people 
could say: My goodness, they are offer-
ing an amendment to the intelligence 
bill and, ipso facto, that must be a bad 
thing because they are slowing things 
down. 

I have to say, when you are standing 
up to fight for liberty and justice and 
the truth, you should never be afraid to 
slow something down. As a matter of 
fact, it is our job to do so. I do thank 
my colleagues for their leadership. 

I am proud to be a cosponsor of this 
amendment. In my support of this 
amendment to strike the immunity to 
the telecom companies who went along 
with the President’s secret and, I be-
lieve, illegal program, I wish to say I 
am not seeking punishment for them. 
As a matter of fact, I have stated a 
long time ago that I support indem-
nification for the telecom companies. I 
believe Senator WHITEHOUSE took the 
lead on that. Senator SPECTER, at one 
point, I think, was involved in that and 
others. I thank them for their leader-
ship on that issue. 

I understand the predicament of a 
company that is facing the White 
House and the White House is saying: 
You need to spy on your customers be-
cause we are asking you to do it for the 
safety of the people. I understand their 
predicament. But I do believe, at this 
point in time, to give retroactive im-
munity kind of makes a mockery of 
the fact that we are supposed to be a 
government of laws, not people. We are 
a government of laws. Do we then come 
back and say: By the way, there are 
three laws over here we don’t like so 
we are going to say to the people who 
broke them, it is OK, because we have 
looked at it and we think it is OK? 
This is America. We are a country of 
laws. So this issue is so important. I 
can’t overstate how deeply I feel about 
it. 

We cannot place the interests of the 
companies and, frankly, of this admin-
istration, that doesn’t want the truth 
to come out, ahead of the constitu-
tional rights of our citizens who seek 
justice in our courts. This administra-
tion is so desperate to have this immu-
nity because they have no interest in 
the American people finding out the 
truth. 

In another subject area, I had a press 
conference today with a wonderful man 
who stood up and quit the Environ-
mental Protection Agency because 
they were thwarting him every step of 
the way as he tried to tell the truth 
about the real dangers, as a matter of 
fact, the endangerment posed by global 
warming. He sent the White House an 
e-mail, and it was entitled 
‘‘Endangerment Finding.’’ The White 
House called and said: Take it back. We 
don’t want to open it. And he said: It is 
too late. So that e-mail is floating 
around in cyberspace because the 
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White House knows, if they open it, it 
becomes public domain. So secrecy is 
what this administration lives by. 

This is a blatant example of where 
they want to keep secret an illegal pro-
gram. I don’t think we should be 
complicit. I don’t think we should en-
able them to avoid the constitutional 
scrutiny of our Federal courts. We 
can’t sacrifice—we can’t—the truth for 
convenient expediency. It is not Amer-
ican. We have a system of government 
that is built not only on our Constitu-
tion but on the notion of checks and 
balances. The Federal courts are doing 
their job by checking this administra-
tion’s broad exercise of Executive 
power. That is why I will be supporting 
other amendments that will be coming 
up that deal with this matter. 

Last week, Chief Judge Walker, of 
the Northern District of California, 
issued an opinion rejecting this admin-
istration’s claim to have ‘‘inherent au-
thority’’ to eavesdrop on Americans 
outside of statutory law. What does 
this Senate want to do? A lot of the 
leaders you hear speaking on this want 
to make it possible to give retro-
actively to this administration the in-
herent authority to eavesdrop on 
Americans outside the law. In the fu-
ture, we are fixing it. Good, I am glad. 
I am happy. But you can’t then say, 
but we are going to look back and 
change the law. It is not right. 

Listen to what Judge Walker wrote: 
Congress appears clearly to have intended 

to establish the exclusive means for foreign 
intelligence activities to be conducted. 
Whatever power the executive might other-
wise have had in this regard, FISA limits the 
power of the executive branch to conduct 
such activities and it limits the executive 
branch’s authority to assert the State se-
crets privilege in response to challenges to 
the legality of its foreign intelligence sur-
veillance activities. 

So we, Congress, limited the power of 
the executive. We said: You can’t as-
sert the state secrets privilege in re-
sponse to challenges to the legality of 
its foreign intelligence activities. And 
here we are rolling over with bravado 
to say to this administration—and by 
the way, I would feel the same way 
whoever was the President, this admin-
istration or any administration—oh, 
you are the absolute ruler, the King. 
You can do whatever you want. You 
can roll over. You can do all of that. 

We need to protect this country from 
terrorists. We must. I voted to go to 
war against bin Laden, and I will not 
rest until he is gone and we break the 
back of al-Qaida. Unfortunately, that 
has gone awry. I will be very willing to 
have our Government listen in on con-
versations of the bad actors out there, 
but I don’t want good people being 
spied on. That was the whole reason 
FISA came into being in the first 
place. People seem to forget the origi-
nal FISA was to protect the people 
from being spied on, ordinary people. 
Suddenly, it has been turned on its 
head. I believe the current process 
works. Our system of government 
works. The Federal courts are exer-

cising their constitutional duty to re-
view Executive power. 

So why in this bill are we seeking to 
stop that process? Why are we attempt-
ing to tie the capable hands of the Fed-
eral courts and deny our citizens their 
day in court? Covering up the truth is 
not the way to gain or regain the trust 
of the American people. The truth is 
the basis of the American ideal. 

I always marveled, as a little girl and 
as a young woman, growing up, watch-
ing as the truth came out about Amer-
ica. I remember my dad, who loved this 
country so much, saying to me: Honey, 
you just watch this country. We are 
not afraid to admit a mistake. We are 
not fearful of giving people rights. We 
will stand up and tell the truth, even 
when we make the biggest mistakes. 

Covering up the truth is not the way 
to gain the trust of the American peo-
ple. Since learning, in late 2005, that 
the President violated the trust of our 
people by spying on our citizens, Con-
gress and the American people have 
struggled to find out what happened. 
Last week, we celebrated the day we 
adopted the Declaration of Independ-
ence, Independence Day, July 4. In that 
historic document is the following 
phrase: 

To secure these rights, governments are in-
stituted among men deriving their just pow-
ers from the consent of the governed. 

‘‘The consent of the governed,’’ that 
means the law has to be behind you 
when you undertake to do something 
such as this administration did. They 
didn’t care about the consent of the 
governed. They didn’t care about the 
law that was in place. Truth is the cen-
terpiece of justice. I don’t see how we 
ever get to the truth if we grant this 
immunity. I don’t. It is not, to me, 
about the punishment. 

As I said, I will be happy to have sub-
stitution, to have the Government step 
in. That is not the issue. We need to 
get to the truth, and we all know how 
that happens in our country. The im-
munity provision in this bill sweeps 
the warrantless program under the car-
pet. It hides the truth. The people de-
serve better from us. 

I will close with a quote by former 
Supreme Court Justice Sandra Day 
O’Connor: 

It is during our most challenging and un-
certain moments that our nation’s commit-
ment to due process is severely tested. It is 
in those times we must preserve our commit-
ment at home to the principles for which we 
fight abroad. 

I hope we will support the Dodd 
amendment to strike the immunity 
provision. 

I thank the Chair. 
The ACTING PRESIDENT pro tem-

pore. The Senator from Missouri. 
Mr. BOND. Mr. President, I under-

stand we are coming up on a hard 
break, as they say in television, for the 
party lunches. 

The ACTING PRESIDENT pro tem-
pore. That is correct. 

Mr. BOND. Mr. President, I note only 
before we go into that break that the 

Senator from Pennsylvania has made a 
number of comments on time for the 
supporters of the bill that actually de-
serve a response. 

One clear point that needs to be 
made in response to the Senator from 
Pennsylvania and the Senator from 
California is that Judge Walker’s ac-
tions will not be dismissed if retro-
active liability protection is accorded 
carriers. It is a case against the United 
States, not a case against the tele-
phone companies. 

Furthermore, I would say that the 
dictum in Judge Walker’s opinion is 
contrary to higher, more authoritative 
courts. So Judge Walker was not cor-
rect, and I believe should his case go up 
on appeal, he will be found not to be 
accurate. But that does not go, as my 
colleague from West Virginia has said, 
to the issue of whether carriers deserve 
retroactive liability protection. So I 
will reserve my comments, and I will 
ask to be recognized when—when will 
the Senate return to session? 

The ACTING PRESIDENT pro tem-
pore. At 2:15 p.m. 

Mr. BOND. Mr. President, I ask unan-
imous consent that I be recognized for 
what remains of time on this side. 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

f 

RECESS 

The ACTING PRESIDENT pro tem-
pore. Under the previous order, the 
Senate stands in recess until 2:15 p.m. 

Thereupon, the Senate, at 12:31 p.m., 
recessed until 2:15 p.m. and reassem-
bled when called to order by the Pre-
siding Officer (Mr. CARPER). 

f 

FOREIGN INTELLIGENCE SURVEIL-
LANCE AMENDMENTS ACT OF 
2008—Continued 

The PRESIDING OFFICER. Under 
the previous order, the Senator from 
Missouri is recognized for 29 minutes. 

Mr. BOND. Thank you, Mr. Presi-
dent. I appreciate the recognition. 

To begin, to clarify for the floor and 
our colleagues the arrangement the 
chairman and I have on this bill, I ask 
unanimous consent that Senator 
ROCKEFELLER manage the time in oppo-
sition to the Specter amendment and 
that I manage the time in opposition 
to the Dodd and Bingaman amend-
ments. 

The PRESIDING OFFICER. Is there 
objection? 

Without objection, it is so ordered. 
Mr. BOND. Mr. President, as I men-

tioned earlier today, the Senate is 
poised to wrap up consideration of the 
Foreign Intelligence Surveillance 
Amendments Act of 2008 in the form of 
H.R. 6304. Now, most of my colleagues 
know this legislation has had a way of 
hanging around for quite awhile, being 
caught up in the congressional process. 
Many, including myself, believe we 
should have passed it well before now, 
but it appears that we are on about the 
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